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Introduction
Discussions around App-ID following contribution TP-2015-0735 concluded that in light of the current state of TS-0003 (Release 1), some text in section 11 of TS-0001 should be clarified.
-----------------------Start of change 1-------------------------------------------
11.1
Enrolling M2M Nodes and M2M Applications for oneM2M Services

Though M2M Nodes in the field domain are assumed to communicate without human involvement, individuals or organizations remain responsible for setting the access control policies used to authorize their M2M Nodes to access M2M services. In the following text, M2M Nodes refers to M2M field nodes.

In particular, individuals or organizations acquiring M2M Nodes can subscribe to a contract with an M2M Service provider (M2M Service Subscription) under which they enrol their M2M Nodes (e.g. using identifiers pre-provisioned on the nodes, such as Node-ID). This in turn may require an M2M Service provisioning step (including Security provisioning) that takes place on the target M2M Nodes themselves, for which interoperable procedures are specified by oneM2M (see clause 11.2.1). Following M2M service provisioning, the nodes can be identified and authenticated for association with an M2M Service Subscription, whose properties reflect the contractual agreement established between their owner and the M2M Service Provider.

Similarly, it shall be possible for an M2M Service Provider to mandate that any application accessing M2M services be associated with a security credential used to authorize specific operations to instances of that application (see clause 11.2.2). This step facilitates the deployment and management of applications that are instantiated in great numbers, as it enables all instances of an application to be managed through common security policies that are set once for all. It also enables keeping control over applications issued by untrusted sources.

The above steps may be delegated to an M2M trust enabler, when this role is not assumed by the M2M Service Provider.

-----------------------End of change 1 ---------------------------------------------

-----------------------Start of change 2 -------------------------------------------
11.2.2
M2M Application Enrolment

This procedure is an optional step that enables the M2M SP and/or M2M application provider to control which applications are allowed to use the M2M services. It assumes that such an M2M application is associated to a credential to be used for controlling authorization prior to being instantiated in the M2M system, and that its intended access rights be provisioned in the M2M Service Subscription. The security credential associated with the App-ID is provisioned in the CSE and can be used to grant specific authorization to application instances to access an approved list of M2M services, or revoke access to all instances of undesirable applications. 
-----------------------End of change 2 ---------------------------------------------
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