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================ Start of Text Proposal 1 =======================

2.2
Informative references
[i.2] 
OIC Core Framework
[i.3]
OIC Remote Access
================ End of Text Proposal 1 =====================
================ Start of Text Proposal 2 =======================
5.1
Introduction to OIC technology 
This section describes the introduction to OIC as basic information for comparision between OneM2M and OIC. More details of OIC is described in [i.2]

5.1.1 Design Principle
The main objective of OIC is to create an interoperable framework for interaction between devices within local network and remote network. In OIC architecture, entities in physical world for e.g. bulb are represented as resources with their unique URIs and supported interfaces that enable RESTful operations on these resources. OIC defines the notion of a roles for devices. A device having Client role initiates a RESTful operation with a device having Server role which responds to the operation. The interaction between OIC Client and Server are depicted as in the figure 1. 
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Figure 1: OIC Architectural Interaction
5.1.2 System Architecture

5.1.2.1 Network Architecture
OIC System is a network of devices connected peer to peer or via an infrastructure device. Devices in an OIC network can play the role of an OIC Client or an OIC Server or both. Figure 2 represents an OIC network with peer to peer connected devices.
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Figure 2: OIC Network
5.1.2.2 Device Architecture (Functional Block Diagram)
OIC Device architecture encompasses the functionality required for OIC operations. Figure 3 below depicts the same. L2 connectivity includes various connectivity like Wi-Fi, BT etc. Network could be either IPv4 or IPv6 based. Transport uses either UDP or TCP. OIC framework provides the core functions needed by an OIC device for e.g. discovery etc. The application profiles are specific to a domain of operation for e.g. Smart Home.
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Figure 3: Functional Block Diagram
5.1.3 OIC Remote Access
5.1.3.1 Philisophy

OIC Remote Access is accomplished using XMPP and ICE standards. XMPP Clients in an OIC network interact with XMPP server hosted in the cloud. XMPP server maintains account information and account policies. The XMPP stanzas (messages) exchanged between XMPP server and XMPP Client includes OIC CoAP messages in its payload. The receiving end decodes it and retrieves the message. For Peer to Peer communication ICE standard is proposed which will be fully specified in later releases. 
5.1.3.2 Architecture

Figure below shows the OIC Remote Access Architecture with one XMPP server. 
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Figure 4: OIC Remote Access Architecture
RAE Server is an OIC Server with XMPP client functionality. RAE Server is configured with the details of XMPP server. They will connect with each other and exchange XMPP stanzas (messages). 
More details of OIC Remaote Access are described in [i.3]
================ End of Text Proposal 2 =====================
© 2015 oneM2M Partners 






















Page 4 of 4

_1502279616.vsd
OIC Client


OIC Server


OIC Server + OIC Client


OIC Framework


OIC Framework


OIC Framework


OIC Device


OIC Device


OIC Device



_1502281070.vsd
L2 Connectivity


Networking


Transport


OIC Framework


ID & Addressing


Discovery


Resource Model


Device Management


CRUDN


Security


Messaging


Application Profiles


Smart Home


Industrial



_1502520280.vsd
XMPP  Server


RAE Client


RAE Server


Home Network


XMPP Connections



_1502276743.vsd
Physical Entity (for e.g. Bulb)


OIC Resource


Resource Mapping


OIC Server


OIC Client


OIC Device 2


OIC Device 1


RESTful Interaction



