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================ Start of Text Proposal 1 =======================

6
Scenarios for oneM2M and OIC Interworking 

This clause describes the scenarios for oneM2M and OIC system interworking. Figure 6-1 provides an overview of possible interworking scenarios. Individual scenarios are further described below in detail.
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Figure 6-1: Interworking Overview
In Figure 6-2 OIC network is deployed in the field domain. This OIC network communicates with oneM2M network in the Infrastructure domain. oneM2M service controller (oneM2M device) remotely controls the OIC devices in field domain through the oneM2M Infrastructure domain. The demarcation between domains is represented using the dotted vertical line. For e.g. a user buys a new Samsung Washer (OIC device) and connects to a Gateway (IPE) subsidized by oneM2M service provider platform in order to receive their oneM2M based IoT service. 
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Figure 6-2: OIC devices in the field domain connect to  oneM2M infra domain and get controlled by oneM2M system
In Figure 6-3 both OIC network and oneM2M network are deployed in the field domain. These networks communicate with each other using the oneM2M Infrastructure domain. For e.g. an Air Conditioner (OIC field domain Device) could get the price data from the SmartEnergy service (oneM2M field domain) and if the electricity price is too high, it will change to energy-saving mode.
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Figure 6-3: Interworking between OIC field domain and oneM2M field domains through oneM2M infrastructure domain
In Figure 6-4 two OIC networks are deployed in the field domain. These networks communicate with each other using the oneM2M Infrastructure domain. Alternatively OIC Remote Access network could be used to communicate between the two OIC networks in field domain. For e.g. SmartHome (OIC field domain) and Healthcare system (OIC field domain) are connected with oneM2M service provider infrastructure. By using oneM2M infrastructure network, devices in both OIC domains can transfer information between them.
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Figure 6-4: Interworking between OIC field domains thru oneM2M infrastructure domain
In figure 6-5 an OIC network and an oneM2M network are deployed in the field domain. These two networks communicate directly with each other without any support from the infrastructure domain. For e.g. a user installs new smart bulb (OIC device) in home. This new bulb could connect to oneM2M devices in home and could be controlled by a oneM2M switch. This peer to peer scenario may not be realizable as oneM2M devices always need to be registered to  oneM2M Infrastructure domain CSE.
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Figure 6-5: Interworking between OIC field domains and oneM2M field domains  locally

Scenarios where OIC device controls oneM2M devices is considered to be in the scope of OIC specifications and will not be defined here.
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