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GUIDELINES for Change Requests:

Provide an informative introduction containing the problem(s) being solved, and a summary list of proposals.

Each CR should contain changes related to only one particular issue/problem.
In case of a correction, and the change apply to previous releases, a separated “mirror CR” should be posted at the same time of this CR
Follow the principle of completeness, where all changes related to the issue or problem within a deliverable are simultaneously proposed to be made E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable.
Follow the drafting rules.
All pictures must be editable.
Check spelling and grammar to the extent practicable.
Use Change bars for modifications.
The change should include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change. Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.
Multiple changes in a single CR shall be clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.
When subsequent changes are made to content of a CR, then the accepted version should not show changes over changes. The accepted version of the CR should only show changes relative to the baseline approved text. 
Introduction
The current TS-0001 v2.3 specifies the CMDH (Communication Management and Delivery Handling) Common Service Function, ruled by so-called CMDH Policies that are defined in clause D.12. This allows the oneM2M system to be configured to access the Underlying Network in certain ways that will spare and optimize the network resources.
However, further requirements have been introduced in the scope of the Work Item 0023 on Efficient Communications, in order in particular to accommodate concerns and requirements expressed by Network Operators (notably by the GSMA). These requirements are already available in the oneM2M TS-0002 v2.3.0 under clause 6.7 – Communication Management Requirements, notably the (new) requirements CMR-0006 to CMR-0014.

This Change Request proposes solutions to address these requirements.
CMR-006 + CMR-007 – Service Classes and policies for communications

No change requested (already implemented, at least partially)
CMR-008 – Data aggregation and buffering

No change requested (already implemented, at least partially)
CMR-009 – Data compression

No change requested (yet)

CMR-010 – Randomization of network access

The current TS-0001 v2.3 does not allow for communications to be randomized as required by CMR-010.

-----------------------Start of change 1-------------------------------------------

D.12.7
Resource cmdhNwAccessRule
The [cmdhNwAccessRule] resource is used define limits in usage of specific Underlying Networks for forwarding information to other CSEs during processing of CMDH-related requests.
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Figure D.12.7-1: Structure of [cmdhNwAccessRule] resource 
Requests matching the applicableEventCategories attribute of the parent [cmdhNetworkAccessRules] resource of this [cmdhNwAccessRule] resource are processed for forwarding to other CSEs. The Underlying Networks allowed for those Requests are indicated by the targetNetwork attribute. The allowed schedule is indicated by the <schedule> resource pointed at by the mgmtLink attribute (see description of attributes in table D.12.7-1).
The [cmdhNwAccessRule] resource shall contain attributes specified in table D.12.7-1.

Table D.12.7-1: Attributes of [cmdhNwAccessRule] resource

	Attributes of [cmdhNwAccessRule]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3 where this common attribute is described.

	resourceID
	1
	RO
	See clause 9.6.1.3 where this common attribute is described.

	resourceName
	1
	WO
	See clause 9.6.1.3 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1.3 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1.3 where this common attribute is described.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1.3 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3 where this common attribute is described.

	labels
	0..1
	RO
	See clause 9.6.1.3 where this common attribute is described

	mgmtDefinition
	1
	WO
	See clause 9.6.15. Has fixed value "cmdhNwAccessRules".

	objectIDs
	0..1 (L)
	RW
	See clause 9.6.15.

	objectPaths
	0..1 (L)
	RW
	See clause 9.6.15.

	description
	0..1
	RW
	See clause 9.6.15.

	targetNetwork
	1
	RW
	The targetNetwork attribute defines for which Underlying Networks the usage limits contained in this [cmdhNwAccessRule] resource shall be applied. 

The targetNetwork attribute is a list of one or more strings identifying names of Underlying Networks or the string 'default'. 

NOTE: A naming convention for Underlying Network names is not supported in this release of the specification.

When a name of an Underlying Network appears in the targetNetwork attribute, the usage limits contained in this [cmdhNwAccessRule] resource shall be applied for usage of that specific Underlying Network when processing requests matching with the parent [cmdhNetworkAccessRules] resource's applicableEventCategories attribute.

When the string 'default' appears in the targetNetwork attribute, the usage limits contained in this [cmdhNwAccessRule] resource shall be applied for usage of all Underlying Networks that are not listed with their specific name in the targetNetwork attribute of any other [cmdhNwAccessRule] child resource under the same parent [cmdhNetworkAccessRules] resource when processing requests matching with the parent [cmdhNetworkAccessRules] resource's targetNetwork.

Each Underlying Network name or the string 'default' shall appear at most once in any of the targetNetwork attributes of any of the provisioned [cmdhNwAccessRule] child resources under the same parent [cmdhNetworkAccessRules] resource.

This attribute is a specialization of [objectAttribute] attribute.

	minReqVolume
	1
	RW
	Minimum amount of data that needs to be aggregated before any of the Underlying Networks matching with the targetNetwork attribute of this [cmdhNwAccessRule] resource can be used for forwarding information to other CSEs.

	spreadingWaitTime
	1
	RW
	This parameter consists of a number SWT such that upon an incoming request at T0, the CSE will actually access the underlying network to forward this request at a time randomly chosen between T0 and T0+SWT.
This attribute is a specialization of [objectAttribute] attribute.

	backOffParameters
	1
	RW
	Parameters that define how usage of any of the Underlying Networks matching with the targetNetwork attribute of this [cmdhNwAccessRule] resource shall be handled when attempts to use such networks have failed.

The backOffParameters attribute consists of 3 values:
· A back-off time that defines how long a CSE needs to wait before attempting to use a specific Underlying Network again after a first failed attempt

· A back-off time increment that defines by how much the back-off time shall be increased after each additional consecutive failed attempt to use the same Underlying Network without success

· A maximum back-off time that defines the maximum wait time before attempting to use an Underlying Network again after previous failures. 

This attribute is a specialization of [objectAttribute] attribute.

	otherConditions
	0..1 (L)
	RW
	List of additional conditions that need to be fulfilled before any of the Underlying Networks matching with the targetNetwork attribute of this [cmdhNwAccessRule] resource can be used for forwarding information to other CSEs. This attribute is a specialization of [objectAttribute] attribute.

	mgmtLink
	1
	RW
	Link to an instance allowedSchedule of a <schedule> resource as defined in clause 9.6.9. This attribute is a specialization of [objectAttribute] attribute.


-----------------------End of change 1 -----------------------------

CMR-011 + CMR-012 – Event-based self-restriction of communication attempts
No change requested (yet)
CMR-013 – Back-off mechanism (improvements of the current mechanism)
The current TS-0001 v2.3 specifies an attribute called backOffParameters for the [cmdhNwAccessRule] resource. This attribute is specified as defining “how usage of any of the Underlying Networks matching with the targetNetwork attribute of this [cmdhNwAccessRule] resource shall be handled when attempts to use such networks have failed.”

Further, the backOffParameters attribute is defined in TS-0001 v2.3 as consisting of the following 3 values:
· A back-off time that defines how long a CSE needs to wait before attempting to use a specific Underlying Network again after a first failed attempt

· A back-off time increment that defines by how much the back-off time shall be increased after each additional consecutive failed attempt to use the same Underlying Network without success

· A maximum back-off time that defines the maximum wait time before attempting to use an Underlying Network again after previous failures. 
This definition fulfils the requirement CMR-013 :

The oneM2M System shall be able to refrain from using its own usage of the underlying networks, based on a time-based back-off procedure configurable in communication policies, when exchanging data between the M2M Gateway / Device / Infrastructure Domain.

For example, if the backOffParameters attribute has the three value of 60000ms – 120000ms – 600000ms, it will allow the CSE to refrain from using a given network following way:

One failed attempt => 1 minute (60000ms) of waiting time
=> 2nd (failed) retry => 3 minutes (60000ms + 1x120000ms) of waiting time
=> 3rd (failed) retry => 5 minutes (60000ms + 2x120000ms) of waiting time
=> 4th (failed) retry => 7 minutes (60000ms + 3x120000ms) of waiting time
=> 5th (failed) retry => 9 minutes (60000ms + 4x120000ms) of waiting time
=> 6th (failed) retry => 10 minutes (maximum value of 600000ms) of waiting time
=> 7th (failed) retry => 10 minutes (maximum value of 600000ms) of waiting time
etc.

However, one implementation of such a back-off mechanism, proposed at GSMA by Telenor Connexion and called “Network Friendly Mode”, suggests to actually randomize the actual access using the following formula (see quoted requirement “BTI9” in the oneM2M document REQ-2015-0564R02 that introduced the requirement CMR-013):
Timer = Base Interval[Iteration Counter] + (IMSI % Base Interval[Iteration Counter])

This formula has the intent of introducing an additional randomization, so as to avoid a fleet of devices configured with the same policies to return synchronously back onto the network. Such randomization does not necessarily need to be based on the IMSI (which is very specific of cellular technologies), but such an additional randomization should be added
Further, another serious shortcoming of the current specification is that the backOffParameters attribute does not distinguish between how the network is used. For example, the GSMA has expressed the willingness to distinguish different backoff timers for IMSI registration, for GPRS attach, for PDP context activation and for MO-SMS (see quoted requirements “BTR1”, “BTR2”, “BTR3” and “BTR4”  in the oneM2M document REQ-2015-0564R02 that introduced the requirement CMR-013).
As a result, it is proposed to introduce the following improvement to the backOffParameters:

· To first refer to an “attemptedAction” on the network, with the following values defined for now: “cellular-registration”, “cellular-attach”, “cellular-pdpctxact”, “cellular-sms” and “default” (all other actions), so that the CSE knows for which action the backoff parameters are defined.
· To then keep the previously defined 3 values of initial backoff time, incremental backoff time and maximum backoff time, but then introduce a random time window.

· To keep backward-compatibility with the previously-defined format for release 1.

The following change is thus proposed.

-----------------------Start of change 1-------------------------------------------

Table D.12.7-1: Attributes of [cmdhNwAccessRule] resource

	Attributes of [cmdhNwAccessRule]
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3 where this common attribute is described.

	resourceID
	1
	RO
	See clause 9.6.1.3 where this common attribute is described.

	resourceName
	1
	WO
	See clause 9.6.1.3 where this common attribute is described.

	parentID
	1
	RO
	See clause 9.6.1.3 where this common attribute is described.

	expirationTime
	1
	RW
	See clause 9.6.1.3 where this common attribute is described.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 where this common attribute is described.

	creationTime
	1
	RO
	See clause 9.6.1.3 where this common attribute is described.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3 where this common attribute is described.

	labels
	0..1
	RO
	See clause 9.6.1.3 where this common attribute is described

	mgmtDefinition
	1
	WO
	See clause 9.6.15. Has fixed value "cmdhNwAccessRules".

	objectIDs
	0..1 (L)
	RW
	See clause 9.6.15.

	objectPaths
	0..1 (L)
	RW
	See clause 9.6.15.

	description
	0..1
	RW
	See clause 9.6.15.

	targetNetwork
	1
	RW
	The targetNetwork attribute defines for which Underlying Networks the usage limits contained in this [cmdhNwAccessRule] resource shall be applied. 

The targetNetwork attribute is a list of one or more strings identifying names of Underlying Networks or the string 'default'. 

NOTE: A naming convention for Underlying Network names is not supported in this release of the specification.

When a name of an Underlying Network appears in the targetNetwork attribute, the usage limits contained in this [cmdhNwAccessRule] resource shall be applied for usage of that specific Underlying Network when processing requests matching with the parent [cmdhNetworkAccessRules] resource's applicableEventCategories attribute.

When the string 'default' appears in the targetNetwork attribute, the usage limits contained in this [cmdhNwAccessRule] resource shall be applied for usage of all Underlying Networks that are not listed with their specific name in the targetNetwork attribute of any other [cmdhNwAccessRule] child resource under the same parent [cmdhNetworkAccessRules] resource when processing requests matching with the parent [cmdhNetworkAccessRules] resource's targetNetwork.

Each Underlying Network name or the string 'default' shall appear at most once in any of the targetNetwork attributes of any of the provisioned [cmdhNwAccessRule] child resources under the same parent [cmdhNetworkAccessRules] resource.

This attribute is a specialization of [objectAttribute] attribute.

	minReqVolume
	1
	RW
	Minimum amount of data that needs to be aggregated before any of the Underlying Networks matching with the targetNetwork attribute of this [cmdhNwAccessRule] resource can be used for forwarding information to other CSEs.

	backOffParameters
	1
	RW
	Parameters that define how usage of any of the Underlying Networks matching with the targetNetwork attribute of this [cmdhNwAccessRule] resource shall be handled when attempts to use such networks have failed.

The backOffParameters attribute can either:

· Consist of the following values:
· An initial back-off time IBT that defines how long a CSE needs to wait before attempting to use a specific Underlying Network again after a first failed attempt

· An additional back-off time increment ABT that defines by how much the back-off time shall be increased after each additional consecutive failed attempt to use the same Underlying Network without success

· A maximum back-off time MBT that defines the maximum wait time before attempting to use an Underlying Network again after previous failures.
· An optional random back-off time RBT that will make the network access actually occur randomly in a time window starting at IBT+n.ABT and ending at IBT+n.ABT+RBT (if RBT is not present, then no randomization occurs and the access takes place at IBT+n.ABT)
In which case the back-off timers apply for any action attempted onto the network to fulfil the incoming request (registration to the network, opening of data session, …)
· Or consist of an array of several elements, each composed like this [NWA, IBT, ABT, MBT, (optional RBT)] where IBT, ABT, MBT and RBT are defined above, and where NWA is the name of the action that is actually attempted on the network. This specification defines the following network action names:
· “cellular-registration” for an IMSI CS-Registration onto cellular networks
· “cellular-attach” for a GPRS Attach onto cellular networks

· “cellular-pdpctxact” for a PDP Context Activation onto cellular networks

· “cellular-sms” for SMS originating from this CSE onto cellular networks

· “default” for all other actions not already declared in this backOffParameters attribute
In which case the back-off timers apply only for the specified actions.
This attribute is a specialization of [objectAttribute] attribute.

	otherConditions
	0..1 (L)
	RW
	List of additional conditions that need to be fulfilled before any of the Underlying Networks matching with the targetNetwork attribute of this [cmdhNwAccessRule] resource can be used for forwarding information to other CSEs. This attribute is a specialization of [objectAttribute] attribute.

	mgmtLink
	1
	RW
	Link to an instance allowedSchedule of a <schedule> resource as defined in clause 9.6.9. This attribute is a specialization of [objectAttribute] attribute.


-----------------------End of change 2 -----------------------------
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