	Doc# ARC-2016-0168R02-3GPP_Rel13_IWK_BDT_TR-0024.DOC
Change Request
	[image: image8.png]






	


	CHANGE REQUEST

	Meeting:*
	<ARC 22>

	Source:*
	Catalina Mladin , InterDigital Communications

	Date:*
	2015-03-06

	Contact:*
	Catalina.Mladin@InterDigital.com

	Reason for Change/s:*
	Provide context for background transfer 3GPP Rel-13 IWK feature

	CR  against:  Release*
	oneM2M R2

	CR  against:  WI*
	 FORMCHECKBOX 
 Active WI-0037  

 FORMCHECKBOX 
 MNT maintenance / < Work Item number(optional)>
 FORMCHECKBOX 
 STE Small Technical Enhancements / < Work Item number (optional)>
Only ONE of the above shall be ticked

	CR  against:  TS/TR*
	TR-0024 v0.2.0

	Clauses/Sub Clauses*
	new

	Type of change: *
	 FORMCHECKBOX 
 Editorial change
 FORMCHECKBOX 
 Bug Fix or Correction
 Change to existing feature or functionality
 FORMCHECKBOX 
 New feature or functionality
Only ONE of the above shall be ticked

	Post Freeze checking:*
	This CR contains only essential changes and corrections?  YES  FORMCHECKBOX 
  NO  FORMCHECKBOX 

This CR may break backwards compatibility with the last approved version of the TS?       YES 
  NO 
This CR is a mirror CR? YES  FORMCHECKBOX 
  if YES, please indicate the document number of the original CR: <Document Number) : NO  FORMCHECKBOX 
  


	Template Version:27 May 2015 (Dot not modify)


oneM2M Notice

The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.

GUIDELINES for Change Requests:

Provide an informative introduction containing the problem(s) being solved, and a summary list of proposals.

Each CR should contain changes related to only one particular issue/problem.

In case of a correction, and the change apply to previous releases, a separated “mirror CR” should be posted at the same time of this CR
Follow the principle of completeness, where all changes related to the issue or problem within a deliverable are simultaneously proposed to be made E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable.
Follow the drafting rules.
All pictures must be editable.
Check spelling and grammar to the extent practicable.
Use Change bars for modifications.
The change should include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change. Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.
Multiple changes in a single CR shall be clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.
When subsequent changes are made to content of a CR, then the accepted version should not show changes over changes. The accepted version of the CR should only show changes relative to the baseline approved text. 
Introduction
This CR proposes to add new section 8.x of TR-0024 3GPP Rel13 IWK (WI-0037) for the Background Data Transfer feature. R01, R02 propose a new section structure.
-----------------------Start of change 1-------------------------------------------
8.x Configuration of  Background Data Transfers
8.x.1 Description
In the cellular network, management of the background mode traffic for M2M devices may result in significant gains for the network and improved battery life for devices. These gains may be obtained, for example, by minimizing the number network connection attempts and the time spent in connected radio state. and as such save network resources device power consumption. 

The purpose of this feature is to provide a means to the oneM2M System to inform the Underlying Network of parameters that can be used for optimizing the background data traffic at the Underlying Network for a set of Field Domain Node. Such parameters may include the expected amount of UEs in the set, a desired time window for the transfer and network area information. At the same time the oneM2M system may be informed of Underlying Network policies to be used for the given background data transfer request.

The feature includes following functionalities:
· An Application Entity (AE) or a Common Service Entity (CSE) will provide information on the background data transfer (e.g. expected data volume per UE) for a set of Field Domain Nodes (ASN or MN).
· The IN-CSE will in turn use the Mcn interface towards the Underlying Network to provide the background data transfer information to the Underlying Network.
· The IN-CSE may be provided with possible transfer policies for background data transfer by the Underlying Network, which may in turn be provided to the initiating Application Entity (AE) or a Common Service Entity (CSE).
8.x.5 3GPP Release-13 MTC procedure
oneM2M uses the 3GPP Release-13 MTC feature for Background Data Transfer to request data transfers in the Underlying Network by using the oneM2M Background Data Transfer resource to provide the corresponding 3GPP information.

A signalling sequence for resource management for Background Data Transfer is described in the sub-clause 5.9 of 3GPP TS 23.682 [i.5]. Figure 8.x.5-1 provides the signalling sequence derived from the 3GPP specification with oneM2M terminologies mapping. 
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Figure 8.x.5-1: Resource management for background data transfer

3GPP TS 23.682 [i.5] defines the IN-CSE step 3, referencing TS 23.203 [i.11] clause 7.11.1.
3.   The SCEF selects any of the available PCRFs and triggers the Negotiation for future background data transfer procedure with the PCRF. The SCEF forwards the parameters provided by the SCS/AS. The PCRF responds to the SCEF with the possible transfer policies and a reference ID. 
3GPP TS 23.682 [i.5] defines the IN-CSE steps 7 and 8 as below, referencing also TS 23.203 [i.11] clause 7.11.1.
7.
The SCEF continues the Negotiation for future background data transfer procedure with the PCRF. The PCRF stores the reference ID and the new transfer policy in the SPR. 

8.
When the SCS/AS contacts the same or a different PCRF at a later point in time for an individual UE (via the Rx interface), the SCS/AS will provide the reference ID. The PCRF correlates the SCS/AS request with the transfer policy retrieved from the SPR via the reference ID. The PCRF finally triggers PCC procedures according to 3GPP TS 23.203 [27] to provide the respective policing and charging information to the PCEF for the background data transfer of this UE.

The referenced procedure in TS 23.203 [i.11] clause 7.11.1. enables the negotiation between the oneM2M System and the Underlying Network about the time window and the related conditions for future background data transfers. Figure 8.x.5-2 provides the signalling sequence derived from the 3GPP specification with oneM2M terminologies mapping.
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Figure 8.x.5-2 Negotiation for future background data transfer
This procedure enables the negotiation between the SCEF and the H-PCRF about the time window and the related conditions for future background data transfer (as described in [i.11] clause 6.1.16). The interaction between the SCEF and the H-PCRF is not related to an IP-CAN session and the H-PCRF associates the information provided by the SCEF to the policies belonging to the ASP and stored in the SPR.

3GPP TS 23.203 [i.11] clause 7.11.1 defines the IN-CSE step 1 of the negotiation for future background data transfer procedure as follows:
1.
Based on an AF request, the SCEF sends a Background Data Transfer Request to the H-PCRF. The request contains ASP identifier, the volume of data to be transferred per UE, the expected amount of UEs, the desired time window and optionally, network area information (e.g. list of cell ids, TAs/RAs).
NOTE 1:
The SCEF does not provide any information about the identity of the UEs potentially involved in the future background data transfer.

NOTE 2:
A 3rd party application server is typically not able to provide any specific network area information and if so, the AF request is for the whole operator network.

3GPP TS 23.203 [i.11] clause 7.11.1 defines the IN-CSE steps 5-7 of the negotiation for future background data transfer procedure as follows:
5.
The H-PCRF sends a Background data transfer response to the SCEF with the possible transfer policies and a reference ID.

NOTE:
The SCEF forwards the information to the AF. The AF stores the reference ID for the future transfer of AF session information related to this background data transfer via the Rx interface.

6.-7.
If the SCEF receives more than one transfer policy, the AF selects one of them and send another Background Data Transfer Request to inform the H-PCRF about the selected transfer policy. The H-PCRF sends a Background Data Transfer Response to the SCEF to acknowledge the selection.

NOTE:
If the SCEF receives only one transfer policy, the AF is not required to confirm.
8.x.2 Parameters
A set of Background Data Transfer (BDT) parameters can be associated with a background data transfer request, and a set of BDT parameters may contain references to transfer policies, as defined in the tables below. 
Table 8.x.2-1: Background Data Transfer parameters
	TP parameter
	Description

	Request Reference ID
	A reference ID that is passed from the requester to IN-CSE and to the NSE in each request. The reference ID will be included in each response to associate it with the original request.

	Volume per Node
	Expected data volume for the background data transfer

	Number of nodes
	Desired number of nodes for the background data transfer

	Desired Time Window
	Desired time window for the background data transfer

	Possible Transfer Policies
	List of ids of possible applicable transfer policies. Each policy may include a recommended time window, a charging rate and an aggregated maximum bitrate

	Selected Transfer Policy
	If multiple polices are received from the Underlying Network, this attribute provides the id of the one selected for this transfer.


Table 8.x.2-1: Transfer Policy parameters
	TP parameter
	Description

	Transfer Policy ID
	Identifies the policy

	Recommended Time Window
	Recommended time window for the background data transfer

	Charging Rate
	Reference to a charging rate for this time window

NOTE: It is expected that the Originator is configured to understand the reference to a charging rate based on an agreement with the operator of the Underling network

	Aggregated Maximum Bitrate
	Optional maximum aggregated bitrate corresponding to the charging rate


8.x.3 Proposed resource types and attributes
This section provides information of new resource types and new attributes including relationship with existing resource types and attributes.

Proposed new resources are as below.

· Resource Type <backgroundDataTransfer> 

· Note: It is child resource of existing Resource Types <AE> or <CSEBase>.

· Resource Type <TrafficPolicy>

· Note: It is child resource of new Resource Type <backgroundDataTransfer>or of the existing Resource Types <AE> or <CSEBase>.
Detailed information of new resource types are described in subclauses below.
8.x.3.1 Resource Type <backgroundDataTransfer>
The <backgroundDataTransfer> resource represents the characteristics of a request for background data transfer using Underlying Network information (e.g. communication window, traffic policy, etc.) These information may be  scheduled at application level and is used to share and negotiate information with other entities such as the underlying network entity (server NSE) which may negotiate the transfer. 
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Figure 8.x.3.1-1: Structure of <backgroundDataTransfer> resource
The <backgroundDataTransfer> resource will contain the child resources specified in table 8.x.3.1-1.
Table 8.x.3.1-1: Child resources of <backgroundDataTransfer> resource
	Child Resources of < <backgroundDataTransfer >
	Child Resource Type
	Multiplicity
	Description
	<backgroundDataTransfer > Child Resource Types

	[variable]
	<subscription>
	0..n
	
	<subscription>

	[variable]
	<trafficPolicy>
	0..n
	See clause 8.x.3.2. 
An originating AE can create multiple <trafficPolicy> resources. 
	<trafficPolicy >


The <backgroundDataTransfer> resource will contain the attributes specified in table 8.x.3.1-2.
Table 8.x.3.1-2: Attributes of <backgroundDataTransfer> resource

	Attributes of <deviceCharacteristics>
	Multiplicity
	RW/

RO/

WO
	Description
	<backgroundDataTransferAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3 of TS-0001.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3 of TS-0001.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3 of TS-0001.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3 of TS-0001.
	NA

	creationTime
	1
	RO
	See clause 9.6.1.3 of TS-0001.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3 of TS-0001.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3 of TS-0001.
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 of TS-0001.
	MA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3 of TS-0001.
	MA

	announceTo
	0..1(L)
	RW
	See clause 9.6.1.3 of TS-0001.
	NA

	announcedAttribute
	0..1(L)
	RW
	See clause 9.6.1.3 of TS-0001.
	NA

	creator
	1
	WO
	The AE-ID of the entity which created the resource.
	OA

	requestRefID
	1
	WO
	A reference ID that is passed from the requester to IN-CSE and to the NSE in each request. The reference ID will be included in each response to associate it with the original request.
	OA

	volumePerNode
	1
	RW
	Expected data volume for the background data transfer
	OA

	numberOfNodes
	1
	RW
	Desired number of nodes for the background data transfer
	OA

	desiredTimeWindow
	1
	RW
	Desired time window for the background data transfer
	OA

	maxNofTrafficPolicies
	0..1
	RW
	Maximum number of traffic policies to be provided to the orginator
	OA

	possibleTrafficPolicies
	1
	RW
	List of ids of possible applicable transfer policies. Each policy may include a recommended time window, a charging rate and an aggregated maximum bitrate
	OA

	selectedTrafficPolicy
	1
	RW
	If multiple polices are received from the Underlying Network, this attribute provides the id of the one selected for this transfer.
	OA


8.x.3.2 Resource Type <trafficPolicy>

The <trafficPolicy> resource represents the underlying network traffic policy parameters to be shared between entities such as the underlying network entity (server NSE) and the AE scheduling the background data transfer 
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Figure 8.x.3.2-1: Structure of <trafficPolicy> resource
The <trafficPolicy> resource willcontain the attributes specified in table 8.x.3.2-1.
Table 8.x.3.2-1: Attributes of <trafficPolicy> resource

	Attributes of <trafficPolicy>
	Multiplicity
	RW/

RO/

WO
	Description
	<trafficPolicyAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3 of TS-0001.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3 of TS-0001.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3 of TS-0001.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3 of TS-0001.
	NA

	creationTime
	1
	RO
	See clause 9.6.1.3 of TS-0001.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3 of TS-0001.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3 of TS-0001.
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 of TS-0001.
	MA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3 of TS-0001.
	MA

	announceTo
	0..1(L)
	RW
	See clause 9.6.1.3 of TS-0001.
	NA

	announcedAttribute
	0..1(L)
	RW
	See clause 9.6.1.3 of TS-0001.
	NA

	trafficPolicyID
	1
	RW
	Identifies the policy
	OA

	recommendedTimeWindow
	1
	RW
	Recommended time window for the background data transfer
	OA

	chargingRate
	0..1 
	RW
	Reference to a charging rate for this time window

NOTE: It is expected that the Originator is configured to understand the reference to a charging rate based on an agreement with the operator of the Underling network
	OA

	aggregatedMaxBitrate
	0..1
	RW
	Optional maximum aggregated bitrate corresponding to the charging rate
	OA


8.x.4 Proposed Flow
This clause describes the procedure for resource management of background data transfer to a set of field nodes. 

An AE requests background data transfer to a set of field nodes by setting a time window and related conditions. The IN-CSE provides this information to the Underlying Networks via the mcn interface. The request willcontain the AE-ID, the volume of data expected to be transferred per field node, the expected amount of field nodes, the desired time window and optionally, network area information. 

The NSE will determine one or more applicable transfer policies indicating recommended time windows and optional maximum aggregated bitrate for the expected data volume. The transfer policies may contain also references to the applicable charging rates per time window and a reference ID, which the IN-CSE will forward to the Originator AE. If more than one transfer policy is provided by the NSE, the AE selects one of them and informs the IN-CSE about the selected transfer policy (which forwards it to the Underlying Network NSE). 
NOTE: The transfer policy reference ID may be used by the Underlying Network for future background data transfer requests affecting the same field node the future. In addition, the transfer policy may be taken into account during subsequent decisions about which transfer policies to use for requests from other AEs.
Figure 8.x.4-1 below depicts this procedure.
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Figure 8.x.4-1 General Background Data Transfer Request Procedure

Step-1: CREATE/UPDATE/DELETE Background Data Transfer Resource Request:
An AE requests the field domain node IN-CSE to create, update or delete a Background Data Transfer Resource.
The request will include; 
· the creator AE-ID of the requesting AE, 
· a target identifier:  i.e. the <backgroundDataTransfer> child resource of a <CSEBase> resource or the <AE> resource of the requesting AE 
· a set of parameters as indicated in table 8.x.2-1.
The request may include multiple parameter set(s) 
Step-2: Authorize AE, choose NSE:

The IN-CSE will check that the originating AE has authority to create Background Data Transfer resources and if it does it selects a corresponding NSE. NSE selection might be based on the originating AE and is out of scope of this document.
Step-3: Request for Background Data Transfer to  the selected NSE (Underlying Network): 
The IN-CSE will send a request providing Background Data Transfer parameters to the selected NSE, using the appropriate Mcn protocol. The request will include an identifier of the requestor, the volume of data expected to be transferred per node, the expected amount of nodes, the desired time window and optionally, network area information.
Step-4: Underlying Network policy decision:
The Underlying Network will determine one or more applicable transfer policies based on the request parameters.

Step-5: Response providing transfer policies from the Underlying Network
The Underlying Network will respond to the IN-CSE request with the applicable transfer policies, each including a recommended time window for the data transfer and a reference to the applicable charging rate during the time window.  

A maximum aggregated bitrate for the expected volume of data may be provided, as well as a reference to the charging rate applicable for the given time window.
NOTE 1:
The maximum aggregated bitrate (optionally provided in a transfer policy) is not enforced in the network. The operator may apply offline CDRs processing (e.g. combining the accounted volume of the involved UEs for the time window) to determine whether the maximum aggregated bitrate for the set of UEs was exceeded by the ASP and charge the excess traffic differently.

NOTE 2: It is expected that the Originator is configured to understand references to charging rates based on an agreement with the operator of the Underlying network
Step-6: Response 
Once the IN-CSE receives a response providing transfer policies from the Underlying Network, it will update the Background Data Transfer and Transfer Policy resources, then it will return a response to the request originator.
Step-7-11: Selection of policy if multiple Transfer Policies provided by the Underlying Network
If more than one transfer policy was received from the Underlying Network,  the Originator AE needs to select one of them. It then updates the Background Data Transfer resource with the selected policy ID. The Underlying Network is informed about the selected transfer policy based on the resource update at the IN-CSE, which forwards it to the NSE. 
NOTE 1: The transfer policies provided by the operator are not valid unless only one policy is selected.
NOTE 2:
A transfer policy is only valid until the end of its time window. The removal of outdated transfer policies in the oneM2M system is the responsibility of the Originator AE, and it may be done at any time using regular DELETE procedures. Removal of the outdated transfer policies in the Underlying network is the responsibility of the Network Operator.
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-----------------------End of change 1---------------------------------------------
-----------------------Start of Changes to References Section -------------

2.2
Informative references
Clause 2.2 shall only contain informative references which are cited in the document itself.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules  (http://member.onem2m.org/Static_pages/Others/Rules_Pages/oneM2M-Drafting-Rules-V1_0.doc)
[i.2]
oneM2M TS-0002: " Requirements".
[i.3]
3GPP TS 22.101 Service aspects; Service principles (Release 13).

[i.4]
3GPP TS 22.115 Service aspects; Charging and billing (Release 13).
[i.5]
3GPP TS 23.682 Architecture enhancements to facilitate communications with packet data networks and applications (Release 13).

[i.6]
OMA API Inventory (http://technical.openmobilealliance.org/Technical/technical-information/oma-api-program)
[i.7]
OMA Service Exposure Framework (http://member.openmobilealliance.org/ftp/Public_documents/ARCH/ServiceExposure)
[i.8]
OMA Exposing Network Capabilities to M2M (http://member.openmobilealliance.org/ftp/Public_documents/ARCH/ENCap-M2M)
[i.9]
oneM2M TS-0001: " Functional Architecture ".
[i.10]
3GPP TS 29.336: Home Subscriber Server (HSS) diameter interfaces for interworking with packet data networks and applications (Release 13)
[i.11] 3GPP TS 23.203: Policy and charging control architecture (Release 13)
-----------------------End of Changes to References  -------------
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