	Doc# ARC-2016-0169-3GPP-Rel13-IWK-BDT_feature_sec8_TS-0001.DOC
Change Request
	[image: image2.png]






	


	CHANGE REQUEST

	Meeting:*
	ARC22

	Source:*
	Catalina Mladin, InterDigital

	Date:*
	2015-03-06

	Contact:*
	Catalina Mladin, Catalina.Mladin@InterDigital.com

	Reason for Change/s:*
	Provide description for the background data transfer Rel-13 IWK feature

	CR  against:  Release*
	oneM2M R2

	CR  against:  WI*
	 FORMCHECKBOX 
 Active WI-0037  

 FORMCHECKBOX 
 MNT maintenace / < Work Item number(optional)>
 FORMCHECKBOX 
 STE Small Technical Enhancements / < Work Item number (optional)>
Only ONE of the above shall be ticked

	CR  against:  TS/TR*
	TS-0001 v2.6.0

	Clauses/Sub Clauses*
	New clause 8.3.7

	Type of change: *
	 FORMCHECKBOX 
 Editorial change
 FORMCHECKBOX 
 Bug Fix or Correction
 Change to existing feature or functionality
 FORMCHECKBOX 
 New feature or functionality
Only ONE of the above shall be ticked

	Post Freeze checking:*
	This CR contains only essential changes and corrections?  YES  FORMCHECKBOX 
  NO  FORMCHECKBOX 

This CR may break backwards compatibility with the last approved version of the TS?       YES 
  NO 
This CR is a mirror CR? YES  FORMCHECKBOX 
  if YES, please indicate the document number of the original CR: <Document Number) : NO  FORMCHECKBOX 
  


	Template Version:27 May 2015 (Dot not modify)


oneM2M Notice

The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.

GUIDELINES for Change Requests:

Provide an informative introduction containing the problem(s) being solved, and a summary list of proposals.

Each CR should contain changes related to only one particular issue/problem.
In case of a correction, and the change apply to previous releases, a separated “mirror CR” should be posted at the same time of this CR
Follow the principle of completeness, where all changes related to the issue or problem within a deliverable are simultaneously proposed to be made E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable.
Follow the drafting rules.
All pictures must be editable.
Check spelling and grammar to the extent practicable.
Use Change bars for modifications.
The change should include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change. Additions of complete sections need not show surrounding clauses as long as the proposed section number clearly shows where the new section is proposed to be located.
Multiple changes in a single CR shall be clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.
When subsequent changes are made to content of a CR, then the accepted version should not show changes over changes. The accepted version of the CR should only show changes relative to the baseline approved text. 
Introduction
The background data transfer feature as described in the TR-0024 3GPP Rel13 IWK (WI-0037) is summarized.
There is no impact to the oneM2M Release1.
-----------------------Start of change 1-------------------------------------------
8.3.7 Configuration of  Background Data Transfers
8.3.7.1 Purpose of background data transfers
In the cellular network, management of the background mode traffic for M2M devices may result in significant gains for the network and improved battery life for devices. These gains may be obtained, for example, by minimizing the number network connection attempts and the time spent in connected radio state. and as such save network resources device power consumption. 

The purpose of this feature is to provide a means to the oneM2M System to inform the Underlying Network of parameters that can be used for optimizing the background data traffic at the Underlying Network for a set of Field Domain Node. Such parameters may include the expected amount of UEs in the set, a desired time window for the transfer and network area information. At the same time the oneM2M system may be informed of Underlying Network policies to be used for the given background data transfer request.

The feature includes following functionalities:
· An Application Entity (AE) or a Common Service Entity (CSE) shall be able to provide information on the background data transfer (e.g. expected data volume per UE) for a set of Field Domain Nodes (ASN or MN).
· The IN-CSE shall in turn use the Mcn interface towards the Underlying Network to provide the background data transfer information to the Underlying Network.
· The IN-CSE may be provided with possible transfer policies for background data transfer by the Underlying Network, which may in turn be provided to the initiating Application Entity (AE) or a Common Service Entity (CSE).
8.3.7.2 Background data transfer parameters
A set of Background Data Transfer (BDT) parameters can be associated with a background data transfer request, and a set of BDT parameters may contain references to transfer policies, as defined in the tables below. 
Table 8.3.7.2-1: Background Data Transfer parameters
	TP parameter
	Description

	Request Reference ID
	A reference ID that is passed from the requester to IN-CSE and to the NSE in each request. The reference ID will be included in each response to associate it with the original request.

	Volume per Node
	Expected data volume for the background data transfer

	Number of nodes
	Desired number of nodes for the background data transfer

	Desired Time Window
	Desired time window for the background data transfer

	Possible Transfer Policies
	List of ids of possible applicable transfer policies. Each policy may include a recommended time window, a charging rate and an aggregated maximum bitrate

	Selected Transfer Policy
	If multiple polices are received from the Underlying Network, this attribute provides the id of the one selected for this transfer.


Table 8.3.7.2-2: Transfer Policy parameters
	TP parameter
	Description

	Transfer Policy ID
	Identifies the policy

	Recommended Time Window
	Recommended time window for the background data transfer

	Charging Rate
	Reference to a charging rate for this time window

NOTE: It is expected that the Originator is configured to understand the reference to a charging rate based on an agreement with the operator of the Underling network

	Aggregated Maximum Bitrate
	Optional maximum aggregated bitrate corresponding to the charging rate


8.3.7.4 Resource management for the background data transfer procedure
This clause describes the procedure for resource management of background data transfer to a set of field nodes. 

An AE requests background data transfer to a set of field nodes by setting a time window and related conditions. The IN-CSE provides this information to the Underlying Networks via the mcn interface. The request shall contain the AE-ID, the volume of data expected to be transferred per field node, the expected amount of field nodes, the desired time window and optionally, network area information. 

The NSE shall determine one or more applicable transfer policies indicating recommended time windows and optional maximum aggregated bitrate for the expected data volume. The transfer policies may contain also references to the applicable charging rates per time window and a reference ID, which the IN-CSE shall forward to the Originator AE. If more than one transfer policy is provided by the NSE, the AE selects one of them and informs the IN-CSE about the selected transfer policy (which forwards it to the Underlying Network NSE). 
NOTE: The transfer policy reference ID may be used by the Underlying Network for future background data transfer requests affecting the same field node the future. In addition, the transfer policy may be taken into account during subsequent decisions about which transfer policies to use for requests from other AEs.
Figure 8.3.7.4-1 below depicts this procedure.
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Figure 8.3.7.4-1 General Background Data Transfer Request Procedure

Step-1: CREATE/UPDATE/DELETE Background Data Transfer Resource Request:
An AE requests the field domain node IN-CSE to create, update or delete a Background Data Transfer Resource.
The request shall include; 
· the creator AE-ID of the requesting AE, 
· a target identifier:  i.e. the <backgroundDataTransfer> child resource of a <CSEBase> resource or the <AE> resource of the requesting AE 
· a set of parameters as indicated in table 8.3.7.2-1.
The request may include multiple parameter set(s) 
Step-2: Authorize AE, choose NSE:

The IN-CSE shall check that the originating AE has authority to create Background Data Transfer resources and if it does it selects a corresponding NSE. NSE selection might be based on the originating AE and is out of scope of this document.
Step-3: Request for Background Data Transfer to  the selected NSE (Underlying Network): 
The IN-CSE shall send a request providing Background Data Transfer parameters to the selected NSE, using the appropriate Mcn protocol. The request shall include an identifier of the requestor, the volume of data expected to be transferred per node, the expected amount of nodes, the desired time window and optionally, network area information.
Step-4: Underlying Network policy decision:
The Underlying Network shall determine one or more applicable transfer policies based on the request parameters.

Step-5: Response providing transfer policies from the Underlying Network
The Underlying Network shall respond to the IN-CSE request with the applicable transfer policies, each including a recommended time window for the data transfer and a reference to the applicable charging rate during the time window.  

A maximum aggregated bitrate for the expected volume of data may be provided, as well as a reference to the charging rate applicable for the given time window.
NOTE 1:
The maximum aggregated bitrate (optionally provided in a transfer policy) is not enforced in the network. The operator may apply offline CDRs processing (e.g. combining the accounted volume of the involved UEs for the time window) to determine whether the maximum aggregated bitrate for the set of UEs was exceeded by the ASP and charge the excess traffic differently.

NOTE 2: It is expected that the Originator is configured to understand references to charging rates based on an agreement with the operator of the Underlying network
Step-6: Response 
Once the IN-CSE receives a response providing transfer policies from the Underlying Network, it shall update the Background Data Transfer and Transfer Policy resources, then it shall return a response to the request originator.
Step-7-11: Selection of policy if multiple Transfer Policies provided by the Underlying Network
If more than one transfer policy was received from the Underlying Network,  the Originator AE needs to select one of them. It then updates the Background Data Transfer resource with the selected policy ID. The Underlying Network is informed about the selected transfer policy based on the resource update at the IN-CSE, which forwards it to the NSE. 
NOTE 1: The transfer policies provided by the operator are not valid unless only one policy is selected.
NOTE 2:
A transfer policy is only valid until the end of its time window. The removal of outdated transfer policies in the oneM2M system is the responsibility of the Originator AE, and it may be done at any time using regular DELETE procedures. Removal of the outdated transfer policies in the Underlying network is the responsibility of the Network Operator.
-----------------------End of change 1---------------------------------------------
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