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6.2.2
OIC Device Representation

6.2.2.1
Introduction
OIC Device provides the management and control functions for any M2M application. As such, the CSE that hosts the M2M Applications shall represent the OIC Device as a <AE> resource (OIC Device <AE> resource).  The OIC physical Device that hosts the logical OIC Device shall be represented as a <node> resource. 
The properties carried by OIC Device (i.e. device type) shall be translated into the labels attribute of the <AE> Resource as separate entries with the following format:

* OIC-DT: Device Type (e.g. oic.d.light)
6.2.2.2
OIC Device Identification
OIC Devices are identified by their “di” property as described in OIC Core Specification [3]. The “di” property is used as the AE-ID of the associated <AE> resource that represents the OIC Device.
In most deployment scenarios, OIC physical Devices host one (1) OIC Device. In this scenario the OIC physical Device’s <node> resource’s M2M-Node-ID should be the same as the “di” property. Also the deviceIdentifier attribute of <serviceSubscribedNode> resource should be same as the “di” property. When a OIC physical Device host’s more than one (>1) OIC Device, the determination of the <node> resource’s M2M-Node-ID is implementation specific. In all deployment scenarios, the <AE> resource is linked with the <node> resource as described in TS-001 [2].
As the OIC Device is represented as an <AE>  resource and a OIC Resource is represented as a Content Sharing Resource in the M2M Service Layer, a reference shall be made between the <AE> resource that represents the OIC Device and the Content Sharing Resources which represents the list of OIC Resources available in that OIC Server.

In addition the <AE> resource uses the Hierarchical and Non-Hierarchical mechanisms for Resource Addressing as defined in clause 9.3.1 of TS-001 [2] where the resourceName attribute of the <AE> shall be same as “di” property.
6.2.2.3
OIC Device Discovery and Forget

The OIC Client can periodically get the OIC Server details by requesting them using procedures defined in OIC specifications [3]. The details that the OIC Client gets becomes stale or invalid once the time to live expires.
The OIC operations and events map to the following operations on the <AE> and <node> resources:
Table 6.2.2.3-1 OIC Device Discovery Translation - Operations
	OIC Operation

(Discovery)
	oneM2M Resource and Operation

	GET
	create <AE>, create <Node>


Table 6.2.2.3-2 OIC Device Discovery Translation – OIC Client Events
	OIC Client Events
	oneM2M Resource and Operation

	<ttl> expires
	delete <AE>, delete <Node>, delete <container> resource associated with the <AE> resource.




Table 6.2.2.3-3 OIC Device Discovery Attribute Translation
	OIC Properties
(Discovery)
	oneM2M Resource Attribute

	di
	<AE>: AE-ID, resourceName
<Node>: M2M-Node-ID when the Device only supports one Endpoint (OIC Device); resourceName

	ttl
	<AE>, <Node>: expirationTime

	OIC version
	<AE>, <Node>: labels. Value is “Iwked-Entity-Version:”appended with the value of the OIC Version.




Table 6.2.2.3-4 OIC Device Discovery Response Code Translation
	OIC Errors

(Discovery)
	oneM2M Resource Operation Response

	GET
2.01 Success: Created

4.00 Bad Request

4.03 Forbidden 
	create <AE>, create <Node>

2001 Created

All other codes

4105 Conflict


6.2.2.4
Configuration of CMDH Policies

In the present document, the CMDH Policies associated with the <Node> resource for the AE is implementation specific.
6.3
OIC Resource Discovery

6.3.1
Introduction

OIC Server provides the information of supported OIC Resources to an OIC Client. The OIC IPE uses its OIC Client function to synchronize which OIC Resources are supported by the OIC Device and what is stored in the hosting CSE for the M2M Application representing the OIC Device. This clause specifies how discovered OIC Resources are translated to discoverable Content Sharing Resources along with the associated linkages to other resources.
6.3.2
OIC Resource Representation
6.3.2.1
Introduction

OIC Server provides the list of supported OIC Resources, where information of each resource is specified in a oic-link format as specified in OIC Core specification [3]. The oic-link format contains information like the resource type, uri and interface. 

Optionally other information can be carried by that list as the capability for all the OIC Resources in the OIC Server:

· a specific Content-Format (e.g. OIC JSON/ OIC CBOR Content-Format)
· time to live

For discovery of OIC Resources by M2M Applications, the properties carried by OIC Resources list (i.e. resource type, uri, interface, optional content format, time to live) shall be translated into the labels attribute of the Content Sharing Resource as separate entries with the following format:

* Iwked-Entity-Type: Resource Type

* Iwked-Entity-ID: Resource URI (href)
* OIC-IF: Resource Interfaces
* Iwked-Content-Type: Supported Content Format (OIC default supported ContentFormat is CBOR. Others could be JSON, XML) 
* OICTTL: time to live
For each OIC Resource discovered there will be a separate Content Sharing resource represented. 
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7
Transparent Interworking Function

7.1
Introduction

Clause 5.4 introduced the Transparent Interworking function as depicted in Figure 5.4-1. This clause specifies the mappings of the attributes of the <contentInstance> resource for a <container> resource in order to allow an AE that uses the Content Sharing Resource to understand that the Content Sharing Resource has an encapsulated OIC Resource.

7.2
Attribute Mapping for the Content Sharing Resources
When an AE accesses a <contentInstance> resource, the AE needs to know that the <contentInstance> resource encapsulates an OIC Resource as well as how the OIC Resource is encoded. 
Table 7.2-1 Transparent Interworking Function Mapping
	Interworking Function Mapping
	oneM2M Resource Attribute

	Indication that a OIC Resource is encapsulated in the <contentInstance> resource with the content type and encoding of the OIC Resource.
	<contentInstance> resource: labels. Value is “OIC-Resource-Encapsulation e.g. oic.r.switch.binary”

	The content type of the OIC Resource based on the Content-Type option
	<contentInstance>: contentInfo. Possible contentInfo values are translated from the OIC Content-Type option. Note: The OIC Core Specification [3] defines the value to be used for the [encoding] if the Content-Type option is not present.
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