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5.1
Transaction
5.1.1
Overview
Transaction is a set of operation or a sequence of operation that has to be performed as a unit. The set of operations are closely related by business or service association that as a unit, they need to be either to be executed all successfully or none of them are successfully executed. 

The recepient of a transaction could be multiple devices which in this case is a distributed transaction or a single device. The issuer of a transaction is usually a coordinator that starts and commits or rolls back a transaction.

In the distributed transaction case, a transaction is composed of multiple requests dedicated to different devices. The request targeting at different device are independent and are not aware of each other. It’s the coordinator’s responsibility to guarantee the consistency between multiple requests.

In the centralized case, a transaction is composed of a sequence of requests to a single server. The sequence of requests has to be executed one by one by the server in a predefined order. And as a transaction, they has to be guaranteed to be executed one by one. If either of the request failed, all requests has to be rolled back and return the server to the initial state.
The two cases may be combined according to service requirements.

Transaction is now widely used in banking systems, data bases and enterprise systems. For example, in a account transfer operation, the withdrawing of the account and deposit of the other account has to be executed as if it’s one single request although the operation is composed of two separate requests. In this case, any middle state is not allowed.
5.1.2
The ACID characteristic of transaction
Transaction has four characteristics which are atomicity, consistency, isolation and durability (ACID).

Atomicity means no matter how many requests or steps a transaction has, they have to be executed as if it is one single request. They have to be all successful or all failure. None of the middle state is allowed.

Consistency means that the data or state of the server has to be consistent before and after the execution of an transaction. Consistency is closely related with atomicity. For example in the withdraw and deposit transaction, the total ammount of credit before and after the transaction has to be the same. Either of the middle state would mean the unexpected increase or decrease of the credit which is not allowed.

Isolation means that transactions need to be isolated with each other and they cannot interference with each other. Locks are usually used to guarentee the isolation of transaction.
Durability means that once a transaction is commited. The system need to guarentee that the result of the transaction is safe and durable. The result is capable of withstanding sudden malfunction and is able to recover to the result after recovery.
5.1.3
Transactions in M2M
Transaction is also very important in M2M/IoT. In M2M businesses, some of the requests to devices need to have atomocity and consistency. For example in a device hardware upgrade operation, in order to guarentee the interoperability of multiple devices, it is required that the devices to be upgraded together. If only part of the devices are upgraded but not the others, there may be interoperate problems. Isolation and duration are also needed by M2M systems. For example, in device management,  the upgrade of different parts of software could be part of multiple transactions. The trasaction has to be isolated to protect the consistency of the device. And the result of the upgrade need to be durable as well.
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