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Introduction
This CR corrects (simplifies and clarifies) the clauses on Traffic Pattern: 

1. Removes resource <trafficCharacteristics>.

2. Removes the announcement procedure.

3. Clarifies the flow.
4. …

-----------------------Start of change 1-------------------------------------------
8.3.5
Configuration of Traffic Patterns
8.3.5.1
Purpose of Configuration of Traffic Patterns

M2M devices that have predicable communication behaviour – e.g. in the form of repeating traffic patterns – can profit in terms of reduction of signalling, energy saving, fewer sleep/wake transitions, etc., when their traffic patterns are communicated to the underlying network. 
For example, 3GPP devices could use new 3GPP power savings features such as eDRX (extended discontinuous reception) and PSM (Power Saving Mode) on LTE devices. 
Also the underlying network can benefit from being informed about a device’s traffic patterns by the oneM2M System.

For example, if the IN-CSE knows the device’s traffic patterns and transmits them to an underlying 3GPP network, then this information can be used by a 3GPP network to set the device’s “Maximum Response Time” (3GPP Term) to tune the UE’s DRX and PSM parameters. 
Thus the network will benefit because the UE will have fewer sleep/wake transitions and unnecessary signalling in the network can be avoided. Also, if the IN-CSE knows when the device is awake then data can be sent to the device exactly at the time when the device is listening, thus requiring the network to buffer less data for unavailable devices.
The purpose of the Configuration of Traffic Patterns feature is to provide a means to the oneM2M System  to inform the Underlying Network on parameters that can be used for optimizing the processing at the Underlying Network for a specific Field Domain Node. The feature includes the following functionalities:
· The IN- Common Service Entity (CSE) shall be able to provide information on the traffic patterns of a Field Domain Node (ASN or MN) to the underlying network.
· To that purpose an AE shall be able to set traffic patterns of a particular Field Domain Node or a group of Field Domain Nodes via the Mca reference point of a IN-CSE:

· The Field Domain Node is addressed using the NodeID of the Node.
· A group of Field Domain Nodes can be addressed by the resource identifier of a corresponding <group> resource.
· The IN-CSE shall in turn use the Mcn interface towards the Underlying Network to provide information on Traffic Patterns of a the Field Domain Node:

· The IN-CSE uses the M2M-Ext-ID to identify the Node towards the Underlying Network.
8.3.5.2
Traffic pattern parameters
Traffic pattern (TP) parameters can be associated with one or multiple Field Domain Nodes and are defined in table 8.3.5.2-1.
A Field Domain Node can be associated with one of TP parameters or multiple sets of TP parameters that have different, non-overlapping schedules. At any time only a single set of TP parameters can be associated with a Field Domain Node.
The IN-CSE shall assure that different TP parameter sets for a Node are not overlapping at any point in time.

A combination of the following parameters can be set.

Table 8.3.5.2-1: Traffic parameter set

	TP parameter set
	Description

	TP Periodic communication indicator
	Identifies whether the Node communicates periodically or not, e.g. only on demand.

	TP Communication duration time
	Duration interval time of periodic communication [may be used together with TP Periodic communication indicator].

Example: 5 minutes.

	TP Time period
	Interval Time of periodic communication [may be used together with TP Periodic communication indicator].

Example: every hour.

	TP Scheduled communication time
	Time zone and Day of the week when the Node is available for communication.

Example: Time: 13:00-20:00, Day: Monday.

	TP Stationary indication
	Identifies whether the Node is stationary or mobile.

	TP Data size indication
	indicates the expected data size for the pattern.

	TP Validity time
	The time after which aTP parameter becomes invalid once it had been set.


8.3.5.3
General procedure for Configuration of Traffic Patterns

Figure 8.3.5.3-1 depicts a general procedure for configuration of Traffic Patterns.


[image: image1]Figure 8.3.5.3-1: General procedure for configuration of Traffic Patterns
Step-1: An AE provides information on the communication behavior of a Field Domain Node to a <node> resource of the Field Domain Node that is hosted on the IN-CSE.
If the IN-CSE hosts the <node> resource of the Field Domain Node an AE (e.g. IN-AE or an AE of the Field Domain Node that reports its communication behaviour) provides that hosting CSE with information on the communication behavior of the Node. This is done by creating, updating or deleting the Node's traffic patterns (TP), each having a set of TP parameters and validity time. 
Traffic patterns are contained in the <trafficPattern> child-resources of the Node's <node> resource.
The AE may provide traffic patterns for a group of field domain nodes.
The request shall include:

· the originator AE-ID of the requesting AE;

· a target identifier: i.e. the <node> resource of the Field Domain Node 
or a resource identifier of the corresponding <group> resource of multiple Field Domain Nodes for which the traffic pattern is provided; and
· a set of TP parameters as indicated in table 8.3.5.2-1.

The request may include multiple traffic patterns with their TP parameter set(s) and validity time(s).

If the hosting CSE has received a request from an AE to create, update or delete Traffic Patterns, it shall check if the request from the AE is valid (note 1).

NOTE 1: Apart from checking access rights of the AE the validation of the request from the AE could include:

 - If several TP parameter sets exist for one Field Domain Node, then ensure that the schedules of the different TP parameter sets are not overlapping.


Step-2: Select the NSE for handling the TP parameter sets

If the IN-CSE receives a request to Create / Update / Delete traffic patterns the IN-CSE 
selects the NSE by using the network identifier of the Field Domain Node (i.e. the M2M-Ext-ID) by which the Node can be identified in the NSE.

NOTE 2:
The correct NSE can be found by following of a chain of links of multiple resources in the IN‑CSE, e.g. the <node> resource having the hostedCSELink linking to the <remoteCSE> resource having  the M2M‑Ext‑ID linking to the UNetwork-ID of the NSE (see clauses 7.1.8 and 7.1.9).
Step-3: Request for the handling of the TP parameter sets

For each Field Domain Node the IN-CSE sends a request for handling (i.e. provide or remove) TP parameter sets for the Field Domain Node to the NSE, using the appropriate Mcn protocol. The Mcn can correspond to one of standard interfaces specified by an external organization, for example, OMA RESTful Network API for Communication Patterns V1.0 [i.32]. The request shall include a corresponding network identifier of the Field Domain Node and one or more TP parameter set(s) as defined at clause 8.3.5.2.

NOTE 3:
If the Underlying Network is 3GPP-compliant, see Annex B for more details.
Step-4: Response for the handling of the TP parameter sets

The IN-CSE receives the response for the configuration of the TP parameter sets from the NSE. 

NOTE 4:
If the Underlying Network is 3GPP-compliant, see Annex B for more details.

Step-5: Set provideToNSE attribute of traffic pattern
If TP parameters are provided to the NSE, (i.e. if the respose to a request to provide TP parameter sets to the NSE indicated successful handling at the NSE) the IN-CSE shall set the provideToNSE attribute of the related <trafficPattern> resource(s) to TRUE.
-----------------------End of change 1---------------------------------------------
-----------------------Start of change 2---------------------------------------------

9.6.41
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9.6.42
Resource Type trafficPattern
The <trafficPattern> resource represents the communication pattern and the mobility pattern of a field domain node to be shared with other entities such as the underlying network entity (NSE) of the field domain node which may optimize the processing of the underlying network for the specific field domain node by using this information.
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Figure 9.6.42-1: Structure of <trafficPattern> resource

The <trafficPattern> resource shall contain the child resources specified in table 9.6.42-1.
Table 9.6.42-1: Child resources of <trafficPattern> resource

	Child Resources of <trafficPattern>
	Child Resource Type
	Multiplicity
	Description
	<trafficPatternAnnc> Child Resource Types

	[variable]
	<subscription>
	0..n
	See clause 9.6.8.
	<subscription>

	[variable]
	<schedule>
	0..1
	See clause 9.6.9.
It provides the mask for the day of week, the starting time and end time for communication.
If it is not provided this shall be interpreted as 'anytime' at the NSE.
	<scheduleAnnc>


The <trafficPattern> resource shall contain the attributes specified in table 9.6.42-2.
Table 9.6.42-2: Attributes of <trafficPattern> resource

	Attributes of <trafficPattern>
	Multiplicity
	RW/

RO/

WO
	Description
	<trafficPatternAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	creationTime
	1
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3.
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	

	announceTo
	0..1(L)
	RW
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1(L)
	RW
	See clause 9.6.1.3.
	NA

	provideToNSE
	0..1
	RW
	It indicates as ‘TRUE’ or ‘FALSE’ whether the traffic pattern have been provided to a NSE
	OA

	periodicIndicator
	0..1
	RW
	It indicates as  'Periodical' or 'On demand'.
	OA

	periodicDurationTime
	0..1 
	RW
	It provides the time in seconds of the duration of the periodic communication.
	OA

	periodicIntervalTime
	0..1
	RW
	It provides the time in seconds of the interval for periodic communication.
	OA

	stationaryIndication
	0..1
	RW
	It indicates as 'Stationary (Stopping)' or 'Mobile (Moving)'.
	OA

	dataSizeIndicator
	0..1
	RW
	It indicates the expected data size for the pattern.
	OA

	validityTime
	0..1
	RW
	It contains the point of time when the informed <trafficPattern> information to the NSE becoming invalid and shall be deleted at the NSE.
	OA


-----------------------End of change 2 ---------------------------------------------

-----------------------Start of change 3---------------------------------------------

10.2.36
void



	

	
	

	
	


	
	

	
	

	
	

	
	

	
	





	

	
	

	
	

	
	

	
	

	
	

	
	

	
	





	

	
	

	
	

	
	

	
	

	
	

	
	

	
	





	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


10.2.37
<trafficPattern> Resource Procedures
10.2.37.1
Create <trafficPattern>
This procedure shall be used for creating a <trafficPattern> resource.

Table 10.2.37.1-1: <trafficPattern> CREATE

	<trafficPattern> CREATE 

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	All parameters defined in table 8.1.2-3 apply with the specific details for:

Content: The resource content shall provide the information as defined in clause 9.6.42

	Processing at Originator before sending Request
	According to clause 10.1.1.1

	Processing at Receiver
	According to clause 10.1.1.1 with the following modifications:
When checking validity of the request the hosting CSE can include a check of consistency with <schedule> resources (see note 1).

The IN-CSE shall: 
· Select a NSE to request for the configuration of the TP parameter sets to Underlying Network, (see note 2).
· The IN-CSE shall send a request to provide TP parameter sets for the Field Domain Node to the NSE, using the appropriate Mcn protocol.
· Upon receceipt of a successful response to that request the IN-CSE shall UPDATE the <provideToNSE> attribute of the <trafficPattern> resource with the value TRUE


	Information in Response message
	According to clause 10.1.1.1

	Processing at Originator after receiving Response
	According to clause 10.1.1.1

	Exceptions
	According to clause 10.1.1.1

	NOTE 1: The validation check of the request from the Originator can include,
   - If several TP parameter sets exist for one Field Domain Node, then ensure that the schedules of the different TP parameter sets are not overlapping.
NOTE 2: The correct NSE can be found by following of a chain of links of multiple resources in the IN‑CSE, e.g. the <node> resource having the hostedCSELink linking to the <remoteCSE> resource having  the M2M‑Ext‑ID linking to the UNetwork-ID of the NSE (see clauses 7.1.8 and 7.1.9).


10.2.37.2
Retrieve <trafficPattern>
This procedure shall be used for retrieving the attributes of a <trafficPattern> resource.

Table 10.2.37.2-1: <trafficPattern> RETRIEVE

	<trafficPattern> RETRIEVE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	All parameters defined in table 8.1.2-3 apply

	Processing at Originator before sending Request
	According to clause 10.1.2

	Processing at Receiver
	According to clause 10.1.2

	Information in Response message
	All parameters defined in table 8.1.3-1 apply

	Processing at Originator after receiving Response
	According to clause 10.1.2

	Exceptions
	According to clause 10.1.2


10.2.37.3
Update <trafficPattern>
This procedure shall be used for updating attributes of a <trafficPattern> resource.

Table 10.2.37.3-1: <trafficPattern> UPDATE

	<trafficPattern> UPDATE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	All parameters defined in table 8.1.2-3 apply

	Processing at Originator before sending Request
	According to clause 10.1.3

	Processing at Receiver
	According to clause 10.1.3 with the following modifications:
The IN-CSE shall  

· send a request to delete the previous TP parameter sets for the Field Domain Node to the NSE, using the appropriate Mcn protocol.
· send a request to provide the new TP parameter sets for the Field Domain Node to the NSE, using the appropriate Mcn protocol.
· Upon receceipt of a successful response to that request the IN-CSE shall UPDATE the <provideToNSE> attribute of the <trafficPattern> resource with the value TRUE


	Information in Response message
	According to clause 10.1.3

	Processing at Originator after receiving Response
	According to clause 10.1.3

	Exceptions
	According to clause 10.1.3


10.2.37.4
Delete <trafficPattern>
This procedure shall be used for deleting a <trafficPattern> resource.

Table 10.2.37.4-1: <trafficPattern> DELETE

	<trafficPattern> DELETE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	All parameters defined in table 8.1.2-3 apply

	Processing at Originator before sending Request
	According to clause 10.1.4.1

	Processing at Receiver
	According to clause 10.1.4.1 with the following modifications:
The IN-CSE shall  

· send a request to delete the previous TP parameter sets for the field domain node to the NSE, using the appropriate Mcn protocol.


	Information in Response message
	According to clause 10.1.4.1

	Processing at Originator after receiving Response
	According to clause 10.1.4.1

	Exceptions
	According to clause 10.1.4.1


-----------------------End of change 3 ---------------------------------------------

-----------------------Start of change 4---------------------------------------------

Table 9.6.1.1-1: Resource Types 

	Resource Type
	Short Description
	Child Resource Types
	Parent Resource Types
	Clause

	accessControlPolicy
	Stores a representation of privileges. It is associated with resources that shall be accessible to entities external to the Hosting CSE. It controls "who" is allowed to do "what" and the context in which it can be used for accessing resources
	subscription
	AE, AEAnnc, remoteCSE, remoteCSEAnnc, CSEBase
	9.6.2

	AE
	Stores information about the AE. It is created as a result of successful registration of an AE with the Registrar CSE
	subscription, container, 
flexContainer,

group, accessControlPolicy, 
schedule, pollingChannelsemanticDescriptor,

timeSeries
	CSEBase
	9.6.5

	container
	Shares data instances among entities. Used as a mediator that buffers data exchanged  between AEs and/or CSEs. The exchange of data between AEs (e.g. an AE on a Node in a field domain and the peer-AE on the infrastructure domain) is abstracted from the need to set up direct connections and allows for scenarios where both entities in the exchange do not have the same reachability schedule
	container, 
flexContainer, contentInstance, subscription, latest, oldest，semanticDescriptor
	AE, AEAnnc, container, containerAnnc, remoteCSE, remoteCSEAnnc, 
CSEBase,

flexContainer, flexContainerAnnc
	9.6.6

	contentInstance
	Represents a data instance in the <container> resource
	semanticDescriptor
	Container, containerAnnc
	9.6.7

	flexContainer
	A template which allows to define specialized (customizable) versions of containers with a flexible and lightweight structure  
	container, 

flexContainer, subscription, semanticDescriptor
	AE, AEAnnc, container, containerAnnc, 

flexContainer, flexContainerAnnc, remoteCSE, remoteCSEAnnc, 
CSEBase
	9.6.35

	CSEBase
	The structural root for all the resources that are residing on a CSE. Stores information about the CSE itself
	remoteCSE, remoteCSEAnnc, node, AE, container, group, accessControlPolicy, subscription,, mgmtCmd, locationPolicy, statsConfig, statsCollect, request, delivery,

schedule,

notificationTargetPolicy,

flexContainer,

timeSeries
	None specified
	9.6.3

	delivery
	Forwards requests from CSE to CSE
	subscription
	CSEBase
	9.6.11

	eventConfig
	Defines events that trigger statistics collection
	subscription
	statsConfig
	9.6.24

	execInstance
	Contains all execution instances of the same Management Command
	subscription
	mgmtCmd
	9.6.17

	fanOutPoint (V)
	Virtual resource containing target for group request

It is used for addressing bulk operations to all the resources that belong to a group
	None specified
	group
	9.6.14

	group
	Stores information about resources of the same type that need to be addressed as a Group. Operations addressed to a Group resource shall be executed in a bulk mode for all members belonging to the Group
	fanOutPoint,

subscription,

semanticFanOutPoint，semanticDescriptor
	AE, AEAnnc, remoteCSE, remoteCSEAnnc, CSEBase
	9.6.13

	latest (V)
	Virtual resource that points to most recently created <contentInstance> child resource within a <container> resource
	None specified
	container
	9.6.27

	locationPolicy
	Includes information to obtain and manage geographical location. It is only referenced within a container, the contentInstances of the container provide location information
	subscription
	CSEBase
	9.6.10

	mgmtCmd
	Management Command resource represents a method to execute management procedures required by existing management protocols
	execInstance,

subscription
	CSEBase
	9.6.16

	mgmtObj
	Management Object resource represents management functions that provides an abstraction to be mapped to external management technology. It represents the node and the software installed in the node (see note)
	subscription, mgmtObj, schedule
	node, mgmtObj, mgmtObjAnnc
	9.6.15

Annex D

	m2mServiceSubscriptionProfile
	Data pertaining to the M2M Service Subscription
	serviceSubscribedNode,

subscription
	CSEBase 
	9.6.19

	node
	Represents specific Node information
	mgmtObj, 
subscription，semanticDescriptor
	CSEBase, remoteCSE
	9.6.18

	 notificationTargetMgmtPolicyRef
	Represents a list of notification targets and the deletion policy
	subscription
	subscription
	9.6.31

	notificationTargetPolicy
	Represents a notification target deletion policy with pre-defined action and deletion rules
	subscription, policyDeletionRules
	CSEBase
	9.6.32

	notificationTargetSelfReference (V)
	Virtual resource used to remove the Notification Target
	None specified
	subscription
	9.6.34

	oldest (V)
	Virtual resource that points to first created <contentInstance> child resource within a <container> resource
	None specified
	container
	9.6.28

	pollingChannel
	Represent a channel that can be used for a request-unreachable entity
	pollingChannelURI
	remoteCSE, AE
	9.6.21

	pollingChannelURI (V)
	Virtual resource used to perform service layer long polling of a resource Hosting CSE by a request-unreachable entity
	None specified
	pollingChannel
	9.6.22

	policyDeletionRules
	Represents a set of rules which is associated with notification target removal policy
	subscription
	 notificationTargetPolicy
	9.6.33

	remoteCSE
	Represents a remote CSE for which there has been a registration procedure with the registrar CSE identified by the CSEBase resource
	container, 
flexContainer,

group, accessControlPolicy, subscription, pollingChannel, schedule, node,

timeSeries
	CSEBase
	9.6.4

	request
	Expresses/access context of an issued Request
	subscription
	CSEBase
	9.6.12

	schedule
	Contains scheduling information for delivery of messages
	subscription
	subscription, CSEBase, remoteCSE,

AE
	9.6.9

	serviceSubscribedNode
	Node information
	subscription
	m2mServiceSubscriptionProfile
	9.6.20

	statsCollect
	Defines triggers for the IN-CSE to collect statistics for applications
	subscription
	CSEBase (in IN‑CSE)
	9.6.25

	statsConfig
	Stores configuration of statistics for applications
	eventConfig,

subscription
	CSEBase (in IN‑CSE)
	9.6.23

	subscription
	Subscription resource represents the subscription information related to a resource. Such a resource shall be a child resource for the subscribe-to resource
	schedule,  notificationTargetSelfReference,  notificationTargetMgmtPolicyRef
	accessControlPolicy,accessControlPolicyAnnc, AE, AEAnnc, container, CSEBase, delivery, eventConfig, execInstance,  group, groupAcce, locationPolicy, mgmtCmd, mgmtObj, mgmtObjAnnc, m2mServiceSubscriptionProfile, node, nodeAnnc, serviceSubscribedNode, remoteCSE, remoteCSEAnnc, request, schedule, 
semanticDescriptor, semanticDescriptorAnnc, statsCollect, statsConfig,

flexContainer, flexContainerAnnc
	9.6.8

	serviceSubscribedAppRule
	Represents a rule that defines allowed App-ID and AE-ID combinations that are acceptable for registering an AE on a Registrar CSE
	subscription
	CSEBase
	9.6.29

	semanticDescriptor
	Stores semantic description pertaining to a resource and potentially sub-resources.
	subscription
	AE, container, contentInstance，group, node, flexContainer, timeSeries
	9.6.30

	semanticFanOutPoint
	Virtual resource used as target for semantic discovery aimed at a logical graph distributed over multiple semanticDescriptor resources, which belong to the corresponding group parent resource
	None specified
	group
	9.6.14a

	
	
	

	
	

	trafficPattern
	Represents the communication pattern and the mobility pattern of a Field Domain Node.
	schedule,

subscription
	node
	9.6.42

	dynamicAuthorizationConsultation
	Represents consultation information used by a CSE when performing consultation-based dynamic authorization
	None Specified
	AE, AEAnnc, remoteCSE, remoteCSEAnnc, CSEBase
	9.6.43

	timeSeries
	Stores and Shares Time Series Data instances among entities.
	timeSeriesInstance, subscription, semanticDescriptor
	AE, AEAnnc, remoteCSE, remoteCESAnnc, CSEBase
	9.6.36

	timeSeriesInstance
	Represents a Time Series Data instance in the <timeSeries> resource
	None specified
	timeSeries, timeSeriesAnnc
	9.6.37

	NOTE:
See clause 9.6.12 for a summary of specializations of <mgmtObj>.


-----------------------End of change 4 ---------------------------------------------

-----------------------Start of change 5---------------------------------------------

Table 9.6.5-1: Child resources of <AE> resource

	Child Resources of <AE>
	Child Resource Type
	Multiplicity
	Description
	<AEAnnc> Child Resource Types

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30
	<semanticDescriptor>, <semanticDescriptorAnnc>

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	<subscription>

	[variable]
	<container>
	0..n
	See clause 9.6.6
	<container> <containerAnnc>

	[variable]
	<flexContainer>
	0..n
	See clause 9.6.35
	<flexContainer>

<flexContainerAnnc>

	[variable]
	<group>
	0..n
	See clause 9.6.13
	<group>

<groupAnnc>

	[variable]
	<accessControlPolicy>
	0..n
	See clause 9.6.2
	<accessControlPolicy>

<accessControlPolicyAnnc>

	[variable]
	<schedule>
	0..1
	See clause 9.6.9
	<scheduleAnnc>

	[variable]
	<pollingChannel>
	0..1
	See clause 9.6.21

When the AE is request-unreachable, the AE should create this <pollingChannel> resource and perform long polling. The <pollingChannel> shall be utilized by the parent resource
	None

	
	
	
	
	

	[variable]
	<dynamicAuthorizationConsultation>
	0..n
	See clause 9.6.43
	<dynamicAuthorizationConsultationAnnc>

	[variable]
	<timeSeries>
	0..n
	See clause 9.6.36
	<timeSeriesAnnc>


-----------------------End of change 5 ---------------------------------------------

-----------------------Start of change 6---------------------------------------------

Table 9.6.18-1: Child resources of <node> resource

	Child Resources of <node>
	Child Resource Type
	Multiplicity
	Description
	<nodeAnnc> Child Resource Type

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30.
	<semanticDescriptor>, <semanticDescriptorAnnc>

	[variable]
	<mgmtObj> as defined in the specialization [memory]
	0..1
	This resource provides the memory (typically RAM) information of the node. (E.g. the amount of total volatile memory), See clause D.4.
	<mgmtObjAnnc>

	[variable]
	<mgmtObj> as defined in the specialization [battery]
	0..n
	The resource provides the power information of the node. (E.g. remaining battery charge). See clause D.7.
	<mgmtObjAnnc>

	[variable]
	<mgmtObj> as defined in the specialization [areaNwkInfo]
	0..n
	This resource describes the list of Nodes attached behind the MN node and its physical or underlying relation among the nodes in the M2M Area Network. This attribute is defined in case the Node is MN. See clause D.5.
	<mgmtObjAnnc>

	[variable]
	<mgmtObj> as defined in the specialization [areaNwkDeviceInfo]
	0..n
	This resource describes the information about the Node in the M2M Area Network. See clause D.6.
	<mgmtObjAnnc>

	[variable]
	<mgmtObj> as defined in the specialization [firmware]
	0..n
	This resource describes the information about the firmware of the Node include name, version etc. See clause D.2.
	<mgmtObjAnnc>

	[variable]
	<mgmtObj> as defined in the specialization [software]
	0..n
	This resource describes the information about the software of the Node. See clause D.3.
	<mgmtObjAnnc>

	[variable]
	<mgmtObj> as defined in the specialization [deviceInfo]
	0..n
	The resource contains information about the identity, manufacturer and model number of the device. See clause D.8.
	<mgmtObjAnnc>

	[variable]
	<mgmtObj> as defined in the specialization [deviceCapability]
	0..n
	The resource contains information about the capability supported by the Node. See clause D.9.
	<mgmtObjAnnc>

	[variable]
	<mgmtObj> as defined in the specialization [reboot]
	0..1
	The resource is the place to reboot or reset the Node. See clause D.10.
	<mgmtObjAnnc>

	[variable]
	<mgmtObj> as defined in the specialization [eventLog]
	0..1
	The resource contains the information about the log of events of the Node. See clause D.11.
	<mgmtObjAnnc>

	[variable]
	<mgmtObj> as defined in the specialization [cmdhPolicy]
	0..n
	The resource(s) contain(s) information about CMDH policies that are applicable to the CMDH processing on the CSE hosted on the node represented by this <node> resource and identified by the hostedCSELink attribute of this <node> resource. See clause D.12.
	NA

	[variable]
	<mgmtObj> as defined in the specialization [activeCmdhPolicy]
	0..1
	This resource defines which of the present [cmdhPolicy] resource(s) shall be active for the CMDH processing on the CSE hosted on the node represented by this <node> resource and identified by the hostedCSELink attribute of this <node> resource. See clause D.12.
	NA

	[variable]
	<subscription>
	0..n
	See clause 9.6.8.
	<subscription>

	trafficPattern
	<trafficPattern>
	0..n
	See clause 9.6.41
	<trafficPatternAnnc>


-----------------------End of change 6 ---------------------------------------------

-----------------------Start of change 7---------------------------------------------

Table 9.6.26.1-1: Announced Resource Types

	Announced Resource Type
	Short Description
	Child Resource Types
	Clause

	accessControlPolicyAnnc
	Announced variant of accessControlPolicy
	subscription
	9.6.2

	AEAnnc
	Announced variant of AE
	subscription,

container,

containerAnnc,

group,

groupAnnc,

accessControlPolicy,

accessControlPolicyAnnc
semanticDescriptor,

semanticDescriptorAnnc,

scheduleAnnc,


	9.6.5

	containerAnnc
	Announced variant of container
	container,

containerAnnc,

contentInstance,

contentInstanceAnnc,

subscription,
semanticDescriptor,

semanticDescriptorAnnc
	9.6.6

	contentInstanceAnnc
	Announced variant of contentInstance
	 semanticDescriptor,

semanticDescriptorAnnc
	9.6.7

	groupAnnc
	Announced variant of group
	subscription
	9.6.13

	locationPolicyAnnc
	Announced variant of locationPolicy
	None specified
	9.6.10

	mgmtObjAnnc
	Announced variant of mgmtObj
	subscription
	9.6.15

	nodeAnnc
	Announced variant of node
	mgmtObjAnnc,

subscription,

trafficPatternAnnc
	9.6.18

	remoteCSEAnnc
	Announced variant of remoteCSE
	container,

containerAnnc,

group,

groupAnnc,

accessControlPolicy,

accessControlPolicyAnnc,

subscription,

scheduleAnnc,

nodeAnnc
	9.6.4

	scheduleAnnc
	Announced variant of schedule
	None specified
	9.6.9

	dynamicAuthorizationConsultationAnnc
	Announced variant of dynamicAuthorizationConsultation
	None specified
	9.6.43

	
	
	

	

	trafficPatternAnnc
	Announced variant of trafficPattern
	scheduleAnnc

subscription
	9.6.42

	semanticDescriptorAnnc
	Announced variant of semanticDescriptor
	Subscription
	9.6.30


-----------------------End of change 7 ---------------------------------------------
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