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5.1
oneM2M Architecture for 3GPP cellular IoT interworking with oneM2M
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Figure 5.1-1: oneM2M Architecture for 3GPP cellular IoT interworking with oneM2M
The architecture for 3GPP cellular IoT interworking with oneM2M is illustrated in figure 5.1-1. It is considered that there are two kinds of oneM2M devices in this architecture:
· The resource constrained device, can be deployed as ADN which is implemented by the light and compact protocol. The ADN-AE communicates with IN-CSE by Mca interface.
· The device node that is not resource constrained, can be deployed as ASN. The ASN-CSE communicates with 3GPP module in the device by Mcn interface.
The non-oneM2M Device Node (such as LWM2M  device) can connect to oneM2M platform from Interworking Proxy Entities(IPEs). through 3GPP network. The IPE connect to oneM2M platform by Mca interface.The interface in dot line is out of oneM2M scope.
The IN-CSE supports the following interworking modes:

· The NSSE may be deployed as SCEF using 3GPP defined interfaces (e.g. Rx, S6a etc.) bound to Mcn reference point. This model is applicable to the case when the oneM2M service provider and the underlying network provider are the same 
· The NSSE uses APIs bound to Mcn reference point to communicate with SCEF. This model is applicable to the case when the oneM2M service provider and the underlying network provider are not the same. 

The functionality supported by the NSSE is different depending on the interworking mode.
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