Doc# ARC-2016-0447-TS-0026_Background_Date_Transfer.doc

	Input Contribution

	Meeting ID*
	ARC #25

	Title:*
	TS-0026 Background Date Transfer

	Source:*
	Qiuting Li, li.qiuting@zte.com.cn
Weixiang Shao, shao.weixiang@zte.com.cn

	Uploaded Date:*
	2016-10-10

	Document(s) 

Impacted*
	WI-0058
TS-0026

	Intended purpose of

document:*
	 FORMCHECKBOX 
 Decision

 Discussion

 Information

 Other <specify>

	Decision requested or recommendation:*
	This document adds draft for the feature of Background Date Transfer for 3GPP interworking

	Template Version:23 February 2015 (Dot not modify)


oneM2M Notice

The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.

Introduction

Background Date Transfer as a 3GPP Rel-13 & Rel-14 feature is in WI-0058/TS-0026 scope, it has been discussed and solved in TR-0024. So, this text in the proposal is copied from a part of clause 8.4 of TR-0024 (the other part refered to 3GPP TS23.682 is not copied here), which include general description and Background Date Transfer solution for 3GPP interworking.
-----------------------------------Start of text 1-------------------------------------------

X.X Configuration of Background Date Transfer

X.X.1 Description

In the cellular network, management of the background mode traffic for M2M devices may result in significant gains for the network and improved battery life for devices. These gains may be obtained, for example, by minimizing the number network connection attempts and the time spent in connected radio state. and as such save network resources device power consumption.

The purpose of this feature is to provide a means to the oneM2M System to inform the Underlying Network of parameters that can be used for optimizing the background data traffic at the Underlying Network for a set of Field Domain Node. Such parameters may include the expected amount of UEs in the set, a desired time window for the transfer and network area information. At the same time the oneM2M system may be informed of Underlying Network policies to be used for the given background data transfer request.

The feature includes following functionalities:

· An Application Entity (AE) or a Common Service Entity (CSE) will provide information on the background data transfer (e.g. expected data volume per UE) for a set of Field Domain Nodes (ASN or MN).
· The IN-CSE will in turn use the Mcn interface towards the Underlying Network to provide the background data transfer information to the Underlying Network.
· The IN-CSE may be provided with possible transfer policies for background data transfer by the Underlying Network, which may in turn be provided to the initiating Application Entity (AE) or a Common Service Entity (CSE).
X.X.2 Solution
X.X.X.1
Proposed resource types and attributes

This clause provides information of new resource types and new attributes including relationship with existing resource types and attributes.
Proposed new resource types are as below:
· Resource Type <backgroundDataTransfer> 
NOTE:
It is child resource of existing Resource Type <AE> or <node>.
Detailed information of new resource types are described in clause X.X.X.1.1.
x.x.x.1.1
Resource Type <backgroundDataTransfer>
The <backgroundDataTransfer> resource represents the characteristics information (e.g. desired communication window, traffic policy, etc.) of a request for background data transfer and corresponding Underlying Network traffic policy. This information may be scheduled at application level processing. This resource type is used to share and negotiate information with other entities such as the underlying network entity (server NSE) which may optimize the background data transfer in the Underlying Network for AE/CSE.
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Figure X.X.X.1.1-1: Structure of <backgroundDataTransfer> resource

The <backgroundDataTransfer> resource  contains the child resources specified in table X.X.X.1.1-1.
Table X.X.X.1.1-1: Child resources of <backgroundDataTransfer> resource

	Child Resources of  <backgroundDataTransfer>
	Child Resource Type
	Multiplicity
	Description
	<backgroundDataTransfer> Child Resource Types

	[variable]
	<subscription>
	0..n
	See clause 9.6.8 of oneM2M TS-0001 [i.y].
	<subscription>


The <backgroundDataTransfer> resource contains the attributes specified in table X.X.X.1.1-2.
Table X.X.X.1.1-2: Attributes of <backgroundDataTransfer> resource

	Attributes of <deviceCharacteristics>
	Multiplicity
	RW/

RO/

WO
	Description
	<backgroundDataTransferAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.y].
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.y].
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.y].
	NA

	parentID
	1
	RO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.y].
	NA

	creationTime
	1
	RO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.y].
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3 of oneM2M TS-0001 [i.y].
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3 of oneM2M TS-0001 [i.y].
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3 of oneM2M TS-0001 [i.y].
	MA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3 of oneM2M TS-0001 [i.y].
	MA

	announceTo
	0..1(L)
	RW
	See clause 9.6.1.3 of oneM2M TS-0001 [i.y].
	NA

	announcedAttribute
	0..1(L)
	RW
	See clause 9.6.1.3 of oneM2M TS-0001 [i.y].
	NA

	creator
	1
	WO
	The AE-ID of the entity which created the resource. This can also be the CSE-ID of the IN-CSE if the IN-CSE created the resource.
	OA

	requestRefID
	1
	WO
	A reference ID that is passed from the requester to IN-CSE and to the NSE in each request. The reference ID will be included in each response to associate it with the original request.
	OA

	volumePerNode
	1
	RW
	Expected data volume for the background data transfer.
	OA

	numberOfNodes
	1
	RW
	Desired number of nodes for the background data transfer.
	OA

	desiredTimeWindow
	1
	RW
	Desired time window for the background data transfer.
	OA

	possibleTrafficPolicies
	1(L)
	RW
	List of possible applicable transfer policies. Each policy may include a recommended time window, a charging rate and an aggregated maximum bitrate.
	OA

	selectedTrafficPolicy
	1
	RW
	If multiple polices are received from the Underlying Network, this attribute provides the one selected policy from the list of possible traffic policies. The policy may include a recommended time window, a charging rate and an aggregated maximum bitrate.
	OA

	referenceID
	1
	RW
	A reference ID that is offerd by the underlying network identies the traffic policy.
	OA


X.X.X.2
Proposed Flow(s)

This clause describes the procedure for resource management of background data transfer to a set of field nodes.

Figure X.X.X.2 depicts a general procedure for configuration of traffic policy for background data transfer based on AE's expection. 
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Figure X.X.X.2-1: General Procedure for configuration of Background Data Transfer 

Step-1 Request background data transfer configuration 
An IN-AE requests IN-CSE negotiate with NSE in the Underlying Network to configure background data transfer by creating, updating or deleting a Background Data Transfer resource.
The request includes:

· the originator AE-ID of the requesting AE,
· a target identifier: i.e. the <backgroundDataTransfer> child resource of a <node> resource or an <AE> resource of requesting AE.
· a set of Background Data Transfer Parameters as indicated in table X.X.X.1.1-2.
If the IN-CSE has received a request from an IN-AE to create, update or delete Background Data Transfer  it checks if the request from the IN-AE is valid.
Step-2 Select NSE and Request background data transfer
The IN-CSE sends a request providing Background Data Transfer parameters to the selected NSE for negotiating background data transfer. The request  includes an identifier of the requestor, the volume of data expected to be transferred per node, the expected amount of nodes, the desired time window and optionally, network area information.
NOTE:
The IN-CSE selects any of available NSE before negotiation procedure, this is out of scope of the present document.
Step-3 Traffic policy decision for Background data transfer
The Underlying Network determines one or more applicable transfer policies based on requesting Background Data Transfer parameters.
Step-4 Response for transfer policies
The NSE responds to the IN-CSE with one or more applicable transfer policies and a reference ID.
Each transfer policy includes a recommended time window for the data transfer,and may provide  a maximum aggregated bitrate and the charging rate applicable for the given time window.
Step-5 Response for transfer policies provided by the Underlying Network
The IN-CSE update background Data Transfer resource based on NSE response, and return a response to originator AE with the applicable transfer policies and the referenceID from the Underlying Network.
Step-6 (optional) Inform selected transfer policy for background data transfer
If more than one transfer policy was received from the Underlying Network, the Originator AE needs to select one of them. It then updates the Background Data Transfer resource with the selected transfer policy.

Step-7 (optional) Response for the selected transfer policy
Once the IN-CSE received the selected transfer policy, it returns a response to originator AE.
Step-8 Confirm the transfer policy
The IN-CSE informs confirmation for the transfer policy to the Underlying Network. If there was only one transfer offered in step-4, the IN-CSE responds a confirmation which means the transfer policy is known by originator AE. If more than one transfer policies was offered in step-4 and the originator AE selected one of them, the IN-CSE forwards the selected transfer policy with the reference ID to the NSE as a confirmation.
Step-9 Store the confirmed transfer policy
The Underlying Network stores the new transfer policy and the reference ID based on the confirmation.
----------------------------------End of text 1---------------------------------------------
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