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Introduction

Triggering is a means by which an entity in the infrastructure domain (e.g. IN-CSE) sends information to an entity in the field domain (e.g. ASN/MN-CSE or ADN-AE) to perform a specific task, e.g. to wake up the entity, to establish communication from the field domain towards the infrastructure domain, or when the IP address of the entity in the field domain is not available or reachable by the entity in the infrastructure domain.
Issue 1:

If ASN/MN-CSE or ADN-AE expects to receive a trigger (e.g. an SMS trigger), it opens a port to listen for triggers.  When it registers with its registrar CSE, it provides the registrar CSE with the port number that it is listening on so that later, when the registrar CSE wants to send a trigger, the registrar CSE knows what port number to send the trigger on.  The ASN/MN-CSE or ADN-AE provides the port number during registration by populating the Trigger-Recipient-ID.

A node may host multiple CSE’s or ADN-AE’s.  It needs to be clarified how triggers are handled by nodes that host more than one CSE or ADN-AE.  

This contribution proposes that each CSE or ADN-AE be required to listen on different port numbers for triggers.  The following sentence is added: “If there are multiple ASN/MN-CSE’s or ADN-AE’s on the node, then they must use different Trigger-Recipient-ID’s.”

Issue 2:

A trigger may be used to request that an ASN/MN-CSE or ADN-AE register with an MN/IN-CSE.  When this type of trigger is sent, the trigger payload contains the address (triggerInfoAdress) of the <cseBase> resource the ASN/MN-CSE or ADN-AE should register to.

The address of the <cseBase> however is not sufficient information. The ASN/MN-CSE or ADN-AE also needs to know the protocol bindings and the corresponding port numbers that the MN/IN-CSE supports.

This contribution proposes that the supported Protocol Bindings that may be used when contacting the Registrar CSE and the port number that should be used for each binding be provided in the trigger.
Issue 3:

A trigger may be used to request that an ASN/MN-CSE or ADN-AE execute a particular CRUD operation.  
ASN/MN-CSE’s do not perform CRUD operations, so this type of trigger should not address an ASN/MN-CSE; rather it should address an ASN-AE or an MN-AE.  However, ASN-AE and MN-AE’s do not receive triggers, they must be triggered via their registrar CSE.

This contribution proposes that if the trigger recipient is an ASN/MN-CSE, the trigger payload also provides the identity of the ASN/MN-AE that is to perform the CRUD operation (triggerInfoAeId) so that the trigger payload content can be delivered to the ASN/MN-AE. 

How does the trigger ASN/MN-CSE deliver the trigger payload content to the ASN/MN-AE? 

The MN/ASN-CSE checks the <AE> resource corresponding to the AE-ID of the ASN/MN-AE that was provided in the trigger payload.  It checks if there is a <subscription> to the <AE> resource.  It then checks if the eventType attribute of the <subscription> resource indicated that the subscription is for a trigger.  If yes, then the MN/ASN-CSE creates the notification and includes the trigger payload in the content of the notification.  The notification is sent to the AE and the AE creates a new CRUD request to the IN-CSE as a result of the trigger.  

Issue 4:

A trigger may be used to request that an AE execute a particular CRUD operation.  When this type of trigger is sent, the trigger payload is used to indicate the type of CRUD operation (triggerInfoOperation) and the address of the resource that the operation should be performed on (triggerInfoAddress).
This is not sufficient information for the AE to perform the CRUD operation.  The AE also needs to know the resource type.
This contribution proposes that if the purpose of the trigger is to ask that an AE execute a particular CRUD operation, then the trigger payload also provides the resource type.

Issue 5:

Using a trigger to ask an AE to execute a particular CRUD operation is useful in scenarios where an AE needs to be quickly asked for an updated sensor reading or the AE needs to be told to quickly read some updated configuration information. 

However, there is an implicit assumption that the AE who is receiving this type of trigger is expecting it.  For example, if the AE receives a trigger asking it to UPDATE a sensor reading resource, the AE must be designed to expect to receive a trigger and to understand what such a request means; i.e. “I need to put the latest sensor reading in the resource”.

This contribution proposes to clarify this by adding the following statement to 8.3.3.2.1: “When the trigger recipient is an ASN/MN-CSE, the payload will indicate which Registree AE of the ASN/MN-CSE is being asked to perform the CRUD operation.  The CRUD operation shall be performed as governed by rules and constrains detailed in Note 5. It is assumed that an AE, who is targeted with this type of trigger, is provisioned to know how to interpret the request.”

-----------------------Start of change 1-------------------------------------------
8.3.3.2.1
Triggering procedure 
This case describes the scenario where IN-CSE targets an ASN/MN-CSE or ADN-AE  for the Device Triggering request.

Figure 8.3.3.2.1-1 shows the general procedure for Device Triggering and, if required, for establishment of connectivity between IN-CSE and the Field Node.
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NOTE 1:
The IN and M2M Device are assumed to be connected through the same Underlying Network.

NOTE 2:
The Device Triggering Handler is a functional entity that receives the device triggering request, and it is dependent on the Underlying Network. The Device Triggering Handler is out of scope of the present document.

Figure 8.3.3.2.1-1: Device Triggering general procedure for CSE

Pre-condition

The ASN/MN-CSE or ADN-AE which is the target of the device triggering has to be registered with the IN-CSE, or the IN-CSE is provisioned to know the information necessary to send a trigger to the ASN/MN-CSE or ADN-AE.
For the ASN/MN-CSE, after registration the CSE-PoA contains either an IP address or none. For the ADN-AE, after registration the AE-PoA contains either an IP address or none.
Step-1 (Optional): Request to the targeted ASN/MN-CSE or ADN-AE
The IN-AE requests to perform one of the CRUD operations targeting the ASN/MN-CSE or ADN-AE, the request is sent via the Mca reference point to the IN-CSE.

Step-2: Underlying network selection

The IN-CSE selects the Underlying Network and the mechanism to deliver the triggering request to the Underlying Network according to the configuration for connected Underlying Networks.

For example for 3GPP access network IN-CSE can use Tsp, Tsms and GSMA OneAPI; and for 3GPP2 access networks IN-CSE can use Tsp and SMS. However the preferred mechanism is Tsp.

Step-3: Device Triggering request

IN-CSE issues the device triggering request to the selected Underlying Network.

NOTE 1:
The Underlying Network dependent Device Triggering procedure for 3GPP and 3GPP2 systems are described in annexes B and Annex C respectively.

Some information provided to the selected Underlying Network for performing device triggering includes:

· M2M-Ext-ID associated with the target ASN/MN-CSE or ADN-AE of the triggering request (see clause 7.1.8).

· Trigger-Recipient-ID associated with the target ASN/MN-CSE or ADN-AE (see clause 7.1.10). For example when 3GPP Underlying Network is used this identifier could map to Application-Port-ID.  If there are multiple ASN/MN-CSE’s or ADN-AE’s on the node, then they must use different Trigger-Recipient-ID’s. 
· IN-CSE ID which could be used by the Underlying Network to authorize the IN-CSE for device triggering.

· Optional Trigger Payload which includes a triggerPurpose, and additional payload fields.

· The triggerPurpose field can take the following values 

· establishConnection – The ASN/MN-CSE or ADN-AE shall interpret this as a request to establish a connection and, if the address of the <remoteCSE> (triggerInfoAddress) is present in the payload, refresh its PoA

· registrationRequest – The ASN/MN-CSE or ADN-AE shall interpret this as a request to register with a MN/IN-CSE.

· executeCRUD – The ASN/MN-CSE or ADN-AE shall interpret this as a request to execute a particular CRUD operation. When the trigger recipient is an ASN/MN-CSE, the payload will indicate which Registree AE of the ASN/MN-CSE is being asked to perform the CRUD operation.  The MN/ASN-CSE checks the <AE> resource corresponding to the AE-ID of the ASN/MN-AE that was provided in the trigger payload.  It checks if there is a <subscription> to the <AE> resource.  It then checks if the eventType attribute of the <subscription> resource indicated that the subscription is for a trigger.  If yes, then the MN/ASN-CSE creates the notification and includes the trigger payload in the content of the notification.  The notification is sent to the AE and the AE creates a new CRUD request to the IN-CSE as a result of the trigger.  It is assumed that an AE, who is targeted with this type of trigger has subscribed to its <AE> resource and is provisioned to know how to interpret the payload content..The CRUD operation shall be performed by the Registree AE as governed by rules and constrains detailed in Note 5. 
· Depending on the triggerPurpose field, the rest of the trigger payload may contain: 

· When the triggerPurpose field is set to “establishConnection”, the payload contains the resource address of the <remoteCSE> or <AE> where the PoA needs to be updated (triggerInfoAddress).  If triggerInfoAddress is not provided, the ASN/MN-CSE or ADN-AE assumes that the PoA on its Registrar CSE does not need to be updated.

· When the triggerPurpose field is set to “registrationRequest”, the payload contains the  resource address (triggerInfoAddress) of the <cseBase> that the ASN/MN-CSE or ADN-AE should register to, the supported protocol bindings that may be used when contacting the <cseBase> and the port number that should be used for each binding.

· When the triggerPurpose field is set to “executeCRUD”, the payload provides: the type of CRUD operation  (triggerInfoOperation), the address of the resource that the operation should be performed on (triggerInfoAddress) and the resource type (targetedResourceType). If the trigger recipient is an ASN/MN-CSE, the trigger payload also provides the identity of the ASN/MN-AE that is to perform the CRUD operation (triggerInfoAeId).
NOTE 2:
The M2M-Ext-ID may be pre-provisioned at the IN-CSE along with the associated CSE-ID or AE-ID, or may be sent at registration (see clause 7.1.8).

NOTE 3:
The above Trigger-Recipient-ID is sent at registration.
NOTE 4:
It is left to Stage 3 to develop the bit encoding for the triggerPurpose and the rest of the payload fields.
NOTE 5: The following defaults shall be used by the trigger recipient to construct the operation requested via executeCRUD: 

· All triggered CRUD operations are non-blocking, with nonBlockingRequestSynch responses.
· Operation, To, Resource type (if mandatory): set as directed by the triggerInfoOperation , triggerInfoAddress, and targetedResourceTypes fields in the trigger payload.
· Event Category – set to “immediate”

· Delivery Aggregation – set to “aggregation off”
· From, Request Identifier, Originating timestamp Request Expiration, Result Expiration, Operational Execution Time, Result Persistence – set as per existing local policies.
· All other parameters are Not Present (NP)
Step-4: Underlying Network Specific Device Triggering procedure

Device Triggering processing procedure is performed between the Underlying Network and the target Node.

Step-5: Device Triggering response

The IN-CSE receives a response for the Device Triggering request via the Mcn reference point.

Step-6: ASN/MN-CSE Receives Device Trigger
If the trigger had no optional trigger payload, the ASN/MN-CSE assumes that the purpose of the trigger is to cause the ASN/MN-CSE to establish connectivity with the IN-CSE.  In this case, the address of the IN-CSE must already be known to the ASN/MN-CSE.

If the trigger has an optional trigger payload, the ASN/MN-CSE uses the triggerPurpose to determine the appropriate action and perform the necessary steps.
Step-7 (Optional): Connection establishment

In case that it is required by the Device Triggering request, connectivity is established between the ASN/MN-CSE or the ADN-AE and the IN-CSE and the renewal of the corresponding CSE-PoA or AE-PoA might be needed.
-----------------------End of change 1-------------------------------------------
-----------------------Start of change 2------------------------------------------

9.6.8
Resource Type subscription
The <subscription> resource contains subscription information for its subscribed-to resource.

The <subscription> resource shall be represented as child resource of the subscribed-to resource. For example, <container> resource has <subscription> resource as a child resource (see clause 9.6.6). A <subscription> resource shall be deleted when the parent subscribed-to resource is deleted.

The <subscription> resource shall represent a subscription to a subscribed-to resource. An Originator shall be able to create a resource of <subscription> resource type when the Originator has RETRIEVE privilege to the subscribe-to resource. The Originator which creates a <subscription> resource becomes the resource subscriber.

Each <subscription> may include notification policies that specify which, when, and how notifications are sent. These notification policies may work in conjunction with CMDH policies.
When a <subscription> resource is deleted, a Notify request shall be sent to the subscriberURI if it is provided by the Originator.
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Figure 9.6.8-1: Structure of <subscription> resource

The <subscription> resource shall contain the child resources specified in table 9.6.8-1.

Table 9.6.8-1: Child resources of <subscription> resource

	Child Resources of <subscription>
	Child Resource Type
	Multiplicity
	Description

	notificationSchedule
	<schedule>
	0..1
	In the context of the <subscription> resource, the notificationSchedule specifies when notifications may be sent by the Hosting CSE to the notificationURI(s). See clause 9.6.9.

	[variable]
	<notificationTargetMgmtPolicyRef>
	0..n
	See 9.6.31 for this type of resource. 

	notificationTargetSelfReference
	<notificationTargetSelfReference>
	1
	See 9.6.34 for this type of resource.


The <subscription> resource shall contain the attributes specified in table 9.6.8-2.

Table 9.6.8-2: Attributes of <subscription> resource

	Attributes of <subscription>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	WO
	See clause 9.6.1.3.

	parentID
	1
	RO
	See clause 9.6.1.3.

	expirationTime
	1
	RW
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.


If no accessControlPolicyIDs value is configured, the accesControlPolicyIDs of the parent resource shall be applied for privilege checking.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	creator
	0..1
	WO
	See clause 9.6.1.3.

	eventNotificationCriteria
	0..1
	RW
	This attribute (notification policy) indicates the event criteria for which a notification is to be generated.

	expirationCounter
	0..1
	RW
	This attribute (notification policy) indicates that the subscriber wants to set the life of this subscription to a limit of a maximum number of notifications. When the number of notifications sent reaches the count of this counter, the <subscription> resource shall be deleted, regardless of any other policy.

	notificationURI
	1 (L)
	RW
	This attribute shall be configured as a list consisting of one or more targets that the Hosting CSE shall send notifications to. A target shall be formatted as a oneM2M compliant Resource-ID as defined in clause 7.2 or as an identifier compliant with a oneM2M supported protocol binding (e.g. http, coap, mqtt). 

If a target is formatted as a oneM2M compliant Resource-ID, then the target shall be formatted as a structured or unstructured CSE-Relative-Resource-ID, SP-Relative-Resource-ID, and/or Absolute-Resource-ID. A Hosting CSE shall use this information to determine proper pointOfAccess, requestReqchability and/or pollingChannel information needed to send a notification to the target. The following is an example.

· /CSE0001/AE0001

For a target that is formatted as an identifier compliant with a oneM2M supported protocol binding, the details of this format are defined by the respective oneM2M protocol specification. The following is an example of an HTTP URI compliant with oneM2M HTTP protocol binding.

· https://172.25.30.25:7000/notification/handler
For a group-related subscription, the group hosting CSE shall configure the notificationForwardingURI of a fanout subscription request with the configured notificationURI of the original subscription request. The group hosting CSE shall also configure the notificationURI of the fanout subscription request with a Resource-ID specified by the group Hosting CSE.

	groupID
	0..1
	RW
	The ID of a <group> resource in case the subscription is made through a group. This attribute may be used in the Filter Criteria to discover all subscription resources created via a <fanOutPoint> resource to a specific groupID.

	notificationForwardingURI
	0..1
	RW
	The attribute is a forwarding attribute that shall be present only for group related subscriptions. It represents the resource subscriber notificationtarget. It shall be used by group Hosting CSE for forwarding aggregated notifications. See clauses 10.2.7.11 and 10.2.7.12.
This attribute shall be configured with target of the subscriber. The target is used by the Hosting CSE to determine where to send aggregated notifications. A target shall be formatted as a oneM2M compliant Resource-ID as defined in clause 7.2 or as an identifier compliant with one of the oneM2M supported protocol bindings (the detailed format of which are defined by each respective oneM2M protocol binding specification).

	batchNotify
	0..1
	RW
	This attribute (notification policy) indicates that the subscription originator wants to receive batches of notifications rather than receiving them one at a time. This attribute includes : the number of notifications to be batched for delivery and the duration. When only the number is specified by the subscription originator, the Hosting CSE shall set the default duration given by M2M Service Provider. 
If batchNotify is used simultaneously with latestNotify, only the latest notification shall be sent and have the Event Category set to "latest".

	rateLimit
	0..1
	RW
	This attribute (notification policy) indicates that the subscriber wants to limit the rate at which it receives notifications. This attribute expresses the subscriber's notification policy and includes two values: a maximum number of events that may be sent within some duration, and the rateLimit window duration. When the number of generated notifications within the rateLimit window duration exceeds the maximum number, notification events are temporarily stored, until the end of the window duration, when the sending of notification events restarts in the next window duration. The sending of notification events continues as long as the maximum number of notification events is not exceeded during the window duration. The rateLimit policy may be used simultaneously with other notification policies.

	preSubscriptionNotify
	0..1
	WO
	This attribute (notification policy) indicates that the subscriber wants to be sent notifications for events that were generated prior to the creation of this subscription. This attribute has a value of the number of prior notification events requested. If up-to-date caching of retained events is supported on the Hosting CSE and contains the subscribed events then prior notification events will be sent up to the number requested. The preSubscriptionNotify policy may be used simultaneously with any other notification policy.

	pendingNotification
	0..1
	RW
	This attribute (notification policy), if set, indicates how missed notifications due to a period of no connectivity are handled (according to the reachability and notification schedules). The possible values for pendingNotification are:

· "sendLatest";
· "sendAllPending".

This policy depends upon caching of retained notifications on the hosted CSE. When this attribute is set to "sendLatest", only the last notification shall be sent and it shall have the Event Category set to "latest". If this attribute is not present, the Hosting CSE sends no missed notifications. This policy applies to all notifications regardless of the selected delivery policy (batchNotify, latestNotify, etc.) Note that unreachability due to reasons other than scheduling is not covered by this policy.

	notificationStoragePriority
	0..1
	RW
	Indicates that the subscriber wants to set a priority for this subscription relative to other subscriptions belonging to this same subscriber. This attribute sets a number within the priority range. When storage of notifications exceeds the allocated size, this policy is used as an input with the storage congestion policy (notificationCongestionPolicy) specified in clause 9.6.3 to determine which stored and generated notifications to drop and which ones to retain.

	latestNotify
	0..1
	RW
	This attribute (notification policy) indicates if the subscriber wants only the latest notification. If multiple notifications of this subscription are buffered, and if the value of this attribute is set to true, then only the last notification shall be sent and it shall have the Event Category value set to "latest".

	notificationContentType
	1
	RW
	Indicates a notification content type that shall be contained in notifications. The allowed values are:
· "modified attributes";
· "all attributes";
· "ID" of the resource indicated in the eventType condition.
· Trigger Payload
If it is not given by the Originator at the creation procedure, default is "all attributes".

	notificationEventCat

	0..1
	RW
	This attribute (notification policy) indicates the subscriber's requested Event Category to be used for notification messages generated by this subscription.

	subscriberURI
	0..1
	WO
	This attribute shall be configured with the target of the subscriber. The target is used by the Hosting CSE to determine where to send a notification when the subscription is deleted. A target shall be formatted as a oneM2M compliant Resource-ID as defined in clause 7.2 or as an identifier compliant with one of the oneM2M supported protocol bindings (the detailed format of which are defined by each respective oneM2M protocol binding specification).


Table 9.6.8-3 describes the eventNotificationCriteria conditions.

Table 9.6.8-3: eventNotificationCriteria conditions

	Condition tag
	Multiplicity
	Matching condition

	createdBefore
	0..1
	The creationTime attribute of the resource is chronologically before the specified value.

	createdAfter
	0..1
	The creationTime attribute of the resource is chronologically after the specified value.

	modifiedSince
	0..1
	The lastModifiedTime attribute of the resource is chronologically after the specified value.

	unmodifiedSince
	0..1
	The lastModifiedTime attribute of the resource is chronologically before the specified value.

	stateTagSmaller
	0..1
	The stateTag attribute of the resource is smaller than the specified value.

	stateTagBigger
	0..1
	The stateTag attribute of the resource is bigger than the specified value.

	expireBefore
	0..1
	The expirationTime attribute of the resource is chronologically before the specified value.

	expireAfter
	0..1
	The expirationTime attribute of the resource is chronologically after the specified value.

	sizeAbove
	0..1
	The contentSize attribute of the <contentInstance> resource is equal to or greater than the specified value.

	sizeBelow
	0..1
	The contentSize attribute of the <contentInstance> resource is smaller than the specified value.

	eventType
	0..n
	The type of event. Possible event type values are: 
A. Update to attributes of the subscribed-to resource
B. Deletion of the subscribed-to resource ,
C. Creation of a direct child of the subscribed-to resource , 
D. Deletion of a direct child of the subscribed-to resource
E. 
An attempt to retrieve a <contentInstance> direct-child-resource of a subscribed-to <container> resource is performed while this <contentInstance> child resource is an obsolete resource or the reference used for retrieving this resource is not assigned.This retrieval is performed by a RETRIEVE request targeting the subscribed-to resource with the Result Content parameter set to either "child-resources" or "attributes+child-resources".
F. Trigger Recevied targeting the MN/ASN-AE associated with the <AE> parent resource.
The other conditions in eventNotificationCriteria conditions apply to the selected eventType.
For example, if eventType is "Creation of a direct child of the subscribed-to resource" then other eventNotificationCriteria conditions is applied to the direct child resources of the subscribed-to resource.
If this condition is not specified, the default value is "Update to attributes of the subscribed-to resource".
The notion of "obsolete resource" is defined in clause 9.6.1.3.2 (Common attributes).

	operationMonitor
	0..n
	The operations and/or the Originators accessing the subscribed-to resource matches with the specified value. It allows monitoring which operation and/or which Originator is attempting to the access subscribed-to resource regardless of whether the operation is performed. This feature is useful to detect AEs that send requests to a subscribed-to resource and that result in a successful or failure response. Possible arguments are operation(s) (e.g: create, retrieve, update, delete, notify) and/or Originator identifier(s).

	attribute
	0..n
	A list of attribute names of a subscribed-to-resource. This list is only applicable when eventType has a value of "Update to attributes of the subscribed-to resource".

If this list is present, then it is used to specify a subset of a subscribed-to-resource's attributes for which updates shall result in a notification. If ANY attribute specified on this list is updated, then a notification shall be generated. If an attribute that is not specified in this list is updated, then a notification shall not be generated. 

If this list is not presented, then the default attribute list is the full set of a subscribed-to-resource's attributes. If ANY attribute of a subscribed-to-resouce is updated, then a notification shall be generated.

	missingData
	0..1
	The missingData includes two values: a minimum specified missing number of the Time Series Data within the specified window duration, and the window duration. The condition only applies to subscribed-to resources of type <timeSeries>.
The first detected missing data point starts the timer associated with the window duration. 

The window duration is restarted upon its expiry until such time as the entire subscription is terminated or not refreshed. More details about NOTIFICATIONS related to data reporting is found in section 10.2.39

	filterOperation


	0..1
	Indicates the logical operation (AND/OR) to be used for different condition tags. The default value is logical AND.


The rules when multiple conditions are used together shall be as follows:

· Different condition tags shall use the "AND/OR" logical operation based on the filterOperation specified;

· Same condition tags shall use the "OR" logical operation. 

No mixed AND/OR filter operation will be supported.

9.6.9
Resource Type schedule

The <schedule> resource contains scheduling information. The usage of the <schedule> resource is slightly different depending on the associated resource type, such as follows:
· A child <schedule> resource of the <CSEBase> and <remoteCSE> resources shall indicate the time periods when the CSE can send and receive the request.
· A child <schedule> resource of the <AE> resource shall indicate the time periods when the application of a node can be accessed.
· A child <schedule> resource of the <subscription> resource shall indicate the time periods when the notifications can be sent to be Receiver.
· A <schedule> resource linked as mgmtLink attribute of the <cmdhNwAccessRule> resource shall indicate the time periods when use of specific underlying networks is allowed.

· A child <schedule> resource of the <trafficPattern> resource shall indicate the time periods when the traffic pattern of a node applies to the underlying network that is indicated by the targetNetwork attribute of the <trafficPattern> resource
An Originator shall have the same access control privileges to the <schedule> resource as it has to its parent resource.


[image: image3.emf]<schedule>

1 (L)

scheduleElement

<subscription>

0..n


Figure 9.6.9-1: Structure of <schedule> resource 

The <schedule> resource shall contain the child resource specified in table 9.6.9-1.

Table 9.6.9-1: Child resources of <schedule> resource

	Child Resources of <schedule>
	Child Resource Type
	Multiplicity
	Description
	<scheduleAnnc> Child Resource Types

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	None


The <schedule> resource shall contain the attributes specified in table 9.6.9-2.

Table 9.6.9-2: Attributes of <schedule> resource

	Attributes of 
<schedule>
	Multiplicity
	RW/

RO/

WO
	Description
	<scheduleAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3.
	MA

	creationTime
	1
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.
	NA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	announceTo
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	OA

	scheduleElement
	1 (L)
	RW
	A scheduleElement shall be composed by six fields of second, minute, hour, day of month, month and day of week. 
	OA


-----------------------End of change 2-------------------------------------------
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