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Introduction
The Network Service Exposure, Service Execution and Triggering (NSSE) CSF manages communications with the Underlying Networks for accessing network service functions over the Mcn reference point. When receiving downlink message from other CSFs and AEs to ADN/ASN/MN via 3GPP network, the NSSE CSF need get the UE reachability status from 3GPP netework which is ADN/ASN/MN hosted  before transferring the message.  3GPP support Monitoring Events feature to monitor specified events in 3GPP system to SCS/AS via SCEF, such as UE reachability.
This contribution analyzes the requirements for UE reachability APIs of SCEF from oneM2M perspective (mapped to Mcn).
-----------------------Start of change 1-------------------------------------------
8.8
Monitoring event(Monitoring Type: UE reachability)
8.8.1 Service Capability Exposure Function Requirement
The Network Service Exposure, Service Execution and Triggering (NSSE) CSF manages communications with the Underlying Networks for accessing network service functions over the Mcn reference point. When receiving downlink message from other CSFs and AEs to ADN/ASN/MN via 3GPP network, the NSSE CSF need get the UE reachability status from 3GPP netework which is ADN/ASN/MN hosted  before transferring the message.  3GPP support Monitoring Events feature to monitor specified events in 3GPP system to SCS/AS via SCEF, such as UE reachability.
The NSSE CSF is able to utilize this service to be notified when the UE becomes reachable for sending either SMS or downling data to the UE. At the same time, the NSSE CSF could expose the UE reachability to other CSFs and AEs in Mcc and Mca reference point.
The NSSE CSF need 3GPP to provide the following functions:
· Configure UE reachability event
· Detect the UE reachability event
· Report the UE reachablity  status
8.8.2 SCEF Gap Analysis Summery
8.8.2.1 NorthBound Interface
	SCEF NorthBound interface
	Gaps in 3GPP

	Monitoring Response（SCEF->SCS）in Figure 8.3.3.1-1
	· There is no parameter defined  to indicates that Group processing is in progress

	Monitoring Indication（SCEF->SCS）in Figure 8.3.3.1-1
	· There is no parameter defined for group based processing.

	Monitoring Indication（SCEF->SCS）in Figure 8.8.3.2-1
	· The parameter Monitoring Information of UE reachability status is not specified


8.8.2.2 SouthBound Interface
NA
8.8.3 3GPP Procedure in R14
The 3GPP defined term ‘SCS’ in the flows corresponds to oneM2M IN-CSE.
The service flows defined in 3GPP TS23.682 are used in the following section as informative information only. oneM2M focus is on the northbound APIs of SCEF.
8.8.3.1 Monitoring event configuration and deletion procedure(UE reachability)
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Figure 8.3.3.1-1: Monitoring event configuration and deletion via HSS procedure
1.
The SCS/AS sends a Monitoring Request (External Identifier(s) or MSISDN(s) or External Group ID, SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Maximum Number of Reports, Monitoring Duration, Monitoring Destination Address, SCS/AS Reference ID for Deletion, Group Reporting Guard Time) message to the SCEF.


If the SCS/AS wants to configure Monitoring Event for the group of UEs, the SCS/AS can send Monitoring Request message including External Group Identifier and Group Reporting Guard Time. If the SCS/AS includes External Group Identifier in the Monitoring Request message, External Identifier(s) or MSISDN(s) shall be ignored. A Group Reporting Guard Time is an optional parameter to indicate that aggregated Monitoring Event Reporting(s) which have been detected for the UEs in a group needs to be sent to the SCS/AS once the Group Reporting Guard Time is expired.

NOTE 1:
A relative priority scheme for the treatment of multiple SCS/AS Monitoring Requests, e.g. for deciding which requests to serve under overload condition, can be applied. This priority scheme is used locally by the SCEF, i.e. it is not used nor translated in procedures towards other functions.

2.
The SCEF stores SCS/AS Reference ID, SCS/AS Identifier, Monitoring Destination Address, Monitoring Duration, Maximum Number of Reports and Group Reporting Guard Time, if provided. The SCEF assigns an SCEF Reference ID. Based on operator policies, if either the SCS/AS is not authorized to perform this request (e.g. if the SLA does not allow for it) or the Monitoring Request is malformed or the SCS/AS has exceeded its quota or rate of submitting monitoring requests, the SCEF performs step 9 and provides a Cause value appropriately indicating the error. If the SCEF received an SCS/AS Reference ID for Deletion, the SCEF derives the related SCEF Reference ID for Deletion.


The SCEF uses the Group Reporting Guard Time for a Monitoring Event Reporting for the group of UEs when the Monitoring Indication message is sent from the MME/SGSN to the SCEF.

3.
The SCEF sends a Monitoring Request (External Identifier or MSISDN or External Group Identifier, SCEF ID, SCEF Reference ID, Monitoring Type, Maximum Number of Reports, Monitoring Duration, SCEF Reference ID for Deletion, Chargeable Party Identifier, Group Reporting Guard Time) message to the HSS to configure the given Monitoring Event on the HSS and on the MME/SGSN, if required. If the External Group Identifier is included, External Identifier(s) or MSISDN(s) shall be ignored. For one-time Monitoring Request of Roaming Status, the SCEF does not indicate the Group Reporting Guard Time.

4. The HSS examines the Monitoring Request message, e.g. with regard to the existence of External Identifier or MSISDN or External Group Identifier, whether any included parameters are in the range acceptable for the operator, whether the monitoring event(s) is supported by the serving MME/SGSN, whether the group-basis monitoring event feature is supported by the serving MME/SGSN, or whether the monitoring event that shall be deleted is valid. The HSS optionally authorizes the chargeable party identified by Chargeable Party Identifier. If this check fails the HSS follows step 8 and provides a Cause value indicating the reason for the failure condition to the SCEF.

NOTE 2:
The details of the chargeable party authorization are outside the scope of this specification.


The HSS stores the SCEF Reference ID, the SCEF ID, Maximum Number of Reports, Monitoring Duration and the SCEF Reference ID for Deletion as provided by the SCEF. For a Monitoring Request for a group, such parameters are stored for every group member UE.


The HSS uses the Group Reporting Guard Time for a Monitoring Event Reporting for the group of UEs when the Monitoring Indication message is sent from the HSS to the SCEF.

4a.
For group based processing, if the HSS receives the Monitoring Request with an External Group Identifier, the HSS sends a Monitoring Response (SCEF Reference ID, Cause) message to the SCEF to acknowledge acceptance of the Monitoring Request immediately before beginning the processing of individual UEs indicating that Group processing is in progress. The HSS deletes the monitoring event configuration identified by the SCEF Reference ID, if it was requested.

4b.
The SCEF may reply to the SCS/AS with a Monitoring Response that indicates that Group processing is in progress.

5.
If required by the specific Monitoring Type and when Monitoring Event(s) is supported by the serving MME/SGSN, the HSS sends an Insert Subscriber Data Request (Monitoring Type, SCEF ID, SCEF Reference ID, Maximum Number of Reports, Monitoring Duration, SCEF Reference ID for Deletion, Chargeable Party Identifier) message to the MME/SGSN for each individual UE and for each individual group member UE. If the Monitoring Request message is for a group of UEs, the HSS includes External ID or MSISDN in the monitoring event configuration and sends an Insert Subscriber Data Request message per UE to all the MME/SGSN(s) serving the members of the group.

6.
If the MME/SGSN is configured to use an IWK-SCEF for the PLMN of the SCEF then clause 5.6.6 applies. Otherwise, the MME/SGSN verifies the request, e.g. if the Monitoring Type is covered by a roaming agreement when the request is from another PLMN or whether it serves the SCEF Reference ID for Deletion and can delete it. If this check fails the MME/SGSN follows step 7 and provides a Cause value indicating the reason for the failure condition to the SCEF. Based on operator policies, the MME/SGSN may also reject the request due to other reasons (e.g. overload or HSS has exceeded its quota or rate of submitting monitoring requests defined by an SLA).


The MME/SGSN stores the received parameters and starts to watch for the indicated Monitoring Event unless it is a One-time request and the Monitoring Event is available to the MME/SGSN at the time of sending Insert Subscriber Data Answer. The MME/SGSN deletes the monitoring configuration identified by the SCEF Reference ID for Deletion, if provided.

NOTE 3:
The MME/SGSN will transfer the parameters stored for every monitoring task as part of its context information during an MME/SGSN change.

7.
If the monitoring configuration is successful, the MME/SGSN sends an Insert Subscriber Data Answer (Cause) message to the HSS. If the requested Monitoring Event is available to the MME/SGSN at the time of sending Insert Subscriber Data Answer, then the MME/SGSN includes the Monitoring Event Report in the Insert Subscriber Data Answer message.

8.
For single UE processing, the HSS sends a Monitoring Response (SCEF Reference ID, Cause) message to the SCEF to acknowledge acceptance of the Monitoring Request and the deletion of the identified monitoring event configuration, if it was requested. The HSS deletes the monitoring event configuration identified by the SCEF Reference ID, if it was requested. If the requested Monitoring Event is available to the HSS at the time of sending Monitoring Response message or was received from the MME/SGSN in step 7, then the HSS includes a Monitoring Event Report in the Monitoring Response message.


If it is a One-time request and the Insert Subscriber Data Answer includes a Monitoring Event Report, the HSS deletes the associated Monitoring Event configuration for the individual UE and for the individual group member UE.


For group based processing, if the HSS sent the Monitoring Response in step 4a, i.e. due to having received a Monitoring Request with an External Group Identifier and if the Group Reporting Guard Time was provided in the Monitoring Request, the HSS accumulates multiple responses for the UEs of the group within the Group Reporting Guard Time. After the Group Reporting Guard Time expiration, the HSS sends a Monitoring Indication with the accumulated responses and indicating whether the Monitoring Indication is an intermediate message or the last message for the group. The HSS includes UE identity(ies) and a Cause value indicating the reason for the failure in the message if the monitoring configuration of the group member failed.

NOTE 4:
For the group-basis Monitoring Event configuration, the HSS may divide the accumulated Monitoring Indications into multiple messages due to e.g. limitation of the message size.


In the case of UE mobility, the HSS determines whether the new MME/SGSN supports requested Monitoring Event(s).

9.
For single UE processing, the SCEF sends a Monitoring Response (SCS/AS Reference ID, Cause) message to the SCS/AS to acknowledge acceptance of the Monitoring Request and the deletion of the identified monitoring event configuration, if it was requested. If the SCEF received a Monitoring Event Report then it includes the Monitoring Event Report in the Monitoring Response message. If it is a One-time request for an individual UE and the Monitoring Response includes a Monitoring Event Report for the UE, the SCEF deletes the associated Monitoring Event configuration.


For group based processing, the SCEF may send the Monitor Indication to the SCS/AS as it receives them from the HSS, or it accumulates a Monitoring Event for the UEs of the group within the Group Reporting Guard Time. After the Group Reporting Guard Time expiration, the SCEF sends a Monitoring Indication message for the group of UE(s) for which the monitoring event has been reported to the SCEF.

If the HSS detects that the current serving MME/SGSN cannot support a requested Monitoring Event or the group-basis monitoring event feature (e.g. after a UE mobility event), the HSS performs the procedures given below.

 (a)
Notify the SCEF that the configured Monitoring Event for the UE is considered to be suspended. The SCEF interprets this to mean that the network will temporarily be unable to serve the configured Monitoring Event. In this case:

-
When the MME/SGSN for the UE changes (eg due to UE mobility), and the new MME/SGSN supports the suspended Monitoring Event, the HSS shall configure the new MME/SGSN with the Monitoring Event and notify the SCEF of resumption of the suspended Monitoring Event;

-
If the criteria for Continuous Reporting expire while the Monitoring Event is suspended, the HSS and the SCEF shall independently delete the Monitoring Event.
Figure 8.3.3.1-1 illustrates the procedure of configuring monitoring at the HSS or the MME/SGSN. The involved SCEF northbound APIs are as below:
SCS(IN-CSE)->SCEF:
Step1 Monitoring Request (External Identifier(s) or MSISDN(s) or External Group ID, SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Maximum Number of Reports, Monitoring Duration, Monitoring Destination Address, SCS/AS Reference ID for Deletion, Group Reporting Guard Time, Reachability Type, Maximum Latency, Maximum Response Time, Suggested number of downlink packets)
SCEF->SCS(IN-CSE):
Step 4b Monitoring Response()
Step 9 Monitoring Response (SCS/AS Reference ID, Cause)
Monitoring Indication()
In the Figure 8.3.3.1-1, there are some gaps for the SCEF northbound APIs.
· Step 4b this step is used to indicate that Group processing is in progress from SCEF to SCS. But there is no parameter defined.
· Step 9 for single UE processing , SCEF reply the Monitoring Response to SCS which is completed. For group based processing, SCEF may send the Monitor Indication to the SCS. But there is no parameter defined.
8.8.3.2 Monitoring event reporting procedure
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Figure 8.8.3.2-1: Monitoring event reporting procedure via HSS or MME
1.
A Monitoring Event is detected by the node at which the Monitoring Event is configured, i.e. either at the MME/SGSN (1a) or at the HSS (1b).

2a.
The MME/SGSN sends a Monitoring Indication (SCEF Reference ID, Monitoring Event Report, User Identity) message to the SCEF. If the Monitoring Event configuration was triggered by a One-time Monitoring Request, then the Monitoring Event configuration is deleted by the MME/SGSN upon completion of this step. If the MME/SGSN has a Maximum Number of Reports stored for this monitoring task, the MME/SGSN shall decrease its value by one. If the Monitoring Event configuration includes User Identity, the MME/SGSN sends the Monitoring Indication message including the User Identity.

2b.
The HSS sends a Monitoring Indication (SCEF Reference ID and Monitoring Event Report) message to the SCEF. If the Monitoring Event configuration was triggered by a One-time Monitoring Request, then the Monitoring Event configuration for the individual UE and for the individual group memberUE is deleted by the HSS upon completion of this step. If the HSS has a Maximum Number of Reports stored for this monitoring task, the HSS shall decrease its value by one. If Group Reporting Guard Time was provided during the Monitoring Event configuration procedure, the HSS accumulates a Monitoring Event for the UEs of the group within the Group Reporting Guard Time. After the Group Reporting Guard Time expiration, the HSS send a Monitoring Indication (SCEF Reference ID, Monitoring Event Report Set, External Group ID, External ID(s) or MSISDN(s)) message to the SCEF.

NOTE:
For the group-basis Monitoring Event configuration, the HSS may divide the accumulated Monitoring Event Reports into multiple Monitoring indication messages due to the limitation of the message size.

3.
Using the SCEF Reference ID, the SCEF retrieves the associated SCS/AS Reference ID along with the Monitoring Destination Address or, if not available, the address of the SCS/AS as destination for the Monitoring Indication message. The SCEF sends a Monitoring Indication (SCS/AS Reference ID, External ID or MSISDN, Monitoring Information) message to the identified destination. If the SCS/AS Reference ID is for the group-basis Monitoring Event configuration, the SCEF sends a Monitoring Indication (SCS/AS Reference ID, External Group Identifier, External ID(s) or MSISDN(s), Monitoring Information) message to the SCS/AS where the External ID(s) or MSISDN(s) has been received in the Monitoring Event reporting. If Group Reporting Guard Time was provided during the Monitoring Event configuration procedure, the SCEF accumulates a Monitoring Event for the UEs of the group within the Group Reporting Guard Time. After the Group Reporting Guard Time expiration, the SCEF sends a Monitoring Indication message for the group of UE(s) for which the monitoring event has been reported to the SCEF.


When the maximum number of reports is reached for a Continuous Monitoring Request for an individual UE, the SCEF requests the HSS (for monitoring events configured via HSS) or MME(s)/SGSN(s) (for monitoring events configured directly with the MME/SGSN) to delete the related monitoring event configuration and deletes also its associated Monitoring Event configuration according to the procedure of clause 5.6.1 step 3-8.


In the case of a One time Monitoring Request configured via HSS for which a report is received from the MME/SGSN (step 2a), the SCEF requests the HSS to delete the related monitoring event configuration and deletes also its associated Monitoring Event configuration per the procedure of clause 5.6.1 step 3-8.

Figure 8.8.3.2-1 illustrates the common procedure flow of reporting Monitoring Events that are detected by the MME/SGSN or HSS. The Monitoring destination node should be IN-CSE in oneM2M perspective. The involved SCEF northbound APIs are as below:
SCEF-> Monitoring destination node (IN-CSE):
Step 3 Monitoring Indication (SCS/AS Reference ID, External ID or MSISDN, Monitoring Information) for single UE.
Monitoring Indication (SCS/AS Reference ID, External Group Identifier, External ID(s) or MSISDN(s), Monitoring Information) for group of UEs
In the Figure 8.8.3.2-1, there are some gaps for the SCEF northbound APIs.
· Step 3, the parameter Monitoring Information is not specified.
-----------------------End of change 1---------------------------------------------
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