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Introduction
The Network Service Exposure, Service Execution and Triggering (NSSE) CSF manages communications with the Underlying Networks for accessing network service functions over the Mcn reference point. When receiving downlink message from other CSFs and AEs to ADN/ASN/MN via 3GPP network, the NSSE CSF need get the UE reachability status from 3GPP network which is ADN/ASN/MN hosted  before transferring the message.  3GPP support Monitoring Events feature to monitor specified events in 3GPP system to SCS/AS via SCEF, such as UE reachability.
This contribution analyzes the requirements for UE reachability APIs of SCEF from oneM2M perspective (mapped to Mcn).
R02 merges ARC-2017-0049 (retransmission timers) and aligns structure based on latest discussion.
-----------------------Start of change 1-------------------------------------------
8.8
Monitoring event (Monitoring Type: UE reachability)
8.8.1 Description
The Network Service Exposure, Service Execution and Triggering (NSSE) CSF manages communications with the Underlying Networks for accessing network service functions over the Mcn reference point. When receiving downlink message from other CSFs and AEs to ADN/ASN/MN via 3GPP network, the NSSE CSF need get the UE reachability status from 3GPP netework which is ADN/ASN/MN hosted  before transferring the message.  3GPP support Monitoring Events feature to monitor specified events in 3GPP system to SCS/AS via SCEF, such as UE reachability.
The NSSE CSF is able to utilize this service to be notified when the UE becomes reachable for sending either SMS or downling data to the UE. At the same time, the NSSE CSF could expose the UE reachability to other CSFs and AEs in Mcc and Mca reference point.
The NSSE CSF relies on the SCEF to provide functionality such as: 
configuring, detecting and reporting UE reachability event, configuring and monitoring UE sleep cycles, monitoring UE Idle Status, configuring Network Buffer Size , etc.
8.8.2 Feature Gap Analysis
8.8.2.1 PSM and eDRX timers

The IN-CSE can manage the underlying application and transport layer retransmission timers when it is communicating with an ASN/MN-CSE or ADN-AE that is hosted on a UE. This section addresses cases when S-GW buffering is enabled and when it is not enabled.
3GPP SA2 has defined power saving mode (PSM) and eDRX in order to reduce the power consumption for constrained M2M/IoT devices (i.e., UE in 3GPP) in [1]. When a UE is in deep sleep due to eDRX or PSM, it is not reachable for mobile terminated (MT) communication, in other words it is not able to receive the downlink traffic. 

3GPP SA2 has also defined an Extended Buffering mechanism to buffer downlink (i.e., MT) traffic when a UE is not reachable. When the extended buffering feature is enabled, the S-GW will buffer the downlink traffic for a UE based on parameters, such as:

Maximum latency: can be used to configure how long a UE sleeps.  It is defined in TS 23.682 as “Optionally, Maximum Latency indicating maximum delay acceptable for downlink data transfers. Maximum Latency is used for setting the periodic TAU/RAU timer for the UE as it sets the maximum period after which a UE has to connect to the network again and thereby becomes reachable. Determined by the operator, low values for Maximum Latency may deactivate PSM.”
Maximum Response Time: can be used to configure how long a UE stays reachable when it comes out of deep sleep. It is defined in TS 23.682 as “Optionally, Maximum Response Time indicating the time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data. Maximum Response Time is used for setting the Active Time for the UE. When the UE uses extended idle mode DRX, the Maximum Response Time is used to determine how early this monitoring event should be reported to the SCS/AS before the next Paging Occasion occurs.”

Suggested number of downlink packets: can be used to configure how many packets can be buffered for a UE.  It is defined in TS 23.682 as “Optionally, Suggested number of downlink packets indicating the number of packets that the Serving Gateway shall buffer in case the UE is not reachable.”
Active Time value (T3324): can be used to configure how long the UE maintains idle status when transitioning from ECM_CONNECTED to ECM_IDLE. It’s suggested in TS23.682 as “The Maximum Response Time value can be configured as desired Active Time value in the HSS”

TAU/RAU Timer (T3412): can be used to configure the maximum period after which a UE has to connect to the network again and thereby becomes reachable. It’s suggested in TS23.682 as” Maximum Latency is used for setting the periodic TAU/RAU timer for the UE”

3GPP TS 23.682 (v13.5.0) specifies that the above parameters are configured by the SCS/AS via the SCEF so that MME and S-GW know that the feature is enabled, how to configure the UE’s sleep cycle, and how many packets to buffer. Note that the parameters that are provided by the SCEF are only guidance for the mobile core network. For example, the MME is not required to set Maximum Response Time equal to the UE’s Active Time; local policies may dictate that the MME do otherwise.
8.8.2.2 Monitoring event configuration and deletion procedure (UE reachability)
The 3GPP defined term ‘SCS’ in the flows corresponds to oneM2M IN-CSE.
The service flows defined in 3GPP TS23.682 are used in the following section as informative information only. oneM2M focus is on the northbound APIs of SCEF.
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Figure 8.8.2.2 -1: Monitoring event configuration and deletion via HSS procedure
Figure 8.8.2.2-1 illustrates the procedure of configuring monitoring at the HSS or the MME/SGSN. The involved SCEF northbound APIs are as below:
Step1 SCS(IN-CSE) sends Monitoring Request (External Identifier(s) or MSISDN(s) or External Group ID, SCS/AS Identifier, SCS/AS Reference ID, Monitoring Type, Maximum Number of Reports, Monitoring Duration, Monitoring Destination Address, SCS/AS Reference ID for Deletion, Group Reporting Guard Time, Reachability Type, Maximum Latency, Maximum Response Time, Suggested number of downlink packets) to SCEF.
Step 4b SCEF sends Monitoring Response() to SCS(IN-CSE).
Step 9 SCEF sends Monitoring Response (SCS/AS Reference ID, Cause) to SCS(IN-CSE) for single UE.
SCEF sends Monitoring Indication() to SCS(IN-CSE) for group of UEs
There are some gaps for the SCEF northbound APIs.
· Step1 In TS23682, the parameter Maximum Response Time of Monitoring Request means the time for which the UE stays reachable to allow the SCS/AS to reliably deliver the required downlink data. And 3GPP suggest to “Maximum Response Time is used for setting the Active Time for the UE in clause 5.6.1.4” and “The Maximum Response Time value can be configured as desired Active Time value in the HSS via O&M in clause 4.5.4.”. For UE reachability is explained as “UE reachability indicates when the UE becomes reachable for sending either SMS or downlink data to the UE, which is detected when the UE transitions to ECM_CONNECTED mode”. The Active Time (T3324) is defined in TS24008 as “In S1 mode, timer T3324 is reset and started with its initial value, when the MS changes from EMM-CONNECTED mode to EMM-IDLE mode.”  So there is time gap for the two parameters when UE stays in connected status..
· Step 4b this step is used to indicate that Group processing is in progress from SCEF to SCS. But there is no parameter defined.
· Step 9 For group based processing, SCEF may send the Monitor Indication to the SCS. But there is no parameter defined.
8.8.2.3 Monitoring event reporting procedure
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Figure 8.8.2.3-1: Monitoring event reporting procedure via HSS or MME
Figure 8.8.2.3-1 illustrates the common procedure flow of reporting Monitoring Events that are detected by the MME/SGSN or HSS. The Monitoring destination node should be IN-CSE in oneM2M perspective. The involved SCEF northbound APIs are as below:
Step 3 SCEF sends Monitoring Indication (SCS/AS Reference ID, External ID or MSISDN, Monitoring Information) for single UE to the Monitoring destination node (IN-CSE).
SCEF sends Monitoring Indication (SCS/AS Reference ID, External Group Identifier, External ID(s) or MSISDN(s), Monitoring Information) for group of UEs Monitoring destination node (IN-CSE).
There is one gap for the SCEF northbound APIs.
· Step 3, the parameter Monitoring Information is not specified.
8.8.2.4 Managing Retransmission Timers when Communicating with Sleeping Nodes  Using 
oneM2M has the resource <schedule> which contains scheduling information. The ADN-AE, MN-CSE, or an ASN-CSE that is hosted on a UE use this resource to indicate the access timer.
· A child <schedule> resource of the <CSEBase> and <remoteCSE> resources shall indicate the time periods when the CSE can send and receive the request.
· A child <schedule> resource of the <AE> resource shall indicate the time periods when the application of a node can be accessed.
The scheduleElement attribute of <schedule> represents the list of scheduled execution times. Each entry of the scheduleElelement attribute shall consist of a line with 7 field values. The <schedule> resource is shown in the Table 1.
Table 1:  Definition of m2m:scheduleEntry string format

	Field Name
	Range of values
	Note

	Second
	0 to 59
	

	Minute
	0 to 59
	

	Hour
	0 to 23
	

	Day of the month
	1 to 31
	

	Month of the year
	1 to 12
	

	Day of the week
	0 to 6
	0 means Sunday

	Year
	20000 to 9999
	


The <schedule> resource is used for the application layer to get the ASN/ADN/MN node status, which is similar with 3GPP above three timers.
An issue may arise from the fact that power saving intervals can be quite long, e.g. several days, and do not match with the re-transmission timer set by the application.

CoAP/UDP/IP protocols are widely applied in the MTC world. They have some parameters related to delay with default values defined, i.e. ACK_TIMEOUT (2 seconds), ACK_RANDOM_FACTOR (1.5) and MAX_RETRANSMIT (4). The maximum time from the first transmission of message to the time when the server gives up on receiving an acknowledge can be calculated with a formula: ACK_TIMEOUT * ((2 ** (MAX_RETRANSMIT + 1)) - 1) *ACK_RANDOM_FACTOR, which by applying default values of the parameters is equal to 93 seconds.

Other protocols used by MTC applications, such as MQTT/XMPP, rely on the re-transmission mechanism in TCP for reliable transmission, by default the initial SYN packet will be repeated 3 times.

If protocols such as CoAP or TCP are used and retransmission timers are small, the sleep period cannot be set for a very long periods, because the retransmission schemes in application/transport protocols are not designed to wait for such long time periods for a response message. On the other hand, if the sleep period is designed to be only several seconds, it seems this would violate the original intention to introduce PSM, i.e. saving the power consumption of the UE. 

Issue 1:  If the sleep time is larger than the retransmission timer, then the underlying application or transport layer protocols of the IN-CSE will send multiple retransmissions to the UE while it is sleeping.  On the other hand, if the sleep time (Maximum Latency) is smaller than the retransmission timer, it may effectively disable the use of deep sleep modes or make the use of deep sleep inefficient.

In case that there is no buffering mechanism applied in the 3GPP network and the UE is in deep sleep, the IN-CSE may attempt to send data to the UE and the underlying application or transport layer protocol will retransmit the packet many times because it does not receive an ACK.  The initial transmission and the retransmissions will be dropped. 

In case where S-GW buffering is applied in 3GPP network and the UE is in deep sleep, the IN-CSE may attempt to send data to the UE but the underlying application or transport layer protocol will retransmit the packet many times because it will not receive an ACK.  Depending on how “Suggested number of downlink packets” is set, the retransmitted packets may all end up in the buffer and will all be sent to the UE when it comes out of deep sleep.
Issue 2:  Depending on how the S-GW buffer is configured, duplicate packets may be buffered and sent to the UE when it wakes up.  

Figure 8.8.2.4-1 illustrates the inefficient buffering and retransmission process due to the lack of coordination between the 3GPP network and the underlying application or transport layer retransmission timers. Specifically, IN-CSE may retransmit several times since it is not aware that UE is in deep sleep for a long time. In case that the buffering is enabled, S-GW will forward multiple duplicate MT data packets it buffered to UE once UE wakes up and becomes reachable. If the buffering is NOT enabled, all the data packets are dropped at S-GW, and UE won’t get any MT data.
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Figure 8.8.2.4-1: Inefficient Buffering and Underlying Application or Transport Layer Retransmission mechanism
For cases where the IN-CSE is assumed to know, based on application layer signaling, when then UE is sleeping and it is unlikely that the IN-CSE will send data when the UE is sleeping, the IN-CSE should ensure that “Suggested number of downlink packets” is set to 1 so that the UE does not receive duplicate copies of the same packet. Although protocols such as CoAP and TCP can detect and discard duplicate packets, it is inefficient to send multiple packets on the UE’s air interface.  In this scenario, where “Suggested number of downlink packets” is set to 1, the IN-CSE should also ensure that multiple packets are not allowed to be in simultaneously in transmit towards the UE.

For cases where it cannot be assumed that the IN-CSE knows when then UE is sleeping, the IN-CSE should use the SCEF to determine when the UE is sleeping and when it is awake, so that underlying application or transport layer retransmission timers can be adjusted. For example, a reachability event notification from the SCEF (as defined in section 5.6.1.4 of TS 23.682) could be used as an indication to the IN-CSE that the UE is not in deep sleep and that a relatively small retransmission timer value can be used. When the IN-CSE has not been in communication for a relatively long period of time, a longer retransmission timer value, based on the UE’s sleep time, can be used. By configuring “Suggested number of downlink packets” to a larger value and allowing multiple (different) packets to be in transit to the UE at the same time, the IN-CSE can ensure that larger amounts of data can be sent during sleep and will be received by the UE when it wakes up. 
Issue 3:  <schedule> of UE conflicts with PSM related timers, and may interrupt the UE PSM.
In UE PSM as shown in Figure 8.8.2.4-2, the red pillar means the US is in connected status, the black rectangle means the UE is in Idle State and the grey part means UE is in PSM.
The Active timer value should indicate the time for which the UE stays Idle State.

The monitor Report of UE reachability from MME to SCS, the start time should be from when the UE becomes connected. But how long UE stays in connected status depends on if there is a UE mobile originated event like data transfer or signaling and is not fixed. This means that the time which UE stays reachable is not fixed. If the Active Time value is equal the Maximum Response Time, then in the figure below, step 6, when the IN-CSE receives a reachability report, the UE is still reachable even after Maximum Response Time.
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Figure 8.8.2.4-2 PSM related timers
If the <schedule> of ASN-CSE is set in PSM period which is in the grey part above, and the ASN-CSE wants to report data, the UE will deactivate PSM and change to connected status. It increases the power consumption of the terminal.
So the <schedule> needs to be synchronized with 3GPP PSM related timer to optimize power consumption. For example, IN-CSE may use Maximum Response Time to set the TAU timer and Maximum Latency to set Active Time value, then IN-CSE may set the start time of <schedule> to the time the UE changes to idle state, and the period of <schedule> may be the Maximum Response Time and Maximum Latency. 
For example, the Active timer of the UE is 30 minutes, and the TAU timer of UE is 6 hours. The Start time of UE change to idle status is 8:00 am. So the schedule could be set to: * 0-30 2,8,14,20 ****.

In case of the ASN-CSE hosted on UE, the ASN-CSE will establish connection on 2:00-2:30, 8:00-8:30, 14:00-14:30, 20:00-20:30.
Figure 8.8.2.4-3 shows an example flow for adjusting the underlying application or transport layer retransmission timer through the event monitoring of UE reachability defined in TS 23.682. This could prevent IN-CSE retransmitting duplicate MT traffic when UE is in deep sleep.
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Figure 8.8.2.4-3: Adjusting Underlying Application and Transport Layer Retransmission Timer or Synchronizing Application Layer <schedule> through Event Monitoring
The oneM2M system should take the information above into consideration in the when dealing with sleeping UEs and should expose information to the underlying application or transport layer so that retransmission timers can be optimized.


· 
· 
8.8.3 Key Issues and Requirements 
8.8.3.1 Key SCEF NorthBound API Requirements
Table 8.8.3.1-1 SCEF northbound API requirements
	Number
	Description
	Notes

	REQ-8.8-01
	Configure  UE reachability event
	Step1 Monitoring Request（SCS->SCEF） in clause 5.6.1.4 TS 23.682[i.5]
Step 4b Monitoring Response (SCEF->SCS) in clause 5.6.1.4
Step 9 Monitoring Response or Indication(SCEF->SCS) in clause 5.6.1.4

	REQ-8.8-02
	Report the UE reachablityreachability  status
	Step 3 Monitoring Indication in clause 5.6.3.3

	REQ-8.8-03
	Configure UE sleep cycles (i.e. Maximum Latency and Maximum Response Time)
	See clause 8.8.2.4

	REQ-8.8-04
	Monitoring the UE sleep cycles (e.g. last Assigned Active Timer and Periodic Tracking Area Update Timer)
	See clause 8.8.2.4

	REQ-8.8-05
	Monitoring the UE Idle Status (i.e. Idle Mode Start Timestamp)
	See clause 8.8.2.4

	REQ-8.8-06
	Configure Network Buffer Size  (i.e. Suggested Number of Downlink Packets)
	See clause 8.8.2.4


8.8.3.2 Possible impacts on the SCEF Southbound Interface
N/A
8.8.3.3 Further 3GPP requirements and clarifications
Table 8.8.3.3-3 Issues to be clarified by 3GPP (Stage 2)
	Number
	Description
	 Notes

	ISSUE-8.8-01
	The relationship between parameter  Maximum Response Time and Active Time Value of PSM should be clarified.
	Step1 Monitoring Request(SCS->SCEF) in clause 5.6.1.4 TS 23.682[i.5]

	ISSUE-8.8-02
	The parameter Monitoring Information of UE reachability status is not specified
	Monitoring Indication（SCEF->SCS）in clause 5.6.3.3 TS 23.682[i.5]


-----------------------End of change 1---------------------------------------------
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