Doc# ARC-2017-0300R02-Representation_of_application_in_oneM2M

	Input Contribution

	Meeting ID*
	ARC#29.4

	Title:*
	Representation of application in oneM2M

	Source:*
	Jiaxin Yin, Huawei Technologies Co., Ltd., yinjiaxin@huawei.com

	Date:*
	2017-7-2

	Input related to*
	TS-0033

	Intended purpose of

document:*
	 FORMCHECKBOX 
 Decision

 FORMCHECKBOX 
 Discussion

 Information

 Other <specify>

	Impacted other TS/TR(s)
	TS-0033 v0.0.2

	Decision requested or recommendation:*
	Incorporated the contribution if agreed.

	Template Version: January 2017 (Do not modify)


oneM2M Notice

The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.

7
Representation of Devices, Applications and Services
7.1
Representation of the interworked applications
oneM2M shall use <AE> resources to represent applications running on devices/gateways if needed. In addtion, all services provided by these applications should be represented as child resources of the <AE> resources. By browsing the child resources of the <AE> resource, it’s easily understood all the services provided by the application. If an application deregisteres (i.e. <AE> resource is deleted) from the system, all the resources representing its services are deleted since they are child resources of the <AE>. For example, if an application is to report temperature data, after registration, an <AE> resource representing the application is created on the registrar CSE. The data reporting service is then represented as a <container> child resource of the <AE> resource. If the <AE> resource gets deregistered, the <container> resource is deleted at the same time.
According to the service deployment, the service provider may deploy one or multiple application instances on one device. Each application instance shall be represented by one <AE> resource and be assigned with one unique AE-ID to identify the application instance.

Depending on the type of oneM2M node hosting an application, its <AE> resources may be hosted by different types of CSEs in the oneM2M system:
· For applications on ASN and MN, the corresponding <AE> resources shall be created under the <CSEBase> of ASN-CSE and MN-CSE, accordingly.

· For applications on the ADN, the corresponding <AE> resources shall be created under the <CSEBase> of the registrar CSE of the ADN (which may be an MN-CSE or IN-CSE).

· If there is a need to represent applications on interworked NoDNs – which is the case if the interworked applications need to be identifiable for the purpose of service subscription, charging, access control, authentication, App-ID registry, etc. – then one or more <AE> resources shall be created to represent those applications. The IPE is responsible to issue requests to the oneM2M system on behalf of the interworked applications by using the AE-ID of the created <AE> resources. Care should be taken for determining the number of security associations for the created <AE> resources. No matter if there is a need to represent the applications on interworked NoDNs or not, at least one <AE> resource shall be created as the representation of the IPE that is responsible for accessing the NoDN services. 
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