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Introduction

This contribution updates the 3GPP based device triggering procedures based on the latest version of 3GPP TS 23.682.
-----------------------Start of change 1-------------------------------------------
7.5
3GPP Based Device triggering
7.5.1
General Procedure for 3GPP Based Device Triggering

An IN-CSE may initiate a Device Trigger Request to an ASN/MN-CSE or ADN-AE to have it establish a connection to the IN-CSE, enrol to a MEF, register to the IN-CSE, update its PoA, or perform a CRUD operation on a specified resource.  The IN-CSE may initiate the Device Trigger Request itself or it may be initiated by a request that the IN-CSE receives from an AE.
Whenever the IN-CSE sends a Device Trigger Request to an ASN/MN-CSE or ADN-AE hosted on a 3GPP UE, the device triggering procedure as described in 3GPP TS 23.682 [2] shall be used.

This procedure assumes the ASN/MN-CSE or ADN-AE is hosted on a 3GPP UE that is directly connected to a 3GPP access network.
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Figure 7.5.1-1: General Procedure for 3GPP Based Device Triggering
Pre-condition


The ASN/MN-CSE or ADN-AE which is the target of the Device Trigger Request may be registered with the IN-CSE, or the IN-CSE may be provisioned with the information necessary to send a trigger to the ASN/MN-CSE or ADN-AE, or an AE can provide the necessary information to the IN-CSE via an AE initiated Device Trigger Request.
The UE that hosts the ASN/MN-CSE or ADN-AE is available to receive the Device Trigger Request.
Step 1 (Optional): Request targeted to ASN/MN-CSE or ADN-AE
An AE may issue a device trigger request to an ASN/MN-CSE or ADN-AE by creating or updating a <triggerRequest> resource hosted on an IN-CSE. Alternatively, an IN-CSE may initiate a device trigger request to an ASN/MN-CSE or ADN-AE.  For example, if an IN-CSE receives an AE request to perform a CRUD operation targeting an ASN/MN-CSE or ADN-AE that is not reachable by the IN-CSE, the IN-CSE may generate a trigger request.

Step-2: Determine if Device Triggering is required
The IN-CSE determines whether or not to send a Device Trigger Request to the targeted ASN/MN-CSE or ADN-AE.  Further details are provided in clause 8.3.2.2.1 of oneM2M TS‑0001 [1].  

Step 3 (Optional): DNS Query/Response


To determine which SCEF to contact, an IN-CSE may determine the IP address(es)/port(s) of the proper SCEF by performing a DNS query using the M2M-Ext-ID (M2M External Identifier) assigned to the target ASN/MN-CSE or ADN-AE.  Alternatively, an IN-CSE may use a pre-configured SCEF identifier.  The method for pre-configuring a SCEF identifier into the IN-CSE is outside the scope of the present document.
Step 4: Device Trigger Submit Request

The IN-CSE sends the Device Trigger Submit Request that contains information as specified in 3GPP TS 23.682 [2REF REF_3GPPTS23682 \h ]. Such information includes:
· External Identifier shall be set to the M2M-Ext-ID of the targeted UE hosting an ASN/MN-CSE or ADN-AE.
· SCS Identifier shall be set to a value that is prearranged between the Service Provider and MNO.

· TTRI is used to correlate this request with future responses. It shall be assigned based on internal IN-CSE policies.  

· TLTRI is used to identify the trigger request.  It shall be assigned based on internal IN-CSE polices.  Later, if the request needs to be recalled, this value will be used to reference the request that needs to be recalled.
· Trigger Reference Number shall be set to a value assigned based on internal IN-CSE polices.
· Validity Period shall be set to either the triggerValidityTime attribute of the <triggerRequest> resource if the trigger request is initiated by an AE or otherwise by IN-CSE internal policies. 
· Priority shall be set according to internal IN-CSE policies.
· Application Port ID shall be set to Trigger-Recipient-ID of the targeted ASN/MN-CSE or ADN-AE.
· The Trigger Payload (if present) shall be configured as described in clause 8.3.2.2.1 of oneM2M TS‑0001 [1] and clause 9.2.1 of TS-0004 [4].
· 
· 
· 
· 
· 
· 
· 

Step 5: Device Trigger Submit Confirmation
The SCEF sends a Device Trigger Submit Confirmation to the IN-CSE to indicate if the Device Trigger Submit Request has been accepted for delivery to the UE.  This message is defined in TS 23.682 [2].  This message includes a TTRI value that the IN-CSE uses to correlate the confirmation with the original request. 

Step-6: Device Triggering delivery procedure
The trigger is delivered to the UE hosting the ASN/MN-CSE or ADN-AE.  



Step 7: Device Triggering Delivery Report 

The SCEF sends a Device Trigger Delivery Report message to the IN-CSE to indicate the trigger delivery outcome. The SCEF indicates if delivery was successful, unknown, or failed.  This message is defined in TS 23.682 [2] and includes the trigger reference number that the IN-CSE uses to correlate the delivery report with the original trigger request.
If the trigger request was initiated by an AE, the IN-CSE updates the corresponding <triggerRequest> resource as described in clause 10.2.15.XX of TS-0001[1].
Step 8: UE and ASN/MN-CSE or ADN-AE receives the trigger

If the trigger has no payload, the ASN/MN-CSE or ADN-AE assumes that the purpose of the trigger is to cause the ASN/MN-CSE or ADN-AE to establish connectivity with the IN-CSE.  In this case, the address of the IN-CSE is already known to the ASN/MN-CSE or ADN-AE.

If the trigger has a payload, the ASN/MN-CSE or ADN-AE uses the triggerPurpose field in the payload to determine the appropriate action and perform the necessary steps. Further details are described in clause 8.3.2.2.1 of oneM2M TS‑0001 [1] and clause 9.2.1 of TS-0004 [4]  
Step-9: Perform Trigger Actions
Based on the type of trigger request received, the ASN/MN-CSE or ADN-AE performs the corresponding trigger actions such as establish connectivity with the IN-CSE, enrol with the MEF, register to the IN-CSE, update its PoA, or execute a CRUD request on a specified resource.














7.5.2
3GPP Based Device Trigger Recall/Replace Procedure 
Figure 7.5.2-1 shows a procedure for a 3GPP based Device Trigger Recall (i.e. cancel a trigger request) and Replace (i.e. update a trigger request) between oneM2M and an Underlying 3GPP Network.  
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Figure 7.5.1-1: 3GPP Based Device Triggering Recall/ReplaceProcedure
Pre-condition

The IN-CSE has already sent a device trigger request to the Underlying 3GPP Network. IN-CSE has already stored the previous device trigger information, e.g. trigger reference number, etc..
Step 1 (Optional) IN-AE Trigger Recall/Replace Request
An AE issues a request to the IN-CSE to recall/replace a trigger that results in the IN-CSE generating a trigger recall/replace request to the Underlying 3GPP Network.

Step-2: Determine if Device Triggering is required
The IN-CSE determines whether or not to send a Device Trigger Recall/Replace Request to the targeted ASN/MN-CSE or ADN-AE.  Further details are provided in clause 10.2.15.XX of oneM2M TS‑0001 [1].  

Step 3 (Optional): DNS Query/Response

To determine which SCEF to contact, an IN-CSE may determine the IP address(es)/port(s) of the proper SCEF by performing a DNS query using the M2M-Ext-ID (M2M External Identifier) assigned to the target ASN/MN-CSE or ADN-AE.  Alternatively, an IN-CSE may use a pre-configured SCEF identifier.  The method for pre-configuring a SCEF identifier into the IN-CSE is outside the scope of the present document.

Step 4: Device Trigger Modify Request

After identifying the proper SCEF, the IN-CSE sends a Trigger Modify Request to the SCEF.  This message is defined in TS 23.682 [2].  The fields of this message shall be populated as follows:
· SCS Identifier shall be set to a value that is prearranged between the Service Provider and MNO.

· TTRI is used to correlate this request with future responses. It shall be assigned based on internal IN-CSE policies.  

· TLTRI is used to identify the original trigger request.  It shall be assigned to the same value that was used in the original Trigger Submit Request that is being recalled or replaced.

· If the requested operation was DELETE, the Action Type field of the API shall be set to “Recall”.  If the requested operation was UPDATE, the Action Type field of the API shal be set to “Replace”.

· If the requested operation was UPDATE, the Trigger Reference Number field of the API shall be set to a new trigger reference number generated by the IN-CSE.

· The Validity Period field of the API shall be set to to either the triggerValidityTime attribute of the <triggerRequest> resource if the recall/replace request is initiated by an AE or otherwise by IN-CSE internal policies.

· The Priority field shall be set according to internal IN-CSE policies.

· The Application Port ID shall be set to the Trigger-Recipient-ID of the targeted ASN/MN-CSE or ADN-AE.

· The Trigger Payload (if present) shall be configured as described in clause 8.3.2.2.1 of oneM2M TS‑0001 [1] and clause 9.2.1 of TS-0004 [4].    
Step 5: Device Trigger Recall/Replace 

The SCEF recalls or replaces the trigger as described in TS 23.682 [2]. 

Step-6: Device Triggering Modify Response
The SCEF sends a Trigger Modify Response message to the IN-CSE to indicate if the trigger has been recalled or replaced.  This message is defined TS 23.682 [2].    
Note that, in order to correlate this message with the request in step 4, the Trigger Modify Response message from the SCEF will include the TTRI value that was provided by the IN-CSE in step 4.   

Step 7: Process Device Trigger Modify Response 

The IN-CSE processes the Device Trigger Modify Response. If the recall/replace request was initiated by an AE, the IN-CSE updates the corresponding <triggerRequest> resource as described in clause 10.2.15.XX of TS-0001[1].   

-----------------------End of change 1-------------------------------------------
-----------------------Start of change 2-------------------------------------------
2.1
Normative references

The following referenced documents are necessary for the application of the present document.
[1]
oneM2M TS-0001 Reference Architecture (v3)

[2] 3GPP 23.682 Architecture enhancements to facilitate communications with packet data networks and applications; (Release 14)
 [3] OMA-TS-REST-NetAPI-CommunicationPatterns-V1-0: '"RESTful Network API for Communication Patterns'", Version 1.0, Open Mobile Alliance.
[4] oneM2M TS-0004 Service Layer Core Protocol Specification
-----------------------End of change 2---------------------------------------------
-----------------------Start of change 3---------------------------------------------
6 Connectivity Establishment

6.1 Overview

ASN/MN-CSE and the serving IN-CSE communicate after completion of the Underlying Network bearer establishment and discovery of the serving IN-CSE. Data can then traverse between CSEs over the IP connection in the Underling Network over 3GPP Gi/SGi interface. In addition, the signalling connectivity between the two CSEs is also realized. Figure 6.11 depicts the connectivity between the ASN/MN-CSE and the IN-CSE.
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Figure 6.1-1: Connectivity Establishment between ASN/MN-CSE or ADN-AE and IN-CSE

For ASN/MN initiated connectivity establishment, it is assumed that there is no connectivity previously established, i.e. no association between the ASN/MN-CSE or ADN-AE and the serving IN-CSE exists. When the ASN/MN-CSE or ADN-AE needs to send data to the serving IN-CSE it first discovers the serving IN-CSE, which is located in a packet data network, and establishes connection. Two methods can be used, as follows:

1) Use of DHCP and DNS.
2) Pre-configuration.
For serving IN-CSE initiated connectivity establishment, it is assumed that there is no connectivity previously established between the ASN/MN-CSE and the serving IN-CSE. When the serving IN-CSE needs to contact the ASN/MN-CSE to send data or request data, connectivity between them is established. This connectivity is triggered by the serving IN-CSE.


The ASN/MN-CSE or ADN-AE requests the DNS server address from the DHCP server followed by requesting the serving IN-CSE IP address from the DNS server.
-----------------------End of change 3---------------------------------------------
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