Doc# ARC-2017-0291R04-Semantic_Content_Support

	CHANGE REQUEST

	Meeting ID:*
	ARC30

	Source:*
	Chonggang Wang, Convida, wang.chonggang@convidawireless.com
Catalina Mladin, Convida, mladin.catalina@convidawireless.com
Xu Li, Convida, li.xu@convidawireless.com 

	Date:*
	2017-07-02

	
	

	Reason for Change/s:*
	Update <contentInstance> and <semanticDescriptor> to support semantic content for semantic query and semantic discovery.

	CR  against:  Release*
	Release 3

	CR  against:  WI*
	 FORMCHECKBOX 
 Active WI-0053 for Rel-3 Enhancements on Semantic Support
 FORMCHECKBOX 
 MNT maintenance / < Work Item number(optional)>
Is this a companion CR? Yes  FORMCHECKBOX 
 No  FORMCHECKBOX 

Companion CR number: (Note to Rapporteur - use latest agreed revision)Is this a mirror CR? Yes  FORMCHECKBOX 
 No  FORMCHECKBOX 

Mirror CR number: (Note to Rapporteur - use latest agreed revision)

 FORMCHECKBOX 
 STE Small Technical Enhancements / < Work Item number (optional)>
Only ONE of the above shall be ticked

	CR  against:  TS/TR*
	TS-0001, v3.6.0

	Clauses *
	9.6.7, 10.2.4.7, 10.2.4.9, 10.2.14

	Type of change: *
	 FORMCHECKBOX 
 Editorial change

 FORMCHECKBOX 
 Bug Fix or Correction

 Change to existing feature or functionality

 FORMCHECKBOX 
 New feature or functionality
Only ONE of the above shall be ticked

	Impacted other TS/TR(s)
	<TS/TR number>, <Version Number>, and <Description on which aspect should be reflected in this TS/TR>

	Post Freeze checking:*
	This CR contains only essential changes and corrections?  YES  FORMCHECKBOX 
  NO  FORMCHECKBOX 

This CR may break backwards compatibility with the last approved version of the TS?       YES 
  NO 


	Template Version: January 2017 (Do not modify)


oneM2M Notice

The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.

Introduction
Semantic query has been well defined in TR-0033 including its functionalities and new semantic contents required to support semantic query. According to the recommendation from the joint ARC/MAS session in TP29, this contribution proposes the following changes to contentInstance resource in order to represent actual content in semantic triples; this approach is complementary with another approach where a new resource semanticContentInstance is proposed to represent the actual content semantically. 

· Introduce a clarification that <semanticDescriptor> can also store the RDF representation of the actual data for supporting semantic resource discovery and semantic query. 

· Introduce a new attribute to <contentInstance> to indicate if the actual content has been represented and stored as RDF triples.   

R01 includes the following changes.

· Clarified how the Hosting CSE can create duplicated RDF triples for the actual data
· Simplified the changes to the description of content attribute and descriptor attribute

· Clarified whether the hosting CSE or the originator to create duplicated RDF triples
R02 includes the following changes

· Added the scenario where an AE can create a <semanticDescriptor> resource to store the semantic representation (e.g. RDF triples) of the actual data.  
R03 includes the following changes

· Clarified the process for the hosting CSE to duplicate the actual data to semantic triples
· Fixed several typos 
-----------------------Start of change 1-------------------------------------------
9.6.7
Resource Type contentInstance
The <contentInstance> resource represents a data instance in the <container> resource. The content of the contentInstance can be encrypted.

Unlike other resources, the <contentInstance> resource shall not be modified once created. This pertains to its attributes (except for the duplicatedAsSemanticContent attribute), but not to the creation of child resources. An AE shall be able to delete a contentInstance resource explicitly or it may be deleted by the platform based on policies. If the platform has policies for contentInstance retention, these shall be represented by the attributes maxByteSize, maxNrOfInstances and/or maxInstanceAge attributes in the <container> resource. If multiple policies are in effect, the strictest policy shall apply.

The <contentInstance> resource inherits the same access control policies of the parent <container> resource, and does not have its own accessControlPolicyIDs attribute.
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Figure 9.6.7-1: Structure of <contentInstance> resource
The <contentInstance> resource shall contain the child resources specified in table 9.6.7-1.

Table 9.6.7-1: Child resources of <contentInstance> resource

	Child Resources of <contentInstance>
	Child Resource Type
	Multiplicity
	Description
	<contentInstanceAnnc> Child Resource Types

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30.


	<semanticDescriptor>, <semanticDescriptorAnnc>


The <contentInstance> resource shall contain the attributes specified in table 9.6.7-2.

Table 9.6.7-2: Attributes of <contentInstance> resource

	Attributes of <contentInstance>
	Multiplicity
	RW/

RO/

WO
	Description
	<contentInstanceAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	labels
	0..1 (L)
	WO
	See clause 9.6.1.3.
	MA

	expirationTime
	1
	WO
	See clause 9.6.1.3.
	NA

	creationTime
	1
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.
	NA

	stateTag
	1
	RO
	See clause 9.6.1.3.

The stateTag attribute of the parent resource should be incremented first and copied into this stateTag attribute when a new instance is added to the parent resource.
	OA

	announceTo
	0..1 (L)
	WO
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	WO
	See clause 9.6.1.3.
	NA

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	OA

	creator
	0..1
	RO
	See clause 9.6.1.3.
	NA

	contentInfo
	0..1
	WO
	Information on the content that is needed to understand the content. This attribute is a composite attribute. It is composed first of an Internet Media Type (as defined in the IETF RFC 6838) describing the type of the data, and second of an encoding information that specifies how to first decode the received content. Both elements of information are separated by a separator defined in oneM2M TS‑0004 [3].
	OA

	contentSize
	1
	RO
	Size in bytes of the content attribute.
	OA

	contentRef
	0..1
	RW
	This attribute contains a list of name-value pairs. Each entry expresses and associative reference to a <contentInstance> resource. The name of the entry indicates the relationship and the value of the entry the indicates reference (URI) to the resource.
	OA

	ontologyRef
	0..1
	WO
	A reference (URI) of the ontology used to represent the information that is stored in the contentInstances resources of the <container> resource. If this attribute is not present, the contentInstance resource inherits the ontologyRef from the parent <container> resource if present (see note).

	OA

	content
	1
	WO
	Actual content of a contentInstance. This content may be opaque data for understandable with the help of the contentInfo. This may, for example, be an image taken by a security camera, or a temperature measurement taken by a temperature sensor.

	OA

	duplicatedAsSemanticContent
	0..1
	RW
	This attribute is a flag which indicates whether the information in the content attribute is also represented as RDF triples and stored in the <semanticDescriptor> child resource of this <contentInstance> resource. 

	OA

	NOTE:
Access to this URI is out of scope of oneM2M.


------------------------End of change 1--------------------------------------------








	
	
	
	
	

	
	
	
	
	




	
	
	


	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	

	

	
	
	
	
	

	
	
	
	
	



------------------------Start of change 2--------------------------------------------
10.2.4.7
Create <contentInstance> 
This procedure shall be used for creating a <contentInstance> resource.
Table 10.2.4.7-1: <contentInstance> CREATE

	<contentInstance> CREATE 

	Associated Reference Point
	Mca, Mcc and Mcc'.

	Information in Request message
	All parameters defined in table 8.1.2-3 apply with the specific details for:

Content: The resource content shall provide the information as defined in clause 9.6.7. 

	Processing at Originator before sending Request
	According to clause 10.1.2.

	Processing at Receiver
	According to clause 10.1.2.

If the newly created <contentInstance> resource violates any of the policies defined in the parent <container> resource (e.g. maxNrOfInstances or maxByteSize), then the oldest <contentInstance> resources shall be removed from the <container> to enable the creation of the new <contentInstance> resource.

If the hosting CSE has the capability to duplicate the actual data in semantic triples complying to an ontology that it supports, it may: 1) represent the actual data contained in the content attribute to semantic triples (e.g. RDF triples), 2) create a <semanticDescriptor> child resource for the <contentInstance> resource with its descriptor attribute set to these semantic triples generated in 1), and 3) set the duplicatedAsSemanticContent attribute to “true”. 
· As an example to enable the hosting CSE to duplicate the actual data in semantic triples, the parent <container> resource contains sufficient semantic information in one of its <semanticDescriptor> child resources. Specifically, the descriptor attribute of the <container>/<semanticDescriptor> resource contains triples to describe semantic information about the actual data to be contained in any created <contentInstance>; as such, the hosting CSE is able to duplicate the actual data in semantic triples. For example, if the <container> is for storing readings from a temperature sensor (i.e.  each <contentInstance> corresponds to a different reading), the descriptor attribute can contain triples to describe, for example, the type of actual data is temperature reading, the encoding of the actual data is a Base64-encoded string, and the unit of the actual data is Celsius. 
If the hosting CSE has no capability to duplicate the actual data in semantic triples or the duplicated semantic triples do not comply to an ontology that it supports, it shall set the duplicatedAsSemanticContent attribute to “false”. 



	Information in Response message
	All parameters defined in table 8.1.3-1 apply with the specific details for:

· Content: Address of the created <contentInstance> resource, according to clause 10.1.2.

	Processing at Originator after receiving Response
	According to clause 10.1.2.
If the duplicatedAsSemanticContent attribute value as contained in the Response message is “false”, the Originator can use the following operations to duplicate the actual data in semantic triples; this process can be used by other AEs or CSEs as well to duplicate the actual data in semantic triples if they are semantic-capable.
· create a <semanticDescriptor> child resource for this <contentInstance> resource according to clause 10.2.14 to store the semantic triples for the actual data (i.e. in the descriptor attribute of the created <semanticDescriptor> child resource);
· update the duplicatedAsSemanticContent attribute value to “true”. 


	Exceptions
	According to clause 10.1.2.


------------------------End of change 2--------------------------------------------
------------------------Start of change 3--------------------------------------------
10.2.4.9
Update <contentInstance> 

The Update operation on a <contentInstance> resource shall be limited to updating its attribute duplicatedAsSemanticContent. 
· The Hosting CSE and other AEs/CSEs can update the attribute duplicatedAsSemanticContent.
------------------------End of change 3-------------------------------------------
------------------------Start of change 4--------------------------------------------
10.2.14.X
Semantic content
Content-related Semantic Resource Discovery and Semantic Query:

In many real-world applications for semantic resource discovery and/or semantic query, the SPARQL query statements may pertain also to data content stored in <contentInstance> resources:

· Semantic resource discovery with content constraint: “Return URIs of sensors whose current temperature is greater than 20”. 

· Semantic query with content constraint: “Return the locations of sensors whose current temperature is greater than 20”. 

These examples show that semantic resource discovery and semantic query need semantic representations of actual content, referred to as content-related semantic resource discovery and semantic query. In the meantime, it is worth noting that there are different types of oneM2M entities in a system, including: 

· Semantic-capable data creators who can directly describe its data in a semantic form such as RDF triples; 

· Semantic-incapable data creators who only can produce raw data stored as opaque content in the content attribute of the <contentInstance> resource and rely on other entities to add semantic annotations to the raw data; 

· Semantic-capable data consumers who have the semantic resource discovery and/or semantic query capability; 

· Semantic-incapable data consumers who only can retrieve raw data contents stored in the <contentInstance> resource through pre-configurations. 

The existing <contentInstance> resource and semantic-related resources may co-exist in the system in the sense that the same piece of information can not only be stored as the opaque content (e.g., created by semantic-incapable data creators, and/or consumed by semantic-incapable data consumers), but also be stored in a semantic form (e.g., created by semantic-capable data creators, and consumed by semantic-capable data consumers). In order to do so, one of the enhancement to existing <contentInstance> resource is that any information that is originally stored in the content attribute of the <contentInstance> resource can also be represented as RDF triples and stored in certain <semanticDescriptor> resources (see clause 9.6.7 for details). Once this content-related information is semantically available, it can be used for supporting content-related semantic resource discovery and semantic query operations.

------------------------End of change 4--------------------------------------------
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