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Introduction

This contribution adds the potential solution for the case that the identification resolution systems assist  oneM2M system for discovery. The prerequisite is to realize the interworking between oneM2M system and the external identification resolution systems.
----------------------- Start of change  1 -----------------------
8.2
Potential solutions 

8.2.1
Discovery on oneM2M node
As section 8.1.2 case1, oneM2M node (the CSE4 in the case) maintains the mapping information, it can process and respond the physical address to the query application (the AE3 in the case) . 
This section includes the changes needed in TS-0001 in existing resources, Figures and Tables to support the above scenarios. Impacted sections in TS-0001 will be shownas follows.







	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


	
	
	
	
	


	
	
	
	
	

	
	
	
	
	



Table 8.2.1-1: Attribute of <container> resource
	Attributes of 
<container>
	Multiplicity
	RW/
RO/
WO
	Description
	<containerAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3. 
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3. If no accessControlPolicyIDs value is configured, the accessControlPolicyIDs of the parent resource shall be applied for privilege checking.
	MA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	creationTime
	1
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.
	NA

	stateTag
	1
	RO
	See clause 9.6.1.3.
	OA

	announceTo
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	OA

	creator
	0..1
	RO
	See clause 9.6.1.3.
	NA

	maxNrOfInstances
	0..1
	RW
	Maximum number of direct child <contentInstance> resources in the <container> resource.
	OA

	maxByteSize
	0..1
	RW
	Maximum size in bytes of data (i.e. content attribute of a <contentInstance> resource) that is allocated for the <container> resource for all direct child <contentInstance> resources in the <container> resource.
	OA

	maxInstanceAge
	0..1
	RW
	Maximum age of a direct child <contentInstance> resource in the <container> resource. The value is expressed in seconds.
	OA

	currentNrOfInstances
	1
	RO
	Current number of direct child <contentInstance> resource in the <container> resource. It is limited by the maxNrOfInstances. The currentNrOfInstances attribute of the <container> resource shall be updated on successful creation or deletion of direct child  <contentInstance> resource of  <container> resource
	OA

	currentByteSize
	1
	RO
	Current size in bytes of data(i.e. content attribute of a <contentInstance> resource) stored in all direct child <contentInstance> resources of a <container> resource. This is the summation of contentSize attribute values of the <contentInstance> resources. It is limited by themaxByteSize. The currentByteSize attribute of the <container> resource shall  be updated on successful creation of deletion of direct child  <contentInstance> resource of  <container> resource
	OA

	locationID
	0..1
	RW
	An ID of the resource where the attributes/policies that define how location information are obtained and managed. This attribute is defined only when the <container> resource is used for containing location information.
	OA

	ontologyRef
	0..1
	RW
	A reference (URI) of the ontology used to represent the information that is stored in the child <contentInstance> resources of the present <container> resource (see note).
	OA

	disableRetrieval
	0..1
	RW
	Boolean value to control RETRIE/UPDATE/DELETE operation on the child <contentInsance> resource.
When the value is set to 'TRUE', RETRIEVE/DELETE/UPDATE operations for child <contentInstance> shall be rejected at all times.
When the value is updated from 'TRUE' to 'FALSE', all existing <contentInstance> are deleted immediately.
When the value is set to 'FALSE', all operations are permitted on the <contentInstance> resource as per existing procedures.
	OA

	tangibleIDInformation
	0..1(L)
	RW
	This attribute represents a set of tangible identifiers and its related information. The attribute is comprised of 2-tuples (tangibleID, IDType) with parameters shown in table 9.6.4-3. At least one of them shall be contained in this attribute.
	OA

	NOTE:
The access to this URI is out of scope of oneM2M.


The tangibleIDInformation attribute shall contain the parameters specified in table 8.2.1-2.

Table 8.2.1-2: Parameters in tangibleIDInformation attribute
	Parameters in tangibleIDInformation
	Multiplicity
	Description

	tangibleID
	0..1(L)
	It represents the set of tangible identifiers 

that is associated with the specific physical entities. It is described as a list of tangible identifiers (e.g. 86.1000.11/70140703307739, 1.2.156.20000.2010319).

It shall be present in case IDType parameter is null.

	IDType
	0..1
	· It shall be present in case tangibleID parameter is null. If the tangibleID parameter is present, 
· it represents the corresponding type of the tangible identfiers. If the tangibleID parameter is not present,it represents the identifier type that is supported by the creation originator. The identifier type is expressed in string： 

· epc;

· handle;
· oid;
· ucode;
· mcode;
· ecode.


8.2.2
Discovery based on interworking with external systems
As section 8.1.2 case 2, the mapping information is not recorded by oneM2M node, so it is needed to request the external identification resolution systems to implement resolution. The prerequisite is oneM2M system could interwork with the identification resolution systems, such as ONS, Handle system, uCodeRP and so on.
· Identification resolution systems register to oneM2M system
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Figure 8.2.2-1: Procedure of registration on oneM2M system
Step 1: The external identification resolution systems register to the IPE, or IPE discovers it proactively. Then the resource which is related to the identification resolution systems and able to recognize by oneM2M system will be created on the IPE. IPE consists of two components:

Client: mainly provides the interfaces for interworking with various identification resolution systems. Each 
identification resolution system has its corresponding interface module. In addition, the client is responsible for 

authentication of the resolution systems. Client calls the resolutionRule attribute created by the IWK to assist the 
resolution 
operations.

IWK (interworking module): creates the resource for each registered identification resolution system, and the 

attributes of resource include:

IDType - indicates the identifier type that identification resolution system supports, and the format should be a 

 string, such as ‘epc’, ‘handle’, ‘oid’, ‘ucode’, ‘mcode’ and so on.

resolutionRule - indicates the resolution rules of various resolution systems. The attribute is comprised of 4-tuples:

flag: an indicator to identify various identification interface modules. For instance, the integer field ‘01’is 



assigned to ONS interface, and ‘02’is assigned to Handle system interface.   

protocol: indicates the communication protocol that the identification resolution systems require, such as HTTP, 

CoAP and so on.

validateExpression: provides the validate expression (e.g. regular expression) to verify the format of identifier 

meets the standards.

serverAddr: provides the address of identification resolution system.


Step 2: IPE creates <AE> resource on CSE. Optionally, IPE creates <flexContainer> for each identification resolution system and IDType attribute to indicate its supported identifier type. The structure of <IPE> resource is shown in Figure 8.2.2-2.  
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Figure 8.2.2-2: Structure of <IPE> resource on CSE
· Identification resolution systems assist to discovery
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Figure 8.2.2-3: Procedure of discovery based on interworking with external systems
Step 1: AE (e.g. a query application) sends a RETRIEVE request to CSE (e.g. a service platform) to discover the information related the tangible identifier. In the request, the tangibleID is contained in Content parameter. And the filterUsage element is set to 'IPEOnDemandDiscovery'. 
Step 2: CSE receives the request, it recognizes the identifier type of tangible identifier by the Heterogeneous identification recognition function. And it researches the corresponding information of the identifier in the resource.

Step 3: In the case that the CSE doesn’t store any information related to the tangible identifier,  the CSE shall check the filterUsage element. If it is set to "IPE On-demand Discovery", the CSE will send the Notify request with the ‘tangibleID’ and ‘IDtype’ parameters to the IPE.
Step 4: IWK module search the resource firstly, if the information related to tangible identifier can not be found, the IPE would interwork with the corresponding identification resolution system by the interface, according to the IDType and resolutionRule attributes.
Step 5: The identification resolution system resolves the tangible identifier, and responds the result to IPE. The result is the physical address of the entity that stores the tangible identifier related information, for example, a IP address of ASN. The IPE shall create a <contentInstance> resource (e.g. IDInstance1) in the corresponding identification resolution system resource to store the mapping between tangibleID and physical address.
Step 6: IPE sends the Notify response including the IDInstance resource in the Content parameter to CSE.

Step 7: Optionally, CSE creates the IDInstance resource in the he corresponding identification resolution system resource. CSE will send the discovery result to AE. Then the AE can communicate with node according to the physical address, and retrieve the information related to tangible identifier.

----------------------- End of change  1 -----------------------
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