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Introduction

During preparation of XSD files, the following error was identified in PRO-2017-0383-PRO32_changes_of_XML_schemas_to_align_with_TS-0004. This contribution fixes the error.

PRO-2017-0316R04-TS-0004_AEContact
NOTE 2: dynamicAuthorizationConsultationIDs attribute is missing in TS-0001v3_9_0. This attribute must be present for all resource types featuring accessControlPolicyIDs attribute.

During resolution of this error, the following additional errors are identified.

9.6.7 contentInstance: has dynamicAuthorizationConsultationIDs but not accessControlPolicyIDs.  Change 1 removes dynamicAuthorizationConsultationIDs from contentInstance
9.6.9 schedule: has dynamicAuthorizationConsultationIDs but not accessControlPolicyIDs. Additionally, the schedule states the following: “An Originator shall have the same access control privileges to the <schedule> resource as it has to its parent resource.” Change 2 removes dynamicAuthorizationConsultationIDs from schedule
9.6.41 authorizationDecision: has accessControlPolicyIDs but not dynamicAuthorizationConsultationIDs. Change 3 adds dynamicAuthorizationConsultationIDs to authorizationDecision
9.6.42 authorizationPolicy: has accessControlPolicyIDs but not dynamicAuthorizationConsultationIDs. Change 4 adds dynamicAuthorizationConsultationIDs to authorizationPolicy
9.6.43 authorizationInformation: has accessControlPolicyIDs but not dynamicAuthorizationConsultationIDs. Change 5 adds dynamicAuthorizationConsultationIDs to authorizationInformation

9.6.45 AEContactList: has accessControlPolicyIDs but not dynamicAuthorizationConsultationIDs. Change 6 adds dynamicAuthorizationConsultationIDs to AEContactList

9.6.46 AEContactListPerCSE: has accessControlPolicyIDs but not dynamicAuthorizationConsultationIDs. Change 7 adds dynamicAuthorizationConsultationIDs to AEContactListPerCSE

9.6.57 multimediaSession: has accessControlPolicyIDs but not dynamicAuthorizationConsultationIDs. Change 8 adds dynamicAuthorizationConsultationIDs to multimediaSession

9.6.60 backgroundDataTransfer: has accessControlPolicyIDs but not dynamicAuthorizationConsultationIDs. Change 9 adds dynamicAuthorizationConsultationIDs to backgroundDataTransfer

-----------------------Start of change 1-------------------------------------------
9.6.7
Resource Type contentInstance
The <contentInstance> resource represents a data instance in the <container> resource. The content of the contentInstance can be encrypted.

Unlike other resources, the <contentInstance> resource shall not be modified once created. This pertains to its attributes, but not to the creation of child resources. An AE shall be able to delete a contentInstance resource explicitly or it may be deleted by the platform based on policies. If the platform has policies for contentInstance retention, these shall be represented by the attributes maxByteSize, maxNrOfInstances and/or maxInstanceAge attributes in the <container> resource. If multiple policies are in effect, the strictest policy shall apply.

The <contentInstance> resource inherits the same access control policies of the parent <container> resource, and does not have its own accessControlPolicyIDs attribute.

The <contentInstance> resource shall contain the child resources specified in table 9.6.7-1.

Table 9.6.7-1: Child resources of < contentInstance> resource

	Child Resources of <contentInstance>
	Child Resource Type
	Multiplicity
	Description
	<contentInstanceAnnc> Child Resource Types

	[variable]
	<semanticDescriptor>
	0..n
	See clause 9.6.30
	<semanticDescriptor>, <semanticDescriptorAnnc>

	[variable]
	<transaction>
	0..n
	See clause 9.6.48
	<transaction>


The <contentInstance> resource shall contain the attributes specified in table 9.6.7-2.

Table 9.6.7-2: Attributes of <contentInstance> resource

	Attributes of <contentInstance>
	Multiplicity
	RW/

RO/

WO
	Description
	<contentInstanceAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	labels
	0..1 (L)
	WO
	See clause 9.6.1.3.
	MA

	expirationTime
	1
	WO
	See clause 9.6.1.3.
	NA

	creationTime
	1
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.
	NA

	stateTag
	1
	RO
	See clause 9.6.1.3.

The stateTag attribute of the parent resource should be incremented first and copied into this stateTag attribute when a new instance is added to the parent resource.
	OA

	announceTo
	0..1 (L)
	WO
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	WO
	See clause 9.6.1.3.
	NA

	
	
	
	
	

	creator
	0..1
	RO
	See clause 9.6.1.3.
	NA

	contentInfo
	0..1
	WO
	This attribute contains information to understand the content s of content attribute. It shall be composed of two mandatory components consisting of Internet Media Type (as defined in the IETF RFC 6838) and an encoding type. In addition, an optional content security component may also be included. The format of this attribute is defined in oneM2M TS‑0004 [3].
This attribute should be used so that AEs can understand the content.
If the value of contentInfo is a supported representation of semantic information, as defined in oneM2M TS-0004 [3], the value of content shall be handled as semantic information with respect to the supported semantic oneM2M functionalities.
	OA

	contentSize
	1
	RO
	Size in bytes of the content attribute.
	OA

	contentRef
	0..1
	WO
	This attribute contains a list of name-value pairs. Each entry expresses and associative reference to a <contentInstance> resource. The name of the entry indicates the relationship and the value of the entry the indicates reference (URI) to the resource.
	OA

	ontologyRef
	0..1
	WO
	A reference (URI) of the ontology used to represent the information that is stored in the contentInstances resources of the <container> resource. If this attribute is not present, the contentInstance resource inherits the ontologyRef from the parent <container> resource if present (see note).
	OA

	content
	1
	WO
	Actual content of a contentInstance. This content may be opaque data for understandable with the help of the contentInfo. This may, for example, be an image taken by a security camera, or a temperature measurement taken by a temperature sensor.
	OA

	NOTE:
Access to this URI is out of scope of oneM2M.


-----------------------End of change 1---------------------------------------------
-----------------------Start of change 2-------------------------------------------
9.6.9
Resource Type schedule

The <schedule> resource contains scheduling information. The usage of the <schedule> resource is slightly different depending on the associated resource type, as follows:
· A child <schedule> resource of the <node> resource shall indicate the time periods when the node can communicate via the Underlying Network. If multiple Underlying Networks are supported, for each there can be a maximum of one <schedule> resources. One <schedule> resource may be used for multiple Underlying Networks.

The mgmtLink attribute of the <cmdhNwAccessRule> child of a <node> resource shall link to a <schedule> resource, child of the same <node> resource.

Note: The node shall obey the communication schedule indicated for the Underlying Network. If the schedule information is modified, the node shall ensure that the change of schedule is detected e.g. via external DM, subscription/notification mechanisms, polling, etc.
· A child <schedule> resource of the <CSEBase> resource shall indicate the anticipated time periods when the CSE is available for processing.
· A child <schedule> resource of the <subscription> resource shall indicate the time periods when the notifications can be sent to the notification targets.
An Originator shall have the same access control privileges to the <schedule> resource as it has to its parent resource.

The <schedule> resource shall contain the child resource specified in table 9.6.9-1.

Table 9.6.9-1: Child resources of <schedule> resource

	Child Resources of <schedule>
	Child Resource Type
	Multiplicity
	Description
	<scheduleAnnc> Child Resource Types

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	None

	[variable]
	<transaction>
	0..n
	See clause 9.6.48
	<transaction>


The <schedule> resource shall contain the attributes specified in table 9.6.9-2.

Table 9.6.9-2: Attributes of <schedule> resource

	Attributes of 
<schedule>
	Multiplicity
	RW/

RO/

WO
	Description
	<scheduleAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	NA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3.
	MA

	creationTime
	1
	RO
	See clause 9.6.1.3.
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.
	NA

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.
	MA

	announceTo
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	announcedAttribute
	0..1 (L)
	RW
	See clause 9.6.1.3.
	NA

	
	
	
	
	

	scheduleElement
	1 (L)
	RW
	Each item of the scheduleElement list shall be composed from seven fields of second, minute, hour, day of month, month, day of week and year. 
	OA

	networkCoordinated
	0..1
	RW
	Indicates if IN-CSE shall perform schedule coordination with an Underlying Network. This attribute is only applicable when <schedule> is a child resource of <node>. The supported values are:

· True: The IN-CSE shall perform schedule coordination.
· False: The IN-CSE may not perform schedule coordination.
NOTE: The schedule coordination is also subject to IN-CSE local policy.
	OA


-----------------------End of change 2---------------------------------------------
-----------------------Start of change 3-------------------------------------------
9.6.41 
Resource Type authorizationDecision
An <authorizationDecision> resource represents an access control decision point that is responsible for making access control decisions. <authorizationDecision> resources are the child resources of a <CSEBase> resource. When an UPDATE request addresses an <authorizationDecision> resource, the Hosting CSE may act as a Policy Decision Point (PDP) that is defined in TS-0003 [2]. The PDP shall make an access control decision according to the access control policies and provide the access control decision in the response of the request. 
The resource specific attributes of <authorizationDecision> resource type are classed into two categories according to their usage. The decision and status attributes are used for describing an access control decision responses and the others are used for describing access control decision requests. 
An access control decision request shall be provided to a PDP through an UPDATE operation on an <authorizationDecision> resource that represents the PDP, and the updated resource attributes shall be the attributes used for describing access control decision request parameters. The mandatory and optional parameters used for describing an access control decision request are specified in oneM2M TS-0003 [2]. When an UPDATE request that represents a valid access control decision request addresses an <authorizationDecision> resource, the PDP procedure bound to the <authorizationDecision> resource shall be triggered. The PDP procedure shall make an access control decision and then update the decision and/or status attributes. The decision and/or status attributes that represents an access control decision response shall be returned to the requester in the UPDATE response. An UPDATE request that does not represent a valid access control decision request shall not trigger the bound PDP procedure.  Before triggering a PDP procedure, accessing an <authorizationDecision> resource is governed by the access control policies assigned to this resource.
For the lifecycle management of <authorizationDecision> resources, see M2M TS-0003 [2].
The <authorizationDecision> resource shall contain the child resources specified in table 9.6.41-1.

Table 9.6.41-1: Child resources of <authorizationDecision> resource
	Child Resources of <role>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8

	[variable]
	<transaction>
	0..n
	See clause 9.6.48


The <authorizationDecision> resource shall contain the attributes specified in table 9.6.41-2

Table 9.6.41-2: Attributes of <authorizationDecision> resource
	Attributes of <role>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	WO
	See clause 9.6.1.3.

	parentID
	1
	RO
	See clause 9.6.1.3.

	expirationTime
	1
	RW
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	decision
	0..1
	RO
	Authorization decision for an access control decision request. See clause 7 in oneM2M TS-0003 [2].

	status
	0..1
	RO
	Status of an authorization evaluation process. See clause 7 in oneM2M TS-0003 [2].

	to
	0..1
	RW
	Same as the To parameter in the request sent from the Originator to the Hosting CSE. See clause 7 in oneM2M TS-0003 [2].

	from
	0..1
	RW
	Same as the From parameter in the request sent from the Originator to the Hosting CSE. See clause 7 in oneM2M TS-0003 [2].

	operation
	0..1
	RW
	Same as the Operation parameter in the request sent from the Originator to the Hosting CSE. See clause 7 in oneM2M TS-0003 [2].

	requestedResourceType
	0..1
	RW
	Resource type that the Originator wants to create. See clause 7 in oneM2M TS-0003 [2].

	filterUsage
	0..1
	RW
	Same as the filterUsage parameter in the request sent from the Originator to the Hosting CSE. See clause 7 in oneM2M TS-0003 [2].

	roleIDs
	0..1 (L)
	RW
	Same as the Role IDs parameter in the request sent from the Originator to the Hosting CSE. See clause 7 in oneM2M TS-0003 [2].

	tokenIDs
	0..1 (L)
	RW
	Same as the Token IDs parameter in the request sent from the Originator to the Hosting CSE. See clause 7 in oneM2M TS-0003 [2].

	tokens
	0..1 (L)
	RW
	Same as the Tokens parameter in the request sent from the Originator to the Hosting CSE. See clause 7 in oneM2M TS-0003 [2].

	requestTime
	0..1
	RW
	Time stamp when the request message was received at the hosting CSE. Obtained by the hosting CSE's system time clock. See clause 7 in oneM2M TS-0003 [2].

	originatorLocation
	0..1
	RW
	Location information about the Originator of the request. Obtained over the Mcn reference point. See clause 7 in oneM2M TS-0003 [2].

	originatorIP
	0..1
	RW
	IP source address associated with the IP packets that carry the request message. Obtained over the Mcn reference point. See clause 7 in oneM2M TS-0003 [2].


-----------------------End of change 3---------------------------------------------
-----------------------Start of change 4-------------------------------------------
9.6.42 
Resource Type authorizationPolicy
An <authorizationPolicy> resource represents an access control policy retrieval point that is responsible for retrieving access control policies. <authorizationPolicy> resources are the child resources of a <CSEBase> resource. When an UPDATE request addresses an <authorizationPolicy> resource, the Hosting CSE acts as a Policy Retrieval Point (PRP) as defined in TS-0003 [2]. The PRP shall retrieve the applicable access control policies according to the access control policy request and provide the retrieved access control policies in the UPDATE response.
The resource specific attributes of <authorizationPolicy> resource type are classed into two categories according to their usage. The policies, combiningAlgorithm and status attributes are used for describing access control policy responses. The others are used for describing access control policy requests.
An access control policy request shall be provided to a PRP through an UPDATE operation on an <authorizationPolicy> resource that represents the PRP, and the updated resource attributes shall be the attributes used for describing access control policy request parameters. The mandatory and optional parameters used for describing an access control policy request are specified in oneM2M TS-0003 [2]. When an UPDATE request that represents a valid access control policy request addresses an <authorizationPolicy> resource, the PRP procedure bound to the <authorizationPolicy> resource shall be triggered. The PRP procedure shall retrieve applicable access control policies and then update the policies, combiningAlgorithm and/or status attributes. The policies, combiningAlgorithm and/or status attributes that represents an access control policies response shall be returned to the requester in the UPDATE response. An UPDATE request that does not represent a valid access control policy request shall not trigger the bound PRP procedure.  Before triggering a PRP procedure, accessing an <authorizationPolicy> resource is governed by the access control policies assigned to this resource.
For the lifecycle management of <authorizationPolicy> resources, see oneM2M TS-0003 [2].
The <authorizationPolicy> resource shall contain the child resources specified in table 9.6.42-1.

Table 9.6.42-1: Child resources of <authorizationPolicy> resource
	Child Resources of <role>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8

	[variable]
	<transaction>
	0..n
	See clause 9.6.48


The <authorizationPolicy> resource shall contain the attributes specified in table 9.6.42-2

Table 9.6.42-2: Attributes of <authorizationPolicy> resource
	Attributes of <role>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	WO
	See clause 9.6.1.3.

	parentID
	1
	RO
	See clause 9.6.1.3.

	expirationTime
	1
	RW
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	policies
	0..1 (L)
	RO
	List of access control policies for an access control policy request. Each access control policy contains a set of access control rules as specified in clause 9.6.2. See clause 7 in oneM2M TS-0003 [2].

	combiningAlgorithm
	0..1
	RO
	Algorithm used for combining multiple access control policies. See clause 7 in oneM2M TS-0003 [2].

	status
	0..1
	RO
	Status of retrieving access control policies. See clause 7 in oneM2M TS-0003 [2].

	to
	0..1
	RW
	Same as the To parameter in the access control decision request. See clause 7 in oneM2M TS-0003 [2].


-----------------------End of change 4---------------------------------------------
-----------------------Start of change 5-------------------------------------------
9.6.43 
Resource Type authorizationInformation
The <authorizationInformation> resource represents an access control information retrieval point that is responsible for retrieving access control information. <authorizationInformation> resources are the child resources of a <CSEBase> resource. When an UPDATE request addresses an <authorizationInformation> resource, the Hosting CSE acts as a Policy Information Point (PIP) as defined in TS-0003 [2]. The PIP shall retrieve the required access control information according to the access control information request and provide the access control information in the UPDATE response.
The resource specific attributes and child resources of <authorizationInformation> resource type are classed into two categories according to their usage. The <role> and <token> resources and status attribute are used for describing access control information responses. The others are used for describing access control information requests.
An access control information request shall be provided to a PIP through an UPDATE operation on an <authorizationInformation> resource that represents the PIP, and the updated resource attributes shall be the attributes used for describing access control information request parameters. The mandatory and optional parameters used for describing an access control information request are specified in oneM2M TS-0003 [2]. When an UPDATE request that represents a valid access control information request addresses an <authorizationInformation> resource, the PIP procedure bound to the <authorizationInformation> resource shall be triggered. The PIP procedure shall retrieve required access control information and then create corresponding <role> and/or <token> child resources and/or update status attributes. The <role> and/or <token> child resources and/or status attributes that represents an access control information response shall be returned to the requester in the UPDATE response. An UPDATE request that does not represent a valid access control information request shall not trigger the bound PIP procedure.  Before triggering a PIP procedure, accessing an <authorizationInformation> resource is governed by the access control policies assigned to this resource.
For the lifecycle management of <authorizationInformation> resources, see oneM2M TS-0003 [2].
The <authorizationInformation> resource shall contain the child resources specified in table 9.6.43-1.

Table 9.6.43-1: Child resources of <authorizationInformation> resource
	Child Resources of <role>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<role>
	0..n
	See clause 9.6.38

	[variable]
	<token>
	0..n
	See clause 9.6.39

	[variable]
	<subscription>
	0..n
	See clause 9.6.8

	[variable]
	<transaction>
	0..n
	See clause 9.6.48


The <authorizationInformation> resource shall contain the attributes specified in table 9.6.43-2

Table 9.6.43-2: Attributes of <authorizationInformation> resource
	Attributes of <role>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	WO
	See clause 9.6.1.3.

	parentID
	1
	RO
	See clause 9.6.1.3.

	expirationTime
	1
	RW
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	status
	0..1
	RO
	Status of retrieving access control information. See clause 7 in oneM2M TS-0003 [2].

	from
	0..1
	RW
	Same as the From parameter in the request. See clause 7 in oneM2M TS-0003 [2].

	roleIDs
	0..1 (L)
	RW
	Same as the Role IDs parameter in the request. See clause 7 in oneM2M TS-0003 [2].

	tokenIDs
	0..1 (L)
	RW
	Same as the Token IDs parameter in the request. See clause 7 in oneM2M TS-0003 [2].


-----------------------End of change 5---------------------------------------------
-----------------------Start of change 6-------------------------------------------
9.6.45
Resource Type AEContactList
An <AEContactList> resource shall contain <AEContactListPerCSE> child resources, one for each CSE that has sent a NOTIFY request to the CSE about the creation, update, or deletion of a resource that references an Application Entity resource identifier. The <AEContactList> resource shall only be created as a child of <CSEBase> in the IN-CSE.

The <AEContactList> resource shall contain the child resources specified in table 9.6. 45-2.

Table 9.6. 45-1: Child resources of <AEContactList> resource

	Child Resources of <AEContactList>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8

	[variable]
	<AEContactListPerCSE>
	0..n
	See clause 9.6.46


The <AEContactList> resource shall contain the attributes specified in table 9.6.45-3.

Table 9.6.45-2: Attributes of <AEContactList> resource

	Attributes of 
< AEContactList >
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	RO
	See clause 9.6.1.3.

	parentID
	1
	RO
	See clause 9.6.1.3.

	expirationTime
	1
	RO
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RO
	See clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	labels
	0..1 (L)
	RO
	See clause 9.6.1.3.

	numberImpactedCSEs
	1
	RO
	The number of Hosting CSEs that have reported that they have a reference to an Application Entity resource identifier


-----------------------End of change 6---------------------------------------------
-----------------------Start of change 7-------------------------------------------
9.6.46
Resource Type AEContactListPerCSE
An <AEContactListPerCSE> resource shall represent information about a CSE that has resources that reference an Application Entity resource identifier (SP-relative-Resource-IDs of an AE). For example, these Application Entity resource identifiers may occur in announcement links, notification targets, group member IDs, or in the OriginatorID list of the accessControlOriginators parameter tied to an <accessControlPolicy> resource. The <AEContactListPerCSE> resource shall only be created in the IN-CSE.
The <AEContactListPerCSE> resource shall contain the attributes specified in table 9.6.46-1.

Table 9.6.46-1: Attributes of <AEContactListPerCSE> resource

	Attributes of 
<AContactListPerCSE>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	RO
	See clause 9.6.1.3.

	parentID
	1
	RO
	See clause 9.6.1.3.

	expirationTime
	1
	RO
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RO
	See clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	labels
	0..1 (L)
	RO
	See clause 9.6.1.3.

	CSE-ID
	1
	RO
	The identifier of the Hosting CSE which has a reference to an Application Entity resource identify (SP-relative-Resource-ID that points to an AE).

Hosting CSEs notify the IN-CSE when they have a reference to an <AE> resource through e.g. announcements, notification targets, group member IDs, <accessControlPolicy> resource OriginatorID lists.

	AE-IDList
	0..1(L)
	RO
	List of Application Entity resource identifiers hosted on CSE with identifier CSE-ID


-----------------------End of change 7---------------------------------------------
-----------------------Start of change 8-------------------------------------------
9.6.57
Resource Type multimediaSession 
A <multimediaSession> resource shall represent information about a multimedia session involving two AEs. This resource is created by the session originator as the child of the <AE> resource which represents a session target. The creation, update or deletion of the <multimediaSession> resource triggers the AEs to manage (e.g. establish, tear-down) the multimedia session. The multimedia session described in the <multimediaSession> resource is managed by the two AEs using non-oneM2M protocols. 

NOTE: Additional features (e.g. manage QoS settings for a session in an underlying network) involving Mcn reference point will be considered in future releases.

The <multimediaSession> resource shall contain the child resources specified in table 9.6.57-1.

Table 9.6.57-1: Child resources of <multimediaSession> resource

	Child Resources of < multimediaSession >
	Child Resource Type
	Multiplicity
	Description
	< multimediaSession Annc> Child Resource Types

	[variable]
	<subscription>
	0..n
	See clause 9.6.8
	<subscription>

	[variable]
	<accessControlPolicy>
	0..n
	See clause 9.6.2
	<accessControlPolicy>

<accessControlPolicyAnnc>


The <multimediaSession> resource shall contain the attributes specified in table 9.6.57-2.

Table 9.6.57-2: Attributes of <multimediaSession> resource

	Attributes of 
<multimediaSession>
	Multiplicity
	RW/

RO/

WO
	Description
	<multimediaSessionAnnc> Attributes

	resourceType
	1
	RO
	See clause 9.6.1.3.
	NA

	resourceID
	1
	RO
	See clause 9.6.1.3.
	MA

	resourceName
	1
	WO
	See clause 9.6.1.3.
	MA

	parentID
	1
	RO
	See clause 9.6.1.3.
	NA

	expirationTime
	1
	RW
	See clause 9.6.1.3. 
	MA

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3. 
	MA

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.
	OA

	creationTime
	1
	RW
	See clause 9.6.1.3. 
	NA

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3. 
	NA

	labels
	0..1 (L)
	RO
	See clause 9.6.1.3 where this common attribute is described.
	MA

	sessionOriginatorID
	1
	WO
	The AE-ID of the multimedia session originator
	OA

	acceptedSessionDescription
	1(L)
	RW
	This is the final accepted and agreed upon session description(s) based on the received response from the target of the multimedia session. When this attribute is set by the session target, the session originator establishes a session with a non-oneM2M protocol. The session description is compliant to the Session Description Protocol [17].
	OA

	offeredSessionDescriptions
	1(L)
	RW
	A list of session descriptions offered by the Originator of the session to the target.  The  session descriptors are compliant to the Session Description Protocol [17].
	NA

	sessionState
	1
	RW
	The current state of the multimedia session. The supported values are ONLINE and OFFLINE. This attribute is set either by the session originator or the target. When this attribute is OFFLINE, the Hosting CSE shall allow updates to offeredSessionDescriptions and/or acceptedSessionDescription. Otherwise, the Hosting CSE shall reject the updates to these attributes.  
When the session is in the OFFLINE state, the corresponding AE session endpoints shall not initiate the flow of media between one another.  When in the ONLINE state, the AEs are free to initiate the flow of media.
	OA


-----------------------End of change 8---------------------------------------------
-----------------------Start of change 9-------------------------------------------
9.6.60
Resource Type backgroundDataTransfer
The <backgroundDataTransfer> resource is used to request that the IN-CSE negotiates a background data transfer for a set of field nodes, with the Underlying Network. The resource attributes provide the characteristics of the background data transfer, optional guidance for transfer policy selection and the field nodes involved with the data transfer. 
The <backgroundDataTransfer> resource contains the child resources specified in table 9.6.60-1.
Table 9.6.60-1: Child resources of <backgroundDataTransfer> resource

	Child Resources of <backgroundDataTransfer>
	Child Resource Type
	Multiplicity
	Description
	<backgroundDataTransfer> Child Resource Types

	[variable]
	<subscription>
	0..n
	See clause 9.6.8.
	<subscription>


The <backgroundDataTransfer> resource contains the attributes specified in table 9.6.60-2.
Table 9.6.60-2: Attributes of <backgroundDataTransfer> resource

	Attributes of < backgroundDataTransfer >
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3

	resourceID
	1
	RO
	See clause 9.6.1.3

	resourceName
	1
	WO
	See clause 9.6.1.3

	parentID
	1
	RO
	See clause 9.6.1.3

	creationTime
	1
	RO
	See clause 9.6.1.3 

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3

	expirationTime
	1
	RW
	See clause 9.6.1.3

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	labels
	0..1 (L)
	RW
	See clause 9.6.1.3.

	announceTo
	0..1(L)
	RW
	See clause 9.6.1.3

	volumePerNode
	1
	WO
	Expected data volume for the background data transfer.

	numberOfNodes
	1
	WO
	Desired number of nodes for the background data transfer.

	desiredTimeWindow
	0..1
	WO
	Desired time window for the background data transfer.

	transferSelectionGuidance
	0..1(L)
	WO
	List that includes guidance to IN-CSE in selecting from multiple transfer policies provided by underlying network. Possible values include:” lowest cost”, “highest throughput given maximum cost of X”, etc.

If not included, the IN-CSE may independently choose from among multiple transfer policies.

	geographicInformation
	0..1
	WO
	Provides geographic information for the policy request

	groupLink
	0..1
	RW
	This attribute shall be used if the background data transfer is requested for sending a request to a group of field domain nodes. It is assumed that a <group> resource, with a memberIDs list including all field domain nodes that need to be reached, has already been created. This attribute contains the resource identifier of the <group> resource of field domain nodes for which the background data transfer applies. 

The backgroundDataTransfer resource may have either a groupLink attribute or a list of memberIDs. If the memberIDs attribute contains a valid list of member resource IDs, the groupLink attribute shall be ignored.


	memberIDs
	0..1 (L)
	RW
	List of member resource IDs for which the transfer policy applies. The valid resource types are <remoteCSE> and <AE>.

The backgroundDataTransfer resource may have either a groupLink attribute or a list of memberIDs. If the memberIDs attribute contains a valid list of member resource IDs, the groupLink attribute shall be ignored.


-----------------------End of change 9---------------------------------------------
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