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Introduction
This is a proposal to add text into the Introduction section of the oneM2M Service Subscribers and Users TR 

-----------------------Start of change 1-------------------------------------------
5 Introduction

The current oneM2M architecture supports enrolment of individual oneM2M devices (i.e. nodes) and applications (i.e. AEs).  Once enrolled, applications (i.e. AEs) can then securely and individually register to a service layer entity (i.e. CSE).    oneM2M also supports M2M Service Subscriptions which define applications and devices that are allowed to register to a CSE. However, the current oneM2M architecture lacks support of service subscribers (i.e. an entity having a service subscription with a service provider) and authorized users of a service subscriber.  Figure 5-1 shows the relationships between a service subscriber and it’s users, devices (i.e. nodes), applications (i.e. AEs) and data (e.g. containers, contentInstances, flexContainers, etc).    
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Figure 5-1: Service Subscriber, Users, Nodes, AEs and Resource Relationships

This study analyses different limitations related to the lack of support for service subscribers and users in the oneM2M architecture and security framework.  Based on this analysis, requirements are defined and potential solutions.  
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