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Introduction
This is a proposal to add a description of how the current oneM2M M2M Service Subscription functionality lacks support for the M2M Service Subscribers and M2M Service Users.  

-----------------------Start of change 1-------------------------------------------
6.1 M2M Service Subscription Limitations 

6.1.1  Description 

oneM2M currently define an M2M Service Subscription in clause 6.6 of TS-0001[X].  It is defined as the technical part of the contract between an M2M Service Subscriber and an M2M Service Provider.  oneM2M defines three resource types in support of the M2M Service Subscription functionality.  These resource types are the <m2mServiceSubscriptionProfile>, <serviceSubscribedNode> and <serviceSubscribedAppRule>.  The relationship between these resources is shown in Figure 5.1-1 as defined in clause 9.6.19 of TS-0001 [X].
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Figure 5.1-1: Relationship among M2M Service Subscription related resources

The current M2M Service Subscription functionality defined thus far in oneM2M is limited to the following:

· Defining which CSEs and AEs are hosted on which Nodes
· Defining which AEs are authorized to register to a particular CSE 

Currently, the only oneM2M procedure defined that makes use of the M2M Service Subscription functionality is the AE Registration procedure.  When an AE registers, the Registrar CSE can check the applicable <m2mServiceSubscribedNode> and <serviceSubscribedAppRule> resources to determine if the AE is allowed to register.  
The M2M Service Subscription functionality is currently not used by any other oneM2M procedures.

The following are some limitations of the existing M2M Service Subscription functionality:
· Lacks the capability to identify a M2M Service Subscriber (i.e. the entity that establishes a M2M Service Subscription with a M2M Service Provider).  This prevents the oneM2M System from supporting M2M service subscriber based functionality such as:

· M2M Service Subscriber based charging such as defining charging events, collecting statistics and generating charging records per M2M Service Subscribers.

· M2M Service Subscriber based access control involving access control policy privileges based on M2M Service Subscribers.
· M2M Service Subscriber based enrolment involving an enrolment of authorized users, devices (i.e. node) and applications (i.e. AEs) associated with a M2M Service Subscriber

· Support for a profile which defines policies or preferences of the M2M Service Subscriber such as limits on the number and/or types of applications and devices allowed to register, the number of resources that can be created, default access control policies, etc.
· Lacks the capability to identify a M2M Service Subscription (i.e. a unique identifier of the M2M Service Subscription that the M2M Service Subscriber establishes between itself and a M2M Service Provider).   

NOTE: 
oneM2M currently defines a M2M Subscription identifier (M2M-Sub-ID ) which could serve as the identifier of a M2M Service Subscription however this identifier is not linked with the existing M2M Service Subscription functionality (i.e. resources and procedures).  
Editor’s Note: It is FFS whether both a M2M Service Subscription Identifier and a M2M Service Subscriber Identifier are required

· Lacks the capability to identify an authorized user of a M2M Service Subscriber (e.g. a family member or friend authorized to use a M2M Service Subscriber’s devices, applications and resources).  This prevents the oneM2M System from supporting M2M Service User based functionality such as user based charging, user based access control and user based profiles as defined above for a M2M Service Subscriber.
6.1.2   Potential Requirements 

1 The oneM2M System shall support identification of M2M Service Subscribers and associating a M2M Service Subscriber with a M2M Service Subscription to a M2M Service Provider.
2 The oneM2M System shall support identification of M2M Service Users and associating a M2M Service User with a M2M Service Subscriber.  
3 The oneM2M System shall support charging event detection, statistics collection and charging records generation mechanisms based on M2M Service Subscriber and M2M Service User identification.
4 The oneM2M System shall support access control and authorization mechanisms based on  M2M Service Subscriber and M2M Service User identification.
5 The oneM2M System shall support M2M Service Subscriber-based enrolment comprised of enrolment of M2M Devices and M2M Applications and M2M Service Users associated with a M2M Service Subscriber.
6 The oneM2M System shall support M2M Service Subscriber and M2M Service User profiles specifying their restrictions (e.g. privacy restrictions, max number and/or types of applications and devices the M2M Service Subscriber and its authorized M2M Service Users are allowed to register to the M2M System, the maximum number of resources or bytes of data that the M2M Service Subscriber can store in the M2M System, etc.) and their default configurations (e.g. access control policies, expiration times, max number of content instances, etc.).
-----------------------End of change 1-------------------------------------------
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