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Introduction
The general procedure for device triggering is described at claue 8.3.3.2 in TS-0001.

An interworking architecture for 3GPP and oneM2M can be considered as following figure. 
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A device triggering for UE that runs oneM2M entities may perform either T8 or Tsp. It is two different interface toward IN-CSE. However, information element for triggering procedure may identical between T8 and Tsp.

The difference between T8 and Tsp is protocol which is communication methods.

T8 support Application Programming Interface and Tsp support Diameter over SCTP as specified at clause 6 in 3GPP TS 29.368.



















	
	
	
	

	

	
	
	



	

	
	
	

	
	
	
	


	

	
	
	


	

	
	
	


	

	
	
	


	

	
	
	


	

	
	
	


	

	
	
	


	

	
	
	


	

	
	
	

	

	
	
	





	
	
	
	

	

	
	
	











	
	
	
	


	

	
	
	

	

	
	
	

	

	
	
	





	
	
	
	

	

	
	
	



	

	
	
	

	

	
	
	




	

	
	
	


	

	
	
	


	

	
	
	



	
	
	
	

	


	
	
	




	

	
	
	


R01: 
· R01 is based on ARC-2018-0060R02 which is WG agreed clean up for TS-0026.
· Procedure is discussed with Bob and agreed  with Bob based on 3GPP TS 29.122 which define two API for device triggering.

· DeviceTriggering
· DeviceTriggeringDeliveryReportNotification
· Description of procedure is revised.

Figure has been changed with 3GPP Network Elements instead of detailed network elements such as SGSN or C-SGN, SMS-SC/GMSC/IWMSC. Based on the figure, procedure is revised.
3GPP TS 29.122 describes procedures for device triggering as following.
4.4.6
Procedures for Device Triggering

The procedures are used by the SCS/AS to deliver the device trigger via T8 interface.
In order to create a new device trigger, the SCS/AS shall send an HTTP POST message to the SCEF. The body of the HTTP POST message shall include the External Identifier or MSISDN
, SCS/AS Identity, trigger reference number, validity period, priority, Application Port ID and trigger payload, and may include TLTRI.

Upon receipt of the corresponding HTTP POST message, the SCEF shall check if the SCS/AS is authorised to send a trigger request and if the SCS/AS has exceeded its quota or rate of trigger submission. The SCEF shall also resolve the External Identifier or MSISDN to IMSI and retrieve the "Routing Information" from HSS for the triggering delivery. If the authorisation check fails, or if the quota or rate of trigger submission was exceeded, or if there is no valid subscription information or if the "Routing Information" cannot be found, then the SCEF shall reject the request with an error message to the SCS/AS. Otherwise, the SCEF shall perform the device trigger procedure over Tsp as defined in 3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall create a resource which represents the triggering transaction, addressed by a URI that contains the SCS/AS identity and an SCEF-created transaction identifier, and shall respond to the SCS/AS with a 201 Created message, including the trigger and a Location header field containing the URI for the created resource. The SCS/AS shall use the URI received in the Location header
 in subsequent requests to the SCEF to refer to this device triggering transaction.
In order to replace an existing device trigger, the SCS/AS shall send an HTTP PUT message to the SCEF, using the URI received in the response to the request that has created the device triggering transaction resource. The body of the HTTP PUT message shall include SCS/AS Identity, trigger reference number, validity period, priority, Application Port ID and trigger payload, and may include TLTRI. The SCS/AS Identity and TLTRI (if available) shall remain unchanged from previously provided values.

After receiving the corresponding HTTP PUT message from the SCS/AS, the SCEF shall check if the SCS/AS is authorised to replace an existing device trigger and if the SCS/AS has not exceeded its quota or rate of trigger submission. If any of these checks fail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall replace the device triggering with the SMS-SC by performing the device trigger replace procedure over Tsp as defined in 3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall send an HTTP response to the SCS/AS to indicate trigger replace success or failure.

In order to recall an existing device trigger, the SCS/AS shall send an HTTP DELETE message to the SCEF, using the URI received in the response to the request that has created the device triggering transaction resource.
After receiving the corresponding HTTP DELETE message from the SCS/AS, the SCEF shall check if the SCS/AS is authorised to send a recall trigger request and if the SCS/AS has not exceeded its quota or rate of trigger submission. The SCEF shall also check if the device triggering transaction resource referenced by the URI exists. If any of these checks fail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall recall the device triggering with the SMS-SC by performing the device trigger replace procedure over Tsp as defined in 3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall send an HTTP response to the SCS/AS to indicate trigger recall success or failure.
When it receives the Message Delivery Report from the SMS/SC, the SCEF shall send an HTTP POST message to the SCS/AS to report the trigger delivery result. The body of the HTTP POST message shall include the identifier if the transaction, TLTRI (if available), and cause. If available, the TLTRI shall be the same as the one assigned by the SCS/AS when the correlated device triggering transaction resource was created. The SCS/AS shall respond with an HTTP 200 OK or 204 No Content response.

A data model for device triggering is describes in 3GPP TS 29.122 as following.
5.7.2.1.2
Type: DeviceTriggering

This type represents device triggering request. The same structure is used in the request and response.

Table 5.7.2.1.2-1: Definition of type DeviceTriggering

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	
	
	
	
	

	
	
	
	
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator. May be provided by the SCS/AS in the request to create a resource. Shall be provided in the body of all subsequent request and response if it was present in the body of the resource creation request.
	

	self
	Id
	0..1
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses that include an object of DeviceTriggering type
	

	triggerReferenceNumber
	integer
	1
	The reference number is allocated by the initiator of a transaction and is used in all subsequent messages related to that transaction.
	

	validityPeriod
	DurationSec
	1
	The validity time in seconds for the specific action requested.
	

	priority
	Priority
	0..1
	Identifies the priority of the device trigger.
	

	applicationPortId
	Port
	0..1
	This is used to uniquely identify the triggering application addressed in the device.
	

	triggerPayload
	binary
	1
	The device triggering payload.
	

	notificationDestination
	Link
	0..1
	A URI indicating the notification destination for T8 notifications.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	deliveryResult
	DeliveryResult
	0..1
	The delivery result shall be included in the HTTP responses that indicate the delivery status of the device triggering.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.7.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


Editor´s note: It is FFS if trigger reference number is made redundant by the tltrId

5.7.2.1.3
Type: DeviceTriggeringDeliveryReportNotification

This type represents device triggering delivery report notification. 

Table 5.7.2.1.4-1: Definition of type DeviceTriggeringDeliveryReportNotification

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	transactionId
	string
	1
	Identifier of the related device triggering transaction resource, as defined by the "id" attribute of the "DeviceTriggering" data type. 
	

	transaction
	Link
	1
	Link to the related device triggering transaction resource to which this notification is related.
	

	tltrId
	TltrId
	0..1
	SCS/AS-chosen correlator for the related device triggering transaction resource. Shall be present if it was provided when the related device triggering transaction resource was created.
	

	result
	DeliveryResult
	1
	OK, unknown or diverse failures
	

	NOTE:
Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


R02 includes:
· 3GPP revised 29.122 which is available at http://ftp.3gpp.org//Specs/archive/29_series/29.122/29122-110.zip since Apr 27, 2018
· Major change is that id and scsAsId  are removed

· Error condition in the procedure

· Procedure revised based on ARC-2017-0060R02 which is latest baseline.
· For the clearly understanding, introduces resquest and response of API, e.g, request for DeviceTriggering, response to DeviceTriggering, notify on DeviceTriggeringDeliveryReportNotification because there is no DeviceTriggering Request, DeviceTriggering Response, DeviceTriggeringDeliveryReportNotification Request and DeviceTriggeringDeliveryReportNotification Response.

· Step1 ~ step 3a: same as R01.

 Step 3a shall not include deliveryResult attribute
· Step3b is for just acknowledgement using DeviceTriggering message which shall be included deliveryResult attribute with exception. This is silimar to Device Trigger Confirm at Diameter protocol which is Tsp interface.
· Step 4 is not revised.

· Step5 is new step for response to step3.

Because step 3b is optional and IN CSE needs to know result of the step 3a. The deliveryResult attribute is different between step 3b and step 5. 
The value for deliveryResult can be chosen among CONFIRMED, EXPIRED and UNCONFIRMED at step4. In step 5b, it is possible SUCCESS, UNKNOWN, FAILURE, EXPIRED. TERMINATE as defined at 3GPP TS 29.122
TS-0001 has clearly specified for the one of the values of trigerStatus is TRIGGER-DELIVERED at clause 9.6.49 for Resource Type triggerRequest. Without step 5, IN-CSE can not have a triggerStatus for TRIGGER-DELIVERED.
· Step6 is slightly revised an optionality of attribute based on TS 29.122

· Original Step 7 is removed. Because SCEP sends DeviceTriggeringDeliveryReportNotification to IN-CSE. In this case, IN-CSE does not need to respond due to same contents if IN-CSE response.

· Step7 ~ step 8: conceptullly no change
-----------------------Start of change 1-------------------------------------------
7.5.1
General Procedure for 3GPP Based Device Triggering
An IN-CSE may initiate a device trigger to an ASN/MN-CSE or ADN-AE hosted on a 3GPP UE to cause it establish a connection to the IN-CSE, enroll to a MEF, register to the IN-CSE, update its PoA, or perform a CRUD operation on a specified resource.  The IN-CSE may initiate the device trigger itself (implicit) or it may be initiated by a request that the IN-CSE receives from an AE (explicit).
Whenever the IN-CSE sends a device trigger to an ASN/MN-CSE or ADN-AE hosted on a 3GPP UE, the device triggering procedure as described in 3GPP TS 29.122 [5] shall be used as the basis for the procedures defined below.

This procedure supports an ASN/MN-CSE or ADN-AE that is hosted on a 3GPP UE that is directly connected to a 3GPP access network.
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Figure 7.5.1-1: General Procedure for Device Triggering 
Pre-condition

The UE that hosts the ASN/MN-CSE or ADN-AE is available to receive the device trigger using one of the connectivity establishment methods described in clause 6.
Step 1 (Optional): Request targeted to ASN/MN-CSE or ADN-AE
An AE may initiate a device trigger to an ASN/MN-CSE or ADN-AE explicitly by creating or updating a <triggerRequest> resource as specified at clause 9.6.49 in TS-0001. Alternatively, an AE may initiate a device trigger to an ASN/MN-CSE or ADN-AE implicitly by issuing a request to an IN-CSE that requires device triggering. For example, if an IN-CSE receives a request to perform a CRUD operation targeting an ASN/MN-CSE or ADN-AE hosted on a 3GPP UE that is not reachable by the IN-CSE, the IN-CSE may generate a trigger request.
Step-2: Determine if Device Triggering is required
The IN-CSE determines whether to send a device trigger to the targeted ASN/MN-CSE or ADN-AE.  Further details are provided in clause 8.3.3.2.1 of oneM2M TS‑0001 [1].

When IN-CSE receives oneM2M Request message, the IN-CSE shall replace to T8 API as defined in 3GPP TS 29.122 [5].

Step 3a: request for DeviceTriggering
The IN-CSE sends the DeviceTriggering message that contains information as specified in 3GPP TS 29.122 [5]. Such information shall include
:
· 
· 
· triggerReferenceNumber shall be set to a value determined by the IN-CSE and shall be different from all other triggers issued by this IN-CSE during the lifetime of this request or the triggerReference attribute of the <triggerRequest> resource
.
· tltrId is used to identify the trigger request.  It shall be assigned based on internal IN-CSE polices and shall be different from other tltrIds issued by this IN-CSE during the lifetime of this request.  Later, if the request needs to be recalled, this value will be used to reference the request that needs to be recalled.

· validityPeriod shall be set to either the triggerValidityTime attribute of the <triggerRequest> resource if the trigger request is initiated by an AE or
 otherwise by IN-CSE internal policies. 
· triggerPayload (if present) shall be configured as described in clause 8.3.3.2.1 of oneM2M TS 0001 [1] and clause 9.2.1 of TS-0004 [4]. An empty payload indicates that the targeted ASN/MN-CSE or ADN-AE shall re-establish connectivity with the IN-CSE
.
· The following information may be included:
· 
· priority may be set to either PRIORITY or NO_PRIORITY per internal IN-CSE policies and/or agreements between the Service Provider and MNO or  the triggerPriority attribute of the <triggerRequest> resource.

· applicationPortID may be set to triggerPortID 
attribute of the <triggerRequest> resource for the targeted ASN/MN-CSE or ADN-AE.
· notificationDestination may 
be configured with a URI that the SCEF can target Device Trigger notifications towards.  The value of this URI shall be based on internal IN-CSE policies or IN-CSE identifier.
· 
· requestTestNotification may be set to triggeRequestTestNotification of the <triggerRequest>

· websockNotifConfig may be set to triggeNotificationWebsocket of the <triggerRequest>


· General Exceptions:

· The SCEF is not reachable when IN-CSE tries to send DeviceTriggering message. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to ERROR_NSE_NOT_FOUND after a prior timeout period (IN-CSEcse local policy)



· 
· 
· 

Step 3b (Optional): response to DeviceTriggering

For the purpose of confirmation to process of Step 3a, the SCEF may send a DeviceTriggering message to the IN-CSE that contains information with a response status code to acknowledge for successfully processed as specified in 3GPP TS 29.122 [5] and shall be include the following information
. Otherwise HTTP status code is error.
· 
· triggerReferenceNumber shall be same value of triggerReferenceNumber at step 3a.
· validityPeriod shall be same value of validityPeriod as in the request at step 3a.set to either the triggerValidityTime attribute of the <triggerRequest> resource if the trigger request is initiated by an AE or otherwise by IN-CSE internal policies
· triggerPayload (if present) shall be same value as in the request at step 3a. 
· 
· tltrId shall 
be same value used in the request at step 3a.
· self shall be configured with a link to the resource created by the SCEF for the request. 
· deliveryResult shall be included in the HTTP response that indicate the one of the status for confirmation:  
· TRIGGERED: that request for device triggering request is accepted by the SCEF. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_TRIGGERED

· REPLACED: that request for device triggering message is accepted by the SCEF for replace of device triggering. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_REPLACED. 

· 
· EXPIRED: that the validity period expired before a SCEF starts to deliver the device triggering message. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_EXPIRED.
· UNCONFIRMED: that request for device triggering message is not confirmed to delivery. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_UNCONFIRMED.
The following information may be included:

· priority may be same value of priority 
as in the request at step 3a..
· applicationPortID may be same value of applicationPortID as in the request at step 3a.
· notificationDestination may be same value of notificationDestination as in the request at step 3a.
· 
· requestTestNotification may be same value of requestTestNotification as in the request at step 3a.
· 
· websockNotifConfig may be same value of websockNotifConfig as in the request at step 3a.
General Exceptions:

· The SCEF sends respon
se code in case of error. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_UNCONFIRMED
· Bad Request: If incorrect parameters include in the request, the SCEF shall send this response.
· Unauthorized: Upon receipt of the request from the IN-CSE, SCEF will check whether the IN-CSE is authenticated including authorization for authentication credentials to access services. If the authentication fails, the SCEF shall send this response.
· Forbidden: Upon receipt of the request from the IN-CSE, after authentication, the SCEF will check whether the IN-CSE is authorized to invoke services. If the authorization fails, the SCEF shall send this response.
· Not Found: If the resource URI is incorrect, the SCEF shall send this response.
· Conflict: The operation is not allowed given the current status of the resource. This response shall be used when the creation of a resource with an IN-CSE identifier and optional tltrId is requested and a resource with the same such identifiers already exists and has not been deleted; or the change cannot be made due to conflict with current state of the resource.
· Precondition Failed: When the IN-CSE advertises required features, the SCEF does not support at least one of the required features advertised by the IN-CSE. 

Step 4: Device Trigger Delivery procedure
The device trigger message shall be delivered to the UE hosting the ASN/MN-CSE or ADN-AE.
Step 5: response to DeviceTriggering
For the purpose of response to Step 3, the SCEP responds the DeviceTriggering message that contains information as specified in 3GPP TS 29.122 [5]. Such information shall be include:
· triggerReferenceNumber shall be same value of triggerReferenceNumber at step 3a.
· validityPeriod shall be same value of triggerValidity at step 3a. 
· triggerPayload (if present) shall be same valus as in the request at step 3a. An empty payload indicates that the targeted ASN/MN-CSE or ADN-AE shall re-establish connectivity with the IN-CSE.
· tltrId  shall be same value of tltrId as in the request at step 3a.
· self shall be configured with a link to the resource created by the SCEF for the request.
In case of skip processing Step 3b:
· deliveryResult shall be included in the HTTP response that indicate the one of the status for delivery:
· TRIGGERED: that request for device triggering request is accepted by the SCEF. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_TRIGGERED

· REPLACED: request for device triggering message is accepted by the SCEF for replace of device triggering. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_REPLACED. 

· EXPIRED: that the validity period expired to process the device triggering message. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_EXPIRED.

· UNCONFIRMED: that request for device triggering message is not confirmed to delivery. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_UNCONFIRMED
.

· SUCCESS
: that the device triggering delivery is successfully completed. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_DELIVERED.
· UNKNOWN: that indicates any unspecified errors.
· FAILURE: that this trigger encountered error during delivery or processing and is deemed permanently undeliverable. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_FAILED
· TERMINATE: that the delivery of the device action request is terminated by the IN-CSE
. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_TERMINATED.
In case of processing Step 3b:
· deliveryResult shall be included in the HTTP response that indicate the one of the status for delivery:

· SUCCESS: that the device triggering delivery is successfully completed. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_DELIVERED.

· UNKNOWN: that indicates any unspecified errors.
· FAILURE: that this trigger encountered error during delivery or processing and is deemed permanently undeliverable. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_FAILED
· EXPIRED: that the validity period expired to process the device triggering message. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_EXPIRED.

· TERMINATE: that the delivery of the device triggering request is terminated by the IN-CSE. In this case the IN-CSE shall update the triggerStatus attribute of the <triggerRequest> to TRIGGER_TERMINATED.

The following information may be included:

· priority may be same value of priority as in the request at 3a.
· applicationPortID may be same value of applicationPortID as in the request at step 3a.
· notificationDestination may be same value of notificationDestination as in the request at step 3a.
· requestTestNotification may be same value of requestTestNotification as in the request at step 3a.
· websockNotifConfig may be same value of websockNotifConfig as in the request at step 3a.
Step 6: report on DeviceTriggeringDeliveryReportNotification 

The SCEF sends a DeviceTriggeringDeliveryReportNotification message to report to the IN-CSE results of the trigger delivery outcome. This message is defined in 3GPP TS 29.122 [5] and shall include the following: 
· transactionId 
shall be configured with the identifier of the device triggering transaction resource.
· transaction shall be configured with a link to the related device triggering transaction resource to which this notification is related
· result 
shall be configured with the delivery status of the device triggerring.
The following information may be included:

· tltrId shall be same value as as in the request at step 3a.


Steps 7 (optional) and 8: IN-CSE Updates <triggerRequest> and Response to 1a or 1b
If device trigger was initiated by an AE via a <triggerRequest> resource, then IN-CSE may 
update triggerStatus attribute of <triggerRequest> resource. 
Step 9: ASN/MN-CSE or ADN-AE performs triger actions
If the trigger has no payload, the ASN/MN-CSE or ADN-AE shall re-establish connectivity with the IN-CSE. If the address of the IN-CSE is not known to the ASN/MN-CSE or ADN, .


Based on the type of trigger request received, the ASN/MN-CSE or ADN-AE performs the corresponding trigger actions such as establish connectivity with the IN-CSE, enrol with the MEF, register to the IN-CSE, update its PoA, or execute a CRUD request on a specified resource.

Further details are described in clause 8.3.3.2.1 of oneM2M TS‑0001 [1] and clause 9.2.1 of TS-0004 [4]  
-----------------------End of change 1---------------------------------------------



















CHECK LIST

· Does this Change Request include an informative introduction containing the problem(s) being solved, and a summary list of proposals.?
· Does this CR contain changes related to only one particular issue/problem?
· Have any mirror CRs been posted?
· Does this Change Request  make all the changes necessary to address the issue or problem?  E.g. A change impacting 5 tables should not include a proposal to change only 3 tables?Does this Change Request follow the drafting rules?
· Are all pictures editable?
· Have you checked the spelling and grammar?
· Have you used change bars for all modifications?
· Does the change include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change? (Additions of complete clauses need not show surrounding clauses as long as the proposed clause number clearly shows where the new clause is proposed to be located.)
· Are multiple changes in this CR clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.?
�This seems missing in the table below. It also seems like critical information


�There is no mention of the HTTP binding aspect of the message parameters in the onem2m text below.  


�We need to define the condition that the CSE uses to decide whether to send this to a SCEF or some other form of triggering.  This determination should be listed here, for when to send to the SCEF.


�Francisco  - I am not sure the meaning of this line here.





It seems to relate to either the explicit request or the implicit request, but in either case it seems related to the triggerPayload.


�This parameter list should be reordered so tht they appear in the same order they are listed in 29.122, for easy reading.


�This is not consistent with id in table 5.7.2.1.2-1 of 29.122.





Related, based on that table, there is no way to identify the device being targeted.


�Francisco – I do not see this defined in TS-0001 – I assume there will be a contribution for same.


�According to 29.122, it is hard to understand the difference between these values.





So we need to decide WHY we need them in oneM2M.


trigRefNum is mandatory, while tltrid is optional.





We should have a place to store the value generated by CSE in the <trigReq> resource (see below comment).


Then we need to decide why we need both?


�Appropriate request parameters.  We need to define order preference if multiple values are specified.


�We need to define the payload based on implicit request or explicit request.


�Francisco – I do not see this defined in TS-0001 – I assume there will be a contribution for same.


�Data type in 3GPP is “port”.  Therefore Trigger-Recipient-ID does not seem to fit.  However, just adding a triggerPortId attribute does not seem good either.





HOWEVER, this seems to be the only way to identify the targeted entity on the UE.  How do we reconcile this?


�I think for oneM2M, we want this to be a “shall”.





This is where the CSE wants notifications sent. Do we specify 





Is this supposed to be used with websocketConfig? We need to clarify (possibly 3GPP too.


�We should probably say nothing about this. I do not think we want to make this part of the <trigReq> resource. We are not trying to do a 1-to-1 mapping.





Perhaps a CSE can have a configuration procedure that ensures the SCEF can  communicate to the CSE, this test trigger can help.  Is that an implementation detail?


�Should not be part of <trigReq>


�Deleted here. Should probably say (Not Included) as part of step 3.


�Best to reorder to match the 3GPP table for better readability.


�The SCEF sends an “HTTP response with 201 Created” should be stated.


�This matches 3GPP definition, but not the one in the request above.


�All of the ‘shall’s in this response are requirements on the SCEF, not the CSE.  Therefore I am not sure that “shall” is appropriate. It is informational. I would probably not even look at them.





We should be highlighting what information we need to do something with.  For example, “self” .  What do we do with self?  Do we need it for other procedures?


�Does this mean that the SCEF may change the priority?  What do we do if that happens?


�For each of these exceptions, what should the CSE do?





Retry according to CSE policy?


Return “Not Found” or “Not Available” as response to 1a/b (8).





Are these CSE errors (Bad Request) or AE errors?





Who is Unauthorized? CSE or AE? What should the CSE do?


�What should we do?


�What is the difference between this and CONFIRMED?





What should the CSE do?  Will SCEF send CONFIRMED, and then another response SUCCESS (or something else)?


�Terminated by the IN-CSE or the CN?


�Same comments as above


�Is this the same value as “id”


�Shouldn’t we update the <triggerRequest>?


�Why not ‘shall’?


�What resource attribute?


�I believe that this attribute is not available at the AE/CSE.
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