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Introduction
TS-0001 defines the triggerPayloadSerialization attribute of the <triggerRequest> resource as 
“The type of serialization used to encode the trigger payload (i.e. XML, JSON or CBOR). This attribute may be configured by the Originator when the resource is created and may also be updated when performing a trigger replace procedure. If not specified by the Originator, the default is "JSON".”
As a result the Originator of the trigger is determining the serialization format of the oneM2M trigger payload of the trigger request that is sent by the IN-CSE to the AE or CSE trigger recipient.  This is not consistent with how the serialization format is determined for other requests initiated by a CSE.  

For other types of requests (e.g. notifications), a CSE checks the contentSerialization attribute of the targeted <AE> or <remoteCSE> to determine what serialization format(s) the AE or CSE supports and then uses a supported serialization format.  

This contributions proposes to use the contentSerialization of the <AE> or <remoteCSE>  of the targeted entity to determine the serializaiton format of the oneM2M trigger payload that is sent in a trigger request. Therefore, this contribution proposes to remove the triggerPayloadSerialization attribute from the <triggerRequest> resource.

-----------------------Start of change 1-------------------------------------------
9.6.49
Resource Type triggerRequest
The <triggerRequest> resource is used to initiate a device trigger request.  This resource type shall only be instantiated on an IN-CSE.
The successful creation of a <triggerRequesst> resource results in the IN-CSE initiating a trigger request to a targeted device (e.g. 3GPP UE).   A pending trigger request can be replaced with a new trigger request by updating the <triggerRequesst> resource.  A pending trigger request can be cancelled by deleting the <triggerRequesst> resource.  

The <triggerRequest> resource shall contain the child resource specified in table 9.6.49-1.
Table 9.6.49-1: Child resources of <triggerReqeust> resource 
	Child Resources of <trafficPattern>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See clause 9.6.8 of TS-0001


The <triggerRequest> resource shall contain the attributes specified in table 9.6.49-2.

Table 9.6.49-1: Attributes of <triggerRequest> resource
	Attributes of <triggerRequest>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See clause 9.6.1.3.

	resourceID
	1
	RO
	See clause 9.6.1.3.

	resourceName
	1
	WO
	See clause 9.6.1.3.

	parentID
	1
	RO
	See clause 9.6.1.3.

	creationTime
	1
	RO
	See clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See clause 9.6.1.3.

	expirationTime
	1
	RW
	See clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	Labels
	0..1 (L)
	RW
	See clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See clause 9.6.1.3.

	M2M-Ext-ID
	1
	WO
	M2M External Identifier of the device being triggered. See clause 7.1.8. 
This attribute shall be configured by the Originator when the resource is created. 

	Trigger-Recipient-ID
	1
	RW
	Trigger-Recipient-ID of the ASN/MN-CSE or ADN-AE that is hosted on the device being triggered. See clause 7.1.10. 

This attribute shall be configured by the Originator when the resource is created and may also be updated when performing a trigger replace procedure. See clause 8.3.3.2.2.

	triggerPurpose
	1
	RW
	The purpose of the trigger.  See clause 8.3.3.2.1. 

This attribute may be configured by the Originator when the resource is created and may also be updated when performing a trigger replace procedure. 
The allowed values are:
· establishConnection

· enrolmentRequest

· registrationRequest

· executeCRUD
If not specified by the Originator, the default is "establishConnection".

	
	
	
	



	triggerStatus
	1
	RO
	The status of the trigger request.  
The Hosting CSE shall control the value of this attribute.  

The following values are valid values.
· PROCESSING
· ERROR-NSE-NOT-FOUND
· TRIGGER-SUBMITTED
· TRIGGER-DELIVERED
· TRIGGER-FAILED


	triggerValidityTime
	0..1
	RW
	The time duration for which the trigger request is valid.   After this time expires, the trigger shall be recalled (i.e. cancelled) by the Hosting CSE.

This attribute may be configured by the Originator when the resource is created and may also be updated when performing a trigger replace procedure. See clause 8.3.3.2.2.

	triggerInfoAE-ID
	0..1
	RW
	When the triggerPurpose is “executeCRUD”, this attribute is mandatory otherwise it is not applicable. 

This attribute is configured with the AE-ID of the ASN/MN-AE that should perform the CRUD operation.  

When this attribute is configured, the trigger originator shall also configure the triggerInfoAddress, triggerInfoOperation and targetedResouceType attributes.  

	triggerInfoAddress
	0..1
	RW
	When the triggerPurpose is “executeCRUD”, this attribute is mandatory otherwise it is not applicable.

This attribute is configured with an unstructured CSE-Relative-Resource-ID of the resource that the ASN/MN-AE should perform the CRUD operation on.  
When this attribute is configured, the trigger originator shall also configure the triggerInfoAE-ID, triggerInfoOperation and targetedResouceType attributes.  

	triggerInfoOperation
	0..1
	RW
	When the triggerPurpose is “executeCRUD”, this attribute is mandatory otherwise it is not applicable.

This attribute is configured with the CRUD operation that the ASN/MN-AE should perform on the targeted resource specified by triggerInfoAddress.
When this attribute is configured, the trigger originator shall also configure the triggerInfoAE-ID, triggerInfoAddress and targetedResouceType attributes.  

	targetedResourceType
	0..1
	RW
	When the triggerPurpose is “executeCRUD”, this attribute is mandatory otherwise it is not applicable.

This attribute is configured with the resource type of the targeted resource specified by triggerInfoAddress.  

When this attribute is configured, the trigger originator shall also configure the triggerInfoAE-ID, triggerInfoAddress and triggerInfoOperation attributes.  


-----------------------End of change 1---------------------------------------------

-----------------------Start of change 2-------------------------------------------

10.2.15.2
Create <triggerRequest>

This procedure shall be used for creating a <triggerRequest> resource.

Table 10.2.15.2-1: <triggerRequest> CREATE

	<triggerRequest> CREATE 

	Associated Reference Point
	Mca, Mcc and Mcc

	Information in Request message
	All parameters defined in table 8.1.2-3 apply with the specific details for:

Content: The resource content shall provide the information as defined in clause 9.6.49.

	Processing at Originator before sending Request
	According to clause 10.1.2

	Processing at Receiver
	According to clause 10.1.2 with the following modifications:
The CSE shall: 
· The trigger payload sent in the Trigger request shall be serialized based on the contentSerialization attribute of the <AE> or <remoteCSE> resource of the targeted entity.  

· Determine which NSE to send the trigger request to.  The CSE may determine which NSE based on locally provisioned information or based on a DNS lookup of the M2M-Ext-ID. If an NSE cannot be determined, the IN-CSE sets the triggerStatus attribute to ERROR-NSE-NOT-FOUND.  Otherwise, the CSE sets the triggerStatus attribute to PROCESSING. 

· The CSE shall submit a trigger request to the appropriate NSE using the appropriate Mcn protocol.  The message shall contain information needed by the NSE to generate a trigger request for the corresponding underlying network.  For example, for a 3GPP trigger request the required information needed within the trigger request message is captured in TS-0026 [11].
· Upon receipt of trigger response(s) from the NSE, the CSE shall set the triggerStatus attribute of the <triggerRequest> resource.  If the CSE receives a confirmation from the NSE that the trigger was accepted, the CSE shall set the triggerStatus attribute to TRIGGER-SUBMITTED.  If the CSE receives an indication that the trigger request was successfully delivered, the CSE shall set the triggerStatus attribute to TRIGGER-DELIVERED.  If the CSE receives an indication that the trigger request was not accepted or the delivery was not successful, the CSE shall set the triggerStatus attribute to TRIGGER-FAILED.  



	Information in Response message
	According to clause 10.1.2

	Processing at Originator after receiving Response
	According to clause 10.1.2

	Exceptions
	According to clause 10.1.2

	


-----------------------End of change 2---------------------------------------------

-----------------------Start of change 3-------------------------------------------

8.3.3.2.1
Triggering procedure 
This case describes the scenario where IN-CSE targets an ASN/MN-CSE or ADN-AE for the Device Triggering request.

Figure 8.3.3.2.1-1 shows the general procedure for Device Triggering and, if required, for establishment of connectivity between an IN-CSE and the Field Node.
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NOTE 1:
The IN and M2M Device are assumed to be connected through the same Underlying Network.

NOTE 2:
The Device Triggering Handler is a functional entity that receives the device triggering request, and it is dependent on the Underlying Network. The Device Triggering Handler is out of scope of the present document.

Figure 8.3.3.2.1-1: General Device Triggering general Procedure
Pre-condition

The ASN/MN-CSE or ADN-AE which is the target of the device triggering may be registered with the IN-CSE, or the IN-CSE may be provisioned with the information necessary to send a trigger to the ASN/MN-CSE or ADN-AE, or an AE can provide the necessary information to the IN-CSE via an AE device trigger request.
Step-1 (Optional): Request to the targeted ASN/MN-CSE or ADN-AE
An AE may issue a device trigger request to an ASN/MN-CSE or ADN-AE by creating or updating a <triggerRequest> resource hosted on an IN-CSE. Alternatively, an IN-CSE may initiate a device trigger request to an ASN/MN-CSE or ADN-AE.  For example, if an IN-CSE receives an AE request to perform a CRUD operation targeting an ASN/MN-CSE or ADN-AE that is not reachable by the IN-CSE, the IN-CSE may generate a trigger request.  
Step-2: Determine if Device Triggering is required
The IN-CSE determines whether or not to send a device trigger to the targeted ASN/MN-CSE or ADN-AE by performing the following ASN/MN-CSE or ADN-AE registration and trigger enable checks.  

· If the ASN/MN-CSE or ADN-AE is not registered to the IN-CSE and the purpose of the trigger is to have the ASN/MN-CSE or ADN-AE register to the IN-CSE or enrol to a MEF, then the IN-CSE sends a trigger request without checking whether trigger functionality is enabled for the ASN/MN-CSE or ADN-AE.  If the ASN/MN-CSE or ADN-AE is already registered and the purpose of the trigger is to have the ASN/MN-CSE or ADN-AE register to the IN-CSE or enrol to a MEF, then the IN-CSE shall not send a trigger request.

· If the purpose of the trigger is to have the ASN/MN-CSE or ADN-AE establish a connection, update its PoA, or perform a CRUD operation, then the IN-CSE shall first checks whether the ASN/MN-CSE or ADN-AE is registered to the IN-CSE.  If the ASN/MN-CSE or ADN-AE is not registered, then the IN-CSE shall not perform the trigger. If registered, the IN-CSE shall check whether the triggerEnable attribute of the corresponding ASN/MN-CSE’s <remoteCSE> or ADN-AE’s <AE> resource is “TRUE”.  If triggerEnable is “TRUE” the IN-CSE shall send a trigger request to the ASN/MN-CSE or ADN-AE.       
Step-3: Underlying network selection

The IN-CSE selects the Underlying Network and the mechanism to deliver the triggering request to the Underlying Network according to the configuration for connected Underlying Networks.

For example, for 3GPP access network IN-CSE may use Tsp, Tsms and GSMA OneAPI; and for 3GPP2 access networks IN-CSE may use Tsp and SMS. However the preferred mechanism is Tsp.

Step-4: Device Triggering request

IN-CSE issues the device triggering request to the selected Underlying Network.

NOTE 1:
The Underlying Network dependent Device Triggering procedure for 3GPP and 3GPP2 systems are described in [15] and Annex C respectively.

Some information provided to the selected Underlying Network for performing device triggering includes:

· M2M-Ext-ID associated with the target ASN/MN-CSE or ADN-AE of the triggering request (see clause 7.1.8).

· Trigger-Recipient-ID associated with the target ASN/MN-CSE or ADN-AE (see clause 7.1.10). For example, when 3GPP Underlying Network is used this identifier could map to Application-Port-ID. If there are multiple ADN-AE’s on the node, then they shall use different Trigger-Recipient-ID’s.
· IN-CSE ID which could be used by the Underlying Network to authorize the IN-CSE for device triggering.

· Optional Trigger Payload which includes a triggerPurpose, and   additional payload fields.

· The triggerPurpose field may take the following values 
· establishConnection – The ASN/MN-CSE or ADN-AE shall interpret this as a request to establish a connection and, if the address of the <remoteCSE> (triggerInfo Address) is present in the payload, refresh its PoA
· enrolmentRequest – The ASN/MN-CSE or ADN-AE shall interpret this as a request to enroll with a MEF.
· registrationRequest – The ASN/MN-CSE or ADN-AE shall interpret this as a request to register with a MN/IN-CSE.
· executeCRUD – The ASN/MN-CSE or ADN-AE shall interpret this as a request to execute a particular CRUD operation. When the trigger recipient is an ASN/MN-CSE, the payload shall indicate which Registree AE of the ASN/MN-CSE is being asked to perform the CRUD operation.  The MN/ASN-CSE checks the <AE> resource corresponding to the AE-ID of the ASN/MN-AE that was provided in the trigger payload.  It checks if there is a <subscription> to the <AE> resource.  It then checks if the eventType attribute of the <subscription> resource indicated that the subscription is for a trigger.  If yes, then the MN/ASN-CSE creates the notification and includes the trigger payload in the content of the notification.  The notification is sent to the AE and the AE creates a new CRUD request to the IN-CSE as a result of the trigger.  It is assumed that an AE, who is targeted with this type of trigger has subscribed to its <AE> resource and is provisioned to know how to interpret the payload content. The CRUD operation shall be performed by the Registree AE as governed by rules and constrains detailed in Note 5. When the trigger payload indicates that an ASN/MN-AE is being asked to perform a CRUD operation, its RegistrarSN/MN-CSE may establish connectivity with the IN-CSE immediately or it may postpone establishing connectivity with the IN-CSE until the ASN/MN-AE initiates a CRUD request.
· Depending on the triggerPurpose field, the rest of the trigger payload may contain: 
· When the triggerPurpose field is set to “establishConnection”, the payload contains the resource address of the <remoteCSE> or <AE> where the PoA needs to be updated (triggerInfoAddress).  If triggerInfoAddress is not provided, the ASN/MN-CSE or ADN-AE assumes that the PoA on its Registrar CSE does not need to be updated.
· When the triggerPurpose field is set to “enrolmentRequest”, the payload contains the resource address (triggerInfoAddress) of the <MEFBase> that the ASN/MN-CSE or ADN-AE should enroll to, the supported protocol bindings that may be used when contacting the <MEFBase> and the port number that should be used for each binding.
· When the triggerPurpose field is set to “registrationRequest”, the payload contains the resource address (triggerInfoAddress) of the <cseBase> that the ASN/MN-CSE or ADN-AE should register to, the supported protocol bindings that may be used when contacting the <cseBase> and the port number that should be used for each binding.
· When the triggerPurpose field is set to “executeCRUD”, the payload provides: the type of CRUDN operation (triggerInfoOperation), the address of the resource that the operation should be performed on(triggerInfoAdress) and the resource type (targetedResourceType). If the trigger recipient is an ASN/MN-CSE, the trigger payload also provides the identity of the ASN/MN-AE that is to perform the CRUD operation (triggerInfoAeId).

NOTE 2:
The M2M-Ext-ID may be pre-provisioned at the IN-CSE along with the associated CSE-ID or AE-ID, or may be sent at registration, or provided to the IN-CSE by an AE via a trigger request (see clause 7.1.8).

NOTE 3:
The above Trigger-Recipient-ID may be pre-provisioned at the IN-CSE along with the associated M2M-Ext-ID, or may be sent at registration, or provided to the IN-CSE by an AE via a trigger request (see clause 7.1.10).
NOTE 4:
It is left to Stage 3 to develop the bit encoding for the triggerPurpose and the rest of the payload fields.
NOTE 5: The following defaults shall be used by the trigger recipient to construct the operation requested via executeCRUD:
NOTE 6: The trigger payload sent in the Trigger request shall be serialized based on the contentSerialization attribute of the <AE> or <remoteCSE> resource of the targeted entity.   

· All triggered CRUD operations are non-blocking, with nonBlockingRequestSynch responses.
· Operation, To, Resource type (if mandatory): set as directed by the triggerInfoOperation, triggerInfoAddress, and targetedResourceTypes fields in the trigger payload.
· Event Category – set to “immediate”
· Delivery Aggregation – set to “aggregation off”
· From, Request Identifier, Originating timestamp Request Expiration, Result Expiration, Operational Execution Time, Result Persistence – set as per existing local policies.
· All other parameters are Not Present (NP)
Step-5: Underlying Network Specific Device Triggering procedure

Device Triggering processing procedure is performed between the Underlying Network and the target Node.

Step-6: Device Triggering response

The IN-CSE receives a response for the Device Triggering request via the Mcn reference point.

Step-7: ASN/MN-CSE or ADN-AE Receives Device Trigger
If the trigger had no optional trigger payload, the ASN/MN-CSE or ADN-AE assumes that the purpose of the trigger is to cause the ASN/MN-CSE or ADN-AE to establish connectivity with the IN-CSE.  In this case, the address of the IN-CSE is already known to the ASN/MN-CSE or ADN-AE.

If the trigger has an optional trigger payload, the ASN/MN-CSE or ADN-AE uses the triggerPurpose to determine the appropriate action and perform the necessary steps.
Step-8: Perform Trigger Actions
Based on the type of trigger request received, the ASN/MN-CSE or ADN-AE performs the corresponding trigger actions such as establish connectivity with the IN-CSE, enrol with the MEF, register to the IN-CSE, update its PoA, or execute a CRUD request on a specified resource.
-----------------------End of change 3---------------------------------------------
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