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Introduction

NIDD Configuration procedure requires the externalID of the node/UE to perform the NIDD configuration over T8 interface and the underlying network.

Currently, TS-0026 suggests using the deviceIdentifier attribute of <serviceSubscribedNode> resource to represent the externalID of the M2M node or UE. The deviceIdentifier attribute of <serviceSubscribedNode> resource is represented as an unique identifier for the device such as IMEI, serial number, a UUID, etc, whereas the M2M-Ext-ID/externalID is assigned to a M2M node belonging to ASN/MN-CSE or ADN-AE residing on a UE. 
However, nodeID attribute of <serviceSubscribedNode> represents the Id of the M2M node hosting the ASN/MN-CSE or ADN-AE.
This contribution proposes to configure the M2M-Ext-ID/externalID value in the nodeID attribute of <serviceSubscribedNode> instead of deviceIdentifier attribute.  

Note - Using the nodeID instead of the deviceIdentifier was discussed in TP35 in a joint ARC/PRO session and consensus was reached that the data type of the nodeID is compatible to be used for an M2M-Ext-ID while the data type of deviceIdentifier is not.  

---------------------------------------- Start of Change 1--------------------------------------------------
7.1.1.1 
SCEF Configuration for NIDD
The SCEF NIDD API supports an NIDD Configuration procedure that may be used by the IN-CSE to inform the SCEF that it expects Non-IP Data from a UE hosting an MN-CSE, ADN-AE, or ASN-CSE.  Figure 7.1.1.1-1 illustrates this procedure.  If the NIDD Configuration procedure is performed, the IN-CSE should perform the procedure before a UE attaches and attempts to establish a Non-IP PDN connection to the SCEF.       
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Figure 7.1.1.1-1: NIDD Configuration Request 
Pre-conditions:

The IN-CSE is configured with the M2M-Ext-ID of a UE and an indication that the ASN/MN-CSE or ADN-AE hosted on this UE uses NIDD to exchange oneM2M primitives with the IN-CSE.  This information is configured in the nodeID  and niddRequired attributes of the <serviceSubscribedNode> resource corresponding to the UE.

There is a relationship in place between the Service Provider and MNO allowing the IN-CSE to perform NIDD Configuration Requests to the underlying 3GPP network.  The method for establishing this relationship is outside the scope of the present document.

Step 1: IN-CSE determines to issue NIDD Configuration Request

If the niddRequired attribute of a <serviceSubscribedNode> resource associated with a UE hosting an ASN/MN-CSE or ADN-AE is set to TRUE, then the IN-CSE shall issue a NIDD Configuration Request to the proper SCEF.  

Step 2 (Optional): DNS Query/Response

To determine which SCEF to contact, an IN-CSE may determine the IP address(es)/port(s) of the proper SCEF by performing a DNS query using the M2M-Ext-ID of the UE hosting the ASN/MN-CSE or ADN-AE.  This M2M-Ext-ID shall be configured in the nodeID attribute of the <serviceSubscribedNode> resource associated with the UE.  Alternatively, an IN-CSE may use a pre-configured SCEF identifier.  The method for pre-configuring a SCEF identifier into the IN-CSE is outside the scope of the present document.

Step 3: NIDD Configuration Request

The IN-CSE issues a NIDD Configuration Request for a particular ASN/MN-CSE or ADN-AE hosted on a UE. The fields of the API are populated as follows.

· externalId  shall be set to the M2M-Ext-ID of the UE hosting the targeted ASN/MN-CSE or ADN-AE.

· scsAsId shall be set to a value that is prearranged between the Service Provider and MNO.

· notificationDestination shall be set to a URI of the IN-CSE that the SCEF will deliver MO NIDD data to.
· tltrId is used to identify the NIDD Configuration Request.  It shall be assigned based on internal IN-CSE policies and shall be different from other tltrIds issued by this IN-CSE during the lifetime of this request.  The tltrId is also used in NIDD Configuration Update or Cancel requests.
· duration specifies the lifetime of the NIDD Configuration and shall be set per SLA between the Service Provider and MNO. The SCEF may change the NIDD Duration value.
· pdnEstablishmentOption may be used to indicate the IN-CSE’s default preference for how the SCEF should process a MT NIDD Submit Request from the IN-CSE if the UE has not yet established a Non-IP PDN connection to the SCEF.   This value shall be set based on SLA with the MNO.
· reliableDataService shall be set to TRUE or FALSE to indicate that Reliable Data Service is enabled or disabled based on IN-CSE preferences.  
· rdsPorts shall be set to the source and destination ports used for MO and MT NIDD between the IN-CSE and the ASN/MN-CSE or ADN-AE hosted on the UE.  This field shall be set if reliableDataService is set to TRUE.

Step 4: Process NIDD Configuration Request

The SCEF processes the request. 

Step 5: NIDD Configuration Response

The SCEF responds with a 201 CREATED indicating the request was accepted.  The message includes the following information.

· id is a SCEF-chosen identifier for this NIDD Configuration. 

· tltrid is present if it was present in the NIDD Configuration request and is set to the same value.
· maximumPacketSize is set to the maximum supported NIDD packet size that can be transferred to the UE by the SCEF.  This value is configured by the SCEF per SLA with the MNO.
· reliableDataService indicates if the Reliable Data Service is enabled or not
· status is set to a value that indicates the NIDD configuration status (e.g. ACTIVE)

· self is configured with a link to the resource created by the SCEF for the request 

If the response indicates that the request was accepted, the IN-CSE shall use the maximumPacketSize as a limit on the maximum size MT NIDD Submit Request it shall initiate towards the corresponding UE specified in the NIDD Configuration Request.  
Step 6 (Optional): NIDD Configuration Delete Request

If the IN-CSE detects that an ASN/MN-CSE or ADN-AE hosted on a UE de-registers or the <serviceSubscribedNode> niddRequired attribute is updated to FALSE, then the IN-CSE shall issue a NIDD Configuration Delete Request for the UE. The fields of the API are populated as follows.

· id shall be set to the id value assigned and returned to the IN-CSE in the NIDD Configuration response corresponding to the UE.
· externalId  shall be set to the M2M-Ext-ID of the UE hosting the targeted ASN/MN-CSE or ADN-AE.

· scsAsId shall be set to a value that is prearranged between the Service Provider and MNO.

· tltrId is configured with the same tltrId from the NIDD Configuration request.
Step 7 (Optional): Process NIDD Configuration Delete Request

The SCEF processes the request. 

Step 8 (Optional): NIDD Configuration Delete Response

The SCEF responds with a 204 NO CONTENT that indicates the NIDD Configuration was cancelled.
---------------------------------------- End of Change 1---------------------------------------------------
© 2018 oneM2M Partners
                                                                                                   Page 5 (of 5)



[image: image2.png]9. NIDD Configuration
Delete Response
5. NIDD Configuration
Response
Mca
3GPP UE
(ASN/MN-CSE or ADN-AE)
3GPP Network
Entities
3GPP
SCEF
DNS
SCS
(IN-CSE)
Mcn
2. DNS Query /
Response
3. NIDD Configuration
Request
4. Process NIDD Configuration Request
1.
IN
-
CSE determines to
Issue NIDD Configuration
Request
IN-AE
Mcc
6.
IN
-
CSE determines to
Issue NIDD Configuration
DELETE Request
7. NIDD Configuration
Delete Request
8. Process NIDD Configuration 
Delete Request
.
.
.



