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Introduction
This CR proposes to correct values of supportedFeatures described in TS-0026 Section 7.4 Monitoring events API. 
supportedFeatures are negotiated seperately for each API. For each of the APIs, the applicable list of features is contained in the related API definition. The table below defines the features applicable to the Monitoring events API described in 3GPP TS29.122.
In section 7.4.5 Detecting Change of IMSI-IMEI(SV) Association, supportedFeatures shall be set to a string value of “4” indicating support for Change of IMSI/IMEI Association notifications, however, the value is set to “1”. In section 7.4.7 Location Reporting, supportedFeatures shall be set to a string value of “3” indicating support for Location Reporting notifications, however, the value is set to “5”.

Table: Features used by MonitoringEvent API

	Feature Number
	Feature
	Description

	1
	Loss_of_connectivity_notification
	The SCS/AS is notified when the 3GPP network detects that the UE is no longer reachable for signalling or user plane communication

	2
	Ue-reachability_notification
	The SCS/AS is notified when the UE becomes reachable for sending either SMS or downlink data to the UE

	3
	Location_notification
	The SCS/AS is notified of the current location or the last known location of the UE

	4
	Change_of_IMSI_IMEI_association_notification
	The SCS/AS is notified when the association of an ME (IMEI(SV)) that uses a specific subscription (IMSI) is changed

	5
	Roaming_status_notification
	The SCS/AS is notified when the UE's roaming status changes

	6
	Communication_failure_notification
	The SCS/AS is notified of communication failure events

	7
	Availability_after_DDN_failure_notification
	The SCS/AS is notified when the UE has become available after a DDN failure

	8
	Number_of_Ues_in_an_area_notification
	The SCS/AS is notified the number of Ues present in a given geographic area

	9
	Notification_websocket
	The delivery of notifications over Websocket is supported according to subclause 5.2.5.4. This feature requires that the Notification_test_event featute is also supported.

	10
	Notification_test_event
	The testing of notification connection is supported according to subclause 5.2.5.3.

	11
	Subscription_modification
	Modifications of an individual subscription resource.


-----------------------Start of change 1-------------------------------------------
7.4.5
Detecting Change of IMSI-IMEI(SV) Association 
The 3GPP SCEF Event Monitoring functionality described in 3GPP TS 29.122 [5] supports an API that allows the IN-CSE to be informed when the SIM card of one physical device is placed in another physical device.  This condition is detected by the underlying 3GPP network when the association between the International Mobile Subscriber Identity (IMSI) and International Mobile Equipment Identity (IMEI/IMEISV) changes.

An IN-CSE may request to receive notifications from an underlying 3GPP network when the association between the IMSI and IMEI(SV) changes for a given UE that hosts one or more ASN/MN-CSEs or ADN-AEs registered to the IN-CSE.  Based on this notification, the IN-CSE may then ignore incoming requests from these ASN/MN-CSEs or ADN-AEs.
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Figure 7.4.5-1: Change of IMSI-IMEI(SV) Association Monitoring Request and Notification
Pre-conditions:

There is a relationship in place between the IN-CSE and MNO allowing the IN-CSE to request notifications for IMSI-IMEI(SV) association changes. 
An ASN/MN-CSE or ADN-AE registers with the IN-CSE and configures the M2M-Ext-ID attribute of its <remoteCSE> or <AE> resource. The IN-CSE examines the M2M-Ext-ID and recognizes that it is associated with an MNO that it has a relationship with.  The relationship allows the IN-CSE to request notifications when the device’s IMSI-IMEI(SV) association changes.
Step 1: IN-CSE requests notification for changes in IMSI-IMEI(SV) association

The IN-CSE determines whether it wants a notification if the IMSI-IMEI(SV) association of a particular UE hosting one or more ASN/MN-CSEs or ADN-AEs changes.  This determination may be based on whether the IN-CSE has an established relationship with the underlying 3GPP network operator that supports this capability and provisioned policies.
Step 2: Monitoring Event Subscription Request

The IN-CSE sends a request to be notified when the device’s IMSI-IMEI(SV) association changes.  The Monitoring Event Subscription Request contains information as specified in 3GPP TS 29.122 [5]REF REF_3GPPTS23682 \h  which includes the following:

· An HTTP POST method shall be used
· URI shall be set to {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/.  The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies. 

· The request payload shall include a MonitoringEventSubscription data structure as specified in 3GPP TS 29.122 [5] with the following attributes:

· externalId shall be set to the M2M-Ext-ID of the UE. 

· notificationDestination shall be set to a URI that the SCEF can target Change of IMSI/IMEI Association notifications towards.  The value of this URI shall be based on internal IN-CSE policies.

· monitoringType shall be set to CHANGE_OF_IMSI_IMEI_ASSOCIATION
· supportedFeatures shall be set to a string value of “4” indicating support for Change of IMSI/IMEI Association notifications.

· maximumNumberOfReports is optional and may be set to a maximum number of event reports to be generated by 3GPP network entities e.g. HSS or MME/SSGN.  If used, the IN-CSE shall configure this time based on Service Provider and MNO policies.
· monitorExpireTime is optional and may be set to an absolute time at which the monitoring event request is considered to expire.  If used, the IN-CSE shall configure this time based on Service Provider and MNO policies.
· maximumDetectionTime shall be set per IN-CSE pre-provisioning. This value should be set to a value that is longer than the length of time of inactive communications as configured in the <schedule> resource 
· associationType shall be set to IMEI or IMEISV.  The type that is used is based on IN-CSE policies which may be based on the relationship between the Service Provider and MNO
· msisdn, ipv4Addr, ipv6Addr, externalGroupId, requestTestNotification, websockNotifConfig, groupReportGuardTime, maximumLatency and maximumResponseTime are not supported by the present document and shall not be included.
Step 3: Process Monitoring Event Subscription Request

The SCEF processes the Monitoring Event Subscription request together with 3GPP network entities.

Step 4: Monitoring Event Subscription Response

The SCEF sends a Monitoring Event Subscription Response message to the IN-CSE to acknowledge acceptance of the Monitoring Event Subscription Request.
The message includes the following information.

· A response code of 201 CREATED 
· The URI of the Monitoring Event Subscription resource created by the SCEF. The URI is returned in the HTTP Location header with a format of {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/{subscriptionId}. The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies.  The {subscriptionId} segment is configured by the SCEF.
· The response payload will include a MonitoringEventSubscription data structure as specified in 3GPP TS 29.122 [5] that includes the attributes present in the request along with the following additional attributes:
· self is configured with a URI to the resource created by the SCEF for the request 

· monitoringEventReport may be included if a monitoring event report is available.

See clause 8.3 for a list of possible error scenarios and error handling options for the IN-CSE.

Step 5: Detect change in IMSI-IMEI(SV) association 

The underlying 3GPP network entities monitor and detect a IMSI-IMEI(SV) association change and reports Monitoring Event Report to SCEF .

Step 6: Monitoring Notification report 

When the SCEF receives information of status change on IMSI-IMEI(SV) association, the SCEF sends a Monitoring Notification to the corresponding notificationDestination  of the IN-CSE that was configured in the Monitoring Event Subcription Request and that contains information as specified in 3GPP TS 29.122 [5]. 
Otherwise, the MonitoringNotification message is sent with appropriate information in accordance with the monitoringType.
The Montoring Notification report for CHANGE_OF_IMSI_IMEI_ASSOCIATION includes: 
· An HTTP POST method is used
· URI is set to {notification_uri}.  The {notification_uri} is configured by the IN-CSE in the Monitoring Event Subscription Request at step 2.    
· The request payload will include a MonitoringNotification data structure as specified in 3GPP TS 29.122 [5] with the following attributes:
· subscription configured with a URI to the subscription resource for which this notification corresponds to
· configResults is used for group-based monitoring and shall be ignored by the IN-CSE if present since group-based monitoring is not supported by the present document.

· cancelind shall be ignored by the IN-CSE if present since it is not supported by the present document
· monitoringEventReports configured with one or more Loss of Connectivity monitoring reports wherein each report includes the following fields as defined in 3GPP TS 29.122 [5]:
· externalIDs configured with one or more externalID that will be configured with the same value of M2M-Ext-ID of the UE as step 2.
· monitoringType configured with CHANGE_OF_IMSI_IMEI_ASSOCIATION

· associationType configured with IMSI-IMEI or IMSI-IMEISV
Step 7: Monitoring Notofication Response 

After receiving a Change of IMSI-IMEI Association Monitoring Event Notification, the IN-CSE returns a response having a response code of 204 NO CONTENT. 

Step 8: Process Notification 

The IN-CSE shall stop servicing requests from any ASN/MN-CSEs or ADN-AEs having an M2M-Ext-ID matching the one indicated in the report.   To block these requests, the IN-CSE may tear down any active security associations (e.g. D/TLS sessions) between the IN-CSE and these ADN-AEs or ASN/MN-CSEs.  In addition, the IN-CSE may also deny new security association establishment requests from any ADN-AEs or ASN/MN-CSEs that have an M2M-Ext-ID matching the one indicated in the report until the restriction is removed via administrative means which are outside the scope of the present document.
Step 9 (Optional): IN-CSE sends request to SCEF to delete Monitoring Event Subscription 
The IN-CSE sends a DELETE request targeting the URI of the subscription resource corresponding to this Monitoring Event Subscription.  This step may be triggered by IN-CSE when a ADN-AE(s) or ASN/MN-CSE hosted on the UE de-registers from the IN-CSE or when the networkCoordinated attribute of the <schedule> resource affiliated with an ADN-AE or ASN/MN-CSE hosted on a UE is set to FALSE.
The request is configured as follows.

· An HTTP DELETE method shall be used
· URI shall be set to {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/{subscriptionId} which is identical to step 2.  The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies. The {subscriptionId} corresponds to the one configured by the SCEF and returned to the IN-CSE when the MonitoringEventSubscription was created.

· The request shall not contain a payload
Step 10 and 11 (Optional): Monitoring Event Subscription Delete Request Handling in the Underlying Network.

The SCEF handles the request to delete Monitoring Event Subscription together with the 3GPP network entities. The SCEF responds to the IN-CSE with a response code of 204 NO CONTENT to acknowledge the Monitoring Event Subscription has been deleted.
-----------------------End of Change 1 ---------------------------------------------

-----------------------Start of change 2-------------------------------------------
7.4.7
Location Reporting
7.4.7.1 Introduction 
The 3GPP location monitoring feature supports reporting the current location of a UE as well as the last known location of UE.  This clause provides details on how the IN-CSE’s oneM2M <locationPolicy>, <container> and <contentInstance> resources are used to interwork with the T8 API and provide location monitoring capability for an ASN/MN-CSE or ADN-AE hosted on a 3GPP UE. To interwork the 3GPP location reporting functionality with oneM2M, the <locationPolicy>, <container> and <contentInstance> resources and corresponding procedures are used.  
7.4.7.2 Location updating triggered by retrieval
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Figure 7.4.7.2-1: Location updating triggered by retrieving
Step 1: Request for creation of <locationPolicy>
The IN-AE sends a < locationPolicy> create request which shall include  following parameters as described in 3GPP TS29.122[5]:
· locationSource shall be set to Network Based.
· locationUpdatePeriod shall not be present or set to 0.
· locationTargetID shall be set to the M2M-Ext-ID of the targeted UE hosting an ASN/MN-CSE or ADN-AE.
· locationServer shall not be present.

· locationContainerID shall not be present.
· locationInformationType shall be set to position fix.
· retrieveLastKnownLocation shall be configured with either TRUE or FALSE based on the requirements of the IN-AE. 
· locationUpdateEventCriteria shall not be present.
Step 2:  Responds to creation <locationPolicy>
IN-CSE shall create the <locationPolicy> resource and corresponding <container> resource for storing location information based on the procedure specified in clause 10.2.9 of oneM2M TS-0001[1]. 
Step 3: Retrieve Request for <latest>
The IN-AE sends a RETRIEVE request to the <latest> child resource of the <container> resource linked to the to <locationPolicy> created in Step 2.
Step 4: Request Monitoring Event Subscription to get Current Location
The IN-CSE checks the locationSource attribute of the <locationPolicy> resource that is linked to the <container> targeted by the RETRIEVE request in Step 3.  If the locationSource attribute is set to Network Based and the locationUpdatePeriod attribute is set to zero or NULL, then the IN-CSE shall request a Monitoring Event Subscription to get current location to the SCEF. The Monitoring Event Subscription request shall contain the following information as specified in 3GPP TS 29.122 [5].
· An HTTP POST method shall be used
· URI shall be set to {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/.  The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies. 

· The request payload shall include a MonitoringEventSubscription data structure as specified in 3GPP TS 29.122 [5] with the following attributes:

· externalId shall be set to the locationTargetID. 

· notificationDestination shall be set to a URI that the SCEF can target Location Reporting notifications towards.  The value of this URI shall be based on internal IN-CSE policies.
· monitoringType shall be set to LOCATION_REPORTING
· supportedFeatures shall be set to a string value of “3” indicating support for Location Reporting notifications.

· maximumNumberOfReports is optional and may be set to a maximum number of event reports to be generated by 3GPP network entities e.g. HSS or MME/SSGN.  If used, the IN-CSE shall configure this time based on Service Provider and MNO policies.
· monitorExpireTime is optional and may be set to an absolute time at which the monitoring event request is considered to expire.  If used, the IN-CSE shall configure this time based on Service Provider and MNO policies.
· locationType shall be set to CURRENT_LOCATION

· accuracy shall be set set by the IN-CSE (e.g. CGI_ECGI, ENODEB, TA_RA, PLMN or TWAN_ID)
· maximumDetectionTime shall be set per IN-CSE pre-provisioning. This value should be set to a value that is longer than the length of time of inactive communications as configured in the <schedule> resource 
· msisdn, ipv4Addr, ipv6Addr, externalGroupId, requestTestNotification, websockNotifConfig, groupReportGuardTime, maximumLatency, maximumResponseTime are not supported by the present document and shall not be included.
Steps 5: Process Monitoring Event Subscription to get Current Location
The SCEF handles request for  Monitoring Event Subscription togather with 3GPP network entities based on the procedure defined in 3GPP TS 29.122 [5].

Step 6: Response to Monitoring Event Subscription for Current Location
The SCEF sends a Monitoring Event Subscription Response message to the IN-CSE to acknowledge acceptance of the Monitoring Event Subscription Request.
The message includes the following information.

· A response code of 201 CREATED 
· The URI of the Monitoring Event Subscription resource created by the SCEF. The URI is returned in the HTTP Location header with a format of {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/{subscriptionId} which is identical to step 4. The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies.  The {subscriptionId} segment is configured by the SCEF.
· The response payload will include a MonitoringEventSubscription data structure as specified in 3GPP TS 29.122 [5] that includes the attributes present in the request along with the following additional attributes:
· self is configured with a URI to the resource created by the SCEF for the request 

· monitoringEventReport may be included if a monitoring event report is available.

See clause 8.3 for a list of possible error scenarios and error handling options for the IN-CSE.

Step 7: Detect Current Location of UE 

The 3GPP network entities detect the current location of UE and the SCEF receives a Monitoring Event Report for the location of UE.
Step 8: SCEF sends Monitoring Notification Report to IN-CSE
When the SCEF receives a current location information from the 3GPP network entities, the SCEF sends Monitoring Notification Report to the IN-CSE that contains information as specified in 3GPP TS 29.122 [5]. Otherwise, the MonitoringNotification message is sent with appropriate information in accordance with the monitoringType.
The Monitoring Notification report for LOCATION_REPORTING for current location shall include: 
· An HTTP POST method is used
· URI is set to {notification_uri}.  The {notification_uri} is configured by the IN-CSE in the Monitoring Event Subscription Request.    
· The request payload will include a MonitoringNotification data structure as specified in 3GPP TS 29.122 [5] with the following attributes:
· subscription configured with a URI to the subscription resource for which this notification corresponds to
· configResults is used for group-based monitoring and shall be ignored by the IN-CSE if present since group-based monitoring is not supported by the present document.

· cancelind shall be ignored by the IN-CSE if present since it is not supported by the present document
· monitoringEventReports configured Location Reporting monitoring report(s) wherein a report includes the following fields as defined in 3GPP TS 29.122 [5]:

· externalID configured with  the same value of M2M-Ext-ID of the UE as step 4.
· monitoringType configured with LOCATION_REPORTING
· locationInfo configured with the UE’s current location information (e.g. ageOfLocationInfo, cellId, enodeBId, routingAreaId, trackingAreaId, plmmId and twanId)
Step 9: Response to Monitoring Notification for Current Location
After receiving a Monitoring Notification for current location, the IN-CSE returns a response having a response code of 204 NO CONTENT. 

Steps 10 and 11: Current Location Event Notification Handling at the IN-CSE 
The IN-CSE shall create a new <contentInstance> child resource of the <container> targeted by the RETRIEVE request in Step 3.  The IN-CSE shall store the UE’s current location in this <contentInstance> and send the retrieve response for <latest> which is contains the current location to the IN-AE. The response shall include the newly created <contentInstance>.  

Step 12: Request for 2nd attempt Monitoring Event Subscription to get Last Known Location 

If the Monitor Indication in Step 6 indicates a failure, then the IN-CSE shall send a Monitoring Event Subscription to the SCEF to get the last known location if the retrieveLastKnownLocation attribute of the <locationPolicy> is set to TRUE.  The Monitoring Event Subscription request shall contain the following information as specified in 3GPP TS 29.122 [5].
· An HTTP POST method shall be used
· URI shall be set to {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/ which is identical to step 4.  The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies. 

· The request payload shall include a MonitoringEventSubscription data structure as specified in 3GPP TS 29.122 [5] with the following attributes:

· externalId shall be set to the locationTargetID which shall be identical to step 4. 

· notificationDestination shall be set to a URI that the SCEF can target Location Reporting notifications towards.  The value of this URI shall be based on internal IN-CSE policies.
· monitoringType shall be set to LOCATION_REPORTING
· supportedFeatures shall be set to a string value of “3” indicating support for Location Reporting notifications.

· maximumNumberOfReports is optional and may be set to a maximum number of event reports to be generated by 3GPP network entities e.g. HSS or MME/SSGN.  If used, the IN-CSE shall configure this time based on Service Provider and MNO policies.
· monitorExpireTime is optional and may be set to an absolute time at which the monitoring event request is considered to expire.  If used, the IN-CSE shall configure this time based on Service Provider and MNO policies.
· locationType shall be set to LAST_KNOWN_LOCATION

· accuracy shall be set set by the IN-CSE (e.g. CGI_ECGI, ENODEB, TA_RA, PLMN or TWAN_ID)
· maximumDetectionTime shall be set per IN-CSE pre-provisioning. This value should be set to a value that is longer than the length of time of inactive communications as configured in the <schedule> resource 
· msisdn, ipv4Addr, ipv6Addr, externalGroupId, requestTestNotification, websockNotifConfig, groupReportGuardTime, maximumLatency, maximumResponseTime are not supported by the present document and shall not be included.
Step 13: Process Monitoring Event Subscription to get Last Known Location 

The SCEF handles Monitoring Event Subsciption Request togather with 3GPP network entities based on the procedure defined in 3GPP TS 29.122 [5].
Step 14: Response to Monitoring Event Subscription for Last Known Location 
The SCEF responds a Monitoring Event Subscription to get Last Known Location information to the IN-CSE to acknowledge acceptance of the Monitoring Event Subscription Request.
The message includes the following information.

· A response code of 201 CREATED 
· The URI of the Monitoring Event Subscription resource created by the SCEF. The URI is returned in the HTTP Location header with a format of {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/{subscriptionId}. The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies.  The {subscriptionId} segment is configured by the SCEF.
· The response payload will include a MonitoringEventSubscription data structure as specified in 3GPP TS 29.122 [5] that includes the attributes present in the request along with the following additional attributes:
· self is configured with a URI to the resource created by the SCEF for the request 

· monitoringEventReport may be included if a monitoring event report is available.

See clause 8.3 for a list of possible error scenarios and error handling options for the IN-CSE.

Step 15: Detect Last Known Location of UE 

The 3GPP network entities detect the last known location of UE and SCEF receives  Monitoring Event Report for the last known location of UE

Step 16: SCEF sends Monitoring Notification for Last Known Location to IN-CSE
When the SCEF receives a last known location information from the 3GPP network entities, the SCEF sends Monitoring Notification Report to the IN-CSE that contains information as specified in 3GPP TS 29.122 [5]. Otherwise, the Monitoring Notification message is sent with appropriate information in accordance with the monitoringType.

The Monitoring Notification report for LOCATION_REPORTING for last known location shall include: 
· An HTTP POST method is used
· URI is set to {notification_uri}.  The {notification_uri} is configured by the IN-CSE in the Monitoring Event Subscription Request.    
· The request payload will include a MonitoringNotification data structure as specified in 3GPP TS 29.122 [5] with the following attributes:
· subscription configured with a URI to the subscription resource for which this notification corresponds to
· configResults is used for group-based monitoring and shall be ignored by the IN-CSE if present since group-based monitoring is not supported by the present document.

· cancelind shall be ignored by the IN-CSE if present since it is not supported by the present document
· monitoringEventReports configured Location Reporting monitoring report(s) wherein a report includes the following fields as defined in 3GPP TS 29.122 [5]:

· externalID configured with the same value of M2M-Ext-ID of the UE as step 12.
· monitoringType configured with LOCATION_REPORTING
· locationInfo configured with the UE’s last known location information (e.g. ageOfLocationInfo, cellId, enodeBId, routingAreaId, trackingAreaId, plmmId and twanId)
Step 17: Response to Monitoring Notification 
After receiving a Monitoring Notification for last known location, the IN-CSE returns a response having a response code of 204 NO CONTENT. 

Steps 18 and 19: Current Location Reporting Event Handling at the IN-CSE 
The IN-CSE shall create a new <contentInstance> child resource of the <container> initiated by the RETRIEVE request in Step 3.  The IN-CSE shall store the UE’s last known location in this <contentInstance> and send the retrieve response to IN-AE for <latest> which is contains the last known location. The response shall include the newly created <contentInstance>.
7.4.7.3 Location updating triggered by location change
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Figure 7.4.7.3-1: Location updating triggered by location change

Step 1: Request for creation of <locationPolicy>
The IN-AE sends <locationPolicy> CREATE request which shall be included  following parameters as described in 3GPP TS29.122 [5]:

· locationSource shall be set to Network Based.

· locationUpdatePeriod shall not be present or set to 0.

· locationTargetID shall be set to the M2M-Ext-ID of the targeted UE hosting an ASN/MN-CSE or ADN-AE.
· locationServer shall not be present.

· locationContainerID shall not be present.

· locationInformationType shall be set to position fix.

· retrieveLastKnownLocation shall not be configured.

· locationUpdateEventCriteria shall be set to LocationChange
Step 2: Responds to creation <locationPolicy>
 IN-CSE shall create the <locationPolicy> resource and corresponding <container> resource for storing location information and return a response based on the procedure specified in clause 10.2.9 of oneM2M TS-0001[1]. 
Step 3: Request Monitoring Event Subscription to get Current Location 

The IN-CSE sends Monitoring Event Subscription to SCEF. The request contains information as specified in 3GPP TS 29.122 [5]. Such information includes :
· An HTTP POST method shall be used
· URI shall be set to {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/.  The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies. 

· The request payload shall include a MonitoringEventSubscription data structure as specified in 3GPP TS 29.122 [5] with the following attributes:

· externalId shall be set to the locationTargetID. 

· notificationDestination shall be set to a URI that the SCEF can target Location Reporting notifications towards.  The value of this URI shall be based on internal IN-CSE policies.
· monitoringType shall be set to LOCATION_REPORTING
· supportedFeatures shall be set to a string value of “3” indicating support for Location Reporting notifications.

· maximumNumberOfReports is optional and may be set to a maximum number of event reports to be generated by 3GPP network entities e.g. HSS or MME/SSGN.  If used, the IN-CSE shall configure this time based on Service Provider and MNO policies.
· monitorExpireTime is optional and may be set to an absolute time at which the monitoring event request is considered to expire.  If used, the IN-CSE shall configure this time based on Service Provider and MNO policies.
· locationType shall be set to CURRENT_LOCATION

· accuracy shall be set set by the IN-CSE (e.g. CGI_ECGI, ENODEB, TA_RA, PLMN or TWAN_ID)
· maximumDetectionTime shall be set per IN-CSE pre-provisioning. This value should be set to a value that is longer than the length of time of inactive communications as configured in the <schedule> resource 
· msisdn, ipv4Addr, ipv6Addr, externalGroupId, requestTestNotification, websockNotifConfig, groupReportGuardTime, maximumLatency, maximumResponseTime are not supported by the present document and shall not be included.
Step 4: Process Monitoring Event Subscription to get Current Location 

The SCEF handles request for Monitoring Event Subscription together with 3GPP network entities based on the procedure defined in 3GPP TS 29.122 [5].
Step 5: Response to Monitoring Event Subscription for Current Location
The SCEF sends a Monitoring Event Subscription Response message to the IN-CSE to acknowledge acceptance of the Monitoring Event Subscription Request.
The message includes the following information.

· A response code of 201 CREATED 
· The URI of the Monitoring Event Subscription resource created by the SCEF. The URI is returned in the HTTP Location header with a format of {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/{subscriptionId}. The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies.  The {subscriptionId} segment is configured by the SCEF.
· The response payload will include a MonitoringEventSubscription data structure as specified in 3GPP TS 29.122 [5] that includes the attributes present in the request along with the following additional attributes:
· self is configured with a URI to the resource created by the SCEF for the request 

· monitoringEventReport may be included if a monitoring event report is available.

See clause 8.3 for a list of possible error scenarios and error handling options for the IN-CSE.
Step 6: Request for Creation of <subscription>

The IN-AE sends the <subscription> CREATE request of <container> which stores location information to the IN-CSE.

Step 7: Response for Creation of <Subscription>
The IN-CSE sends the response to the IN-AE.
Step 8: Detect Current Location change of UE 

The 3GPP network entities send a Monitoring Event Report for the current Indication to SCEF when detecting a change in location of the UE hosting an ASN/MN-CSE or ADN-AE. 

Step 9: Report Monitoring Notification for Current Location from SCEF  to IN-CSE
The SCEF sends a Monitoring Notification Report to the IN-CSE that contains information as specified in 3GPP TS 29.122 [5]. 
Otherwise, the Monitoring Notification message is sent with appropriate information in accordance with the monitoringType.

The Monitoring Notification report for LOCATION_REPORTING for current location shall include: 
· An HTTP POST method is used
· URI is set to {notification_uri}.  The {notification_uri} is configured by the IN-CSE in the Monitoring Event Subscription Request.    
· The request payload will include a MonitoringNotification data structure as specified in 3GPP TS 29.122 [5] with the following attributes:
· subscription configured with a URI to the subscription resource for which this notification corresponds to
· configResults is used for group-based monitoring and shall be ignored by the IN-CSE if present since group-based monitoring is not supported by the present document.

· cancelind shall be ignored by the IN-CSE if present since it is not supported by the present document
· monitoringEventReports configured Location Reporting monitoring report(s) wherein a report includes the following fields as defined in 3GPP TS 29.122 [5]:

· externalID configured with the same value of M2M-Ext-ID of the UE as step 3.
· monitoringType configured with LOCATION_REPORTING
· locationInfo configured with the UE’s current location information (e.g. ageOfLocationInfo, cellId, enodeBId, routingAreaId, trackingAreaId, plmmId and twanId)
Step 10: Response to Monitring Notification for Current Location 
After receiving a Location Reporting Monitoring Notification, the IN-CSE returns a response having a response code of 204 NO CONTENT. 

Step 11: Handling Monitoring Notification for Current Location at the IN-CSE 
The IN-CSE shall create a new <contentInstance> child resource of the <container> resource created in Step 2.  The IN-CSE shall store the UE’s current location in this <contentInstance> resource.    

Step 12: Notify <contentInstance>
IN-CSE sends a NOTIFY request to the IN-AE.  The NOTIFY includes the <contentInstance> with the UE’s current location. 

Step 13 (Optional): The IN-AE sends a request to update the locationUpdatePeriod  to 0 or <locationPolicy> is deleted.

Step 14 (Optional): The IN-CSE sends a response to the IN-AE.

Step 15 (Optional): IN-CSE requests to SCEF to delete Monitoring Event Subscription 
The IN-CSE sends a DELETE request targeting the URI of the subscription resource corresponding to this Monitoring Event Subscription.  This step may be triggered by IN-CSE when a ADN-AE(s) or ASN/MN-CSE hosted on the UE de-registers from the IN-CSE or when the networkCoordinated attribute of the <schedule> resource affiliated with an ADN-AE or ASN/MN-CSE hosted on a UE is set to FALSE.
The request is configured as follows.

· An HTTP DELETE method shall be used
· URI shall be set to {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/{subscriptionId} which is identical to step 3.  The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies. The {subscriptionId} corresponds to the one configured by the SCEF and returned to the IN-CSE when the MonitoringEventSubscription was created.

· The request shall not contain a payload
Step 16 and 17 (Optional): Monitoring Event Subscription Delete Request Handling in the Underlying Network.

The SCEF handles request to delete the Monitoring Event Subscription together with the 3GPP network entities. The SCEF responds to the IN-CSE with a response code of 204 NO CONTENT to acknowledge the Monitoring Event Subscription has been deleted.
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