	Doc# ARC-2018-0321R01-TR-0024-Monitoring_Event_Number_of_UEs_in_an_Area
Change Request
	[image: image3.png]






	


	CHANGE REQUEST

	Meeting ID:*
	ARC#38

	Source:*
	Kenichi Yamamoto, KDDI, kc-yamamoto@kddi.com

	Date:*
	2018-11-26

	Reason for Change/s:*
	The CR is to add new Monitoring Event Type (Number of UEs in an Area)

	CR  against:  Release*
	Release 4

	CR  against:  WI*
	 FORMCHECKBOX 
 Active WI-0058  

 FORMCHECKBOX 
 MNT maintenance / < Work Item number(optional)>
Is this a mirror CR? Yes  FORMCHECKBOX 
 No  FORMCHECKBOX 

mirror CR number: (Note to Rapporteur - use latest agreed revision)
 FORMCHECKBOX 
 STE Small Technical Enhancements / < Work Item number (optional)>
Only ONE of the above shall be ticked

	CR  against:  TS/TR*
	TR-0024 3GPP Interworking v2.2.0

	Clauses *
	8.x

	Type of change: *
	 FORMCHECKBOX 
 Editorial change
 Bug Fix or Correction
 Change to existing feature or functionality
 FORMCHECKBOX 
  New feature or functionality
Only ONE of the above shall be ticked

	Impacted other TS/TR(s)
	TS-0026

	Post Freeze checking:*
	This CR contains only essential changes and corrections?  YES  FORMCHECKBOX 
  NO  FORMCHECKBOX 

This CR may break backwards compatibility with the last approved version of the TS?       YES 
  NO 

	Template Version: January 2017 (Do not modify)


oneM2M Notice

The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.

GUIDELINES for Change Requests:

Provide an informative introduction containing the problem(s) being solved, and a summary list of proposals.

Each CR should contain changes related to only one particular issue/problem.
In case of a correction, and the change apply to previous releases, a separate “mirror CR” should be posted at the same time of this CR
Mirror CR: applies only when the text, including clause numbering are exactly the same.

Companion CR: applies when the change means the same but the baselines differ in some way (e.g. clause number).
Follow the principle of completeness, where all changes related to the issue or problem within a deliverable are simultaneously proposed to be made E.g. A change impacting 5 tables should not only include a proposal to change only 3 tables. Includes any changes to references, definitions, and acronyms in the same deliverable.
Follow the drafting rules.
All pictures must be editable.
Check spelling and grammar to the extent practicable.
Use Change bars for modifications.
The change should include the current and surrounding clauses to clearly show where a change is located and to provide technical context of the proposed change. Additions of complete clauses need not show surrounding clauses as long as the proposed clause number clearly shows where the new clause is proposed to be located.
Multiple changes in a single CR shall be clearly separated by horizontal lines with embedded text such as, start of change 1, end of change 1, start of new clause, end of new clause.
When subsequent changes are made to content of a CR, then the accepted version should not show changes over changes. The accepted version of the CR should only show changes relative to the baseline approved text. 
Introduction
This contribution proposes functionality to enable an IN-CSE to request that a SCEF sends Monitoring Event reports for the number of UEs present in a geographical area. Based on these reports, the IN-CSE can analyze the congestion levels in each area, and start/stop throttling of requests initiated by or targeted towards ADN-AEs and ASN/MN-CSEs hosted on UEs in the area to help manage the congestion levels in an underlying 3GPP network.
TS-0026 supports the ReportingNetworkStatus API to allow an IN-CSE to be notified of the network congestion status in a geographical area in the underlying 3GPP network. The API is available if an MNO supports RAN Congestion Awareness Function (RCAF) in the 3GPP network, which reports the network congestion status in a geographical area to the SCEF. ETSI ISG MEC supports the number of E-RAB active defined in RNIS API, and a list of UEs in a particular location defined in Location service API.
The SCEF supports the Monitoring Event API (Monitoring Type: Number of UEs in an Area) over T8 to allow an SCS/AS to ask for the number of UEs in a particular geographic area in an underlying 3GPP network. MNOs may be able to predict the general congestion status of each area based on the number of UEs without the RCAF implementation. The API may also be available for high precision analysis of the congestion status in combination with the ReportingNetworkStatus API. 
The Monitoring Event API (Number of UEs in an Area) and the ReportingNetworkStatus API can be used for the network congestion status in a geographical area. So some of the proposed procedures refer to clause 7.8 Informing about Potential Network Issues of TS-0026.
The scenario by using the Monitoring Event API shows in clause 7.2.2 of TR-0052 Study on Edge and Fog Computing in oneM2M systems.
-----------------------Start of change 1-------------------------------------------
8.x
Monitoring event (Monitoring Type: Number of UEs in an Area)
8.x.1
Description
The 3GPP SCEF functionality described in 3GPP TS 29.122 [i.x] supports APIs for monitoring specific events such as Number of UEs in an Area. The monitoring event allows an IN-CSE to ask for the number of UEs that are in the geographic area described by the IN-CSE. Based on the reports, the IN-CSE can start/stop throttling of requests initiated by or targeted towards its registree AEs and CSEs that are hosted on UEs residing in this geographical area to help manage the congestion levels in the underlying 3GPP network.
TS-0026 supports the ReportingNetworkStatus API to allow an IN-CSE to be notified of the network congestion status in a geographical area in the underlying 3GPP network. The API is available if an MNO supports RAN Congestion Awareness Function (RCAF) in the 3GPP network, which reports the network congestion status in a geographical area to the SCEF. ETSI ISG MEC supports the number of E-RAB active defined in RNIS API, and a list of UEs in a particular location defined in Location service API.
8.x.2
Feature Gap Analysis
The 3GPP defined term ‘SCS’ in the flows corresponds to oneM2M IN-CSE. The service flows defined in 3GPP TS23.682 [i.5] are used in the following section as informative information only. oneM2M focus is on the T8 API of SCEF.
8.x.2.1 Monitoring event configuration via MME/SGSN.
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Figure 8.x.2.1-1: Monitoring event configuration via MME/SGSN [i.5]
Figure 8.x.2.1-1 illustrates the procedure of Monitoring event configuration via MME/SGSN, described in 3GPP TS23.682 [i.5]. The monitoring event Number of UEs in an area is applicable for the monitoring event configuration via MME/SGSN, and allows the SCS/AS to ask for the number of UEs that are in the geographic area described by the SCS/AS. The SCS/AS may ask for the UEs that the 3GPP network entities know by its normal operation to be within the area (Last Known Location). For this monitoring event, only one-time reporting is supported.

The involved SCEF T8 APIs are as below:
Step 1: SCS (IN-CSE) sends a Monitoring Request to the SCEF. The SCS sets Monitoring Type to "Number of UEs present in a geographic area (NUMBER_OF_UES_IN_AN_AREA)" and adds Location Type and Location Area before sending Monitoring Request to the SCEF.
Step 6: The SCEF sends a Monitoring Response (Monitoring Event Report, Cause) message to the SCS (IN-CSE) to acknowledge acceptance of the Monitoring Request and to provide the requested monitoring information in Monitoring Event Report parameter. 
Table 8.x.2.1-1 shows the parameters for Number of UEs in a geographic area, which can be associated with the Monitoring event request and Monitoring event response as described in 3GPP TS 29.122 [i.x].
Table 8.x.2.1-1: Parameters for Number of UEs in a geographic area
	Parameter
	Description

	supportedFeatures
	supportedFeatures is used to negotiate the supported optional features of the API. This attribute shall be provided in the POST request and in the response of successsful resource creation. It is set to the value of “8” indicating support for the number of UEs present in a given geographic area notifications.

	notificationDestination
	An URI of a notification destination that T8 message shall be delivered to.

	monitoringType
	Enumeration of monitoring type. It indicates "NUMBER_OF_UES_IN_AN_AREA".

	maximumNumberOfReports
	Identifies the maximum number of event reports to be generated by the HSS, MME/SGSN. It shall be set to a string value of “1” indicating support for only one-time reporting.

	monitorExpireTime
	Identifies the absolute time at which the related monitoring event request is considered to expire.

	locationType
	If "monitoringType" is "LOCATION_REPORTING" or "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to identify whether the request is for Current Location or Last known Location. In this 3GPP release, for feature "Number_of_Ues_in_an_area_notification", locationType shall be set to "LAST_KNOWN_LOCATION".

	locationArea
	If "monitoring-Type" is "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to indicate the area within which the SCS/AS requests the number of UEs, descrbed inTable 8.x.2.1-2.

	self
	Link to this resource. This parameter shall be supplied by the SCEF in HTTP responses.

	uePerLocationReport
	If "monitoringType" is "NUMBER_OF_UES_IN_AN_AREA", this parameter shall be included to indicate the number of UEs found at the location.


Table 8.x.2.1-2: Parameters of locationArea

	Parameter
	Description

	cellId
	Indicates a Cell Global Identification of the user which identifies the cell the UE is registered.

	enodeBId
	Indicates an eNodeB in which the UE is currently located.

	routingAreaId
	Identifies a Routing Area Identity of the user where the UE is located.

	trackingAreaId
	Identifies a Tracking Area Identity of the user where the UE is located.

	geographicArea
	Identifies a geographic area of the user where the UE is located.

	civicAddress
	Identifies a civic address of the user where the UE is located.


8.x.3
Key Issues and Requirements
8.x.3.1
Key SCEF NorthBound API Requicements

Table 8.x.3.1-1 Requirements on SCEF NorthBound interface

	Number
	Description
	Notes

	REQ-8.x.01
	Support Monitoring Event: Number of UEs in a geographic area
	Step1: Monitoring Request (SCS -> SCEF) in clause 5.6.2 in 3GPP TS23.682 [i.5]

Step 6: Monitoring Response (SCEF -> SCS) in clause 5.6.2 in 3GPP TS23.682 [i.5]


8.x.3.2 Potential impact on SCEF SouthBound Interface
N/A
8.x.3.3 Further 3GPP requirements and clarifications
N/A
8.x.3.4. oneM2M Key Issues

Provide support for number of UEs in an area in Monitoring event.
8.x.4
oneM2M Solutions
8.x.4.1
Solution 1
8.x.4.1.1
Proposed resource types and attributes
N/A
8.x.4.1.2
Proposed Flow
8.x.4.1.2.1
Monitoring event for Number of UEs in an Area
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Figure 8.x.4.1.2.1-1: Monitoring event for Number of UEs in an Area

Pre-conditions:

There is a relationship in place between the Service Provider and MNO allowing the IN-CSE to request Monitoring events for number of UEs present in an area. The method for establishing this relationship is outside the scope of the present document.

The IN-CSE is configured with system defaults for the following. The method for configuring these system defaults is outside the scope of the present document.

•
The specified actions to generate the network congestion levels based on the number of UEs in an area.
•
The specified actions to take based on the severity of each congestion level.

The IN-CSE is able to detect the location of its registree ASN/MN-CSEs and/or ADN-AEs. For example, a <locationPolicy> resource may be used by an IN-CSE to detect the location of each ASN/MN-CSE or ADN-AE.
The ADN-AE’s <node> or the ASN/MN-CSE’s <node> resource hosted on the IN-CSE has a child <schedule> resource and the IN-CSE has permissions to update it. The ADN-AE or the ASN/MN-CSE has a <subscription> for its <schedule> resource and when it receives a notification from the IN-CSE, it updates its communication schedule accordingly. 

Step 1: IN-CSE determines to send a Monitoring Event Request for number of UEs in a geographic area.

The IN-CSE determines to send a Monitoring Event Request for number of UEs present in an area to a SCEF via one or more of the following approaches.

· The IN-CSE may send the request for number of UEs present in each area, analyze the congestion level based on the number of UEs in the area and updates the congestion level. The congestion level of each area might vary according to the time of day and the day of the week, so the IN-CSE may analyze the congestion levels in each area periodically. 
· The IN-CSE may use ReportingNetworkStatus API specified in clause 7.8 to allow an IN-CSE to be notified of the network congestion status in a geographical area in the underlying 3GPP network. When the IN-CSE receives a Network Status Report Notification for network congestion issues in a geographical area, the IN-CSE may send a Monitoring Event Request for the number of UEs in the area for high precision analysis before deciding to throttle up/down traffic in the area.
· The IN-CSE may periodically check the location of its registree ASN/MN-CSEs and ADN-AEs. When the IN-CSE detects that a certain number of ASN/MN-CSEs and/or ADN-AEs are in the same geographical area, it may further check if the ASN/MN-CSEs and ADN-AEs are connected to the same network. The IN-CSE can detect if the ASN/MN-CSEs and ADN-AEs are connected to the same network by examining their M2M-Ext-ID attributes. When the IN-CSE detects that a number of ASN/MN-CSEs and/or ADN-AEs are in the same geographical area and attached to the same network, it may decide to request a Monitoring Event Request in that geographical area.
· The IN-CSE may use [cmdhNwAccessRule] resources for corresponding registree CSEs that support CMDH functionality. The IN-CSE may check the targetNetwork attribute and use this attribute to identify a SCEF and issue a Monitoring Event Request to this SCEF. When issuing the request for a Monitoring Event Request, the IN-CSE shall provide a geographic area for which the report will apply. The IN-CSE may detect the geographic area for which the policy applies by checking the location that is associated with each CSE. For example, <locationPolicy> resources may be associated with a registree CSE for which the CMDH policies apply and used by an IN-CSE to detect locations for the CSEs.

How the IN-CSE determines which of the above approach(es) to use is implementation specific and outside the scope of the present document.
Step 2: IN-CSE sends a Monitoring Event Request for the number of UEs in the area.
The IN-CSE sends a Monitoring Event Request for a geographical area to the SCEF. The Monitoring Event Subscription request from the IN-CSE to the SCEF shall comply with 3GPP TS 29.122 [i.x] as follows:
· An HTTP POST method shall be used

· URI shall be set to {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/. The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies. 

· The request payload shall include a MonitoringEventSubscription data structure as specified in 3GPP TS 29.122 [i.x] with the following attributes:

· notificationDestination shall be set to a URI that the SCEF can target Location Reporting notifications towards. The value of this URI shall be based on internal IN-CSE policies.

· monitoringType shall be set to NUMBER_OF_UES_IN_AN_AREA indicating the number of UEs in a given geographic area

· maximumNumberOfReports shall be set to a string value of “1” indicating support for only one-time reporting.
· monitorExpireTime is optional and may be set to an absolute time at which the monitoring event request is considered to expire. If used, the IN-CSE shall configure this time based on Service Provider and MNO policies.
· locationType shall be set to LAST_KNOWN_LOCATION.
· locationArea shall be included to indicate the area within which the IN-CSE requests the number of UEs.
· supportedFeatures shall be set to a string value of “8” indicating support for Location Reporting notifications.
· externalGroupId, requestTestNotification, websockNotifConfig, groupReportGuardTime are not supported by the present document and shall not be included.

Step 3: SCEF processes the Monitoring Event Request. 

The SCEF processes the Monitoring Request together with the 3GPP network entities as described in 3GPP TS 29.122 [i.x].
Step 4: SCEF sends Monitoring Event Response.
The SCEF sends a Monitoring Event Response to the IN-CSE to acknowledge the request has been accepted. This response is defined in 3GPP TS 29.122 [i.x] and includes the following information.
· A response code of 200 OK.
· The URI of the Monitoring Event Subscription resource created by the SCEF. The URI is returned in the HTTP Location header with a format of {apiRoot}/3gpp-monitoring-event/v1/{scsAsId}/subscriptions/{subscriptionId}. The {apiRoot} and {scsAsId} segments are configured based on Service Provider and MNO policies.

· The response payload will include a MonitoringEventReport data structure as specified in 3GPP TS 29.122 [i.x] that includes the attributes present in the request along with the following additional attributes:

· uePerLocationReport is configured to indicate the number of UEs found at the location.

· self is configured with a URI to the resource created by the SCEF for the request 

Step 5: Monitoring Event handling at the IN-CSE.
The IN-CSE may use the information provided in the Monitoring Event Report as follow:
· The IN-CSE may store locally the information, analyze the congestion level based on the number of UEs in the area and updates the congestion level based on Service Provider and MNO policies. The method to analyze the congestion level is outside the scope of the current document.
· If the IN-CSE has a Network Status Report Notification for network congestion issues in the area, the IN-CSE may use the information provided in the Monitoring Event Report for high precision analysis before deciding to throttle up/down traffic in the area. The method to use the Network Status Report for the analysis is outside the scope of the current document.
· The IN-CSE may reject requests that target nodes in congested areas of the network. If the IN-CSE rejects a request due to network congestion, it shall return an EXTERNAL_OBJECT_NOT_REACHABLE response code. The IN-CSE may also inform the Originator to retry the request after some specified backoff delay. The method to inform the Originator is currently not specified in the present document however a message included in the payload of the response could be used.
· The IN-CSE may delay the processing (i.e. buffer) of requests that target nodes in congested areas of the network.
· If the request is a blocking request, the IN-CSE should not delay the processing of the request and should instead reject this request with a corresponding response code informing the cause of rejection is due to network congestion.
· If the request includes an Event Category that is set to immediate the IN-CSE should not delay the processing of the request and should instead reject the request with an EXTERNAL_OBJECT_NOT_REACHABLE response code. In this case, the IN-AE may decide to resubmit the request with the Event Category set to “bestEffort” or “latest” to indicate the IN-CSE may buffer the request.

· The IN-CSE may modify the <schedule> resource of its registree AEs or CSEs that are located in a congested area of the network such that they modify the times they send or receive requests.

· A registree AE or CSE may retrieve or subscribe to its <schedule> resource such that it detects if the IN-CSE updates the scheduleElement attribute.  Upon detecting an updated scheduleElement an AE or CSE shall modify the times which it sends requests and makes itself available to receive requests.

· The IN-CSE may modify the [cmdhNwAccessRule] resources for corresponding registree CSEs that support CMDH functionality. 

How the IN-CSE determines which of the above approach(es) to use is outside the scope of the current document and may be based on agreements with the MNO.

-----------------------End of Change 1 ---------------------------------------------

-----------------------Start of Change 2 ---------------------------------------------
2.2   
Informative references

References are either specific (identified by date of publication and/or edition number or version number) or non specific. For specific references, only the cited version applies. For non-specific references, the latest version of the referenced document (including any amendments) applies.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.

[i.x]
3GPP TS 29.122: T8 reference point for Northbound APIs (Release 15)
[i.5]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications (Release 15)"
-----------------------End of Change 2 ---------------------------------------------
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