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1. oneM2M Architecture
The oneM2M Architecture’s functional view that has been currently agreed to is shown below.
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This architecture is made up of  Underlying service network functions (NSF) which include examples of such services include device management, location services and device triggering.

As Device Management is considered an NSF, the expectation is that the Device Management Systems would expose their interfaces to the CSF through the Z interface.

2. Functional View for Device Management
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The Device Management Function (DMF) is a Functional Entity within the Common Service Entity. Applications communicate with the DMF function through the CSE using the X Reference Point. The DMF communicates with the Underlying Device Management System through the use of a DMS Adapter and across the Z Reference Point. The DMS Adaptor is a protocol adaptor which would emulate a Client application for the protocol specific Device Management System (ACS, DM Server, LWM2M Server LWM2M Client, CWMP Client, DM Client). The Device Management System would then communicate with its Devices using its existing protocol suites. In the case of BBF TR-069 this would be HTTP(s) and FTP(S).

3. Device Management on the Infrastructure Node (TR-069)
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The Device Management Function (DMF) would serve as the common management interface between Applications in the infrastructure and the ACS or IPDR Collector.

4. Device Management on the Intermediate Node (Gateway) (TR-069)
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The Device Management Function (DMF) would serve as the common management interface between Applications that want to communicate with the Intermediate Node’s Common Service Entity. The CWMP Adapter provides an interface into CWMP Client. As the CWMP Client manages the IPDR Recorder in the Intermediate Node, the only DMS Adapter that is necessary is the CWMP Adapter. Likewise Proxied Devices would be managed through the CWMP Adapter.
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