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7.4
Management Generalized Architectural Framework
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Figure 7.1: DM Architecture and reference points
Figure 7.1 is the generalized architecture framework for device management.

DMF is the CSF to perform the functionality on device management. DMF is responsible for exposing the device management capabilities supported by the CSE to other CSEs or M2M Applications. DMF is also responsible for translating the device management related requests from other CSEs or Applications to device management commands corresponding to individual device management technologies.
DMF in the CSE of the Infrastructure Node is used to manage M2M Devices/Gateways as well as devices in the M2M Area Network. The DMF could have embedded Management Server, third party Management Server outside of the CSE or interact with Management Server from the underlying network. The DMF is also embedded with a Management Adapter to translate the requests from the X or Y reference point to trigger the Management Server to send management commands to devices.
DMF in the CSE of the End Node is deployed with a Management Client as well as a Management Adapter. The Management Client interacts with Management Server using individual management protocols. The Management Adapter is to interact with the Management Client to perform managements and acquire information.
DMF in the CSE of the Intermediate Node is the same in function as the DMF in the CSE of the End Node. The only difference is that DMF in the CSE of the Intermediate Node can be used to manage devices in the M2M Area Network. In this case, the DMF is deployed with a Proxier. The Proxier could be in transparent mode, adaption mode or proxy mode. In different modes the interface between the Proxier and the Native Protocol Management Client are different.
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