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7.4
Management Generalized Architectural Framework
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Figure 7.1: DM Architecture and reference points of oneM2M
Figure 7.1 is the generalized architecture framework for device management.
The Device Management Function (DMF) is the Common Service Function (CSF) functional architectural component that is responsible for management of Intermediate and End Nodes. The DMF is responsible for exposing the device management capabilities supported by the CSE to other CSEs or M2M Applications. In addition the DMF is responsible for management of the CSE within for Intermediate and End Nodes. In order to manage the CSE and device capabilities of these nodes, the DMF utilizes existing device management technologies (e.g., TR-069, OMA-DM, and LWM2M). As such, the DMF translates or adapts the management related requests from other CSEs or M2M Applications to device management commands corresponding of the device management technology.
In the oneM2M functional architecture, the DMF in the CSE of the Infrastructure Node is used to manage Intermediate and End Nodes that are representative of M2M Gateways/Devices as well as devices in the M2M Area Network. The DMF of the Infrastructure Node manages the Intermediate and End Nodes using the device management technologies Management Server. These Management Servers could reside within the CSE (embedded Management Server), outside the CSE as part of the Infrastructure Node or as separate entity in the Underlying Network.
The DMF has a functional component termed the Management Adapter that performs the adaptation between:

· Device Management Function and Management Servers 
After the DMF receives the requests from M2M Applications via the X reference points, the Management Adapter in the DMF translates the requests from the M2M Applications to requests that can be understood by the Management Server. The Management Server then communicates with the Management Client or Proxy.
· DMF and Management Clients
The Management Adapter in the DMF of Intermediate Node or End Node interacts with the Management Client to exchange information with the Management Client using the interface provided by the Management Client (e.g. DM-7,8,9 in OMA DM). The Management Adapter can then interact with DMF in the Infrastructure Node over the Y reference point using interface defined between CSEs.
While the Management Adapter provides a translation function between the DMF and Management Servers and Clients, the communication between the Management Client and Management Server uses the technology specific protocol (e.g., TR-069, OMA-DM, LWM2M).
The interface between Management Server and Management Client is the mc interface which is subject to the device management technology that is used (e.g. OMA DM, BBF TR069 or OMA LWM2M). The interface between Management Server and Management Adapter is the ms interface which is provided by the Management Server.
In the case of the Intermediate and End Nodes, the DMF in the CSE of the Intermediate Node has the same functionality as the DMF in the CSE of the End Node. In addition, the DMF in the Intermediate Node can be used to manage devices in the M2M Area Network. In this case, the DMF is deployed with Proxy functionality that interacts with the Proxy Management Client using mp interface. Depending on the technology of the Management Client (e.g., TR-069, OMA-DM, LWM2M), the Proxy functionality (mode) can differ (e.g., transparent, adaptation, proxy) as well as the mp interface. For example TR-069 only supports an adaptation mode, OMA-DM supports transparent, adaptation and proxy modes [i.10] and LWM2M does not currently support a Proxy function. Depending on the mode, the Proxy Management Client may be a Technology Specific (OMA-DM) or Native Protocol (ZigBee) Management Client.
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