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7.4.2
Architectural Framework Across the X Reference Point
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Figure 6 - Device Management Across X Reference Point

The X reference point describes how M2M Applications communicate with CSFs within a CSE using messaging capabilities defined for the X reference point. In the case of the DMF, M2M Applications communicate with the DMF using a representation exposed by the DMF that is common between the Device Management technologies utilized by the M2M System. For example, the capability to reboot a device is exposed to the M2M Application using a representation that is independent of the device management technology (e.g., TR-069, OMA-DM). By using a common representation toward the M2M Application across the X reference point, M2M Applications interact with the M2M System independent of the a specific Device Management Technology. In addition, the M2M capabilities (e.g., Security) exposed by the M2M System across the X reference point are integrated within the DMF as with other CSFs. Of particular note to the DMF is the Authorization capability exposed by the X reference point. The DMF utilizes the Security CSF to authorize management requests by M2M Application across the X reference point. Because the X reference point utilizes a common representation and the Security CSFs authorization capabilities, the DMF must adapt the mechanisms of the M2M System into the protocol of the Device Management technology.This adaptation is exposed across the Z reference point and is described in greater detail in Section 7.3.4.
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