	Doc# ONEM2M-MAS-2013-0082-TR-069_GAP_ANALYSIS_FOR_NEW_REQ.DOC

	[image: image1.png]






	INPUT CONTRIBUTION

	Group Name:*
	MAS WG

	Title:*
	TR-069 Gap Analysis  for Additional Requirements 

	Source:*
	Alcatel-Lucent

	Contact:
	Timothy Carey, Alcatel-lucent, timothy.carey@alcatel-lucent.com

	Date:*
	2013-07-29

	Abstract:*
	The contribution provides gap analysis of TR-069 and additional management requirement from requirement TS.

	Agenda Item:*
	TBD

	Work item(s):
	WI0004

	Document(s) 

Impacted*
	Technical Report - Study of Management Capability Enablement Technologies for Consideration by oneM2M

	Intended purpose of

document:*
	 FORMCHECKBOX 
 Decision

 FORMCHECKBOX 
 Discussion

 Information

 Other <specify>

	Decision requested or recommendation:*
	Incorporate the text in TR0006 if approved.


oneM2M IPR STATEMENT

Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by all provisions of IPR policy of the admitting Partner Type 1 and permission that all communications and statements, oral or written, or other information disclosed or presented, and any translation or derivative thereof, may without compensation, and to the extent such participant or attendee may legally and freely grant such copyright rights, be distributed, published, and posted on oneM2M’s web site, in whole or in part, on a non-exclusive basis by oneM2M or oneM2M Partners Type 1 or their licensees or assignees, or as oneM2M SC directs.
====================== 1st Change========================
6.1
Management related requirements gap analysis reference

Editor’s Note: The table below gives cross reference to the requirements and the technologies. The matrix represents whether or not the technology can fulfil the requirement. At the same time, in the following chapters, detailed description of the depth of how well the technology can fulfil the requirement should be shown.

Some MGR requirements (e.g., MGR-004) target functionality outside the scope of the existing technology (e.g., TR-069, OMA-DM). In those cases the analysis of the technology against the requirement determines if the the functionality that is outside the scope of the technology is allowed. 
The definitions for the values in below table are:
· FULL: the requirement can be fulfilled by the technology alone
· PARTIAL: the requirement can be partially fulfilled by the technology
· ALLOWED: Adopting this technology will allow this requirement to be implemented 
· NOT ALLOWED: This technology does not fulfill the requirement AND adopting this technology would not allow the requirement to be implemented
	Requirement Support

	
	OMA DM 1.3
	BBF TR069
	OMA DM LWM2M
	OMA DM 2.0

	MGR-001
	Partial
	Partial
	Full
	Partial

	MGR-002
	Full
	Full
	Full
	Full

	MGR-003
	Full
	Full
	Full
	Full

	MGR-004
	Allowed
	Allowed
	Allowed
	Allowed

	MGR-005
	Partial
	Partial
	Partial
	Partial

	MGR-006
	Full
	Full
	Full
	Full

	MGR-007
	Full
	Full
	Full
	Full

	MGR-008
	Full
	Full
	Partial
	Full

	MGR-009
	Full
	Full
	Full
	Full

	MGR-010
	Partial
	Partial
	Partial
	Partial

	MGR-011
	Full
	Full
	Full
	Full

	MGR-012
	Full
	Full
	Partial
	Full

	MGR-013
	
	Full
	
	

	MGR-014
	
	Full
	
	

	MGR-015
	
	Full
	
	

	MGR-016
	
	Full
	
	


Table 6.1.1: Requirements fulfilment reference

====================== 2nd Change========================
6.14
MGR-013

6.14.1
Requirement Description

The M2M System shall be able to identify and manage M2M Service status of M2M Devices. [i.23]
6.14.2
TR-069
TR-069 FULLY supports the requirement.
The TR-069 family of specifications, as a device management protocol, is able to manage the M2M Service layer using the CWMP protocol to configuration and retrieval of M2M Services that execute within M2M Devices. The only thing necessary is that a data model of the M2M Service be defined for management purposes.
6.15
MGR-014

6.15.1
Requirement Description

The M2M System shall be able to retrieve events and information logged by M2M Gateways/ Devices and other devices in M2M Area Networks. [i.23]
6.15.2
TR-069
TR-069 FULLY supports the requirement.
The TR-069 family of specifications, as a device management protocol, is able to retrieve events and logs for M2M Gateway/Devices and devices in M2M Area Networks through the use of the CWMP protocol using the standard data model and proxy mechanisms. Information can be retrieved using the CWMP get RPC as well as file transfer mechanisms (e.g., FTP, HTTP). In addition, the IPDR protocol can be used to retrieve information that would be considered bulk transfer.
6.16
MGR-015

6.16.1
Requirement Description

The M2M System shall be able to support firmware management (e.g. update) of M2M Gateways/ Devices and other devices in M2M Area Networks. [i.23]
6.16.2
TR-069
TR-069 FULLY supports the requirement.
The TR-069 family of specifications, as a device management protocol, is able to download firmware for M2M Gateway/Devices and devices in M2M Area Networks through the use of the CWMP protocol using the standard data model and proxy mechanisms. Firmware can be retrieved using the CWMP download RPC file transfer mechanisms (e.g., FTP, HTTP). One constraint exists in the proxy mechanism for downloading firmware to device in a M2M Area Network. A device in a M2M Area Network must be a Virtual Device to have allow for the download RPC to be utilized.
6.17
MGR-016

6.17.1
Requirement Description

The M2M System shall be able to retrieve information related to the Static and Dynamic Device/Gateway Context for M2M Gateways/Devices as well as Device Context for other devices in M2M Area Networks. [i.23]

6.17.2
TR-069
TR-069 FULLY supports the requirement.
The TR-069 family of specifications, as a device management protocol, is able to retrieve device specific information for M2M Gateway/Devices and devices in M2M Area Networks through the use of the CWMP protocol using the standard data model and proxy mechanisms.  As the TR-069 model utilizes data models for representing information that is easily extended either through standardization activities or vendor specific attributes.
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