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6.2.4.x
Device Management Resource Lifecycle
6.2.4.x.1
Overview
The lifecycle of a Management Resource is implemented using the resource management defined in Section 9. In addition a Management Resource maintains information and relationships that are specific Management Resources. This information is used to:

· Manage the technology specific objects via a Device Management Server which requires the information necessary identify and access the Device Management Server.
· Invoke the security mechanism of the Device Management Server in order to authorize access to the technology specific objects.
6.2.4.x.2
Creation, Update and Deletion of Device Management Resources

Management Resources are either created, updated or deleted:

· By administrative means using the X reference point

· Directly by a CSE based on a discovery or another event within the CSE

· Indirectly by the Device Management Server or Device Management Client when an event (firmware update, fault notification) occurs within the Device Management Server or Client

Regardless of the Create, Update or Delete operation, the issuer of the operation shall be authorized to perform the operation. In addition, at most one Device Management Server shall be able to Create, Delete or Update addressible elements of a Management Resource.
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