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6.2.x
Application and Service Layer Management

6.2.x.1
General Concepts

The Application and Service Layer Management (ASM) CSF is responsible for providing management of AEs and CSEs on the Application, Application Dedicated, Application Service, Middle and Infrastructure nodes. This includes functions to configure, troubleshoot and upgrade the functions of the CSE as well as upgrade the AEs.

6.2.1.2
Detailed Descriptions
The ASM CSF provides management capabilities for functions of a CSE. These management capabilities are aligned to management functions provided by the CSE. 
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Figure1: Management Layers and Functions

The ASM CSF capabilities on Application Dedicated, Application Service and Middle nodes should utilize the management functions provided by the DMG CSF for interaction with the Device Management Server. 

Management functions that cause impacts to the Underlying Network shall utilize Access Rights that are delegated from the Underlying Network operator.

Editor's Note:  Additional management capabilities for functions are FFS.

Editor's Note:  Once more work has been completed on the DMG CSF and this CSF – these CSFs should be reviewed to determine if they should be merged or kept separate.

The management functions include:

· Configuration Function (CF): This function includes the configuration of the capabilities and features of the CSE.

· Diagnostics and Monitoring Function (DMF): This function includes the troubleshooting of the CSE through the use of diagnostic tests, alert generation and retrieval of operational status (e.g., local context) and statistics of associated with the CSE capabilities and features.

· Software Management Function (SMF): This function provides the lifecycle management for software components and associated artifacts for different components such as CSE and AE.

The ASM CSF shall provide capabilities to manage the CSE’s configuration capabilities on Infrastructure, Middle, Application Dedicated and Application Service nodes.

The ASM CSF shall provide capabilities to manage the CSE’s troubleshooting capabilities on Infrastructure, Middle, Application Dedicated and Application Service nodes.

The ASM CSF shall provide capabilities to manage the lifecycle for software components and associated artifacts that comprise the CSE on Infrastructure, Middle, Application Dedicated and Application Service nodes.

The ASM CSF should provide capabilities to manage the lifecycle for software components and associated artifacts that comprise an AE on Application, Middle, Application Dedicated and Application Service nodes.

Note: Management functions for the AE and CSE are controlled through Role based permissions.

6.2.1.2.1
Configuration Function
The ASM CSF’s Configuration Function (CF) provides the interface(s) to configure the capabilities CSE provided by the following CSF’s:

· Xxxxx:
· Yyyyy:
6.2.1.2.2
Diagnostic and Monitoring Function

The ASM CSF’s Diagnostic and Monitoring Function (DMF) provides the interface(s) to:

· Execute requested diagnostics for specified CSE capabilities

· Retrieve logs, statistics and status of resources associated with CSE capabilities.

6.2.1.2.2.1
CSE Diagnostics
CSE Diagnostics are tests or measurements that are performed to troubleshoot and monitor capabilities within the CSE. Depending on the test or measurement, a test shall be performed using a synchronous and/or asynchronous communication scheme. 
In addition to the type of communication scheme, CSE test and measurements shall define a recurrence pattern or schedule (e.g., daily, once, every 4 hours). CSE tests shall define a test repetition to be executed within the schedule.

CSE tests and measurements are provided by the following CSF’s:

· CMDH: Test to ensure connectivity toward a set of M2M Applications
· Yyyyy:

6.2.1.2.2.2
CSE Monitoring


CSE Monitoring provides operating characteristics of the CSE capabilities. These operating characteristics include attributes for operational status, configuration and statistics as well as management of alerts.

CSE Monitoring is provided by the following CSF’s:

· ASM Software Management Function: 
· Retrieval of  log files associated with the software module
· Retrieval of the lifecycle state and associated information related to the artefacts and software modules of the release package

· Notifications for faults associated with software lifecycle state transitions
· Yyyyy:

A CSE’s operational characteristics information exchange shall be provided to an Application by the CSE as a result of a retrieval request, alert generation or bulk transfer operations. 

6.2.1.2.3
Software Management Function

The Software Management Function (SMF) provides the capability to manage software components (e.g. Release Package, Software Module) for AEs and CSEs. 

A Release Package is comprised of Software modules and artifacts (e.g., configuration files) that are deployable. 
The ASM CSF provides the capability to manage the lifecycle of the Release Packages within a CSE.   Likewise the ASM CSF provides the capability to manage the lifecycle of Release Packages for AEs. These Release Packages may be deployed on any node that supports the AE; including Middle, Application Dedicated and Application Service nodes. 

The lifecycle of a Release Package consists of states (e.g., Installing, Installed, Updating, Uninstalling, Uninstalled) that transition when an action (e.g., Download, Install, Update, Remove) is applied to the Release Package. 

When a Release Package is installed into an execution environment the software component that is capable of executing in the execution environment is called an Software Module. The lifecycle of a Software Module consists of states (e.g., Idle, Starting, Active, Stopping) that transition when an action (e.g., Start, Stop) is applied to the Software Module.
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