	Doc# MAS-2014-0029R2-UseCase-Intelligent_Alarm_Service 
Input Contribution
	[image: image7.png]






	INPUT CONTRIBUTION

	Group Name:*
	WG5

	Title:*
	Use Case: Intelligent Alarm Service 

	Source:*
	Modacom Co., Ltd (TTA)

	Contact:
	Yongjin Kim(cap@modacom.co.kr)
Jungil Namgung(jing@modacom.co.kr)

Kyungsu Kim(kskim@modacom.co.kr)

Gyu Myoung Lee(gmlee@modacom.co.kr)

Woo Seop Rhee(wsrhee@hanbat.ac.kr)

	Date:*
	<2014-02-18>

	Abstract:*
	This use case illustrates the need of the oneM2M capability for semantic discovery and mash-up. 

	Agenda Item:*
	TBD

	Work item(s):
	WI-0005

	Document(s) 

Impacted*
	Technical Report - oneM2M Abstraction & Semantics Capability Enablement

	Intended purpose of

document:*
	 FORMCHECKBOX 
 Decision

 FORMCHECKBOX 
 Discussion

 Information

 Other <specify>

	Decision requested or recommendation:*
	Discussion and initial agreement for potential inclusion in the ABS TR


oneM2M Notice
The document to which this cover statement is attached is submitted to oneM2M.  Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by terms of the Working Procedures and the Partnership Agreement, including the Intellectual Property Rights (IPR) Principles Governing oneM2M Work found in Annex 1 of the Partnership Agreement.
1.0 Title

Intelligent Alarm Service using Semantic Discovery and Mash-up
1.1. Description
Intelligent Alarm Service, as shown in figure 1, provides a user with a context-aware alarm service by a smart phone. The smart phone searches neighbouring nodes in order to find and select possible nodes to participate in the Intelligent Alarm Service. The selected nodes make a group. The group members consist in a smart phone, a smart TV, a smart audio device, and a camera in figure 1. They collaborate with each other based on service logic information provided by a service provider. It also provides a mash-up service according to user’s behaviour patterns.
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Figure 1 Intelligent Alarm Service Use Case
The Intelligent Alarm Service can be provided based on two scenarios below. 
· Case#1: In the case of the user set up the alarm service on the smart phone in advance,
· At a designated time, the smart phone rings an alarm and a camera monitors the user and notifies the neighbor nodes of the user’s status.
· If the user does not wake up the camera sends the status information to the smart TV and the audio device to request for the cooperation.
· Then the smart TV turns on and audio device plays the user’s favorite music. 

· Case#2: In the case of the user did not set up  the alarm service on the smart phone in advance,

· The smart phone checks the user’s schedule information in the phone
· Base on the morning schedule, the smart phone rings an alarm at the suitable time automatically.
Figure 2 shows the system architecture of the Intelligent Alarm Service. 
All nodes register abstract entities (such as AEs, abstract entities representing physical entities) to local ASN-CSEs. And then all nodes also register abstract entities to semantic information repository via a semantic engine in MN/IN-CSE including the device and service profile information. 
For the discovery and mash-up of the associated entities, the IntelligentAlarmService, a virtual entity in  the smart phone, requests a sematic query to the semantic information repository, obtains the associated abstract/virtual entities resources and analyses the results to select participating nodes.
The associated abstract entities (IntelligentAlarmService, HumanMonitoringServcie, SmartTVService, SmartAudioService) in the participating nodes (i.e., Camera, smart TV, smart audio device) fulfil the announcement and subscription of the associated resources in ASN-CSEs. The nodes notify the events with each other when related events occur in the nodes and provide the mash-up service through cooperation among the node’s own services.
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Figure 2 System Architecture of Intelligent Alarm Service Use Case
 Figure 3 shows the ontology model for the Intelligent Alarm Service Use Case in oneM2M system.
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Figure 3 Ontology model for the Intelligent Alarm Service Use Case
The oneM2M domain model consists of three primary classes whose definitions are as follows:
· Physical Entity: a tangible element that is intrinsic to the environment, and that is not specific to a particular M2M application in this environment. Depending on the environment, the physical entity may be a smart phone, a camera, a smart TV/audio, a piece of furniture, somebody, a room of a building, a car, a street of a city, etc.
· Abstract Entity: A resource represented in the M2M System through the abstraction of either a physical entity or functionality implemented as software.

· Virtual Entity: A new resource created by a mash-up of multiple abstract entities. Additionally, it also includes a composite virtual entity created by the mash-up of either other abstract entities or existing virtual entities.
[Editor’s note] These terminologies need to be aligning with other commonly used terms.
1.2. Source

Modacom (TTA)
1.3. Actors (as applicable)
· M2M Application: An application to provide a M2M application service based on M2M resources to M2M application service users. 
(i.e. IntelligentAlarmServcieAE, HumanMonitoringServiceAE, SmartTV/AudioServiceAE)
· M2M System: A system to provide M2M service functions.
(i.e. SmartPhoneCSE, CameraCSE, SmartTV/AudioCSE, MN/IN-CSE) 
1.4. Pre-conditions (if any)
N/A

1.5. Tirggers

The service is triggered when a user either set up the alarm or registers one’s schedule information on one’s smart phone with service logic for Intelligent Alarm Service.
1.6. Normal Flow

Figure 4 displays the flow diagram of the Intelligent Alarm Service Use Case.
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Figure 4 High Level Flow Diagram of Intelligent Alarm Service
0. Nodes are provided with some pre-provisioned materials such as a semantic description containing the device and service information related with Physical/Abstract Entities.

1. The M2M System takes the procedure of bootstrapping and initialization.

2. After creating physical entity-related resources into their local CSEs with the device information, all nodes register or update their device information to a semantic information repository via a semantic engine within MN/IN-CSE (Middle Node/Infrastructure Node – Common Service Entity).

3. After creating virtual entity-related resources into their local CSEs with the service information, all nodes register or update their service information to a semantic information repository via a semantic engine within MN/IN-CSE.

4. The smart phone searches for the nodes which are possible to attend the Intelligent Alarm Service.
a. After the smart phone extracts the information for discovering the nodes which are possible to join the Intelligent Alarm Service from the device and service information, it sends the request of semantic query to MN/IN.
b. The MN/IN fulfils the semantic discovery before responding to the requester with the searching results of the associated nodes.
c. Parsing and analyzing the results, the smart phone chooses the nodes possible to attend. (i.e., camera, smart TV and smart audio)

5. With the selected nodes cooperating with each other, they organize the group to join the Intelligent Alarm Service.
a. The selected nodes mutually register to each other.
b. The selected nodes take the action of announcement to interesting resources. The smart phone announces SmartPhone/IntelligentAlarmService/SmartPhoneUser resoruces to other selected nodes, The smart TV and smart audio to SmartTV/SmartAudio/SmartTVService/SmartAudioService ones and the camera to Camera/HumanMonitoringService ones.
c. The selected nodes subscribe to the interesting resources to be notified of the changes of ones. The smart phone, smart TV and smart audio subscribe to the HumanMonitroingService resource. 

6. The selected nodes provide the Intelligent Alarm Service to SmartPhoneUser through the semantic mash-up and cooperatively perform their own basic service in accordance with the service information. The smart phone informs the selected nodes (i.e., camera, smart TV and smart audio) of the information of the alarm service related with SmartPhoneUser. The camera monitors the status of SmartPhoneUser and notifies the selected nodes of the events’ information. According to the status information of SmartPhoneUser, the smart TV and audio analyzes the accumulated information on SmartPhoneUser (e.g., user’s favorite channels and music) and provide the context-adaptive alarm service to SmartPhoneUser.
1.7. Post-conditions (if any)
None
1.8. High Level Illustration (as applicable)
None
1.9. Potential requirements (as applicable)
· The M2M System shall provide capabilities to represent device and service information using ontology for service discovery, mash-up and data analysis.
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