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1 Introduction

This contribution proposes to update the Management Enablement (OMA) document based on the review comments. Some changes are editorial in nature. Discussion on some comments is also requested.

---------------------------Start of Changes ------------------------------------------- 
5.
OMA DM 1.3 and OMA DM 2.0

5.1
Mapping of basic data types

oneM2M has defined the data types that describe the format of the value stored at the attribute. Those oneM2M data types are listed in the below table, and mapped to the data types specified by OMA DM Protocol [4], [5]. Note that OMA DM 1.3 [4] and OMA DM 2.0 [5] uses the same data types. 
	oneM2M Data Types
	Mapping to data types in OMA DM
	description

	TBD
	null
	OMA DM Nodes with null data type shall not store any value. 

	xs:base64Binary
	b64
	Data type for Base64-encoded binary data

	xs:base64Binary
	bin
	Data type for binary data.

	xs:boolean
	bool
	Data type for Boolean. Detailed Mapping can be given here.

	xs:string
	chr
	Data type for text. The length limitation should be considered for the mapping. 

	xs:integer
	int
	Data type for 32-bit signed integer

	TBD
	xml
	Data type for XML data

	xs:date
	date
	Data type for date in ISO 8601 format with the century being included in the year

	xs:time
	time
	Data type for Specifies that the Node value is a time in ISO 8601 format

	xs:float
	float
	Data type for a single precision 32-bit floating point type as defined in XML Schema 1.0 as the float primitive type

	The mgmtLink attribute in the <mgmtObj> Resource
	
	The OMA DM 'node' data type describes the format of the Interior Node that can have child Nodes. The mgmtLink attribute in the <mgmtObj> Resource supports the hierarchy of <mgmtObj> Resource. Note that this is not data type mapping.


Editor's Note: The oneM2M data types that is related to <mgmtObj> needs to be listed in the above table. 
5.2
Mapping of Identifiers

OMA DM 1.3 and OMA DM 2.0 specifies many identifiers including device identifier, server identifier, client version identifier, manufacturer identifier, etc. To enable the device management using OMA DM Protocol, oneM2M identifiers needs to be mapped to identifiers specified by OMA DM Protocol. Below table shows the oneM2M identifiers that needs to be mapped to OMA DM Protocol.

	oneM2M
	Mapping to OMA DM Identifiers
	Description

	M2M-Node-ID.
	Device Identifier (i.e., DevId node in DevInfo MO)
	In OMA DM, the device identifier is a unique identifier for the device. This value is globally unique and MUST be formatted as a URN.
OMA DM Gateways and OMA DM enabled devices are assigned with the device identifiers, and each can be mapped to the M2M-Node-ID.

Note: In case that the notion of the device identifier is not supported by the device, the DM Gateway can assign the local identifier for the device, and the M2M-Node-ID should be mapped to this local identifier.

	The objectID attribute in <mgmtObj> resource.
	Management Object Identifier (MOID)
	A unique identifier of the management object. Each MO is characterized by a unique MOID, which is generally a URN.

	
	
	

	The objectPath attribute in <mgmtObj> resource
	URI for the local path in the device where the relevant Management Object is located
	Management Objects in the device are uniquely addressed by a URI that is stored in the objectPath attribute. Note that DM 1.3 and DM 2.0 uses different Addressing scheme, but they are transparent to the oneM2M service layer.


5.3
Mapping of resources
This section describes how to map <mgmtObj> resources specified in the Annex D of [1] to the relevant management objects as defined by OMA DM ([4], [5]). Since OMA DM 1.3 and OMA DM 2.0 use the same management objects except standard management objects, the resource mappings can be considered regardless of the specific version of the OMA DM Protocol.

5.3.1
General Mapping Assumptions
OMA DM Protocol implements the management functionalities by using the Management Objects. Management Object is a collection of Nodes which are related for providing certain management functionalities. For example, SCOMO is for the software management, and FUMO is for the firmware update, and so on. The individual management operations such as firmware update, software management can be achieved by manipulating the corresponding Management Object. Since oneM2M <mgmtObj> Resources are for providing specific management functionalities, oneM2M <mgmtObj> Resources shall be mapped to Management Objects specified by OMA DM [4], [5].

5.3.2
Resource [firmware]

The resource [firmware] is for firmware management in the service layer. Regardless of OMA DM 1.3 and OMA DM 2.0, the resource shall be mapped to FUMO (urn:oma:mo:oma-fumo:1.0). The attributes of the resource shall be mapped to nodes of the MO as the follows.

	Attribute Name of [firmware]
	Mapping to Nodes in Management Object

	version
	<x>/PkgVersion

	name
	<x>/PkgName

	URL
	<x>/DownloadAndUpdate/PkgURL

	update
	<x>/DownloadAndUpdate

	updateStatus
	<x>/State


Here <x> is an interior node that acts as a placeholder for the FUMO.
5.3.3
Resource [software]
The resource [software] is for software management in the service layer. Regardless of OMA DM 1.3 and OMA DM 2.0, the resource shall be mapped to SCOMO (urn:oma:mo:oma-scomo:1.0). The attributes of the resource shall be mapped to nodes of the MO as the follows.

	Attribute Name of [software]
	Mapping to Nodes in Management Object

	version
	<x>/Inventory/Deployed/<x>/Version

	name
	<x>/Download/<x>/Name (when the software package is not ready for install)
<x>/Inventory/Delivered/<x>/Name (when the software package is ready for install)
<x>/Deployed/<x>/Name (when the software package is already installed)

	URL
	<x>/Download/<x>/PkgURL

	install
	<x>/Download/<x>/Operations/DownloadInstall (when the software package is not yet available)

<x>/Inventory/Delivered/<x>/Operations/Install (when the software package has already been downloaded)

	installStatus
	<x>/Download/<x>/Status (started install when the software package is not yet available)

<x>/Inventory/Delivered/<x>/Status (started install when the software package has already been downloaded)

	activate
	<x>/Inventory/Deployed/<x>/Operations/Activate

	deactivate
	<x>/Inventory/Deployed/<x>/Operations/Deactivate

	activeStatus
	<x>/Inventory/Deployed/<x>/Status


Here <x> is the interior node that groups together the parameters of a Software Component Management Object.

5.3.4
Resource [memory]
The resource [memory] is for acquire information about the total memory or available memory of the device. Regardless of OMA DM 1.3 and OMA DM 2.0, the resource shall be mapped to memory information of DiagMO (urn:oma:mo:oma-diag:memory:1.0). The attributes of the resource shall be mapped to nodes of the MO as the follows.
	Attribute Name of [memory]
	Mapping to Nodes in Management Object

	memAvailable
	<x>/DiagMonData/RAMAvail

	memTotal
	<x>/DiagMonData/RAMTotal


Here <x> is the interior node that acts as a placeholder for the Memory MO. 

5.3.5
Resource [areaNwkInfo]
The resource [areaNwkInfo] is for managing the area network. Regardless of OMA DM 1.3 and OMA DM 2.0, the resource shall be mapped to MANMO (urn:oma:mo:ext-etsi-manmo:1.0). The attributes of the resource shall be mapped to nodes of the MO as the follows.

	Attribute Name of [areaNwkInfo]
	Mapping to Nodes in Management Object

	areaNwkType
	M2MAreaNwkInfo/AreaNwks/<x>/AreaNwkType

	listOfDevices
	M2MAreaNwkInfo/AreaNwks/<x>/ListOfDevices


Here <x> is the interior parent node for information about a specific M2M Area Networks connecting to the same M2M Gateway.
5.3.6
Resource [areaNwkDeviceInfo]

The resource [areaNwkDeviceInfo] is for managing the device of the area network as well as acquiring information about devices in the area network. Regardless of OMA DM 1.3 and OMA DM 2.0, the resource shall be mapped to MANDMO (urn:oma:mo:ext-etsi-mandmo:1.0). The attributes of the resource shall be mapped to nodes of the MO as the follows.

	Attribute Name of [areaNwkDeviceInfo]
	Mapping to Nodes in Management Object

	devId
	DevInfo/DevId

	devType
	DevDetail/DevType

	areaNwkId
	<x>/AreaNwks/<x>/AreaNwkID

	sleepInterval
	<x>/AreaNwks/<x>/SleepInterval

	sleepDuration
	<x>/AreaNwks/<x>/SleepDuration

	status
	<x>/AreaNwks/<x>/Status

	listOfNeighbors
	<x>/AreaNwks/<x>/Groups/ListOfDeviceNeighbors


Here first instance of <x> is the interior node that is the root node for the MANDMO. Second instance of <x> is the interior node that contains information related to a specific M2M Area Network that the device is associated with.
Editor’s Note: The description of which procedures are used to maintain the resource is FFS.

5.3.7
Resource [battery]

The Resource [battery] is to provide battery related information. Regardless of OMA DM 1.3 and OMA DM 2.0, this Resource shall be mapped to Battery Info Management Object (MOID: "urn:oma:mo:oma-diag:batteryinfo:1.0"). The attributes of this Resource shall be mapped to Nodes in the Management Object as follows:

	Attribute Name of [battery]
	Mapping to Nodes in Management Object

	batteryLevel
	<x>/DiagMonData/<x>/BatteryLevel

	batteryStatus
	<x>/DiagMonData/<x>/BatteryStatus


Here first instance of <x> is the interior node that acts as a placeholder for the Battery MO. Second instance of <x> is the placeholder for zero or more instances of battery data.
5.3.8
Resource [deviceInfo]

The Resource [deviceInfo] is to provide device related information. For OMA DM 1.3, this Resource shall be mapped to DevInfo MO (MOID: "urn:oma:mo:oma-dm-devinfo:1.1") and DevDetail MO (MOID: "urn:oma:mo:oma-dm-devdetail:1.1"). The attributes of this Resource shall be mapped to Nodes in two Management Objects as follows:

	Attribute Name of [deviceInfo]
	Mapping to Nodes in Management Object

	deviceLabel
	DevInfo/DevId

	Manufacturer
	DevInfo/Man

	Model
	DevInfo/Mod

	deviceType
	DevDetail/DevType

	fwVersion
	DevDetail/FwV

	swVersion
	DevDetail/SwV

	hwVersion
	DevDetail/HwV


For OMA DM 2.0, this Resource shall be mapped to DevInfo MO (MOID: "urn:oma:mo:oma-dm-devinfo:1.2"). The attributes of this Resource shall be mapped to Nodes in the Management Object as follows:

	Attribute Name of [deviceInfo]
	Mapping to Nodes in Management Object

	deviceLabel
	<x>/DevID

	Manufacturer
	<x>/Man

	Model
	<x>/Mod

	deviceType
	<x>/DevType

	fwVersion
	<x>/FwV

	swVersion
	<x>/SwV

	hwVersion
	<x>/HwV


Here <x> is the interior node that is the root node for the DevInfo MO.  

5.3.9
Resource [deviceCapability]

The Resource [deviceCapability] is to manage the device capabilities such USB, camera, etc. Regardless of OMA DM 1.3 and OMA DM 2.0, this Resource shall be mapped to Device Capability Management Object (MOID: "urn:oma:mo:oma-dcmo:1.0"). The attributes of this Resource shall be mapped to Nodes in the Management Object as follows:

	Attribute Name of [deviceCapability]
	Mapping to Nodes in Management Object

	capabilityName
	<x>/Property

	attached
	<x>/Attached

	capabilityActionStatus
	This attribute is managed by the <mgmtObj> resource hosting CSE, and does not need to be mapped to OMA DM management objects.

	enable
	<x>/Operations/Enable

	disable
	<x>/Operations/Disable


Here <x> is the interior node groups together the parameters of a DCMO for a particular Device Capability.

5.3.10
Resource [reboot]

The Resource [reboot] is to reboot the device. Regardless of OMA DM 1.3 and OMA DM 2.0, this Resource shall be mapped to Restart Management Object (MOID: "urn:oma:mo:oma-diag:restart:1.0") that is specified in Diag Mon [ref] and Lock and Wipe Management Object (MOID: "urn:oma:mo:oma-lawmo:1.0"). The attributes of this Resource shall be mapped to Nodes in the Management Objects as follows:

	Attribute Name of [reboot]
	Mapping to Nodes in Management Object

	reboot
	"<x>/Operations/Start" Node in Restart MO. The restarting level described at the "<x>/DiagMonConfig/ConfigParms/RestartLevel" Node is up to the implementation.

	factoryReset
	"<x>/Operations/FactoryReset" Node in LAWMO


Here <x> is the interior node that acts as a placeholder for the Restart MO and the LAWMO.

Editor’s Note: access right mapping needs to be resolved in a general manner in TS-0005.
5.3.11
Resource [eventLog]

The Resource [eventLog] is to record the event log for the device. Regardless of OMA DM 1.3 and OMA DM 2.0, this Resource shall be mapped to several Management Objects according to the logTypeId attribute of this Resource as follows:

· Trap Event Logging Function Management Object (MOID: "urn:oma:mo:oma-diag:trapeventlogging:1.1") if the logTypeId attribute is set to "TBD"

· Trace Logs Management Object (MOID: "urn:oma:mo:oma-diag:tracelog:1.0") if the logTypeId attribute is set to "TBD"

· Panic Logs Management Object (MOID: "urn:oma:mo:oma-diag:paniclog:1.1") if the logTypeId attribute is set to "TBD"
The attributes of this Resource shall be mapped to Nodes in above Management Objects as follows:

	Attribute Name of [eventLog]
	Mapping to Nodes in Management Object

	logTypeId
	This attribute is not mapped to Nodes in Management Object. Instead, this attribute specifies the log type, and based on the log type, the actual Management Object mapped to this Resource is decided.

	logData
	"<x>/DiagMonData/log" Node for Trap Event Logging Function MO and Trace Logs MO.

"<x>/DiagMonData/PanicLog" Node for Panic Logs MO

	logActionStatus
	"<x>/Status" Node for Trap Event Logging Function MO, Trace Logs MO and Panic Logs MO

	logStart
	"<x>/Operations/Start" Node for Trap Event Logging Function MO, Trace Logs MO and Panic Logs MO

	logStop
	"<x>/Operations/Stop" Node for Trap Event Logging Function MO, Trace Logs MO and Panic Logs MO


Here <x> is the interior node that acts as a placeholder for the respective Management Objects.
5.4
Mapping of procedures for management
5.4.1 
Mapping for <mgmtObj> Resource Primitives

5.4.1.1 
Create Primitive for <mgmtObj> Resource
The Create Request primitive for the <mgmtObj> Resource, as described in [2], shall be mapped to external management operations that create the corresponding OMA DM Management Objects. Depending on the type of the <mgmtObj> Resource (i.e., [memory], [battery], [deviceInfo], etc.), the associated OMA DM Management Object as specified in the clause 6.3 should be created. Creating OMA DM Management Object can be performed by the Protocol Command Add in OMA DM 1.3 and HGET in OMA DM 2.0.

Receiving Create Request primitive does not imply that the mapped external management operations shall be always performed since, on receiving the Create Request primitive, the corresponding external management objects may already exist in the device. For instance, after discovering the external management objects, the DMG in MN or ASN creates <mgmtObj> Resource in the IN-CSE, and in this case the IN-CSE does not need to create the external management objects.

In case that the external management objects are successfully created after receiving the Create Request primitive, then the objectID and objectPath attribute should be properly set based on the created external management objects.

The result of creating the external management object should be mapped to the Create Response primitive for the <mgmtObj> Resource as indicated by the status code mapping in the clause x.y.
5.4.1.2
Retrieve Primitive for <mgmtObj> Resource 

The Retrieve Request primitive for the <mgmtObj> Resource, as described in [2], shall be mapped to external management operations that retrieve the corresponding OMA DM Management Objects. Depending on the type of the <mgmtObj> Resource (i.e., [memory], [battery], [deviceInfo], etc.), the associated OMA DM Management Object as specified in the clause 6.3 shall be retrieved. Retrieving OMA DM Management Object can be performed by the Protocol Command Get in OMA DM 1.3 and HPUT/HPOST/GET in OMA DM 2.0.

The result of retrieving the external management object should be mapped to the Retrieve Response primitive for the <mgmtObj> Resource as indicated by the status code mapping in the clause x.y.

In case of OMA DM 2.0, note that the mapped external management operations may be implemented either by using HPUT, HPOST or GET. If the GET command is used, the requested data is carried within the OMA DM Session; otherwise the requested data is directly embedded within the HTTP message.
5.4.1.3
Update Primitive for <mgmtObj> Resource

The Update Request Primitive for <mgmtObj> Resource can be used to modify the externam management objects or to execute the management commands. The mapping in either cases shall be different as the following sections.

5.4.1.3.1
Update Primitive for Replacing Data in the Management Object

This is the case that the Update Primitive targets the attribute that is mapped to the non-executable Node in external management object as specified in the clause 6.3. The Update Request primitive for the <mgmtObj> Resource, as described in [2], shall be mapped to external management operations that replace the data in the corresponding OMA DM Management Objects. Depending on the type of the <mgmtObj> Resource (i.e., [memory], [battery], [deviceInfo], etc.), the associated OMA DM Management Object as specified in the clause 6.3 shall be updated. Replacing data in OMA DM Management Object can be performed by the Protocol Command Replace in OMA DM 1.3 and HGET in OMA DM 2.0.

The result of replacing data in the external management object should be mapped to the Update Response primitive for the <mgmtObj> Resource as indicated by the status code mapping in the clause x.y.
5.4.1.3.2
Update Primitive for Executing Management Commands
This is the case that the Update Primitive targets the attribute that is mapped to the executable Node in external management object as specified in the clause 6.3. The Update Request primitive for the <mgmtObj> Resource, as described in [2], shall be mapped to external management operations that execute the Node in the external management object. Depending on the type of the <mgmtObj> Resource (i.e., [memory], [battery], [deviceInfo], etc.), the Node in the associated OMA DM Management Object as specified in the clause 6.3 shall be executed. Executing the Node in OMA DM Management Object can be performed by the Protocol Command Exec in OMA DM 1.3 and EXEC in OMA DM 2.0.

The mapped external management operations may be executed either by the synchronous or asynchronous reporting as specified by OMA DM 1.3 and OMA DM 2.0. Selecting the synchronous or asynchronous reporting is implementation issue, and is independent on whether the Update Primitive is requested as blocking or non-blocking.

The result of executing the Nodein the external management object should be mapped to the Update Response primitive for the <mgmtObj> Resource as indicated by the status code mapping in the clause x.y.
5.4.1.4
Delete Primitive for <mgmtObj> Resource

The Delete Request primitive for the <mgmtObj> Resource, as described in [2], shall be mapped to external management operations that delete the corresponding OMA DM Management Objects. Depending on the type of the <mgmtObj> Resource (i.e., [memory], [battery], [deviceInfo], etc.), the associated OMA DM Management Object as specified in the clause 6.3 should be deleted. Deleting OMA DM Management Object can be performed by the Protocol Command Delete in OMA DM 1.3 and DELETE in OMA DM 2.0.

Receiving Delete Request primitive does not imply that the corresponding external management objects shall be always deleted. They may not be deleted if the external management objects are used by entities such as the Device Management Server.

The result of deleting the external management object should be mapped to the Delete Response primitive for the <mgmtObj> Resource as indicated by the status code mapping in the clause x.y.
5.4.2 oneM2M Resource Specific Procedure Mapping
5.5
DM Server Interactions
Editor’s Note: The section specifies the action taken for the DMG CSE to communicate with the Management Server by using the ms interface. The server interaction can be different depending on the device management technology. The server interaction might include the establishment, maintainance, usage and termination of communication to the Management Server defined in OMA DM.
5.5.1
DM Server interaction management
Editor’s Note: Describes the management of communication between oneM2M service layer and DM Server. The management includes the establishment and termination of session when needed. The management also includes necessary procedure to utilize the existing sessions.
5.5.2
Authorization
Editor’s Note: The section specifies the mapping of authorization rules defined in oneM2M and OMA standards.
5.6
New Management Objects
Editor’s Note: The section specifies the definition of new data models if needed based on the requirements of oneM2M. The definition of new data models in this section need to be liaised to OMA to create corresponding MOs in OMA DM.
6.
OMA Lightweight M2M 1.0
6.1
Mapping of basic data types

oneM2M has defined the data types that describe the format of the value stored at the attribute. Those oneM2M data types are listed in the below table, and mapped to the data types specified by OMA Lightweight M2M 1.0 [6] (shortened in OMA LWM2M)
	oneM2M Data Types
	Mapping to data types in OMA  LWM2M
	description

	xs:string
	String
	UTF-8 string

	xs:integer
	Integer
	ASCII signed integer 1, 2,4, or 8 bytes

	xs:boolean
	Boolean
	Data type for BooleanASCII value 0 or 1

	xs:float
	Float
	A 32 or 64-bit floating point value. The valid range of the value for a Resource SHOULD be defined.

	xs:base64Binary
	Opaque
	A sequence of binary octets, the minimum and/or maximum length of the octets MAY be defined.

	xs:dateTime
	Time
	Unix Time. A signed integer representing the number of seconds since Jan 1st, 1970 in the UTC time zone.


Editor's Note: the description part should provide more information on how the mapping can occur. E.g., how to map between Time and xs:dateTime which have different format. Not repeat the existing explanations.

Editor's Note: the mapping is only listed in the above table that are needed.
6.2
Mapping of Identifiers

OMA LWM2M [6] defines specific identifiers for entities (e.g. End Point Client Name or Device Identifier, Server identifier, Objects identifiers). To enable the device management using OMA LWM2M [6], oneM2M identifiers needs to be mapped to identifiers specified by OMA LWM2M [6].
6.2.1
Device identifier
A unique identifier is assigned to the Device and referenced as Endpoint Client Name in OMA LWM2M [6].This value is globally unique and is formatted as a URN.

Several URN formats are recommended in OMA LWM2M [6] as UUID URN defined in [RFC4122], OPS URN defined in [TR-069], IMEI URN defined in [3GPP-TS_23.003].

This Device identifiers shall map onto the oneM2M Node Identifier (M2M-Node-ID)
6.2.2
Object identifier

In OMA LWM2M [6], each object is characterized by a unique identifier represented by an integer. This identifier is provided  by OMNA (OMA Naming Authority) and is registered as a unique URN :

urn:oma:lwm2m:{oma,ext,x}:objectID (e.g. the LWM2M 1.0  Device Object (ObjectID:3) is registered as urn:oma:lwm2m:oma:3 ).

The context of a given oneM2M <mgmtObj> Resource is represented by the objectId attribute which can contain several references to OMA LWM2M [6] Object identifiers expressed as OMNA registered URN.
6.2.3
Object Instance Identifier
OMA LWM2M [6] permits objects to have multiple object instances where each object instance is contained in the objectPath attribute of the <mgmtObj> Resource within the context of the Resource’s objectId as described in previous section.
The objectPath attribute in <mgmtObj> Resource contains one (or several) element(s) representing the local path(s) where the Object Instance(s) are located.
6.3
Mapping of resources

This section describes how to map the <mgmtObj> Resources specified in the Annex D of [1] to the relevant Objects specified  in OMA LWM2M [6].
6.3.1
General Mapping Assumptions
OMA LWM2M[6] implements the functionalities of the device management and M2M service enablement as  Objects.  An Object is a collection of resources which are related to a specific management functionality. For example the Firmware Update Object contains all the resources used for firmware update purpose. Before to be able of  fulfilling its role, an Object shall be firstly instantiated into an Object Instance. 

Since <mgmtObj> Resources are for providing specific management functionalities, the attributes of a given <mgmtObj> Resource shall be mapped to the resources of one or several LWM2M Object Instances within the context of the Resource’s objectId as defined in sub-section 6.2.2.
The objectPath is a local context which has to be combined with a given <mgmtObj> Resource’s attribute for realizing the final mapping to the targeted OMA LWM2M [6] resource.
In case the objectPath is multiple (several Object Instances  are referenced in that Resource), a specified couple composed of one element of the objectId list and one element of objectPath list will be associated to a given Resource attribute for realizing the final mapping to the targeted OMA LWM2M [6] resource.
6.3.2
Resource [memory]

The Resource [memory] provides memory related information. For OMA LWM2M, this Resource shall be mapped to the unique Instance of LWM2M Device Object (LWM2M ObjectID: 3) .

The context of this Resource is the following:

	Context
	Mapping 

	
	

	
	

	objectId
	   urn:oma:lwm2m:oma:3

	objectPath
	   /3/0           (instance 0 of  Object 3)


 The attributes of this Resource shall be mapped to specific resources of the LWM2M Device Object Instance as follows:
	Attribute Name of [memory]
	Mapping to resources in LWM2M Device Object Instance

	memAvailable
	10  : estimated current available amount of memory in KB

	memTotal
	21  : total amount of storage space in KB in the LWM2M Device


6.3.3
Resource [battery]

The Resource [battery] provides battery related information. For  OMA LWM2M, this Resource shall be mapped to the unique Instance of LWM2M Device Object (LWM2M ObjectID: 3). 

The context of this Resource is the following

	Context
	Mapping 

	
	

	
	

	objectId
	   urn:oma:lwm2m:oma:3

	objectPath
	 /3/0                       


The attributes of this  Resource shall be mapped to specific resources of the LWM2M Device Object Instance  as follows:

	Attribute Name of [battery]
	Mapping to resources in  LWM2M Device Object Instance

	batteryLevel
	9         : current battery level as percentage

	batteryStatus
	20        : contains the battery status 


 6.3.4
Resource [deviceInfo]

The Resource [deviceInfo] provides device related information. For OMA LWM2M, this Resource shall be mapped to the unique Instance of LWM2M Device Object (LWM2M ObjectID: 3).

The context of this Resource is the following

	Context
	Mapping 

	
	

	
	

	objectId
	   urn:oma:lwm2m:oma:3

	objectPath
	/3/0


The attributes of this Resource shall be mapped to specific resources of the LWM2M Device Object Instance  as follows:

	Attribute Name of [deviceInfo]
	Mapping to resources in LWM2M Device Object Instance

	deviceLabel
	2      :    Serial Number

	Manufacturer
	0      :    Manufacturer name

	Model
	1      :    Model Number

	deviceType
	17     :    the class of the device

	fwVersion
	3      :    Firmware Version

	swVersion
	19     :    Software Version of the device

	hwVersion
	18     :    Hardware version of the device


6.3.5
Resource [reboot]
The Resource [reboot] is used for rebooting the device. For  OMA LWM2M, this Resource shall be mapped to the unique Instance of LWM2M Device Object (LWM2M ObjectID: 3).

The context of this Resource is the following

	Context
	Mapping 

	
	

	
	

	objectId
	urn:oma:lwm2m:oma:3

	objectPath
	/3/0


The attributes of this Resource shall be mapped to  LWM2M Device Object Instance  as follows:

	Attribute Name of [reboot]
	Mapping to resources in LWM2M Object Instance

	reboot
	4      : reboot the LWM2M Device to restore the Device from unexpected firmware failure

	factoryReset
	5      : Perform Factory Reset : the LWM2M device return to the same configuration as at the initial deployment.


---------------------------End of Changes ------------------------------------------- 

