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1.1 Title

M2M Application and Field Domain Component Configuration
1.1.1 Description

This use case introduce the procedures on M2M Application or Field Domain Component to prepare starting connecting to M2M Platform. 
1.1.2 Source 

FUJITSU
1.1.3  Actors 

· M2M Device in field domain 
· M2M Service Portal Server
· M2M Configuration Server
1.1.4 Pre-conditions 

M2M Device is purchased form wholesale store by consumer user. Therefore M2M Device does not know which M2M Service Provider should be connected. The Device is the smart thermometer to measure the temperature of the house room.
The user is previously contracted with M2M Service Provider to collect the data from the M2M devices.
1.1.5 Triggers 

The M2M Device is turned on. 
1.1.6 Normal Flow 

1. The User obtain the information about the Device from the vendor. The information can be Vendor name, Device-ID, Serial Number, MAC-Address, and Application-ID of the Device. One possibility is from the description paper enclosed in product box.
2. The User accesses to the M2M Portal Server to register the M2M Device which is newly purchased.
3. The M2M Portal Server communicate with the M2M Configuration Server to initialize setting for the M2M Device.
4. The User operates the Device to start Connectivity Configuration with the Configuration Server. 
5. The Configuration Server interacts with the WLAN router device in the home to trigger WPS(WiFi Protected Access Setup) procedure. 
6. The Device obtains the Connectivity Setting information (e.g. SSID and passphrase) from the router to connect to the LAN.
7. The Device establish the connectivity to the home network.
8. When the Device realize the connectivity network is available, then the Device 
9. When the Device realized the network connectivity to the Internet become available , the Device sends necessary information to the Configuration Server.

10. The Configuration Server provide necessary information for to connect M2M Platform to the Device (e.g. AE-ID, authentication credential,  registrar's contact address, and Application Settings), .

11. The M2M Device disconnect the connection to the Configuration Server.

12. 
13. The M2M Device issues the request to register itself to the registrar of the M2M Platform.
14. The M2M Device starts sending measured data (ex. temperature of the room) periodically. The reporting frequency was given by the Application Setting. 
1.1.7  Alternative flow 

Instead of obtaining the Connectivity Setting information from the WLAN router, connectivity, the Device can be manually configured by User to connect to the WLAN network. 
1.1.8 Post-conditions 

The M2M Device is connected to the M2M Platform, and the collected data is stored on the M2M Platform System.
1.1.9 High Level Illustration


[image: image1]
1.1.10 Potential requirements 

 
1. M2M Platform shall be able to accept device specific Application Setting information from Configuration Server to allow the M2M Devices to register.
2. M2M Platform shall be able to trigger Connectivity Setup for M2M Device.
3. 
4. M2M Device shall be able to accept Connectivity Settings for enabling network connectivity.
5. M2M Device shall be able to accept Application Settings to register to the M2M Platform.
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