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Introduction
An Ontology Repository Resource has been defined for ontology management in clause 7.3.5 of TR-0033. V-0.4.0 release, but its sub-resources have not been defined, This CR adds 2 sub resources, namely <ontology> and<semanticValidation>. The <ontology> has been well defined in TR-007. It’s ready to consider adopting this feature in TR-0033. a semantic validation common service function (CSF) have been proposed to validate a <semanticDescriptor> resource against the referenced ontology in clause 8.3.2， the Ontology Repository resource needs to be extended,so the added sub-resource <semanticValidation> is used as the RESTful interface to accept the semantic validation request. In addition, some editing errors have been corrected.
R01:

· add one more flow to clarify the standalone usage of <semanticValidation> virtual resource.
· clarify the Create/Delete operation is not applicable via Mca/Mcc

· editorial updates
R02: 
· correction and clarification added for semantic validation according to comments received from Catalina
· reshuffled clause 8.10, added procedure from TR-0007 regarding SPARQL operation on <ontology>

-----------------------Start of change 1-------------------------------------------
7.3.5
Resource <ontologyRepository>

An <ontologyRepository> resource is capable of storing multiple ontologies in the unified languages adopted by the M2M system, e.g. RDFS/OWL. For easy illustration of the examples, in this clause it is assumed that the M2M system adopts RDFS/OWL in describing ontologies. 
This structure provides support for re-use of existing ontologies, the ability to access both internal and external ones and for ontology import into the system. It also allows to fulfil the requirements for ontology discovery, as well as addition and updates, via CRUD operations.
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Figure 7.3.5-1: Structure of <ontologyRepository> resource
Resources of type <CSEBase> and <AE> optionally can have one <ontologyRepository> resource. The ontology resource is further described in clause 7.3.6.

The <ontologyRepository> resource may also contain a (virtual) sub-resource<semanticValidation> <semanticValidation> as the interface to accept semantic validation request from an <AE> or a remote <CSE>. Upon receiving a Update request with <semanticDescriptor> resource representation addressing the<semanticValidation> <semanticValidation> sub-resource, the hosting CSE performs the semantic validation procedures as described in clause 8.3.2. 
The <ontologyRepository> resource shall contain the child resources as specified in table 7.3.5-1.
Table 7.3.5-1: Child resources of <ontologyRepository> resource
	Child Resources of <ontologyRepository>
	Child Resource Type
	Multiplicity
	Description
	<ontologyRepository>Child Resource Types

	[variable]
	<ontology>
	0..n
	Represents individual ontology e.g. oneM2M Base Ontology, SSN and SAREF. See clause 7.3.6.
	none

	semanticValidation
	<semanticValidation>
	0..1
	See clause 7.3.x
	none


-----------------------End of change 1------------------------------------------

-----------------------Start of change 2-------------------------------------------
7.3.6
Resource <ontology>
7.3.6.0
Introduction

The <ontology> resource is used to store the representation of an ontology. This representation may contain ontology descriptions in a variety of formats, given the requirements for re-use of existing ontologies, for support for ontologies available only externally and for support of ontology import into the system. The ontology description is made available to the semantic-related functions of the oneM2M system provided by applications or CSEs.

In the following, a number of examples are given what applications, but also the semantic functionalities supported by the oneM2M platform itself, may need from an ontology:

1) get all classes of an ontology;

2) get all object | data properties of ontology;

3) get direct subclasses of class A;

4) get also transitive subclasses class A;
e.g. if information from instances of class A is requested, all subclasses of class A also need to be included as they are also instances of class A;

5) get all the superclasses of class A;
e.g. if for derived ontologies the class of the base ontology needs to be found from which the class is derived, for example to apply rules defined for the base ontology, e.g. for creating a resource structure;

6) get all object | data properties where class A is in the domain;
e.g. to find out what properties an instance of class A can possibly have;

7) get all object | data properties where class A is in the range;

8) get all sub-properties of a property A;
e.g. if information concerning property A is requested all sub-properties of A also need to be included;

9) get classes that are equivalent to class A.

7.3.6.2
Resource definition
Using OWL 2.0 as an ontology format example to be supported by the oneM2M system and based on W3C specifications (http://www.w3.org/TR/owl2-syntax/#IRIs) the following apply: 

· "Ontologies and their elements are identified using Internationalized Resource Identifiers (IRIs) [RFC3987]; thus, OWL 2 extends OWL 1, which uses Uniform Resource Identifiers (URIs). Each IRI MUST be absolute (i.e. not relative). In the structural specification, IRIs are represented by the IRI UML class. Two IRIs are structurally equivalent if and only if their string representations are identical."

And

· "Ontology documents are not represented in the structural specification of OWL 2, and the specification of OWL 2 makes only the following two assumptions about their nature:

· Each ontology document can be accessed via an IRI by means of an appropriate protocol.

· Each ontology document can be converted in some well-defined way into an ontology (i.e. into an instance of the Ontology UML class from the structural specification)."
Therefore current methods of accessing and importing ontologies requires access to the respective ontology document via an IRI (Internationalized Resource Identifiers) as specified in IETF RFC 3987 [i.42]. Given that access to the ontology document has been obtained, this approach also provides for local storage of the document in a content attribute which is available to the platform based on access control rules.

Given the possible need to have access to multiple versions of an ontology, and to different formats, a specialized attribute contentFormat provides information necessary for the system to interpret the information available in the content attribute.
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Figure 7.3.6.2-1: <ontology> resource for ontology document access

The <ontology> resource above contains the child resources specified in table 7.3.6.2-1.

Table 7.3.6.2.0-1: Child resources of <ontology> resource in the unstructured approach

	Child Resources of <semanticDescriptor>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See [i.39], clause 9.6.8 where the type of this resource is described.


The <ontology> resource above contains the attributes specified in table 7.3.6.2.0-2.

Table 7.3.6.2.0-2: Attributes of <ontology> resource in the unstructured approach

	Attribute Name
	Multiplicity
	RW/RO/WO
	Description

	resourceName
	1
	WO
	See [i.3], clause 9.6.1.3.

	parentID
	1
	RO
	See [i.3], clause 9.6.1.3.

	expirationTime
	1
	RW
	See [i.3], clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See [i.3], clause 9.6.1.3.

	labels
	0..1 (L)
	RW
	See [i.3], clause 9.6.1.3.

	creationTime
	1
	RO
	See [i.3], clause 9.6.1.3.

	lastModifiedTime
	1
	RO
	See [i.3], clause 9.6.1.3.

	announceTo
	0..1 (L)
	RW
	See [i.3], clause 9.6.1.3.

	announcedAttribute
	0..1 (L)
	RW
	See [i.3], clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See [i.3], clause 9.6.1.3.

	creator
	0..1
	RO
	 See clause 9.6.1.3.

	
	
	
	

	
	
	
	

	description
	0..1
	RW
	Text description of the ontology

	contentFormat
	1
	RW
	Attribute providing information about the format of the content attribute. It may indicate the content as:

IRI - for an ontology to be accessed via the IRI provided in the content attribute

OR

File format - for an ontology for which the document is stored in the content attribute. In this case contentFormat also provides a description of the ontology format, e.g. OWL, Turtle, etc.

	Content
	0..1
	RW
	Depending on the contentFormat attribute, it may be interpreted either as:

The IRI of the corresponding ontology document

OR

The content of the corresponding ontology document

Editor's Note:It is FFS to determine how to handle the case when the content is the IRI of the corresponding ontology document, but it is not dereferenceable.


-----------------------End of change 2------------------------------------------

-----------------------Start of change 3-------------------------------------------
7.3.x
Resource Type semanticValidation
The <semanticValidation> resource is a virtual resource because it does not have a representation. It is the child resource of a <ontologyRepositoy> resource. It’s the interface to accept a semantic validation (Update) request which includes a <semanticDescriptor> resource to be validated. 
The Hosting CSE shall perform the semantic validation functionality by checking the validity (i.e. conformance) of the triples in the descriptor attribute of the received <semanticDescriptor> resource (as well as any linked <semanticDescriptor> resources linked by the relatedSemantics attribute, or m2m:resourceDescriptorLink in the descriptor attribute) against the referenced ontologies (including the reference ontologies of the linked <semanticDescriptor> resources) as pointed by the ontologyRef attribute. The Hosting CSE may need to retrieve (and cache) the linked <semanticDescriptor> resources and their referenced ontologies from a remote CSE to perform the semantic validation process. The validation mechanism is implementation specific and out of scope.
The <semanticValidation> resource does not have a resource representation by itself and consequently it does not have an accessControlPolicyIDs attribute. The <accessControlPolicy> resource used for access control policy validation is indicated by the membersAccessControlPolicyIDs attribute in the parent <ontologyRepositoy> resource.
-----------------------End of change 3------------------------------------------

-----------------------Start of change 4-------------------------------------------
8.10
 Ontology management
8.10.1 Introduction
Ontology management refers to how to import, discover, store, update, associate/map ontologies, including oneM2M Base Ontology and external ontologies (e.g. SSN [i.x], SAREF [i.y]). The<ontologyRepository> resource is defined for ontology management in clause 7.3.5. The<ontologyRepository> resource has two child resources:<ontology> and <semanticValidation>. The sub-resource <ontology> is used to import, discover, update ontologies via CRUD operations. The other sub-resource <semanticValidation> is a virtual resource, it is used to verify semantic consistency of <semanticDescriptor> resource against the referenced ontology.
The CRUD operations on <ontologyRepository> and <ontology> resources follow basic procedures defined in clause 10.1 in [TS-0001]. Furthermore, SPARQL operations can also be applied to <ontology> resource as defined in clause 8.10.2. 
Since <semanticValidation> is a virtual resource, the Create and Delete operation will be performed along with the Create and Delete operation of its parent <ontologyRepository> resource by the hosting CSE automatically and is not applicable via Mca, Mcc. The Retrieve operation is not applicable for <semanticValidation> either.  The Update operation against the <semanticValidation> is described in 8.10.3 as the procedure for semantic validation.
8.10.2
SPARQL request on <ontology> procedure via Retrieve Operation

This procedure shall be used for SPARQL requests to <ontology> resources. A Semantic Request parameter, defined as follows has to be provided:

· Semantic Request: Contains a SPARQL request to be executed on the ontology content.

The contentFormat attribute of the <ontology>  has to represent a file format. The result corresponds to the result of the execution of the SPARQL request on the content attribute of the <ontology> resource and shall be returned to the Originator using a successful Response message. 

Editor's note: The table detailing the SPARQL request on ontology procedure needs to be provided.

In the following, the SPARQL content for the Semantic Request parameter for all the examples defined in clause 8.5.8.3.1 is given:

10) get all classes of an ontology
SELECT ?subject WHERE { ?subject rdfs:subClassOf+  owl:Thing }

11) get all object | data properties of ontology
SELECT ?subject WHERE { {?subject rdf:type+ owl:ObjectProperty } UNION {?subject rdf:type+ owl:DatatypeProperty } }
12) get direct subclasses of class A
SELECT ?subject WHERE { ?subject rdfs:subClassOf  saref:Command }
13) get also transitive subclasses  class A
SELECT ?subject WHERE { ?subject rdfs:subClassOf + saref:Command }

14) get all the superclasses of class A
SELECT ?object WHERE { saref:SetAbsoluteLevelCommand rdfs:subClassOf + ?object }
15) get all object | data properties where class A is in the domain
SELECT ?subject ?object WHERE { ?subject rdfs:domain saref:Service }
16) get all object | data properties where class A is in the range
SELECT ?subject ?object WHERE { ?subject rdfs:range saref:Command }
17) get all sub-properties of a property A
SELECT ?subject WHERE { ?subject rdfs:subPropertyOf om:singular_unit
18) get classes that are equivalent to class A
SELECT ?class WHERE {{ saref:Device owl:equivalentClass ?class} UNION {?class owl:equivalentClass  saref:Device}}
8.10.3
UPDATE <semanticValidation> for semantic validation 
An AE or CSE can send a <semanticDescriptor> resource to the hosting CSE of the <semanticValidation> virtual resource to validate the consistency of the semantic triples contained in the <semanticDescriptor> resource against the reference ontologies. The <semanticDescriptor> resource is sent in the UPATE request addressing the <semanticValidation> virtual resource. 
See procedure definition in Table 8.10.3-1. More information can be found in clause 8.3.2.






Table 8.10.3-1: <semanticValidation> UPDATE

	<semanticValidation> UPDATE

	Associated Reference Point
	Mca, Mcc and Mcc'

	Information in Request message
	All parameters defined in [ i.3],table 8.1.2-3. Besides, the resource representation in the Content parameter of the request message shall be set as the <semanticDescriptor> resource to be validated.

	Processing at Originator before sending Request
	According to [ i.3],clause 10.1.4

	Processing at Receiver
	The receiver shall follow the basic procedure according to clause 10.1.4 in [i.3], with the following specific details:


· retrieve the semantic description (i.e. the triples in descriptor attribute of), the URI to the referenced ontology in ontologyRef attribute and potential links to other linked <semanticDescriptor> resources from the <semanticDescriptor> resource to be validated;
· retrieve the referenced ontology, any linked <semanticDescriptor> resources and the referenced ontologies of the linked <semanticDescriptor> resources;
· perform semantic validation (check the validity of the semantic triples against the referenced ontologies).
· set the ‘semanticValidated’ attribute in the <semanticDescriptor> resource according to the validation result, and return to the originator.
For more details, see clause 8.3.2

	Information in Response message
	According to [ i.3],clause 10.1.4

	Processing at Originator after receiving Response
	According to [ i.3],clause 10.1.4.
In case the Originator is the hosting CSE of the <semanticDescriptor> resource being validated, the Originator shall update the semanticValidated attribute of the hosted <semanticDescriptor> resource according to the received response code accordingly (true or false). See details in clause 8.3.2 CASE 2.

	Exceptions
	According to [ i.3],clause 10.1.4




-----------------------End of change 4------------------------------------------
-----------------------Start of change 5------------------------------------------
7.3.1
Resource <semanticDescriptor>

The <semanticDescriptor> resource is used to store a semantic description pertaining to a resource and potentially sub-resources. Such a description can be provided according to ontologies. The semantic information is used by the semantic functionalities of the oneM2M system and is also available to applications or CSEs.

Resources of several types (e.g. <AE>, <container>, <contentInstance>) optionally can have one or more semantic descriptor resources. See [] clause 9.6.1.1 for a complete list of resources which may have a <semanticDecriptor> child resource and [] clause 8.5.2.3 for a complete description of this resource.
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Figure 7.3.1-1: Structure of <semanticDescriptor> resource

The <semanticDescriptor> resource contains the child resources specified in table 7.3.1-1.

Table 7.3.1-1: Child resources of <semanticDescriptor> resource

	Child Resources of <semanticDescriptor>
	Child Resource Type
	Multiplicity
	Description

	[variable]
	<subscription>
	0..n
	See [i.3], clause 9.6.8 where the type of this resource is described.


The <semanticDescriptor> resource contains the attributes specified in table 7.3.1-2.

Table 7.3.1-2: Attributes of <semanticDescriptor> resource

	Attributes of <semanticDescriptor>
	Multiplicity
	RW/

RO/

WO
	Description

	resourceType
	1
	RO
	See [i.3], clause 9.6.1.3 

	resourceID
	1
	RO
	See [i.3], clause 9.6.1.3 

	resourceName
	1
	WO
	See [i.3], clause 9.6.1.3.

	parentID
	1
	RO
	See [i.3], clause 9.6.1.3.

	accessControlPolicyIDs
	0..1 (L)
	RW
	See [i.3], clause 9.6.1.3 

	creationTime
	1
	RO
	See [i.3], clause 9.6.1.3 

	expirationTime
	1
	RW
	See [i.3], clause 9.6.1.3 

	lastModifiedTime
	1
	RO
	See [i.3], clause 9.6.1.3 

	labels
	0..1 (L)
	RW
	See [i.3], clause 9.6.1.3 

	
	
	
	

	announceTo
	0..1 (L)
	RW
	See [i.3], clause 9.6.1.3.

	announcedAttribute
	0..1 (L)
	RW
	See [i.3], clause 9.6.1.3.

	dynamicAuthorizationConsultationIDs
	0..1 (L)
	RW
	See [i.3], clause 9.6.1.3.

	creator
	0..1
	RO
	See [i.3], clause 9.6.1.3.

	descriptorRepresentation
	1
	RW
	Indicates the format used for the serialization of the descriptor attribute, e.g. RDF/XML, Turtle, JSON-LD….

	semanticOpExec
	0..1
	RW
	This attribute cannot be retrieved. Upon creation or update it triggers a SPARQL query request for execution of semantic operations on the descriptor attribute e.g. SPARQL update as described in [3].

	descriptor
	1
	RW
	Stores a semantic description pertaining to a resource and potentially sub-resources. Such a description shall be according to subject-predicate-object triples as defined in the RDF graph-based data model [4]. The encoding of the RDF triples used in oneM2M is defined in oneM2M TS-0004 [3]. The elements of such triples may be compliant to ontologies as indicated in the ontologyRef attribute. Examples of such descriptors in RDF can be found in [i.28].

	ontologyRef
	0..1
	WO
	A reference (URI) of the ontology used to represent the information that is stored in the descriptor attribute. If this attribute is not present, the ontologyRef from the parent resource is used if present.

	relatedSemantics
	0..1(L)
	WO
	List of URIs for resources containing related semantic information to be used in processing semantic queries. The URI(s) may 
reference either a <group> resource or other <semanticDescriptor> resources.
Alternatively, such URIs may also be present in the range of m2m:resourceDescriptorLink annotation properties in the descriptor attribute


-----------------------End of change 5------------------------------------------

-----------------------Start of change 6-------------------------------------------
8.3.2
Proposed solution
To solve the issues mentioned above, a semantic description validation common service function (CSF) is proposed to validate a <semanticDescriptor> resource against the referenced ontology. The end-to-end flow for semantic description validation is shown in figure 8.3.2-1. The extension to the resource structure is defined in clause 7.3.1 and 7.3.2.

Semantic validation when Create/Update/Retrieve <semanticDescriptor> resource 

[image: image4]
Figure 8.3.2-1: Message flow for semantic description validation triggered by <semanticDescriptor> resource Create/Update/Retrieve
Step 1. The issuer (e.g. an AE or a CSE) sends to CSE-1 an operation request (CREATE, UPATE or RETRIEVE) pertaining to the <semanticDescriptor> resource hosted by CSE-1. In the case of CREATE or UPDATE, the request contains the <semanticDescriptor> resource representation, which includes the semantic description (triples in descriptor attribute), the URI to the referenced ontology (i.e. ontologyRef) and potential links to other <semanticDescriptor> resources (as in relatedSemantics attribute, or in the triples with m2m:resourceDescriptorLink in descriptor attribute). In the case of RETRIEVE, the request contains the URI of the <semanticDescriptor> resource.

In order to trigger the semantic validation process, the request may contain a parameter (e.g. needValidation, which is to be specified) to indicate that the addressed <semanticDescriptor> needs to be validated before creation, update or retrieval. Such indication may alternatively (e.g. in the case of CREATE and UPATE) be indicated by setting an extended attribute validationEnable of the <semanticDescriptor> resource as defined in clause 7.3.1. 
Editor’s Note: the mechanism to trigger semantic validation needs to be chosen from one of the above.
Step 2. CSE-1 receives the operation request and check if the addressed <semanticDescriptor> resource is linked to any other remote <semanticDescriptor> resources (i.e. check if the addressed <semanticDescriptor> resource contains relatedSemantics attribute, or triples with m2m:resourceDescriptorLink in descriptor attribute) that are located in remote CSEs. If no, the procedure goes to Case 1 (step 3a to 4a), otherwise, goes to Case 2 (step 3b to 6b). In the case of RETRIEVE, CSE-1 may only trigger the following steps if the addressed <semanticDescriptor> resource is not yet validated (by checking the semanticValidated attribute as defined in clause 7.3.1).


Case 1: stand-alone <semanticDescriptor> (see also clause 8.3.1 Case 1)
Step 3a. CSE-1 retrieves the ontology representation according to the URI in the ontologyRef attribute of the addressed <semanticDescriptor> resource from IN-CSE (which hosts the referenced ontology) . In case CES-1 cannot retrieve the ontology representation (due to access right control or other exceptional reasons), skip Step 4a.
Step 4a. CSE-1 performs semantic validation of the semantic description (the triples in descriptor attribute) of the addressed <semanticDescriptor> resource against the retrieved ontology. 

Case 2: linked <semanticDescriptor> (see also clause 8.3.1 Case 2)
Step 3b. CSE-1 sends a semantic validation request to IN-CSE (the hosting CSE of the referenced ontology according to ontologyRef) with the addressed <semanticDescriptor> resource representation (which includes descriptor, ontologyRef and URIs to other linked <semanticDescriptor> resources) to validate the semantic description of the addressed <semanticDescriptor> resource (together with the linked <semanticDescriptor> resources) against the referenced ontologies of the addressed and the linked <semanticDescriptor> resources.

The <ontologyRepository> resource on the IN-CSE needs to be extended with a  virtual child-resource <semanticValidation> (defined in clause 7.3.5) as the RESTful interface to accept the semantic validation request. In this case a request to UPDATE the <semanticValidation> virtual child resource of the <ontologyRepository> resource on the IN-CSE containing the content of the descriptor attribute of the <semanticDescriptor> resource triggers validation by the IN-CSE

Step 4b. After receiving the semantic validation request from CSE-1, IN-CSE retrieves the linked <semanticDescriptor> resources (including the semantic description in descriptor attribute and the URI of the referenced Ontology in ontologyRef attribute). In case the linked <semanticDescriptor> resources also contain URIs linking to other <semanticDescriptor> resources, IN-CSE may repeat this step iteratively to retrieve all linked <semanticDescriptor> resources. In case IN-CSE cannot retrieve the linked <semanticDescriptor> resources (due to access right control or other exceptional reasons) within a reasonable time (according to local policy), skip Step 5b. 
Step 5b. IN-CSE validates the semantic description of the addressed <semanticDescriptor> resource and the retrieved linked <semanticDescriptor> resources against the referenced ontologies of the addressed and the linked <semanticDescriptor> resources. 

Step 6b. IN-CSE returns the validation response to CSE-1. In case Step 5b succeeds, the response code indicates success of validation, otherwise (including Step 5b is skipped due to Step 4b fails), the response code indicates failure of validation.

Step 7. CSE-1 performs normal operation (CREATE, UPDATE or RETRIEVE) on the addressed <semanticDescriptor> resource according to the original request from the issuer following existing procedures. In addition, based on the validation result of Step 4a (in Case 1) or the validation response received in Step 6b (in Case 2), CSE-1 updates the validation status (validated or not) of the addressed <semanticDescriptor> resource accordingly. If Step 4a is skipped due to Step 3a fails, it’s also considered as not validated.

To do this, <semanticDescriptor> resource needs be extended with an additional attribute semanticValidated to represent the validation status as defined in clause 7.3.1.

Step 8. CSE-1 returns operation (CREATE, UPDATE or RETRIEVE) response to the issuer.
Note: Current assumption is that all referenced ontologies are hosted by the IN-CSE, no matter how the ontologies are physically stored (in the IN-CSE, in a separate database, or on an external website).
Semantic validation independent of <semanticDescriptor> resource operation

[image: image5]
Figure 8.3.2-2: Message flow for semantic description validation independent of <semanticDescriptor> resource operation
This flow can be used independent of <semanticDescriptor> resource operation. For example, an AE can validate a <semanticDescriptor> resource after retrieving it from a hosting CSE, so as to ensure the validity of the RDF triples in the retrieved resource before using it in the application layer process (e.g. reasoning). An AE or a CSE may also choose to validate a <semanticDescriptor> resource representation before actually creating it in the oneM2M system (see Case 2 in Figure 8.3.2.-1). 
Step 1. The Issuer sends a semantic validation request to IN-CSE (the hosting CSE of the referenced ontology according to ontologyRef) with the <semanticDescriptor> resource representation to be validated (which includes descriptor, ontologyRef and potentially URIs to other linked <semanticDescriptor> resources). In this case a request to UPDATE the <semanticValidation> virtual child resource of the <ontologyRepository> resource on the IN-CSE containing the content of the descriptor attribute of the <semanticDescriptor> resource triggers validation by the IN-CSE.
The Ontology Repository resource on the IN-CSE needs to be extended with a virtual child-resource <semanticValidation> (defined in clause 7.3.5) as the RESTful interface to accept the semantic validation request. 


Step 2. After receiving the semantic validation request from the issuer, IN-CSE retrieves any linked <semanticDescriptor> resources (including the semantic description in descriptor attribute and the URI of the referenced Ontology in ontologyRef attribute) of the received <semanticDescriptor> resource. In case the linked <semanticDescriptor> resources also contain URIs linking to other <semanticDescriptor> resources, IN-CSE may repeat this step iteratively to retrieve all linked <semanticDescriptor> resources. In case IN-CSE cannot retrieve the linked <semanticDescriptor> resources (due to access right control or other exceptional reasons) within a reasonable time (according to local policy), skip Step 3.
Step 3. IN-CSE validates the semantic description of the received <semanticDescriptor> resource and the retrieved linked <semanticDescriptor> resources against the referenced ontologies of the received and the linked <semanticDescriptor> resources. 

Step 4. IN-CSE returns the validation response to the Issuer. In case Step 3 succeeds, the response code indicates success of validation, otherwise (including Step 3 is skipped due to Step 2 fails), the response indicates failure of validation.

-----------------------End of change 6------------------------------------------
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