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oneM2M IPR STATEMENT
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Background

Currently there is no comprehensive written set of protocol requirements. We do have the high-level Requirements TS, inferred requirements from the Architecture TS as it gets defined, and potentially interoperability recommendations from the Protocol Analysis TR. 
The problem we have is that we don't yet have an agreed way to specify detailed requirements. The high level requirements are supposed to be written and unaware of the architecture. As the architecture TS is being progressed it implies – but does not spell out - protocol requirements – which are arguably the most important detailed requirements. Other aspects of protocol requirements e.g. performance, are not yet specified.
http://tools.ietf.org/html/rfc2779 includes some good examples of detailed protocol requirements.
A set of detailed protocol requirements (including but not limited to scalability, performance, common message format, reliability, security, extensibility, robustness, resilience, efficiency, message minimisation, etc.) should be generated. It should be derived from the Requirements TS, inferred from the evolving Architecture TS, address the unaddressed aspects of protocol, and be expressed in terms of Protocol Requirements.

If we can agree on the need for detailed protocol requirements, the next step is to consider the options of where they should reside. Detailed protocol requirements would seem to be inappropriate to be specified with the WG1 high-level requirements. Rather they should be specified within a WG3 TS. It could either be started as a separate WG3 TS, included as a new clause in the current WG3, or initially includes in the current WG3 then separated later.
Proposal 1 - Insert a new normative clause as follows as clause 5 in the existing Protocol TS, and adjust the structure to reflect this addition.
Proposal 2 -  Insert the following sub-clauses under the new clause.
--------------------------------starts here--------------------------
X
Protocol Requirements
The following sub-clauses contain the protocol requirements for oneM2M.
Editor’s Note: The following sub-clauses are intended to specify aspects of protocol requirements, including but not limited to scalability, performance, common message format, reliability, security, extensibility, robustness, resilience, efficiency, message minimisation, etc. Requirements derived from the Requirements TS and inferred from the evolving Architecture TS should be captured here and expressed in terms of Protocol Requirements. Beyond these, additional Protocol requirements are expected. More contributions are requested
X.1
Scalability
   The protocol shall be capable of meeting its other functional and performance requirements even when:
1. There are millions of entities within a single M2M domain.
2. Every single stakeholder has subscriptions to hundreds of resources.
3. Hundreds of distinct stakeholders have subscriptions to a single resource.

Note: These are protocol design goals; implementations may choose to place lower limits.
X.2
Extensibility
The protocol shall be designed to meet functional and performance requirements for extensibility:
1. The protocol shall be extensible in terms of its messages, their attributes parameters & data payloads.
2. The Coding of the known payloads shall be verified & extensible, e.g. by using a proven extensible method like XML.

X.3
Robustness 

The protocol shall be designed considering these functional and non-functional requirements:
1. The protocol shall be robust in terms of its impact on the environment where it will operate.

2. The protocol shall guard against message storms, overflows, power drain and other known & foreseeable undesirable consequences.

X.4
Efficiency 

The protocol shall be designed to meet functional and performance requirements for efficiency:

1. The protocol shall minimize message size and quantity. 
2. The protocol shall be efficient, not requiring unnecessary overload of parameters, attributes, and payloads.

3. The protocol shall make use of default parameters and attributes to avoid unnecessary message size. 
4. Unnecessary verbosity within the protocol shall be limited & removed

5. <<objective figures - 5,000% overhead for a 1 byte value>> .

X.5
Security
<< Guidance from WG-4 is required on the completion of these requirements.>>

--------------------------------ends here--------------------------
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