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1 Background

A tabular form of a technical view of each protocol analysed described by a common set of protocol traits can provide a simple summary. The following set of protocol traits is proposed initially. Contributors of protocol analyses are requested to additionally propose entries for this table. 

Some traits (e.g. efficiency and scale) may best be considered in context of a few use case scenarios since they may be dependent upon number of data elements, frequency of exchange, etc. Discussion on this topic is invited.
1.1
Proposal
Add the following text and tables to clause 8 
--- CURRENT TEXT ---
8
Summary 

<Text> Editor’s Note:  Summary and “list of those protocols with which oneM2M could encapsulate and/or interoperate” to be provided
--- START OF ADDED TEXT ---
The following tables summarise how selected traits are addressed by the analysed protocols. The selected traits include:

· Traits explicitly titled in clauses: 7.x.3 (architectural style), 7.x.5 (deployment), 7.x.8 (data model), 7.x.9 (security) and 7.x.10 (dependencies)
· Traits incorporated into clauses 7.x.x , e.g. QoS, Stability

· Traits which are highly relevant to M2M e.g. Multicast, Pub/sub, efficiency, time services
Table 1a Summary of Protocols' Traits

	Protocol / Traits
	Architecture Style
	Primary deployment & size
	QoS
	Messaging

(Req/Res, Pub/Sub)
	Multicast (app level, IP level)
	Compute Resources
Req’d
	Domain scale

	CoAP 
	
	
	
	
	
	
	

	MQTT
	
	
	
	
	
	
	

	RESTful HTTP 
	
	
	
	
	
	
	

	XMPP 
	
	
	
	
	
	
	

	TR-50
	
	
	
	
	
	
	

	Websockets
	
	
	
	
	
	
	

	BT
	
	
	
	
	
	
	


Table 1b Summary of Protocols' Traits [contd]
	Protocol / Traits
	Data Model
	Dependencies

-Underlying protocols (UDP/TCP, L2, serial interfaces)

-Infrastructure (server/broker)
	Time services (time-stamp)
	Efficiency
	Data conditional actions
	Security
	Stability (last update, next update)

	CoAP 
	
	
	
	
	
	
	

	MQTT
	
	
	
	
	
	
	

	RESTful HTTP 
	
	
	
	
	
	
	

	XMPP 
	
	
	
	
	
	
	

	TR-50
	
	
	
	
	
	
	

	Websockets
	
	
	
	
	
	
	

	BT
	
	
	
	
	
	
	


Editor’s Note:  Additional traits to consider include: message size, session management, encryption, integrity, authentication, protocol addressability limitations, and involved SDO.
Editor’s Note: We may wish to format the tables by categories of the traits and/or the protocols.
Editor’s Note: Some traits (e.g. efficiency and scale) may best be considered in context of a few use case scenarios since they may be dependent upon number of data elements, frequency of exchange, etc.
--- END OF ADDED TEXT ---
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