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Introduction: Short names were proposed in WG2 “In all tables representing resource attributes, each attribute name is followed by its "short name" in brackets that shall be used in resource representations to be transferred across reference points.”  

The intention was to reduce the number of bytes transferred in oneM2M message flows at the expense of making the attributes cryptic for humans to understand. (This assumed that compression software was not being used).

Generally a 3-5 letter abbreviation of the attribute name was proposed. However given the similarity among attribute names some 3-5 letter abbreviations were modified to avoid name space collisions. 

Given the need to remember so many abbreviations (175 currently), it is questionable whether a developer would find any value in the 3-5 letter form.

Therefore to enable reduction in the number of bytes transferred in oneM2M message flows, it is proposed that we simply number attributes as their short form. The attribute-number attribute mapping for release 1 would be alphabetic. Thereafter the mapping would be incrementally alphabetic per release, not changing prior allocations for backwards compatibility. If an attribute is subsequently removed then the corresponding number would be retired.   The format of the number is xs: unsignedShort which would provide a namespace for 65,536 attributes.

This avoids the need to think of and agree on all the short form abbreviations and will save us time. 

The proposed change is limited to Annex A (Normative): Resource attributes

As we develop the list of attributes we should not bother maintaining the numbering, we only need to re-rationalise these before release.
--------------------------------Start of change------------------------------------------------------------

Annex A (Normative): Resource attributes

Resource Attributes are specified in oneM2M TS-0001 [6]. The type and values shall be supported according to the description given in table A-1.

The attributes are specified by trhe following information in the table:

· ResourceType: indicates the resource where the attribute is used, in case that the attribute is present in all resources the tag “ALL” is used.

· Attribute Name: indicates the name of the Attribute from [6]

· Short Name: indicates the token for the correspondent Attribute. The numerical token incrementally maps to attributes in alphabetical order for each release. Previously allocated numeric values shall not change. If an attribute is subsequently removed then the corresponding number would be retired. The format of the short name is xs: unsignedShort which provides a namespace for 65,536 attributes.
· Data type: indicate the used type for the attribute, simple data types are defined in clause 6.3.1 and complex data types are defined in clause 6.3.2.

· Default: specifies the default value of the attribute as set by hosting CSE if no specific value was provided in the operation CREATE or UPDATE request, or if the provided value was unacceptable for the hosting CSE and is not specified to respond with an error then the hosting CSE is allowed to set a value.

· Value restrictions: indicates if the value of the attributes has a specific limitation.

Table A-1: Resource attributes

	ResourceType
	Attribute

Name
	Short Name
	Data Type
	Default
	Value restrictions
	Notes

	
	
	
	
	
	
	

	ALL except <accessControlPolicy>
	accessControlPolicyID
	1
	 xs:string
	NONE


	See TBD
	If the attribute is absent, all the entities that correspond to ancestor resources shall have the full set of permissions

	firmware
	activate
	2
	
	
	
	

	firmware
	activateStatus
	3
	
	
	
	

	<subscription>
	aggregationURI
	4
	xs:anyURI
	
	
	

	TBD
	announceAttribute
	5
	xs:string
	NONE 
	
	

	TBD
	announceTo
	6
	xs:anyURI
	NONE
	
	

	<application>, <m2mServiceSubscription>, <nodeInfo>
	App-ID
	7
	xs:string
	
	
	

	<application>
	App-Inst-ID
	8
	xs:string
	
	
	

	<cmdhEcDefParamValues>, <cmdhNetworkAccessRules>, <cmdhBuffer>
	applicableEventCategory
	9
	
	
	
	

	<areaNwkDeviceInfo>
	areaNwkId
	10
	
	
	
	

	<areaNwInfo>
	areaNwkType
	11
	
	
	
	

	<capabilityInstance>
	attached
	12
	
	
	
	

	<cmdhNwAccessRule>
	backOffParameters
	13
	
	
	
	

	<subscription>
	batchNotify
	14
	
	
	
	

	<battery>
	batteryLevel
	15
	
	
	
	

	<battery>
	batteryStatus
	16
	
	
	
	

	<capabilityInstance>
	capabilityActionStatus
	17
	
	
	
	

	<capabilityInstance>
	capabilityName
	18
	
	
	
	

	<pollingChannel>
	channelHandle
	19
	
	
	
	

	<mgmtCmd>
	cmdType
	20
	
	
	
	

	<statsCollect>
	collectedEntityID
	21
	
	
	
	

	<statsCollect>
	collectingEntityID
	22
	
	
	
	

	<statsCollect>
	collectPeriod
	23
	
	
	
	

	<group>
	consistencyStrategy
	24
	
	
	
	

	<instance>
	content
	25
	Content
	NONE
	
	

	<request>
	content
	26
	?
	
	
	

	<instance>
	contentSize
	27
	xs:long
	
	
	Set by the CSE to the actual size of the received content of the instance

	ALL
	creationTime
	28
	xs:dateTime
	
	 
	 Generated by the hosting SCE.


The value is set to the actual time of creation of the resource.

	TBD
	creator
	29
	xs:anyURI
	
	
	Generated by the hosting 

	<remoteCSE>
	cseBase
	30
	xs:anyURI
	
	
	

	<CSEBase>, <remoteCSE>, <nodeInfo>
	CSE-ID
	31
	xs:string
	
	
	

	<CSEBase> and <remoteCSE>
	cseType
	32
	TBD
	
	
	

	<container>
	currentByteSize
	33
	xs:long
	
	Limited by maxByteSize attribute of the same container resource
	Set to the actual number of bytes of data stored in the Container resource

	<container>
	currentNrOfInstances
	34
	xs:long
	
	Limited by maxNrOfInstances attribute of the same container resource
	Set to the actual number of instances resource in the Container

	<group>
	currentNrOfMembers
	35
	xs:long
	
	
	

	<delivery>
	data
	36
	
	
	
	

	<eventConfig>
	dataSize
	37
	
	
	
	

	firmware
	deactivate
	38
	
	
	
	

	<cmdhEcDefParamValues>
	defaultDelAggregation
	39
	
	
	
	

	<cmdhEcDefParamValues>
	defaultOpExecTime
	40
	
	
	
	

	<cmdhEcDefParamValues>
	defaultRequestExpTime
	41
	
	
	
	

	<cmdhEcDefParamValues>
	defaultRespPersistence
	42
	
	
	
	

	<cmdhEcDefParamValues>
	defaultResultExpTime
	43
	
	
	
	

	<cmdhDefEcValue>
	defEcValue
	44
	
	
	
	

	<delivery>
	deliveryMetaData
	45
	
	
	
	

	<mgmtObj>, <parameters>, <mgmtCmd>, memory, software, firmware,<areaNwInfo>, <areaNwkDeviceInfo>, battery, <deviceInfo>, <deviceCapability>, <capabilityInstance>, reboot, <eventLog>
	description
	46
	xs:string
	
	
	

	<deviceInfo>
	deviceLabel
	47
	
	
	
	

	<deviceInfo>
	deviceType
	48
	
	
	
	

	<areaNwkDeviceInfo>
	devId
	49
	
	
	
	

	<areaNwkDeviceInfo>
	devType
	50
	
	
	
	

	<capabilityInstance>
	disable
	51
	
	
	
	

	<capabilityInstance>
	enable
	52
	
	
	
	

	<delivery>
	eventCat
	53
	
	
	
	

	<eventConfig>
	eventEnd
	54
	xs:dateTime
	
	
	

	<eventConfig>, <statsCollect>
	eventID
	55
	
	
	
	

	<eventConfig>
	eventStart
	56
	xs:dateTime
	
	
	

	<eventConfig>
	eventType
	57
	
	
	
	

	<execInstance>
	execDelay
	58
	
	
	
	

	<execInstance>
	execDisable
	59
	
	
	
	

	<mgmtCmd>
	execEnable
	60
	
	
	
	

	<execInstance>
	execFrequency
	61
	
	
	
	

	<execInstance>
	execMode
	62
	
	
	
	

	<execInstance>
	execNumber
	63
	
	
	
	

	<mgmtCmd>, <execInstance>
	execReqArgs
	64
	
	
	
	

	<execInstance>
	execResult
	65
	
	
	
	

	<execInstance>
	execStatus
	66
	
	
	
	

	<execInstance>
	execTarget
	67
	
	
	
	

	<subscription>
	expirationCounter
	68
	
	
	
	

	ALL, except <CSEBase>, <instance> and <parameters>
	expirationTime
	69
	xs:dateTime
	
	 
	The value may be determined by CSE policy.

If a value is provided, the CSE shall try to find an acceptable value that is as close as possible to the requested value.

	<reboot>
	factoryReset
	70
	
	
	
	

	<subscription>
	filterCriteria
	71
	FilterCriteria
	
	
	

	<deviceInfo>
	fwVersion
	72
	
	
	
	

	<group>
	groupName
	73
	xs:string
	NONE
	
	

	<node>
	hostedCSEID
	74
	Link
	
	
	

	<deviceInfo>
	hwVersion
	75
	
	
	
	

	firmware
	install
	76
	
	
	
	

	firmware
	installStatus
	77
	
	
	
	

	<subscription>
	interimEventNotify
	78
	
	
	
	

	ALL
	labels
	79
	xs:string
	NONE
	
	

	ALL
	lastModifiedTime
	80
	xs:dateTime
	NONE
	
	

	<container>
	latest
	81
	xs:anyURI
	
	Limited to the URI of the instances resources in the container
	Set by the CSE to the URI of the latest added instance resource to the container

	<subscription>
	latestNotify
	82
	
	
	
	

	<delivery>
	lifespan
	83
	
	
	
	

	<cmdhLimits>
	limitsDelAggregation
	84
	
	
	
	

	<cmdhLimits>
	limitsOpExecTime
	85
	
	
	
	

	<cmdhLimits>
	limitsRequestExpTime
	86
	
	
	
	

	<cmdhLimits>
	limitsRespPersistence
	87
	
	
	
	

	<cmdhLimits>
	limitsResultExpTime
	88
	
	
	
	

	TBD
	link
	89
	Link
	NONE
	
	

	<areaNwInfo>
	listOfDevices
	90
	
	
	
	

	<areaNwkDeviceInfo>
	listOfNeighbors
	91
	
	
	
	

	<locationPolicy>
	locationContainerID
	92
	xs:anyURI
	
	
	

	<locationPolicy>
	locationContainerName
	93
	xs:string
	
	
	

	<container>
	locationID
	94
	xs:anyURI
	NONE
	
	

	<locationPolicy>
	locationServer
	95
	
	
	
	

	<locationPolicy>
	locationSource
	96
	
	
	
	

	<locationPolicy>
	locationTargetId
	97
	
	
	
	

	<locationPolicy>
	locationUpdatePeriod
	98
	
	
	
	

	<eventLog>
	logActionStatus
	99
	
	
	
	

	<eventLog>
	logData
	100
	
	
	
	

	<eventLog>
	logStart
	101
	
	
	
	

	<eventLog>
	logStop
	102
	
	
	
	

	<eventLog>
	logTypeId
	103
	
	
	
	

	<deviceInfo>
	manufacturer
	104
	
	
	
	

	<cmdhBuffer>
	maxBufferSize
	105
	
	
	
	

	<container>
	maxByteSize
	106
	xs:long
	
	
	Determined by the CSE policy.

If a value is provided, the CSE shall try to find an acceptable value that is as close as possible to the requested value.

	<container>
	maxInstanceAge
	107
	xs:duration
	
	
	Determined by the CSE policy.

If a value is provided, the CSE shall try to find an acceptable value that is as close as possible to the requested value.

	<container>
	maxNrOfInstances
	108
	xs:long
	
	
	Determined by CSE policy.

If a value is provided, the CSE shall try to find an acceptable value that is as close as possible to the requested value.

	<group>
	maxNrOfMembers
	109
	xs:long
	
	
	Determined by the CSE policy.

If a value is provided, the CSE shall try to find an acceptable value that is as close as possible to the requested value.

	memory
	memAvailable
	110
	
	
	
	

	<group>
	memberAccessRightID
	111
	xs:string
	
	
	

	<group>
	memberList
	112
	AnyURIList
	
	
	

	<group>
	memberType
	113
	MemberType
	NONE
	
	

	<group>
	memberTypeValidated
	114
	xs:boolean
	NONE
	
	

	memory
	memTotal
	115
	
	
	
	

	<request>
	metaInformation
	116
	
	
	
	

	<mgmtObj>, <parameters>, memory, software, firmware,<areaNwInfo>, <areaNwkDeviceInfo>, battery, <deviceInfo>, <deviceCapability>, <capabilityInstance>, reboot, <eventLog>
	mgmtDefinition
	117
	xs:string
	
	
	

	<cmdhNwAccessRule>
	minReqVolume
	118
	
	
	
	

	<deviceInfo>
	model
	119
	
	
	
	

	<application>,<cmdhPolicy>,  software, firmware
	name
	120
	xs:string
	
	
	

	<node>, <nodeInfo>
	nodeID
	121
	Link
	
	
	

	<CSEBase> and <application>
	nodeLink
	122
	Link
	
	
	

	<subscription>
	notificationDeliveryPriority
	123
	
	
	
	

	<subscription>
	notificationEventCat
	124
	
	
	
	

	<subscription>
	notificationStoragePriority
	126
	
	
	
	

	<subscription>
	notificationStructure
	127
	
	
	
	

	<subscription>
	notificationURI
	128
	xs:anyURI
	
	
	

	<mgmtObj>, <parameters>, memory, software, firmware,<areaNwInfo>, <areaNwkDeviceInfo>, battery, <deviceInfo>, <deviceCapability>, <capabilityInstance>, reboot, <eventLog>
	objectID
	129
	xs:anyURI
	
	
	

	<mgmtObj>, <parameters>,  memory, software, firmware,<areaNwInfo>, <areaNwkDeviceInfo>, battery, <deviceInfo>, <deviceCapability>, <capabilityInstance>, reboot, <eventLog>
	objectPath
	130
	
	
	
	

	<application>, <container>, <instance>
	ontologyRef
	131
	xs:anyURI
	
	
	

	<request>
	operation
	132
	
	
	
	

	<request>
	operationResult
	133
	
	
	
	

	<cmdhDefEcValue>, <cmdhLimits>
	order
	134
	
	
	
	

	<request>
	originator
	135
	
	
	
	

	<cmdhNwAccessRule>
	otherConditions
	136
	
	
	
	

	ALL, except <CSEBase>
	parentID
	137
	xs:anyURI
	NONE
	See TBD
	

	<CSEBase>, <remoteCSE> and <application>
	pointOfAccess
	138
	AnyURIList
	
	
	

	<subscription>
	priorSubscriptionNotify
	139
	
	
	
	

	<accessControlPolicy>
	privileges
	140
	Privileges
	
	
	

	<subscription>
	rateLimit
	141
	
	
	
	

	<reboot>
	reboot
	142
	
	
	
	

	<cmdhDefEcValue>, <cmdhLimits>
	requestCharacteristics
	143
	
	
	
	

	<cmdhDefEcValue>, <cmdhLimits>
	requestContextNotification
	144
	
	
	
	

	<cmdhDefEcValue>, <cmdhLimits>
	requestContext
	145
	
	
	
	

	
	requestEventCategory
	146
	
	
	
	

	<cmdhDefEcValue>, <cmdhLimits>
	requestOrigin
	147
	
	
	
	

	<remoteCSE>
	requestReachability
	148
	xs:boolean
	
	
	

	<request>
	requestStatus
	149
	
	
	
	

	ALL
	resourceType
	150
	 ResourceType
	NONE
	See TBD
	 

	<schedule>
	scheduleElement
	151
	Schedule
	
	
	

	<accessControlPolicy>
	selfPrivileges
	152
	Privileges
	
	
	

	<areaNwkDeviceInfo>
	sleepDuration
	153
	
	
	
	

	<areaNwkDeviceInfo>
	sleepInterval
	154
	
	
	
	

	delivery
	source
	155
	
	
	
	

	<statsCollect>
	statModel
	156
	
	
	
	

	<statsCollect>
	statsCollectID
	157
	
	
	
	

	<cmdhPolicy>, <areaNwkDeviceInfo>
	status
	158
	xs:boolean
	TRUE = active, FALSE=inactive

	
	

	<statsCollect>
	status
	159
	??
	Editor’s note: this is a different status of active/inactive
	
	

	<cmdhBuffer>
	storagePriority
	160
	
	
	
	

	<statsCollect>
	subscriberID
	161
	
	
	
	

	<m2mServiceSubscription>
	subsGroup
	162
	
	
	
	

	<m2mServiceSubscription>
	subsSer&RoleList
	163
	
	
	
	

	<CSEBase>
	supportedResourceType
	164
	SupporteResourceType
	
	
	

	<deviceInfo>
	swVersion
	165
	
	
	
	

	<delivery>, <request>
	target
	166
	
	
	
	

	<cmdhNwAccessRule>
	targetNetwork
	167
	
	
	
	

	<eventConfig>
	transactionType
	168
	
	
	
	

	<CSEBase>, <remoteCSE>
	Trigger-Recipient-ID
	169
	TBD
	
	
	

	<instance>
	typeOfContent
	170
	ContentType
	NONE
	
	

	software
	update
	171
	
	
	
	

	software
	updateStatus
	172
	
	
	
	

	software, firmware
	URL
	173
	xs:anyURI
	
	
	

	software, firmware
	version
	174
	
	
	
	

	TBD
	versionTag
	175
	xs:nonNegativeInteger
	0
	
	


�Or define the complex type with 2 value
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