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Introduction: Following the concepts presented in PRO-2014-0208-Response_Status_Codes_Concepts during PRO 10.7, the following text is proposed to be added as a template/starting point for a new Response Status Codes (RSC) clause in TS-0004.
Suggested points for further discussion

1. Classification enables the Originator to process the responses by first looking at the class. It is proposed to broadly classify responses per oneM2M “successful”, “unsuccessful” and “acknowledgement”, is this the best classification?

2. The use of ranges within each broad classification can be implemented in many ways. In the examples below, there are 4 ranges defined for the first release:

a. Native oneM2M codes (inferred by TS0001)
b. Security codes (TS0003)

c. DM codes (TS0005, TS0006)

d. Underlying transport codes (TS0008, TS0009, TS0010)

e. The remainder of each classification space is “reserved for future use”
However, this could be done differently, such as allocating vendor extension RSCs for the initial release, or by allocating a larger range for native oneM2M codes so it would be for all releases (first and subsequent).
3. Exemplary RSCs have been included from the ARC TS to stimulate discussion, it is not clear from the ARC TS when additional resource-specific RSCs are needed relative to the generic flow RSCs. WG3 to determine the need for distinct or unique RSCs.
4. It is not clear whether to keep protocol-specific RSCs, or to map them when possible to a single RSC. E.g. common underlying transport RSCs, common DM RSCs, or common across all RSCs.
X
Response Status Codes
X.1
Introduction

This clause specifies the allocated and reserved Response Status Codes (RSC) for a oneM2M System. All RSCs are categorised as one of three classes: successful, unsuccessful or as an acknowledgement. The framework for RSCs to support current and future oneM2M messages and transactions, current and future security procedures, external device management protocols, underlying transport protocols, interworking protocols, and vendor extensions is defined. The detailed mappings between the oneM2M message RSCs and security procedures and other protocols are specified in the oneM2M TS of each other protocol. These include:
· RSCs for security procedures in [TS0003]

· RSCs for OMA device management [TS0005]
· RSCs for BBF device management [TS0006]

· RSCs for CoAP underlying transport protocol [TS0008]

· RSCs for HTTP underlying transport protocol [TS0009]

· RSCs for MQTT underlying transport protocol [TS0010]
X.2
RSC Data Type
An RSC data type consists of a constrained integer and a list of strings. Each instance of an RSC is defined to include the constrained integer (numeric code) and mandatory list of zero or more strings (arguments) dependent upon the constrained integer. A single RSC instance is supported in each Response message. An error is a condition, which prevents the requested operation from being completed. The first error detected during validation procedures during an unsuccessful operation shall be reported via this single RSC instance. A warning is a condition that is associated with, but does not prevent the requested operation from being completed. The first warning detected during validation procedures during a successful operation shall be reported via this single RSC instance.
X.3
RSC Framework Overview

For each RSC source as indicated in Table X.3-1, the framework includes: status description, numeric code, arguments, and applicable APIs (indicated by reference points). The term “native” is used to indicate that the RSC source originated as a result of a resource operation validation procedure before protocol mapping is applied.
Table X.3-1 - RSC Framework Overview

	Response Class
	RSC Source
	Numeric Code Range

	Successful
	Current native oneM2M codes
	0000 - aaaa

	
	Current security codes
	bbbb - cccc

	
	Current Device Management codes
	dddd - eeee

	
	Current Transport codes
	ffff - gggg

	
	Future native oneM2M codes
	hhhh - iiii

	
	Future security codes
	

	
	Future Device Management codes
	

	
	Future Transport codes
	

	
	Future Interworking codes
	

	
	Future Vendor extensions
	

	Un-successful
	Current native oneM2M codes
	jjjj - kkkk

	
	Current security codes
	llll - mmmm

	
	Current Device Management codes
	nnnn - oooo

	
	Current Transport codes
	pppp - qqqq

	
	Future native oneM2M codes
	rrrr - ssss

	
	Current security codes
	

	
	Future Device Management codes
	

	
	Future Transport codes
	

	
	Future Interworking codes
	

	
	Future Vendor extensions
	

	Acknowledgements
	Current native oneM2M codes
	tttt - uuuu

	
	Current security codes
	vvvv - wwww

	
	Current Device Management codes
	xxxx - zzzz

	
	Current Transport codes
	aabb - ccdd

	
	Future native oneM2M codes
	eeff - gghh

	
	Future security codes
	

	
	Future Device Management codes
	

	
	Future Transport codes
	

	
	Future Interworking codes
	

	
	Future Vendor extensions
	


Editor’s Note: Other terms rather than current and future may be preferred e.g. first release and subsequent release. 

Editor’s Note: The alphanumeric bounds of the Numeric Code Range will be determined and updated just before the first release.
X.4
oneM2M Native Response Status Codes
Argument 1 for all oneM2M Native Response Status Codes shall be set to the oneM2M version of the Receiver, which is 1.0 for the first release.

X.4.1
Successful Responses
The following table specifies the RSCs for successful oneM2M native responses.
Table X.4.1-1 – RSCs for Successful Responses

	Description
	Numeric

Code
	Argument1
	Argument2
	Argument 3
	Applicability

	
	
	
	
	
	Mca
	Mcc
	Mcn
	Mcc'

	
	0000
	version
	
	
	
	
	
	

	
	0001
	version
	
	
	
	
	
	

	
	0002
	version
	
	
	
	
	
	

	
	0003
	version
	
	
	
	
	
	

	
	0004
	version
	
	
	
	
	
	

	
	0005
	version
	
	
	
	
	
	

	
	0006
	version
	
	
	
	
	
	

	
	0007
	version
	
	
	
	
	
	

	
	0008
	version
	
	
	
	
	
	

	
	0009
	version
	
	
	
	
	
	


Editor’s Note: Since more RSCs may be added until the first release, the Numeric Codes will be finalized just before the first release.
X.4.2
Un-successful Responses

The following table specifies the RSCs for un-successful oneM2M native responses.

Table X.4.2-1 – RSCs for Un-successful Responses

	Description
	Numeric Code
	Argument1
	Argument2
	Argument 3
	Applicability

	
	
	
	
	
	Mca
	Mcc
	Mcn
	Mcc'

	Location info not authorized
	0010
	version
	
	
	
	
	X

	

	Unsupported resource
	0011
	version
	Resource URI
	
	X
	X

	
	

	Unsupported attribute
	0012
	version
	Attribute URI
	
	X
	X

	
	

	Cannot forward, target not reachable
	0013
	version
	Resource URI
	
	X
	X

	
	

	Cannot forward, other reason TBD
	0014
	version
	Resource URI
	
	X
	X

	
	

	Create error - no privilege
	0015
	version
	Resource URI
	
	X
	X

	
	

	Create error – already exists
	0016
	version
	Resource URI
	
	X
	X

	
	

	Create error – missing mandatory parameter
	0017
	version
	Missing parameter
	
	X
	X

	
	

	Retrieve error - no privilege
	0018
	version
	Resource URI
	
	X
	X

	
	

	Retrieve error – does not exist 
	0019
	version
	Target URI
	
	X
	X

	
	

	Update error - no privilege
	0020
	version
	Resource URI
	
	X
	X

	
	

	Update error – does not exist
	0021
	version
	Resource URI
	
	X
	X

	
	

	Update error – unacceptable contents
	0022
	version
	Attribute URI
	
	X
	X

	
	

	Delete error – does not exist
	0023
	version
	Target URI
	
	X
	X

	
	

	Delete error – no privilege
	0024
	version
	Resource URI
	
	X
	X

	
	

	Create delivery – not able to take on responsibility
	0025
	version
	
	
	X
	X

	
	

	Create fanoutpoint – group request identifier exists
	0026
	version
	
	
	X
	X

	
	

	Retrieve fanoutpoint – group request identifier exists
	0027
	version
	
	
	X
	X

	
	

	Update fanoutpoint – group request identifier exists
	0028
	version
	
	
	X
	X

	
	

	Delete fanoutpoint – group request identifier exists
	0029
	version
	
	
	X
	X

	
	

	Create mgmtObj – not allowed
	0030
	version
	CSEBase URI
	
	X
	X

	
	

	Create mgmtObj – already exists
	0031
	version
	CSEBase URI
	
	X
	X

	
	

	Create mgmtObj – not reachable
	0032
	version
	CSEBase URI
	
	X
	X

	
	

	Create mgmtObj – memory shortage
	0033
	version
	CSEBase URI
	
	X
	X

	
	

	Retrieve mgmtObj – not found
	0034
	version
	MgmtObj URI
	
	X
	X

	
	

	Update mgmtObj – not reachable
	0035
	version
	MgmtObj URI
	
	X
	X

	
	

	Update mgmtObj – not found
	0036
	version
	MgmtObj URI
	
	X
	X

	
	

	Delete mgmtObj – not reachable
	0037
	version
	MgmtObj URI
	
	X
	X

	
	

	Delete mgmtObj – not found
	0038
	version
	MgmtObj URI
	
	X
	X

	
	

	Execute mgmtObj – not reachable
	0039
	version
	MgmtObj URI
	
	X
	X

	
	

	Execute mgmtObj – not found
	0040
	version
	MgmtObj URI
	
	X
	X

	
	

	Cancel execInstance – not cancellable
	0041
	version
	Name of mgmtCmd resource
	
	X
	X

	
	

	Cancel execInstance – already complete
	0042
	version
	Name of mgmtCmd resource
	
	X
	X

	
	

	Delete execInstance – not cancellable
	0043
	version
	Name of mgmtCmd resource
	
	X
	X

	
	

	Delete execInstance – already complete
	0044
	version
	Name of mgmtCmd resource
	
	X
	X

	
	

	Retrieve CSEBase – format error
	0045
	version
	CSEBase URI
	
	X
	X

	
	

	CMDH rules –non compliant
	0046
	version
	
	
	
	
	
	

	
	0047
	
	
	
	
	
	
	

	
	0048
	
	
	
	
	
	
	

	
	0049
	
	
	
	
	
	
	


Editor’s Note: The contents of this table are exemplary and are expected to be revised. In particular ARC discussions regarding UPDATE and attributes may impact argument1. Some of the exemplary RSCs may be equivalent and can be collapsed to fewer RSCs.
Editor’s Note: Since more RSCs may be added until the first release, the Numeric Codes will be finalized just before the first release.
X.4.3
Acknowledgement Responses
The following table specifies the RSCs for acknowledgement oneM2M native responses.

Table X.4.3-1 - RSCs for Acknowledgement Responses

	Description
	Numeric Code
	Argument1
	Argument2
	Argument 3
	Applicability

	
	
	
	
	
	Mca
	Mcc
	Mcn
	Mcc'

	 
	0140
	version
	 
	 
	 
	 
	 
	 

	 
	0141
	version
	 
	 
	 
	 
	 
	 

	 
	0142
	version
	 
	 
	 
	 
	 
	 

	 
	0143
	version
	 
	 
	 
	 
	 
	 

	 
	0144
	version
	 
	 
	 
	 
	 
	 

	 
	0145
	version
	 
	 
	 
	 
	 
	 

	 
	0146
	version
	 
	 
	 
	 
	 
	 


Editor’s Note: Since more RSCs may be added until the first release, the Numeric Codes will be finalized just before the first release.
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