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7.3.12 Resource Type group

7.3.12.1 Introduction

The <group> resource represents a group of resources of the same or mixed types. The <group> resource can be used to do bulk manipulations on the resources represented by the membersList attribute. The <group> resource contains an attribute that represents the members of the group and a virtual resource (the <fanOutPoint>) that allows operations to be applied to the resources represented by those members. The detailed description can be found in clause 9.6.13 in Architecture TS.

Table 7.3.12.1‑1: Data Type Definition of <group>

	Data Type ID
	File Name
	Note

	Actual Data Type ID
	CDT-group-v1_0_0-<<date of published>>.xsd
	some note texts can be added here


Table 7.3.12.1-2: Common Attributes on <group>
	Attribute Name
	Optionality 
	Default Value
	Resource Specific Note

	
	C
	R
	U
	D
	
	

	resourceType 
	NP
	O
	O
	NP
	
	

	resourceID
	NP
	O
	O
	NP
	
	

	parentID
	NP
	O
	NP
	NP
	
	

	accessControlPolicyIDs
	O
	O
	NP
	NP
	
	

	creationTime
	NP
	O
	NP
	NP
	
	

	expirationTime
	O
	O
	O
	NP
	
	

	lastModifiedTime
	NP
	O
	NP
	NP
	
	

	labels
	O
	O
	O
	NP
	
	

	announceTo
	O
	O
	O
	NP
	
	

	announcedAttribute
	O
	O
	O
	NP
	
	


Table 7.3.12.1-3: Resource Specific Attributes on <group>
	Attribute Name
	Optionality 
	Data Type
	Default Value and Constraints

	
	C
	R
	U
	D
	
	

	memberType
	M
	O
	O
	NP
	m2m:memberType
	

	currentNrOfMembers
	NP
	O
	NP
	NP
	xs:integer
	

	maxNrOfMembers
	M
	O
	O
	NP
	xs:integer
	

	membersList
	M
	O
	O
	NP
	List of m2m:anyURI
	

	membersAccessControlPolicyIDs
	O
	O
	O
	NP
	xs:anyURI
	

	memberTypeValidated
	NP
	O
	NP
	NP
	xs:boolean
	

	consistencyStrategy
	O
	O
	NP
	NP
	m2m:consistencyStrategy
	

	groupName
	O
	O
	O
	NP
	xs:string
	

	creator
	O
	O
	NP
	NP
	xs:anyURI
	



	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	




	
	
	

	
	
	

	
	
	


Table 7.3.12.1-4: Child resources of <group>
	Child Resource Type 
	Child Resource Name
	Multiplicity
	Ref. to Resource Type Definition

	<subscription>
	[variable]
	0..n
	7.3.7

	<fanOutPoint>
	fanOut (fixed)
	1
	7.3.13



7.3.12.2 Resource Specific Procedure on CRUD Operations 

This clause describes <group> resource specific procedure on Resource Hosting CSE for CRUD operations.

7.3.12.2.1 Create
Primitive specific operation after Recv-6.4 "Check validity of resource representation for the given resource type" and before Recv-6.5 " Create/Update/Retrieve/Delete/Notify operation is performed ". See clause 7.2.1.2.2.

1) Primitive specific operation: Validate the provided attributes. It shall also check whether the number of URIs present in the membersList attribute of the group resource representation does not exceed the maximum as specified by the attribute maxNrOfMembers. If the maximum is exceeded, the request shall be rejected with a response status code ”Max number of member exceeded”.
If the memberType attribute of the <group> resource is not "MIXED", the hosting CSE shall also verify that all the member URIs including sub-groups in the attribute membersList of the group resource representation provided in the request shall conform to the memberType of the group resource.
2) In the case that the <group> resource contains sub-group member resources, the receiver shall retrieve the memberType of the sub-group member resources to validate the memberType. If the memberType cannot be retrieved due to lack of privilege, the request shall be rejected with a ”Retrieve error - no privilege”. If the sub-group member resources are temporarily unreachable, the receiver shall set the memberTypeValidated attribute of the <group> resource to FALSE and return the result to the originator in the response of the request. As soon as any unreachable sub-group resource becomes reachable, the receiver shall perform the memberType validation procedure. The originator may get to know the validation result by subscribe to the created resource if the memberTypeValidated attribute is FALSE. Upon unsuccessful validation, the receiver shall delete the <group> resource if the consistencyStrategy of the <group> resource is ABANDON_GROUP, or remove the inconsistent members from the <group> resource if the consistencyStrategy attribute is ABANDON_MEMBER, or set the memberType attribute of the <group> resource to "MIXED" if the consistencyStrategy attribute is MODIFY_TYPE.
The memberTypeValidated attribute shall be set to TRUE if all the members have been validated successfully.
7.3.12.2.2 Retrieve
No primitive specific operations.
7.3.12.2.3 Update
Primitive specific operation after Recv-6.4 "Check validity of resource representation for the given resource type" and before Recv-6.5 " Create/Update/Retrieve/Delete/Notify operation is performed ". See clause 7.2.1.2.2.

3) Primitive specific operation: If the memberType attribute of the <group> resource is not "MIXED", the hosting CSE shall verify that all the member URIs including sub-groups in the attribute membersList of the group resource representation provided in the request shall conform to the memberType of the group resource.
4) In the case that the <group> resource contains sub-group member resources, the receiver shall retrieve the memberType of the sub-group member resource to validate the memberType. If the memberType cannot be retrieved due to lack of privilege, the request shall be rejected with a ”Retrieve error - no privilege”. If the sub-group member resources are temporarily unreachable, the receiver shall set the memberTypeValidated attribute of the <group> resource to FALSE and return the result to the originator in the response of the request. As soon as any unreachable sub-group resource becomes reachable, the receiver shall perform the memberType validation procedure. The originator may get to know the validation result by subscribe to the created resource if the memberTypeValidated attribute is FALSE. Upon unsuccessful validation, the receiver shall delete the <group> resource if the consistencyStrategy of the <group> resource is ABANDON_GROUP, or remove the inconsistent members from the <group> resource if the consistencyStrategy attribute is ABANDON_MEMBER, or set the memberType attribute of the <group> resource to "MIXED" if the consistencyStrategy attribute is MODIFY_TYPE.
The memberTypeValidated attribute shall be set to TRUE if all the members have been validated successfully.
5) Primitive specific operation: The hosting CSE shall check whether the number of provided membersList in the attribute members exceeds the limitation of maxNrOfMembers. If it exceeds, the hosting CSE shall reject the request with STATUS_NOT_ALLOWED.

7.3.12.2.4 Delete
No primitive specific operations.

7.3.13 Resource Type fanOutPoint
7.3.13.1 Introduction

The <fanOutPoint> resource is a virtual resource because it does not have a representation. It is the child resource of a <group> resource. Whenever the request is sent to the <fanOutPoint> resource, the request is fanned out to each of the members of the <group> resource indicated by the membersList attribute of the <group> resource. The responses (to the request) from each member are then aggregated and returned to the Originator. The detailed description can be found in clause 9.6.14 in Architecture TS.

There is no common attributes, resource specific attributes or xsd file to <fanOutPoint> resource because it’s a virtual resource.

7.3.13.2 fanOutPoint operations

7.3.13.2.1 Validate the member types

Validate the provided attributes. If the memberType attribute of the addressed parent resource is not "MIXED", the group hosting CSE may check whether the type of resource to be created is consistent with the addressed parent resource. i.e. if the to parameter was …/fanOutPoint without any suffix, then the memberType attribute of the parent group resource determines the type of the addressed resource. Otherwise it is determined by the combination of the memberType and the child resources addressed in the to parameter after the fanOutPoint element in the path. If they are not consistent, the request shall be rejected with a ” Member type inconsistent”.
7.3.13.2.2 Sub-group creation for members residing on the same CSE

The group hosting CSE shall obtain URIs of addressed resources from the attribute membersList of the parent <group> resource. The group hosting CSE may determine that multiple member resources belong to the same remote member hosting CSE, and may perform as an Originator to request to create a sub-group containing the specific multiple member resources in that member hosting CSE. This sub-group is created in the member hosting CSE as described in clause 7.3.12.2.1. The to parameter of this group Create request may be <memberHosting cseBase>/ <groupHosting remoteCse>/ or <memberHosting cseBase>/ etc. The group hosting CSE shall also provide fr parameter (i.e. group hosting CSE) and sub-group resource representation that contains a member attribute with all the members residing on the addressed member Hosting CSE. The sub-group representation may include the attribute accessControlPolicyIDs, so that the group hosting CSE has the access right to this sub-group. The ID of the sub-group may be proposed by the group hosting CSE and determined by the member hosting CSE or it may be given by the member hosting CSE.
If there is already a sub-group resource defined in the remote member hosting CSE, then the group hosting CSE may utilize the existing sub-group resource.
7.3.13.2.3 Assign URI for aggregation of notification

In the case the created resource is <subscription> resource, the group hosting CSE shall validate if the subscription resource in the received request contains an notificationForwardingURI attribute. On successful validation, the group hosting CSE shall assign a new notificationForwardingURI to the attribute for receiving the notifications. The group hosting CSE shall locally maintain the mapping of the new notificationForwardingURI and the former notificationForwardingURI if it exists.
7.3.13.2.4 Fanout Request to each member

For each member hosting CSE, the group hosting CSE shall perform the following steps:

a)
The primitive attributes fr and to shall be mapped to the primitive attributes of the corresponding Request to be sent out to each member of the group. The primitive attribute fr shall be directly used. The prefix of primitive attribute to i.e. <URI of group resource>/fanOutPoint shall be replaced by each URI of member resources derived from the attribute membersList of the group resource, but excluding the member resources which construct a sub-group. For these members resources contained in a sub-group, the primitive to of the composed Request shall be <URI of sub-group resource>/fanOutPoint. The group hosting CSE shall execute "Compose Request primitives". In addition, the group hosting CSE shall generate a unique group request identifier, add it as a primitive attribute to the Request and locally store the group request identifier as per the local policy.
b)
"Send the Request to the receiver CSE".

c)
"Wait for Response primitives".

The procedures between group hosting CSE and member hosting CSEs shall comply with the corresponding creation procedures as described in clause 7. The detailed procedures are according to the type of Resource provided in the Request primitive. During fanOutPoint manipulation, the member hosting CSE receiving a Request send from the group hosting CSE shall check if the Request contains a gid parameter. If the Request contains a gid parameter, the member hosting CSE shall compare the gid parameter to the gid locally stored. If a match is found, the member hosting CSE shall reject the request with the response status code set to " group request identifier exists " in the Response primitive. Otherwise, the member hosting CSE shall continue with the operations according to the Request and locally store the gid parameter.

7.3.13.3 <fanOutPoint> Resource Specific Procedure on CRUD Operations 

This sub-clause describes <fanOutPoint> resource specific behaviour for CRUD operations.

7.3.13.3.1 Create

The primitives create the content of all member resources belonging to an existing group resource.

Originator:

Primitive specific operation after Orig-1.0 "Compose Request primitive" and before Orig-2.0 "Send the Request to the receiver CSE": In the case the Originator wants to subscribe to all the member resources of the group and the originator wants the group hosting CSE to aggregate all the notifications come from its member hosting CSEs, the Originator shall include notificationForwardingURI attribute in the subscription resource.
Receiver:

Primitive specific operation after Recv-6.2 "Check existence of the addressed resource" and before Recv-6.3 "Check authorization of the Originator": The to parameter consists of the URI of the group resource plus a suffix marked by /fanOutPoint or /fanOutPoint/.....
Primitive specific operation additional to Recv-6.3"Check authorization of the Originator": The Group Hosting CSE shall check the authorization of the Originator based on the membersAccessControlPolicyIDs of the parent group resource. In the case the membersAccessControlPolicyIDs is not provided, the accessControlPolicyIDs of the parent group resource shall be used.
Primitive specific operation to replace Recv-6.5“Create/Update/Retrieve/Delete/Notify operation is performed” and Recv-6.6“Announce/De-announce the resource” in the generic procedure:

1) Validate the member types, refer to7.3.12.2.1
2) Sub-group creation for members residing on the same CSE, refer to 7.3.12.2

3) 
Assign URI for aggregation of notification, refer to 7.3.12.3

4) Fanout Request to each member, refer to 7.3.12.4
5)
The group hosting CSE shall aggregate the Responses after receiving responses from its member resources and sub-groups and aggregate the Responses into a single Response:

Primitive specific operation additional to Recv-6.7 "Create a successful Response", the Response shall include the aggregated Responses.

7.3.13.4 
Retrieve

The primitives retrieve the content of all member resources belonging to an existing group resource.

Originator:

No primitive specific operations.
Receiver:

Primitive specific operation after Recv-6.2 "Check existence of the addressed resource" and before Recv-6.3 "Check authorization of the Originator": The to parameter consists of the URI of the group resource plus a suffix marked by /fanOutPoint or /fanOutPoint/.....
Primitive specific operation additional to Recv-6.3 "Check authorization of the Originator": The Group Hosting CSE shall check the authorization of the Originator based on the membersAccessControlPolicyIDs of the parent group resource. In the case the membersAccessControlPolicyIDs is not provided, the accessControlPolicyIDs of the parent group resource shall be used.
Primitive specific operation to replace Recv-6.5“Create/Update/Retrieve/Delete/Notify operation is performed” and Recv-6.6“Announce/De-announce the resource” in the generic procedure:
1) Sub-group creation for members residing on the same CSE, refer to 7.3.12.2

2) Fanout Request to each member, refer to 7.3.12.4
3)
The group hosting CSE shall aggregate the Responses after receiving responses from its member resources and sub-groups and aggregate the Responses into a single Response:

Primitive specific operation additional to Recv-6.7 "Create a successful Response", the Response shall include the aggregated Responses.

7.3.13.4.1 Update

The primitives update the contnt of all member resources belonging to an existing group resource.

Originator:

No primitive specific operations.
Receiver:

Primitive specific operation after Recv-6.2 "Check existence of the addressed resource" and before Recv-6.3 "Check authorization of the Originator": The to parameter consists of the URI of the group resource plus a suffix marked by /fanOutPoint or /fanOutPoint/.....
Primitive specific operation additional to Recv-6.3 "Check authorization of the Originator": The Group Hosting CSE shall check the authorization of the Originator based on the membersAccessControlPolicyIDs of the parent group resource. In the case the membersAccessControlPolicyIDs is not provided, the accessControlPolicyIDs of the parent group resource shall be used.
Primitive specific operation to replace Recv-6.5“Create/Update/Retrieve/Delete/Notify operation is performed” and Recv-6.6“Announce/De-announce the resource” in the generic procedure:
6) Validate the member types ., refer to 7.3.12.1
7) Sub-group creation for members residing on the same CSE , refer to 7.3.12.2
3)
Fanout Request to each member ., refer to 7.3.12.4
4)
The group hosting CSE shall aggregate the Responses after receiving responses from its member resources and sub-groups and aggregate the Responses into a single Response:

Primitive specific operation additional to Recv-6.7 "Create a successful Response", the Response shall include the aggregated Responses.

7.3.13.4.2 Delete

The primitives delete the content of all member resources belonging to an existing group resource.

Originator:

No primitive specific operations.
Receiver:

Primitive specific operation after Recv-6.2 "Check existence of the addressed resource" and Recv-6.3 "Check authorization of the Originator": The to parameter consists of the URI of the group resource plus a suffix marked by /fanOutPoint or /fanOutPoint/.....
Primitive specific operation additional to Recv-6.3 "Check authorization of the Originator": The Group Hosting CSE shall check the authorization of the Originator based on the membersAccessControlPolicyIDs of the parent group resource. In the case the membersAccessControlPolicyIDs is not provided, the accessControlPolicyIDs of the parent group resource shall be used.
Primitive specific operation to replace Recv-6.5“Create/Update/Retrieve/Delete/Notify operation is performed” and Recv-6.6“Announce/De-announce the resource” in the generic procedure:
8) Validate the member types , refer to 7.3.12.1
9) Sub-group creation for members residing on the same CSE , refer to 7.3.12.2
3)
Fanout Request to each member , refer to 7.3.12.4
4)
The group hosting CSE shall aggregate the Responses after receiving responses from its member resources and sub-groups and aggregate the Responses into a single Response:

Primitive specific operation additional to Recv-6.7 "Create a successful Response", the Response shall include the aggregated Responses.

7.3.14 Resource Type mgmtObj

7.3.14.1 Introduction

The mgmtObj resource contains management data which represents individual M2M management functions. It represents a general structure to map to external management technology data models.
Table 7.3.14.1‑1: Data Type Definition of <mgmtObj>

	Data Type ID
	File Name
	Note

	Actual Data Type ID
	CDT-<<resource name>>-v1_0_0-<<date of published>>.xsd
	some note texts can be added here


Table 7.3.14.1-2: Common Attributes on <mgmtObj>
	Attribute Name
	Optionality 
	Default Value
	Resource Specific Note

	
	C
	R
	U
	D
	
	

	resourceType 
	NP
	O
	O
	NP
	
	

	resourceID
	NP
	O
	O
	NP
	
	

	parentID
	NP
	O
	NP
	NP
	
	

	accessControlPolicyIDs
	O
	O
	NP
	NP
	
	

	creationTime
	NP
	O
	NP
	NP
	
	

	expirationTime
	O
	O
	O
	NP
	
	

	lastModifiedTime
	NP
	O
	NP
	NP
	
	

	labels
	O
	O
	O
	NP
	
	


Table 7.3.14.1-3: Resource Specific Attributes on <mgmtObj>
	Attribute Name
	Optionality 
	Data Type
	Default Value and Constraints

	
	C
	R
	U
	D
	
	

	objectIDs
	O
	O
	NP
	NP
	List of xs:string
	

	objectPaths
	O
	O
	NP
	NP
	List of xs:string
	

	mgmtDefinition
	M
	O
	NP
	NP
	m2m:mgmtDefinition
	

	mgmtLink
	O
	O
	O
	NP
	List of m2m:anyURI
	

	description
	O
	O
	O
	NP
	xs:string
	


Table 7.3.14.1-4: Child resources of <mgmtObj>
	Child Resource Type 
	Child Resource Name
	Multiplicity
	Ref. to Resource Type Definition

	<subscription>
	[variable]
	0..n
	7.3.7



	
	

	
	

	
	

	
	

	
	

	
	

	
	



	
	
	

	
	
	


7.3.14.2 Resource Specific Procedure on CRUD Operations 

This clause describes <mgmtObj> resource specific procedure on resource Hosting CSE for CRUD operations.
7.3.14.2.1 Create
Primitive specific operation before Orig-1.0 “Compose Request primitive”:

10) Primitive specific operation: If the originator is the managed entity, it shall generate the <mgmtObj> resource representation based on the external management object information of the managed entity to be exposed. The objectID and objectPath attribute may be set with the Request.

Primitive specific operation after Recv-6.5 “Create/Update/Retrieve/Delete/Notify operation is performed”  and before Recv-6.6 “Announce/De-announce the resource” if the originator is an IN-AE:

11) "Identify the managed entity and the management protocol ". 

Primitive specific operation: the receiver shall generate the external management object to be added to the managed entity based on the <mgmtObj> resource representation provided in the Request primitive. The receiver may determine the target location on the managed entity where the generated external management object shall be added based on the "objectID" and "objectPath" provided in the request primitive and the protocol specific data model being used. The receiver may also choose to let the managed entity decide the target location where the generated external management object shall be added using protocol specific mechanism.
12) "Establish a management session with the managed entity".
13) "Send the management request(s) to the managed entity corresponding to the received Request primitive ". If the receiver receives an error response from the managed entity because the external management object to be added already exists on the managed entity, the receiver shall check (by using e.g. OMA-DM Get command or TR069 GetParameterValues/GetParameterAttributes command) if the existing external management object is the same as the one to be added, then it shall consider the requested primitive as successfully performed instead of sending an unsuccessful Response primitive; otherwise, it shall reject the request with the response status code set to " Create error - already exists " in the Response primitive. The receiver shall also record the location where the external management object is added to the managed entity in the successful case. The objectID and objectPath attribute may be set with the Request.
14) The receiver may repeat Step 4 in order to add to the managed entity the external management objects that are mapped from the mandatory sub-resources (including any descendents) that are required to be created automatically with the default attribute values.

7.3.14.2.2 Retrieve
Primitive specific operation after Recv-6.5 “Create/Update/Retrieve/Delete/Notify operation is performed” and before Recv-6.6 “Announce/De-announce the resource” if the originator is an IN-AE:

15) "Identify the managed entity and the management protocol".
16) "Locate the external management objects to be managed on the managed entity".
17) "Establish a management session with the managed entity".

18) "Send the management request(s) to the managed entity corresponding to the received Request primitive". The receiver may also update the <mgmtObj> resource representation with the retrieved external management object information if required according to the local policy.
7.3.14.2.3 Update
The Update primitive is used for the update of the resource as well as the execution of a management procedure. The execution is performed using an Update primitive which without any content as the payload part of the primitive by addressing specific attribute to start the management procedure.

Primitive specific operation after Recv-6.5 “Create/Update/Retrieve/Delete/Notify operation is performed” and before Recv-6.6 “Announce/De-announce the resource” if the originator is IN-AE.

19) "Identify the managed entity and the management protocol".

20) "Locate the external management objects to be managed on the managed entity".

21) "Establish a management session with the managed entity".

22) "Send the management request(s) to the managed entity corresponding to the received Request primitive". The receiver may also update the <mgmtObj> resource representation with the retrieved external management object information if required according to the local policy.
7.3.14.2.4 Delete
Primitive specific operation after Recv-6.5 “Create/Update/Retrieve/Delete/Notify operation is performed” and before Recv-6.6 “Announce/De-announce the resource” if the originator is IN-AE.

23) "Identify the managed entity and the management protocol".

24) "Locate the external management objects to be managed on the managed entity".

25) "Establish a management session with the managed entity".

26) "Send the management request(s) to the managed entity corresponding to the received Request primitive". The receiver may also update the <mgmtObj> resource representation with the retrieved external management object information if required according to the local policy.
 ****************** end of change 1**************************

****************** start of change 2**************************
7.3.17 Resource Type node

7.3.17.1 Introduction

The <node> resource represents specific information that provides properties of an oneM2M Node that can be utilized by other oneM2M operations. The <node> resource has <mgmtObj> as its child resources.
Table 7.3.17.1‑1: Data Type Definition of <node>

	Data Type ID
	

File Name
	Note

	Actual Data Type ID
	CDT-<<resource name>>-v1_0_0-<<date of published>>.xsd
	some note texts can be added here


Table 7.3.17.1-2: Common Attributes on <node>
	Attribute Name
	Optionality 
	Default Value
	Resource Specific Note

	
	C
	R
	U
	D
	
	

	resourceType 
	NP
	O
	O
	NP
	
	

	resourceID
	NP
	O
	O
	NP
	
	

	parentID
	NP
	O
	NP
	NP
	
	

	accessControlPolicyIDs
	O
	O
	NP
	NP
	
	

	creationTime
	NP
	O
	NP
	NP
	
	

	expirationTime
	O
	O
	O
	NP
	
	

	lastModifiedTime
	NP
	O
	NP
	NP
	
	

	labels
	O
	O
	O
	NP
	
	


Table 7.3.17.1-3: Resource Specific Attributes on <node>
	Attribute Name
	Optionality 
	Data Type
	Default Value and Constraints

	
	C
	R
	U
	D
	
	

	nodeID
	M
	O
	O
	NP
	xs:string
	

	hostedCSEID
	O
	O
	NP
	NP
	xs:anyURI
	


Table 7.3.17.1-4: Child resources of <node>
	Child Resource Type 
	Child Resource Name
	Multiplicity
	Ref. to Resource Type Definition

	<subscription>
	[variable]
	0..n
	7.3.7



	
	

	
	

	
	



	
	
	

	
	
	

	
	
	


7.3.17.2 Resource Specific Procedure on CRUD Operations 

This clause describes <node> resource specific procedure on Resource Hosting CSE for CRUD operations.

7.3.17.2.1 Create
No primitive specific operations.
7.3.17.2.2 Retrieve
No primitive specific operations.
7.3.17.2.3 Update
No primitive specific operations.
7.3.17.2.4 Delete
No primitive specific operations.

****************** end of change 2**************************
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