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********************* start of change 1*****************************
7.2.2.4 Management Common Operations

7.2.2.4.1 Identify the managed entity and the management protocol

The Hosting CSE shall identify the entity to be managed via the <node> resource which is the parent resource in case of an  addressed <mgmtObj> resource. In case of a <mgmtCmd> resource the entity to be managed is indicated in the execTarget attribute which addresses either a <node> resource or a group of resources of type <node>. Hence, in all cases the managed entity is ultimately identified through the <node> resource, from which the identifier of the device can be retrieved. 
Then the Hosting CSE shall determine the management protocol to be used for communicating with the managed entity based on the objectID of the addressed <mgmtObj> resource. If the managed entity cannot be identified, the Hosting CSE shall reject the request with the response status code set to " External object not reachable " in the Response primitive.

7.2.2.4.2 Locate the external management objects to be managed on the managed entity

The Hosting CSE shall locate the external management object information to be managed on the managed entity by the objectPath attribute of the <mgmtObj> resource addressed by the URI provided in the to primitive attribute. In the case that the to addresses an [objectAttribute] without objectPath attribute, the Hosting CSE shall locate the external management object information on the managed entity through the objectPath attribute of the <mgmtObj> resource of the addressed [objectAttribute], combining with their relative position in the external management object tree. If the external management object information cannot be located, the Hosting CSE shall reject the request with the response status code set to " External object not found " in the Response primitive.

7.2.2.4.3 Establish a management session with the managed entity

In the case that the management server is embedded with the CSE, if there is no existing management session between the Hosting CSE and the managed entity, the Hosting CSE shall also trigger the managed entity to establish a management session with the Hosting CSE by sending triggering message to the managed entity using the determined management protocol in case such triggering mechanism is supported by the external management technology. If the triggering mechanism is not supported by the external management technology, the Hosting CSE shall reject the request with the response status code “Management session cannot be established”.  If the management session cannot be established within a limited time span as per local policy, the Hosting CSE shall reject the request with the response status code set to " Management session establishment timeout " in the Response primitive.

Editor’s Note: The procedure to establish management session when management server is separate from the CSE is FFS.

7.2.2.4.4 Send the management request(s) to the managed entity corresponding to the received Request primitive

The Hosting CSE shall send the management request(s) to the managed entity in the established management session in order to perform the management operation as requested by the received Request primitive. The management request shall address the external management object information on the managed entity as determined in clause  7.2.2.4 or in the primitive specific clauses. The management request being used is specific to the external management technology according to a pre-defined mapping relationship with the Request primitive. The internal data structure of the external management object addressed by the management request shall be determined based on the mapping relationship of the <mgmtObj> or <mgmtCmd>resources and the external management objects or based on the generic mapping rule as specified in TS0001 clauses 9.6.15, 9.6.16 and 9.6.17. The Hosting CSE shall extract the management results received from the managed entity in order to prepare a Response primitive to be sent to the originator later. Unless explicitly stated, if the management request cannot be performed successfully, the Hosting CSE shall reject the Request primitive with the proper response status code in the Response primitive according to the mapping relationship with the external management technology.

Editor’s Note: The common operation for handling notification of external management technology from managed entity is FFS.

********************* end of change 1*****************************
********************* start of change 2*****************************

6.6.4.2 Un-successful Responses

Table 6.8.4.2-1 specify the RSCs for un-successful responses for each release.

Table 6.6.4.2‑1: RSCs for Un-successful Responses for Release 1

	Description
	Numeric Code
	Argument1
	Argument2
	Argument 3
	Applicability

	
	
	
	
	
	Mca
	Mcc
	Mcn
	Mcc'

	Location info not authorized
	2000
	
	
	
	
	
	X

	

	Unsupported resource
	2001
	Resource URI
	
	
	X
	X

	
	

	Unsupported attribute
	2002
	Attribute URI
	
	
	X
	X

	
	

	Cannot forward, target not reachable
	2003
	Resource URI
	
	
	X
	X

	
	

	Cannot forward, other reason TBD
	2004
	Resource URI
	
	
	X
	X

	
	

	Create error - no privilege
	2005
	Resource URI
	
	
	X
	X

	
	

	Create error - already exists
	2006
	Resource URI
	
	
	X
	X

	
	

	Create error - missing mandatory parameter
	2007
	Missing parameter
	
	
	X
	X

	
	

	Retrieve error - no privilege
	2008
	Resource URI
	
	
	X
	X

	
	

	Retrieve error - does not exist 
	2009
	Target URI
	
	
	X
	X

	
	

	Update error - no privilege
	2010
	Resource URI
	
	
	X
	X

	
	

	Update error - does not exist
	2011
	Resource URI
	
	
	X
	X

	
	

	Update error - unacceptable contents
	2012
	Attribute URI
	
	
	X
	X

	
	

	Delete error - does not exist
	2013
	Target URI
	
	
	X
	X

	
	

	Delete error - no privilege
	2014
	Resource URI
	
	
	X
	X

	
	

	Create delivery - not able to take on responsibility
	2015
	
	
	
	X
	X

	
	

	Create fanoutpoint - group request identifier exists
	2016
	
	
	
	X
	X

	
	

	Retrieve fanoutpoint - group request identifier exists
	2017
	
	
	
	X
	X

	
	

	Update fanoutpoint - group request identifier exists
	2018
	
	
	
	X
	X

	
	

	Delete fanoutpoint - group request identifier exists
	2019
	
	
	
	X
	X

	
	

	Create mgmtObj - not allowed
	2020
	CSEBase URI
	
	
	X
	X

	
	

	Create mgmtObj - already exists
	2021
	CSEBase URI
	
	
	X
	X

	
	

	Create mgmtObj - not reachable
	2022
	CSEBase URI
	
	
	X
	X

	
	

	Create mgmtObj - memory shortage
	2023
	CSEBase URI
	
	
	X
	X

	
	

	Retrieve mgmtObj - not found
	2024
	MgmtObj URI
	
	
	X
	X

	
	

	Update mgmtObj - not reachable
	2025
	MgmtObj URI
	
	
	X
	X

	
	

	Update mgmtObj - not found
	2026
	MgmtObj URI
	
	
	X
	X

	
	

	Delete mgmtObj - not reachable
	2027
	MgmtObj URI
	
	
	X
	X

	
	

	Delete mgmtObj - not found
	2028
	MgmtObj URI
	
	
	X
	X

	
	

	Execute mgmtObj - not reachable
	2029
	MgmtObj URI
	
	
	X
	X

	
	

	Execute mgmtObj - not found
	2030
	MgmtObj URI
	
	
	X
	X

	
	

	Cancel execInstance - not cancellable
	2031
	execInstance URI 
	
	
	X

	X
	
	

	Cancel execInstance - already complete
	2032
	execInstance URI 


	
	
	X

	X
	
	

	Delete execInstance - not cancellable
	2033
	execInstance URI 


	
	
	X

	X
	
	

	Delete execInstance - already complete
	2034
	execInstance URI 


	
	
	X

	X
	
	

	Retrieve CSEBase - format error
	2035
	CSEBase URI
	
	
	X
	X

	
	

	CMDH rules -non compliant
	2036
	
	
	
	
	
	
	

	Target is not subscribable
	2037
	
	
	
	
	
	
	

	Cannot initiate subscription verification
	2038
	
	
	
	
	
	
	

	Subscription verification failed
	2039
	Originator ID
	creator
	
	
	
	
	

	Management session cannot be established
	2042
	
	
	
	
	
	
	

	Management session establishment timeout
	2043
	
	
	
	
	
	
	

	Create mgmtCmd – invalid cmdType
	2044
	mgmtCmd URI
	
	
	X
	X

	
	

	Create mgmtCmd – invalid arguments
	2045
	mgmtCmd URI
	
	
	X
	X

	
	

	Create mgmtCmd – insufficient arguments
	2046
	mgmtCmd URI
	
	
	X
	X

	
	

	MgmtCmd – conversion error
	2047
	mgmtCmd URI
	
	
	X
	X

	
	

	Delete mgmtCmd- execInstance cancellation error
	2048
	mgmtCmd URI
	
	
	X
	X

	
	

	Cancel execInstance – cancellation error
	2049
	execInstance URI
	
	
	X

	
	
	

	Delete execInstance – cancellation failed
	2050
	execInstance URI
	
	
	X

	
	
	


Editor's Note: The contents of this table are exemplary and are expected to be revised. In particular ARC discussions regarding UPDATE and attributes may impact argument1. Some of the exemplary RSCs may be equivalent and can be collapsed to fewer RSCs.

Editor's Note: Since more RSCs may be added until the first release, the Numeric Codes will be finalized just before the first release.
********************* end of change 2*****************************
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