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1
Background
The WG3 (PRO) is currently developing the oneM2M Core Protocol Specification.  This TS contains the section on protocol design principles and requirements which are intended to provide design principles and specify aspects of protocol requirements. 
One of key aspects is extensibility which has the following features and considerations.
· Extensibility is focused on considering future growth in the initial system design in order to allow a continued development, while minimizing the impact on the existing oneM2M protocol functions. 

· The fast evolution of M2M systems states the need for future changes in the oneM2M protocol design and operation in order to deal with this ecosystem in continuous evolution.

· Extensible oneM2M protocols shall be designed to be able to facilitate future changes and adaptation to new situations in order to, for example, deal with a different number of devices, add, remove, or modify protocol functionality, etc. 

We believe that extensibility in oneM2M is quite important and should be considered during protocol design and operation. 
This contribution provides the description for the protocol design principles from key considerations for extensibility in oneM2M protocols. 
2
Proposal

In this contribution, we propose to insert the following text in the Section 5.4 of the TS (v-0.5.4) on oneM2M Core Protocol Specification.

-------------------------------- Proposed Text --------------------------

5. Protocol Design Principals and Requirements

5.4. Design Principles

5.4.1. Scalability

When considering scalability as a requirement in the design of oneM2M protocols, one or several of the following mechanisms could be used:

· Wherever possible, ensure direct addressability to the CSEs hosting target resources, to minimize network hops.
· Asynchrony in terms of data processing, with the ultimate objective of minimizing the number of discarded packets.

· Caching mechanisms that allow all the received packets to be processed.

· Efficient load distribution to avoid bottlenecks and data loss.

· Data compression and/or aggregation, in order to reduce the amount of data sent through the network.

5.4.2. Extensibility
The oneM2M protocols will be designed to allow continued development and to facilitate changes by means of standardized extensions.
The impact of the extensibility on the existing oneM2M protocol functions will be minimized.
As an example, extensibility can be related to one or more of the following aspects:
· Handling a different number of devices,
· Add, remove or modify oneM2M protocol functionality,
· New oneM2M protocol routines,
· New data types.
The design of extensible oneM2M protocols will consider and mitigate the risk of unintended consequences, such as interoperability issues, operational problems, or security vulnerabilities.
5.4.3. Fault tolerance and Robustness
For the design of oneM2M protocols with abilities to handle variations by expected and unknown errors, one or several of the following mechanisms will be exploited:
· Packet Reliability
· For reliable transmission of data packets, loss packet recovery could be dealt with in appropriate handling methods along with network capacities, e.g., end-to-end, hop-by-hop, or hybrid.
· Especially, in the low link quality of oneM2M, multiple data dissemination paths should be provided and maintained.
· Data Reliability
In order to take care of data accuracy from data corruption, since oneM2M might take into account data-centric interaction (moreover, from multiple devices), data reliability should be achieved with dynamic criteria to measure its accuracy.
5.4.4. Efficiency

Energy Efficiency:

•
As energy consumption directly affects the overall system performance, oneM2M protocols should consider energy efficiency, especially in resource constrained environments with battery-powered oneM2M devices.

•
Energy efficient oneM2M protocols will aim at reducing the overall energy consumption while maintaining the performance required by the oneM2M Applications.
· Resource efficiency
· To achieve high-level calculation by large numbers of oneM2M devices with low computing power, in-network processing and network coding are fundamental technologies. 

· Due to restricted bandwidth and low link quality, reduction of omni-directional transmission and beaconing, i.e., opportunistic routing and beaconless communication could improve resource efficiency and delivery success ratio.
5.4.5. (Security)

*Security requirements included in WG4
5.4.6. Inter-operability

Highly diverse devices, which consist of oneM2M are deployed by diverse service providers, so inter-domain communication should be considered to provide inter-operability between heterogeneous domains established by different operation policies of service providers.
5.4.7. Heterogeneous Connectivity
OneM2M relies on diverse communication methods since it includes many networking paradigms. Traditional unicasting, one-to-many as well as many-to-many multicasting, anycasting, and flooding may be provided in oneM2M.
5.4.8. Self-operation and management
Highly distributed oneM2M environments promote autonomous operation of network devices. Ad-hoc network topologies will be configured in self-organization manners. Also, node failure, node’s battery exhaustion, hot spot areas, void areas, or network partitioning might be coped with autonomously. 
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