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======================== START 1ST CHANGE ===========================

6.2.1 
Request and Response Messages

An MQTT Control Packet consists of up to three parts: a fixed header, a variable header, a payload. The control packet format is depicted in Figure 6.2.1-1. MQTT does not have a data model to describe or constrain the content of its Application Message payloads (to that extent it is similar to a TCP socket).  Mca and Mcc request messages shall be serialized into XML or JSON following the serialization process defined in clause 6.3.

======================== END 1ST CHANGE ===========================

======================== START 2ND CHANGE ===========================
6.2.2 
Sending a Request

A request is transmitted by sending it as an MQTT PUBLISH protocol packet to the MQTT Server. It uses a Topic that identifies the Receiver of the request. The precise structure of this Topic is FFS, but an initial suggestion is:

/oneM2M/req/<to>

· “oneM2M” is a literal string identifying the topic as being used by oneM2M

· <to> is the URI of the target resource (it is assumed that this includes the AE or CSE id)

· “req” is a literal string identifying this as a request. 

NOTE: It might be useful to include some other components in the topic name, such as the Operation type. In particular it might be useful to include a <fr> field for security purposes. This is FFS.

The payload of the MQTT publish packet is used to carry the request primitive, as described in clause 6.3. 


· 
· 
· 
· 
· 
· 


6
.2.3 
Listening for and responding to a Request

A Receiver listens for requests arriving via MQTT by subscribing to its Topic (as described in the previous clause). In the case or Read, Update or Delete this is straightforward, as there should be a resource already in existence. In the case of Create, the Originator will publish to a topic that hasn’t previously been used, so in order to see that (and thus be able to process the Create), the CSE will subscribe using the wildcarded topic filter /oneM2M/req/#. 

When it receives a request, the receiver shall check the request expiration timestamp (if any) contained in the request, since it is possible that that time might have passed while the message was being stored by MQTT.

It then transmits a response by sending an MQTT PUBLISH packet to a response topic. This takes the form 

/oneM2M/resp/<to>

· “oneM2M” is a literal string identifying the topic as being used by oneM2M

· <to> is the URI of the originator of the request (or the rd information from the request) 

· “resp” is a literal string identifying this as a response. 

The originator (or other interested party) must subscribe to this topic if it is to see the response.

The payload of the MQTT publish packet is used to carry the response primitive, as described in clause 6.3. 


· 
· 
· 



======================== END 2ND CHANGE ===========================

======================== START 3RD CHANGE ===========================
6.3
Primitive Mapping
6.3.1 
Request primitives
A oneM2M request primitive is made up of a number of control parameters and (optionally) a content part. Both control and content parts are serialized into the payload of an MQTT Publish Packet. 
The primitive shall be encoded as a JSON object. In this serialization, each attribute of the primitive appears as a member in the JSON object.
· The member’s name is the short name of the attribute, as defined in [3]

· If the attribute is defined in [3] with an atomic datatype that is numeric in nature (e.g. xs:integer or a type derived from it)  then its value is serialized into the JSON member as a number.
· If the attribute is defined in [3] with an atomic datatype that is non numeric then its value is serialized into the JSON member as a string.

· If the attribute is defined in [3] as a list type, then it is serialized in the JSON member as an array.

·  If the attribute is defined in [3] as a complex type, then it is serialized in the JSON member as an object and the children of the complex type are recursively serialized as members of that object.
 All the attributes that are present in the primitive are serialized, in particular the request shall contain the  <op> attribute to indicate whether it is a Create, Read, Update or Delete. 
Here is an example that shows the payload of a request message serialized using JSON:
{“op”: “C”, “fr”: “AE-ID”, “to”: “CSE-ID/resource”, “ri”: “A1234”, “cn”: {“a”:22}, “ty”: 15}

· op: operation (in this case it’s Create)

· fr: ID of the Originator (either the AE or CSE)

· to: URI of the target resource
· ri: request identifier (this is a string)
· cn: attributes of the resource to be provided by Originator. This is serialized as a nested JSON object
· ty: type of resource to be created

[image: image3]
Figure 6.2.2-1 MQTT Request example
6.3.2 
Response primitives

A oneM2M response primitive is serialized using the rules that were described in the previous clause. In addition, each response primitive shall include an operation response attribute to indicate success or failure of the operation.
Here is an example that shows the payload of a response message serialized using JSON:
{“fr”: “CSE-ID”, “to”: “AE-ID”, “ri”: “A1234”, “cn”: {“a”:22}, “rs”:1001}
· fr: ID of the receiver
· to: ID of the originator

· rs: operation response
· ri: request identifier
· cn: contents to be transferred

[image: image4]
Figure 6.2.3-1 MQTT Response example
======================== END 3RD CHANGE ===========================























































�Text moved to new clause 6.3


�Text moved from the previous clause 6.2.5


�Text moved to new clause 6.3


�TS0001 says it is an ID, TS0004 says it is a URI
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