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Introduction
The clause specifies <group> resource specific procedure.
The CREATE/UPDATA procedures can be interpreted as following diagram.

1. Primitive specific operation: Validate the provided attributes. It shall also check whether the number of URIs present in the memberIDs attribute of the group resource representation does not exceed the maximum as specified by the maxNrOfMembers attribute. 
If the maximum is exceeded, the request shall be rejected with a Response Status Code indicating "MAX_NUMBER_OF_MEMBER_EXCEEDED" error. 
If there are duplicate members in the memberIDs attribute then the duplicate members are removed before creation of the <group> resource.
If the memberType attribute of the <group> resource is not "MIXED", the Hosting CSE shall also verify that all the member IDs including sub-groups in the attribute memberIDs of the <group> resource representation provided in the request shall conform to the memberType of the group resource. 
To validate a resource type of a member, the Hosting CSE shall check the resourceType attribute of the resource which is indicated by the member ID. To check the resourceType attribute, the Hosting CSE may retrieve the member resource. 
When a member ID is virtual resource, the Hosting CSE shall check the resourceType attribute of the parent resource. If the resource type of the parent allows this child virtual resource type, the Hosting CSE checks whether the virtual resource type matches with the memberType attribute of the group. If they match, then the Hosting CSE considers that the virtual member resource is validated.
This specification can be considered as following flow chart.


Here, it is missing the case that parent resource doest not allow virtual resource. This proposes to generate new error code like yellow circle.
The sentence in 45, “To check the resourceType attribute, the Hosting CSE may retrieve the member resource.” is not correct because “may” is optional. If skip  retrieve the member resource, the rest of the specification can not perform. So, it should be changed to ‘shall’ that is “To check the resourceType attribute, the Hosting CSE shall retrieve the member resource.”

1. In the case that the <group> resource contains sub-group member resources, the receiver shall retrieve the memberType of the sub-group member resources to validate the memberType. If the memberType cannot be retrieved due to lack of privilege, the request shall be rejected with a Response Status Code indicating "RECEIVER_HAS_NO_PRIVILEGE" error. 
If the sub-group member resources are temporarily unreachable, the receiver shall set the memberTypeValidated attribute of the <group> resource to FALSE and return the result to the originator in the response of the request. 
As soon as any unreachable sub-group resource becomes reachable, the receiver shall perform the memberType validation procedure. The originator may get to know the validation result by subscribing to the created resource if the memberTypeValidated attribute is FALSE. Upon unsuccessful validation, the receiver shall delete the <group> resource if the consistencyStrategy of the <group> resource is ABANDON_GROUP, or remove the inconsistent members from the <group> resource if the consistencyStrategy attribute is ABANDON_MEMBER, or set the memberType attribute of the <group> resource to "MIXED" if the consistencyStrategy attribute is SET_MIXED.

This specification can be considered as following flow chart.
Notice ‘Retrieve resource of each memberIDs’ is rectangular to indicate mandatory not optional.
Above box is dashed line to indicate optional.



As soon as any unreachable sub-group resource becomes reachable, the receiver shall perform the memberType validation procedure. The originator may get to know the validation result by subscribing to the created resource if the memberTypeValidated attribute is FALSE. 
This is ambiguous. So this contribution proposes as following.
We don’t have to start validation procedure from start and jump to know the validation result by subscribing to the created resource. 
Subscription is possible solution to check the reachability. An alternative solution is retry to unreachable resource.
Upon unsuccessful validation, the receiver shall delete the <group> resource if the consistencyStrategy of the <group> resource is ABANDON_GROUP, or remove the inconsistent members from the <group> resource if the consistencyStrategy attribute is ABANDON_MEMBER, or set the memberType attribute of the <group> resource to "MIXED" if the consistencyStrategy attribute is SET_MIXED.

Also, it is not clear to process for unreachable memberIDs
This contribution proposes to resolve above issues by introducing unreachableMemberIDs and enforcement attributes.
An unreachableMemberIDs attribute is a list of memberIDs that is not reachable.
This is useful to check the validation of <group> resource. The TS-0004 is specified when memberIDs is not reachable, whole validation is performed again.
With this  unreachableMemberIDs attribute, validation for <group> resource can perform to partial memberIDs not whole memberIDs
An enforcement attribute is value whether the unreachable memberIDs include or not. When enforcement is TRUE, operation(Create, Retrieve, Update, Delete) shall be performed even if unreachableMemberIDs exist.
When enforcement is FALSE, it may check reachability for unreachableMemberIDs or check memberTypeValidated.
The TS-0004 is not explicitly specified on this at this time.

The followings are possible procedure for protocol aspects.
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7.4.13 [bookmark: _Toc390760849][bookmark: _Ref390430619][bookmark: _Toc391027055][bookmark: _Toc391027402][bookmark: _Ref403139052][bookmark: _Ref403140703][bookmark: _Toc465666882]Resource Type <group>
[bookmark: _Toc390760850][bookmark: _Toc391027056][bookmark: _Toc391027403][bookmark: _Toc465666883]7.4.13.1	Introduction
The <group> resource represents a group of resources of the same or mixed resource types. The <group> resource can be used to do bulk manipulations on the resources represented by the memberIDs attribute. The <group> resource contains an attribute that represents the members of the group and a virtual resource (the e.g. <fanOutPoint>, < semanticFanOutPoint>) that allows operations to be applied to the resources represented by those members. The detailed description can be found in clause 9.6.13 in TS-0001 [6].
[bookmark: _Toc390805087][bookmark: _Toc391027203]Table 7.4.13.1‑1: Data type definition of <group> resource
	Data Type ID
	File Name
	Note

	group
	CDT-group-v2_10_0.xsd
	



Table 7.4.13.1‑2: Universal/Common Attributes of <group> resource
	Attribute Name
	Request Optionality 

	
	Create
	Update

	@resourceName
	O
	NP

	resourceType 
	NP
	NP

	resourceID
	NP
	NP

	parentID
	NP
	NP

	accessControlPolicyIDs
	O
	O

	creationTime
	NP
	NP

	expirationTime
	O
	O

	lastModifiedTime
	NP
	NP

	labels
	O
	O

	announceTo
	O
	O

	announcedAttribute
	O
	O

	creator
	O
	NP

	dynamicAuthorizationConsultationIDs
	O
	O



[bookmark: _Ref417062430]Table 7.4.13.1‑3: Resource Specific Attributes of <group> resource
	Attribute Name
	Request Optionality 
	Data Type
	Default Value and Constraints

	
	Create
	Update
	
	

	memberType
	O
	NP
	m2m:memberType
	Default value is set to 'MIXED'

	currentNrOfMembers
	NP
	NP
	xs:nonNegativeInteger
	No default
(This is generated by the Hosting CSE and limited by the maxNrOfMembers attribute of the <group> resource)

	maxNrOfMembers
	M
	O
	xs:positiveInteger
	No default

	memberIDs
	M
	O
	list of xs:anyURI
	No default
This list may contain no members

	membersAccessControlPolicyIDs
	O
	O
	m2m:listOfURIs
	No default

	memberTypeValidated
	NP
	NP
	xs:boolean
	No default
(This is generated by the Hosting CSE)

	consistencyStrategy
	O
	NP
	m2m:consistencyStrategy
	Default value is set to 'ABANDON_MEMBER'

	groupName
	O
	O
	xs:string
	No default

	semanticSupportIndicator
	NP
	NP
	xs:boolean
	No default
(This is generated by the Hosting CSE and the value shall be ‘TRUE’ when this attribute is present)

	unreachableMemberIDs
	O
	O
	list of xs:anyURI
	No default
This list may contain no members

	enforcement
	O
	O
	xs:boolean
	TRUE is default



[bookmark: _Toc390805089][bookmark: _Toc391027205]Table 7.4.13.1‑4: Child resources of <group> resource
	Child Resource Type
	Child Resource Name
	Multiplicity
	Ref. to in Resource Type Definition

	<subscription>
	[variable]
	0..n
	Clause 7.4.8

	<semanticDescriptor>
	[variable]
	0..n
	Clause 7.4.34

	<fanOutPoint>
	fopt
	1
	Clause 7.4.14

	<semanticFanOutPoint>
	sfop
	0..1
	Clause 7.4.35



[bookmark: _Toc390760851][bookmark: _Toc391027057][bookmark: _Toc391027404][bookmark: _Ref409959040][bookmark: _Toc465666884]7.4.13.2	<group> resource specific procedure on CRUD operations 
[bookmark: _Toc465666885]7.4.13.2.0	Introduction
This clause describes <group> resource specific procedure on Resource Hosting CSE for CRUD operations.
7.4.13 [bookmark: _Toc390760852][bookmark: _Toc391027058][bookmark: _Toc391027405][bookmark: _Ref409958854][bookmark: _Ref410254851][bookmark: _Ref458073841][bookmark: _Toc465666886]
7.4.13 
7.4.13 
7.4.13 
7.4.13 
7.4.13 
7.4.13 
7.4.13 
7.4.13 
7.4.13.2.0 
7.4.13.2.1 Create
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Primitive Resource specific operation after Recv-C-6.4 "Check validity of resource representation for the given resource type" and before Recv-C-6.5 "Create/Update/Retrieve/Delete/Notify operation is performed". See clause 7.2.2.2.
A procedure of <group> Primitive resource validation is:specific operation: Validate the provided attributes. 
1. Step01: Check duplication of memberIDs attribute. 
· If there are duplicate memberIDs attributes, the duplicated memberIDs shall be removed at step 01-1 and goes to step 02. 
· If there are no duplicated memberIDs, it proceed to step 02.
Step02: Compare It shall also check whether the number of URIs present in the currentNrOfmMemberIDs and maxNrOfMembers attribute. 
· If the currentNrOfMembers value is less than the maxNrOfMembers value, it goes to step 03. 
· If the currentNrOfMembers value is larger than or equal to the maxNrOfMembers value, the Hosting CSE shall terminate validation process and response to the Originator  of the group resource representation does not exceed the maximum as specified by the maxNrOfMembers attribute. If the maximum is exceeded, the request shall be rejected with a Response Status Code indicating "MAX_NUMBER_OF_MEMBER_EXCEEDED" error at step 12-6.. 
If there are duplicate members in the memberIDs attribute then the duplicate members are removed before creation of the <group> resource.
If the memberType attribute of the <group> resource is not "MIXED", the Hosting CSE shall also verify that all the member IDs including sub-groups in the attribute memberIDs of the <group> resource representation provided in the request shall conform to the memberType of the group resource. To validate a resource type of a member, the Hosting CSE shall check the resourceType attribute of the resource which is indicated by the member ID. Step03: Check the whether To check the resourceType attribute, the Hosting CSE may retrieve the member resource. When a member IDs is virtual resource. 
· If memberIDs is virtual resources, , the Hosting CSE shall check the resourceType attribute of the parent resource at step 03-2. 
· If the resource type of the parent allows this child virtual resource type at step 03-2, the Hosting CSE  goes to step 03-1. 
· Otherwise at step 03-2, the Hosting CSE shall be terminate validation process and response to the Originator with Response Status Code indicating "NOT_ALLOWED_VIRTUAL_RESOURCE" at step 12-7.
· . If the resource type of the parent allows this child virtual resource type, the Hosting CSE checks whether the virtual resource type matches with the memberType attribute of the group. If they match, then the Hosting CSE considers that the virtual member resource is validated. If memberIDs is not virtual resource, validation process goes to step03-1.
Step04: Check reachability to all memberIDs. 
The Hosting CSE shall check reachability to retrieve each memberIDs. 

· If the sub-group member or memberIDs of the <group> are temporarily unreachable, the Hosting CSE shall set the memberTypeValidated attribute to FALSE at step 04-1 and goes to step 06. In this case, the Response Status Code depends on value of consistencyStrategy attribute.
· In the case that the <group> resource contains sub-group member resources, the receiver shall retrieve the memberType of the sub-group member resources to validate the memberType. If the memberType cannot be retrieved due to lack of privilege, the request shall be rejected with a Response Status Code indicating "RECEIVER_HAS_NO_PRIVILEGE" error. If the sub-group member resources are temporarily unreachable, the receiver shall set the memberTypeValidated attribute of the <group> resource to FALSE and return the result to the originator in the response of the request. If memberIDs is all reachable, the Receiver goes to step 05.
As soon as any unreachable sub-group resource becomes reachable, the receiver shall perform the memberType validation procedure. The originator may get to know the validation result by subscribing to the created resource if the memberTypeValidated attribute is FALSE. Upon unsuccessful validation, the receiver shall delete the <group> resource if the consistencyStrategy of the <group> resource is ABANDON_GROUP, or remove the inconsistent members from the <group> resource if the consistencyStrategy attribute is ABANDON_MEMBER, or set the memberType attribute of the <group> resource to "MIXED" if the consistencyStrategy attribute is SET_MIXED.
Step05: Check privilege.
The Hosting CSE shall check privilege to retrieve the memberIDs including sub-group member resources to validate the memberType. 
· If the memberIDs can be retrieved and validated all memberIDs, the Hosting CSE shall be set memberTypeValidated attribute to TRUE at step 05-1 and goes to step 12-0 which is termination of validation process and response to the Originator with Response Status Code  indicating "OK".
· The memberTypeValidated attribute shall be set to TRUEIf the memberIDs cannot be retrieved due to lack of privilege, the Hosting CSE shall terminate validation process and response to the Originator with a Response Status Code indicating "RECEIVER_HAS_NO_PRIVILEGE" error at step 12-5.
Step06: Check consistencyStrategy attribute.
A. When if all the members have been validated successfully. If a member validation for the memberType of the <group> resource is unsuccessful, then the Hosting CSE shall perform the following:
B. If the consistencyStrategy attribute of the <group> resource is ABANDON_GROUP,  then the Hosting CSE request shall be terminate validation process rejected at step 06-1 and response to the Originator with a Response Status Code indicating indicating "ABANDON_GROUP_RESOURCEMEMBER_TYPE_INCONSISTENT" error at step 12-1.
C. 
D. When If the consistencyStrategy attribute of the <group> resource is ABANDON_ MEMBER, the Hosting CSE shall abandon  then remove the inconsistent memberIDs that memberTypeValidated is FALSE at step 06-2 and create the <group> resource also and the memberTypeValidated attribute shall be set to TRUE.  response to the Originator with a Response Status Code indicating "SUCCESSFUL_OPERATION_GROUP_RESOURCE" at step 12-2.
E. When 
F. If the consistencyStrategy attribute of the <group> resource is SET_ MIXED, the Hosting CSE shall check  then set the memberType attribute at step 07 whether the memberType is single resource type or mixed type. 
· When the memberType is single type resource it goes to step 08.
· When the memberType is multiple resource type at step 07, the Hosting CSE check reachability for unreachablememberIDs at step 09.
of the <group> resource to "MIXED" and create the <group> resource and the memberTypeValidated attribute shall be set to TRUE.Step08: Check reachability for unreachablememberIDs for single memberType.
· When the Hosting CSE has success reachability to unreachablememberIDs for single type resource, the Hosting CSE shall be set memberTypeValidated attribute to TRUE at step 08-1 and response to the Originator with a Response Status Code indicating "OK" at step 12-0.
· When the Hosting CSE has fail to reachability to unreachablememberIDs for single type resource, the Hosting CSE shall check enforcement attribute at step 10.
· If the enforcement attribute value is TRUE, the Hosting CSE shall create <group> resource and response to the Originator with a Response Status Code indicating "SUCCESSFUL_OPERATION_GROUP_RESOURCE" at step 12-2..
· If the enforcement attribute value is FALSE, the Hosting CSE shall terminate validation process at step 12.4 and response to the Originator with a Response Status Code indicating "GROUP_MEMBERS_NOT_RESPONDED" error. In this case,the Hosting CSE may retry to check the reachability.
Step09: Check reachability for unreachablememberIDs for mixed memberType.
· When the Hosting CSE has success reachability to unreachablememberIDs for mixed resourceType, the Hosting CSE shall be set memberTypeValidated attribute to TRUE at step 08-1 and response to the Originator with a Response Status Code indicating "OK" at step 12-0.
· When the Hosting CSE has fail to reachability to unreachablememberIDs for mixed resourceType, the Hosting CSE shall check enforcement attribute at step 11.
· If the enforcement attribute value is TRUE, the Hosting CSE shall create <group> resource and response to the Originator with a Response Status Code indicating "SUCCESSFUL_MIXED_GROUP_RESOURCE" at step 12-3..
· If the enforcement attribute value is FALSE, the Hosting CSE shall terminate validation process at step 12.4 and response to the Originator with a Response Status Code indicating "GROUP_MEMBERS_NOT_RESPONDED" error. In this case, the Hosting CSE may retry to check the reachability.




  
[bookmark: _Ref409373196][bookmark: _Toc403137623][bookmark: _Toc461715355]Figure 7.4.13.2‑1: <Group> Resource Validation Procedure
7.4.13.2.2 [bookmark: _Toc390760853][bookmark: _Toc391027059][bookmark: _Toc391027406][bookmark: _Toc465666887]Retrieve
No primitive specific operations.
7.4.13.2.3 [bookmark: _Toc390760854][bookmark: _Toc391027060][bookmark: _Toc391027407][bookmark: _Toc465666888]Update
[bookmark: OLE_LINK8]Primitive specific operation after Recv-6.4 "Check validity of resource representation for the given resource type" and before Recv-6.5 "Create/Update/Retrieve/Delete/Notify operation is performed ". See clause 7.2.2.2.
The validation procedure for update operation is the same as clause 7.4.13.2.1 except for step 08 and step 09. 
1. Step08: Check reachability for unreachablememberIDs for single memberType.
· When the Hosting CSE has success reachability to unreachablememberIDs for single type resource, the Hosting CSE shall be set memberTypeValidated attribute to TRUE at step 08-1 and response to the Originator with a Response Status Code indicating "OK" at step 12-0.
· When the Hosting CSE has fail to reachability to unreachablememberIDs for single type resource, the Hosting CSE shall check enforcement attribute at step 10.
· If the enforcement attribute value is TRUE, the Hosting CSE shall update <group> resource and response to the Originator with a Response Status Code indicating "SUCCESSFUL_OPERATION_GROUP_RESOURCE" at step 12-2..
· If the enforcement attribute value is FALSE, the Hosting CSE shall terminate validation process at step 12.4 and response to the Originator with a Response Status Code indicating "GROUP_MEMBERS_NOT_RESPONDED" error at step 12-4. In this case,the Hosting CSE may retry to check the reachability.
Step09: Check reachability for unreachablememberIDs for mixed memberType.
· When the Hosting CSE has success reachability to unreachablememberIDs for mixed resourceType, the Hosting CSE shall be set memberTypeValidated attribute to TRUE at step 08-1 and response to the Originator with a Response Status Code indicating "OK" at step 12-0.
· When the Hosting CSE has fail to reachability to unreachablememberIDs for mixed resourceType, the Hosting CSE shall check enforcement attribute at step 11.
· If the enforcement attribute value is TRUE, the Hosting CSE shall update <group> resource and response to the Originator with a Response Status Code indicating "SUCCESSFUL_MIXED_GROUP_RESOURCE" at step 12-3..
· If the enforcement attribute value is FALSE, the Hosting CSE shall terminate validation process at step 12.4 and response to the Originator with a Response Status Code indicating "GROUP_MEMBERS_NOT_RESPONDED" error. In this case, the Hosting CSE may retry to check the reachability.
1. Primitive specific operation: If the memberType attribute of the <group> resource is not "MIXED", the Hosting CSE shall verify that all the member IDs including sub-groups in the attribute memberIDs of the <group> resource representation provided in the request shall conform to the memberType of the <group> resource. Virtual member resource validation shall be done as specified in the group creation procedure (clause 7.4.13.2.1 step 1).
In the case that the <group> resource contains sub-group member resources, the receiver shall retrieve the memberType of the sub-group member resource to validate the memberType. If the memberType cannot be retrieved due to lack of privilege, the request shall be rejected with a Response Status Code indicating "RECEIVER_HAS_NO_PRIVILEGE" error. If the sub-group member resources are temporarily unreachable, the receiver shall set the memberTypeValidated attribute of the <group> resource to FALSE and return the result to the originator in the response of the request. As soon as any unreachable sub-group resource becomes reachable, the receiver shall perform the memberType validation procedure. The Originator may get to know the validation result by subscribing to the created resource if the memberTypeValidated attribute is FALSE. Upon unsuccessful validation, the receiver shall delete the <group> resource if the consistencyStrategy of the <group> resource is ABANDON_GROUP, or remove the inconsistent members from the <group> resource if the consistencyStrategy attribute is ABANDON_MEMBER, or set the memberType attribute of the <group> resource to "MIXED" if the consistencyStrategy attribute is SET_MIXED.
The memberTypeValidated attribute shall be set to TRUE if all the members have been validated successfully. If a member validation for the memberType of the <group> resource is unsuccessful, then the Hosting CSE shall perform the following:
1. If the consistencyStrategy of the <group> resource is ABANDON_GROUP then the request shall be rejected with a Response Status Code indicating "GROUP_MEMBER_TYPE_INCONSISTENT" error.
If the consistencyStrategy of the <group> resource is ABANDON_ MEMBER then remove the inconsistent members and update the <group> resource and the memberTypeValidated attribute shall be set to TRUE.
If the consistencyStrategy of the <group> resource is SET_ MIXED then set the memberType attribute of the <group> resource to "MIXED" and update the <group> resource and the memberTypeValidated attribute shall be set to TRUE. 
Primitive specific operation: The Hosting CSE shall check whether the number of provided memberIDs in the attribute members exceeds the limitation of maxNrOfMembers. The Hosting CSE shall also check whether the value provided in the maxNrOfMembers attribute is smaller than the currentNrOfMembers attribute value. If any of the condition is true, the Hosting CSE shall reject the request with Response Status Code indicating "MAX_NUMBER_OF_MEMBER_EXCEEDED". error.
7.4.13.2.4 [bookmark: _Toc390760855][bookmark: _Toc391027061][bookmark: _Toc391027408][bookmark: _Toc465666889]Delete
No primitive specific operations.
[bookmark: _Toc300919392]-----------------------End of change 1---------------------------------------------
-----------------------Start of change 2---------------------------------------------
6 [bookmark: _Toc465666712]
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6.5 
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6.5.2 
6.5.3 
6.5.3.1 
6.5.3.2 
6.6.3.3. Successful response class
Table 6.6.3.2-1 specifies the RSCs for successful responses.
Table 6.6.3.3‑1: RSCs for successful response class
	Numeric Code
	Description

	2000
	OK

	2001
	CREATED

	2002
	DELETED

	2004
	UPDATED

	20XX
	SUCCESSFUL_OPERATION_GROUP_RESOURCE

	20XX
	SUCCESSFUL_MIXED_GROUP_RESOURCE



-----------------------End of change 2---------------------------------------------
-----------------------Start of change 3---------------------------------------------
6.6.3.6 [bookmark: _Toc465666715]Receiver error response class
Table 6.6.3.6-1 specifies the RSCs for Receiver error responses.
51xx codes are oneM2M specific, which are used in generic procedures.
52xx codes are oneM2M specific, which are used in resource specific procedures.
Table 6.6.3.6‑1: RSCs for Receiver error response class
	Numeric Code
	Description

	5000
	INTERNAL_SERVER_ERROR

	5001
	NOT_IMPLEMENTED

	5103
	TARGET_NOT_REACHABLE

	5105
	RECEIVER_HAS_NO_PRIVILEGE

	5106
	ALREADY_EXISTS

	5203
	TARGET_NOT_SUBSCRIBABLE

	5204
	SUBSCRIPTION_VERIFICATION_INITIATION_FAILED

	5205
	SUBSCRIPTION_HOST_HAS_NO_PRIVILEGE

	5206
	NON_BLOCKING_REQUEST_NOT_SUPPORTED

	5207
	NOT_ACCEPTABLE

	5208
	DISCOVERY_DENIED_BY_IPE

	5209
	GROUP_MEMBERS_NOT_RESPONDED

	5210
	ESPRIM_DECRYPTION_ERROR

	5211
	ESPRIM_ENCRYPTION_ERROR

	5212
	SPARQL_UPDATE_ERROR

	52XX
	NOT_ALLOWED_VIRTUAL_RESOURCE

	52XX
	ABANDON_GROUP_RESOURCE

	52XX
	GROUP_MEMBERS_NOT_RESPONDED



-----------------------End of change 3---------------------------------------------
-----------------------Start of change 4---------------------------------------------
8.2.3 [bookmark: _Toc465667149]Resource attributes
In protocol bindings, resource attributes names shall be translated into short names shown in the following tables.
[bookmark: _Ref410150441]Table 8.2.3‑1: Resource attribute short names (1/6)
	Attribute Name
	Occurs in
	Short Name

	accessControlPolicyIDs
	All except accessControlPolicy, contentInstance
	acpi

	announcedAttribute
	accessControlPolicy, AE, container, contentInstance, group, locationPolicy, mgmtObj, node, remoteCSE, schedule, semanticDescriptor, trafficPattern
	aa

	announceTo
	accessControlPolicy, AE, container, contentInstance, group, locationPolicy, mgmtObj, node, remoteCSE, schedule, semanticDescriptor, trafficPattern
	at

	creationTime
	All
	ct

	expirationTime
	All except contentInstance, CSEBase
	et

	labels
	All (optional)
	lbl

	lastModifiedTime
	All
	lt

	Link
	All
	lnk

	parentID
	All
	pi

	resourceID
	All
	ri

	resourceType
	All
	ty*

	stateTag
	container, contentInstance, delivery, request
	st

	resourceName
	All
	rn

	privileges
	accessControlPolicy
	pv

	selfPrivileges
	accessControlPolicy
	pvs

	App-ID
	AE
	api

	AE-ID
	AE
	aei

	appName
	AE
	apn

	pointOfAccess
	AE, CSEBase, remoteCSE
	poa

	ontologyRef
	AE, container, contentInstance, semanticDescriptor. flexContainer, timeSeries
	or

	nodeLink
	AE, CSEBase, remoteCSE
	nl

	contentSerialization
	AE
	csz

	creator
	container, contentInstance,eventConfig, group, pollingChannel, statsCollect, statsConfig, subscription, semanticDescriptor, notificationTargetPolicy, flexContainer, timeSeries
	cr

	maxNrOfInstances
	container, timeSeries
	mni

	maxByteSize
	container, timeSeries
	mbs

	maxInstanceAge
	container, timeSeries
	mia

	currentNrOfInstances
	container, timeSeries
	cni




Table 8.2.3‑2: Resource attribute short names (2/6)
	Attribute Name
	Occurs in
	Short Name

	currentByteSize
	container
	cbs

	locationID
	container
	li

	disableRetrieval
	container
	disr

	contentInfo
	contentInstance
	cnf

	contentSize
	contentInstance
	cs

	contentRef
	contentInstance
	conr

	containerDefinition
	flexContainer
	cnd

	primitiveContent 
	request
	pc*

	content
	contentInstance, timeSeriesInstance
	con

	cseType
	CSEBase, remoteCSE
	cst

	CSE-ID
	CSEBase, remoteCSE, service SubscribedNode
	csi

	supportedResourceType
	CSEBase
	srt

	notificationCongestionPolicy
	CSEBase
	ncp

	source
	delivery
	sr

	target
	delivery, request
	tg

	lifespan
	delivery
	Ls

	eventCat
	delivery
	ec

	deliveryMetaData
	delivery
	dmd

	aggregatedRequest
	delivery
	arq

	eventID
	eventConfig, statsCollect
	evi

	eventType
	eventConfig
	evt

	evenStart
	eventConfig
	evs

	eventEnd
	eventConfig
	eve

	operationType
	eventConfig
	opt

	dataSize
	eventConfig
	ds

	execStatus
	execInstance
	exs

	execResult
	execInstance
	exr

	execDisable
	execInstance
	exd

	execTarget
	execInstance, mgmtCmd
	ext

	execMode
	execInstance, mgmtCmd
	exm

	execFrequency
	execInstance, mgmtCmd
	exf

	execDelay
	execInstance, mgmtCmd
	exy

	execNumber
	execInstance, mgmtCmd
	exn

	execReqArgs
	execInstance, mgmtCmd
	exra

	execEnable
	mgmtCmd
	exe

	memberType
	group
	mt

	currentNrOfMembers
	group
	cnm

	maxNrOfMembers
	group
	mnm

	memberIDs
	group
	mid

	membersAccessControlPolicyIDs
	group
	macp

	memberTypeValidated
	group
	mtv

	consistencyStrategy
	group
	csy

	semanticSupportIndicator
	group
	ssi

	unreachableMemberIDs
	group
	umid

	enforcement
	group
	gf

	groupName
	group, subscription
	gn

	locationSource
	locationPolicy
	los

	locationUpdatePeriod
	locationPolicy
	lou

	locationTargetID
	locationPolicy
	lot

	locationServer
	locationPolicy
	lor

	locationContainerID
	locationPolicy
	loi

	locationContainerName
	locationPolicy
	lon

	locationStatus
	locationPolicy
	lost

	description
	mgmtCmd, mgmtObj, all management resources from firmware
	dc

	cmdType
	mgmtCmd
	cmt

	mgmtDefinition
	mgmtObj, all management resources from firmware
	mgd

	objectIDs
	mgmtObj
	obis



Table 8.2.3‑3: Resource attribute short names (3/6)
	Attribute Name
	Occurs in
	Short Name

	objectPaths
	mgmtObj
	obps

	nodeID
	node
	ni

	hostedCSELink
	node
	hcl

	mgmtClientAddress
	node
	mgca

	CSEBase
	remoteCSE
	cb*

	M2M-Ext-ID
	remoteCSE
	mei

	Trigger-Recipient-ID
	remoteCSE
	tri

	requestReachability
	remoteCSE
	rr

	triggerReferenceNumber
	remoteCSE
	trn

	originator
	request
	org

	metaInformation
	request
	mi

	requestStatus
	request
	rs

	operationResult
	request
	ors

	operation
	request
	op*

	requestID
	request
	rid

	scheduleElement
	schedule
	se

	deviceIdentifier
	serviceSubscribedNode
	di

	ruleLinks
	serviceSubscribedNode
	rlk

	statsCollectID
	statsCollect
	sci

	collectingEntityID
	statsCollect
	cei

	collectedEntityID
	statsCollect
	cdi

	devStatus
	areaNwkDeviceInfo
	ss

	statsRuleStatus
	statsCollect
	srs

	statModel
	statsCollect
	sm

	collectPeriod
	statsCollect
	cp

	eventNotificationCriteria
	subscription
	enc

	expirationCounter
	subscription
	exc

	notificationURI
	subscription
	nu

	groupID
	subscription
	gpi

	notificationForwardingURI
	subscription
	nfu

	batchNotify
	subscription
	bn

	rateLimit
	subscription
	rl

	preSubscriptionNotify
	subscription
	psn

	pendingNotification
	subscription
	pn

	notificationStoragePriority
	subscription
	nsp

	latestNotify
	subscription
	ln

	notificationContentType
	subscription
	nct

	notificationEventCat
	subscription
	nec

	subscriberURI
	subscription
	su

	version
	firmware, software, token
	vr

	URL
	firmware, software
	url

	update
	firmware
	ud

	updateStatus
	firmware
	uds

	install
	software
	in

	uninstall
	software
	un

	installStatus
	software
	ins

	activate
	software
	act

	deactivate
	software
	dea

	activeStatus
	software, areaNwkInfo
	acts

	memAvailable
	memory
	mma

	memTotal
	memory
	mmt




Table 8.2.3‑4: Resource attribute short names (4/6)
	Attribute Name
	Occurs in
	Short Name

	areaNwkType
	areaNwkInfo
	ant

	listOfDevices
	areaNwkInfo
	ldv

	devId
	areaNwkDeviceInfo
	dvd

	devType
	areaNwkDeviceInfo
	dvt

	areaNwkId
	areaNwkDeviceInfo
	awi

	sleepInterval
	areaNwkDeviceInfo
	sli

	sleepDuration
	areaNwkDeviceInfo
	sld

	listOfNeighbors
	areaNwkDeviceInfo
	lnh

	batteryLevel
	battery
	btl

	batteryStatus
	battery
	bts

	deviceLabel
	deviceInfo
	dlb

	manufacturer
	deviceInfo
	man

	model
	deviceInfo
	mod

	deviceType
	deviceInfo
	dty

	fwVersion
	deviceInfo
	fwv

	swVersion
	deviceInfo
	swv

	hwVersion
	deviceInfo
	hwv

	capabilityName
	deviceCapability
	can

	attached
	deviceCapability
	att

	capabilityActionStatus
	deviceCapability
	cas

	enable
	deviceCapability, allJoynSvcObject
	ena

	disable
	deviceCapability
	dis

	currentState
	deviceCapability
	cus

	reboot
	reboot
	rbo

	factoryReset
	reboot
	far

	logTypeId
	eventLog
	lgt

	logData
	eventLog
	lgd

	logStatus
	eventLog
	lgst

	logStart
	eventLog
	lga

	logStop
	eventLog
	lgo

	firmwareName
	firmware
	fwn

	softwareName
	software
	swn

	cmdhPolicyName
	cmdhPolicy
	cpn

	mgmtLink
	cmdhPolicy, activeCmdhPolicy, cmdhDefaults, cmdhNetworkAccessRules, cmdhNwAccessRule
	cmlk

	activeCmdhPolicyLink
	activeCmdhPolicy
	acmlk

	order
	cmdhDefEcValue, cmdhLimits
	od

	defEcValue
	cmdhDefEcValue
	dev

	requestOrigin
	cmdhDefEcValue, cmdhLimits
	ror

	requestContext
	cmdhDefEcValue, cmdhLimits
	rct

	requestContextNotification
	cmdhDefEcValue, cmdhLimits
	rctn

	requestCharacteristics
	cmdhDefEcValue, cmdhLimits
	rch

	applicableEventCategories
	cmdhNetworkAccessRules
	aecs

	applicableEventCategory
	cmdhEcDefParamValues, cmdhBuffer
	aec

	defaultRequestExpTime
	cmdhEcDefParamValues
	dqet

	defaultResultExpTime
	cmdhEcDefParamValues
	dset

	defaultOpExecTime
	cmdhEcDefParamValues
	doet

	defaultRespPersistence
	cmdhEcDefParamValues
	drp

	defaultDelAggregation
	cmdhEcDefParamValues
	dda

	limitsEventCategory
	cmdhLimits
	lec

	limitsRequestExpTime
	cmdhLimits
	lqet

	limitsResultExpTime
	cmdhLimits
	lset

	limitsOpExecTime
	cmdhLimits
	loet

	limitsRespPersistence
	cmdhLimits
	lrp

	limitsDelAggregation
	cmdhLimits
	lda

	targetNetwork
	cmdhNwAccessRule, trafficPattern
	ttn



[bookmark: _Ref410150450]Table 8.2.3‑5: Resource attribute short names (5/6)
	Attribute Name
	Occurs in
	Short Name

	minReqVolume
	cmdhNwAccessRule
	mrv

	spreadingWaitTime
	cmdhNwAccessRule
	swt

	backOffParameters
	cmdhNwAccessRule
	bop

	otherConditions
	cmdhNwAccessRule
	ohc

	maxBufferSize
	cmdhBuffer
	mbfs

	storagePriority
	cmdhBuffer
	sgp

	applicableCredIDs
	serviceSubscribedAppRule
	apci

	allowedApp-IDs
	serviceSubscribedAppRule
	aai

	allowedAEs
	serviceSubscribedAppRule
	aae

	allowedRole-IDs
	serviceSubscribedAppRule
	ari

	notificationTargetURI
	notificationTargetMgmtPolicyRef
	ntu

	notificationlPolicyID
	notificationTargetMgmtPolicyRef
	npi

	action
	notificationTargetPolicy
	ac

	policyLabel
	notificationTargetPolicy
	plbl

	rulesRelationship
	notificationTargetPolicy
	rrs

	creator
	notificationTargetPolicy
	cr

	deletionRules
	policyDeletionRules
	dr

	deletionRulesRelation
	policyDeletionRules
	drr

	dynamicAuthorizationConsultationIDs
	All resources having an accessControlPolicyID attribute
	daci

	dynamicAuthorizationEnabled
	dynamicAuthorizationConsultation
	dae

	dynamicAuthorizationPoA
	dynamicAuthorizationConsultation
	dap

	dynamicAuthorizationLifetime
	dynamicAuthorizationConsultation
	dal

	descriptorRepresentation
	semanticDescriptor
	dcrp

	semanticOpExec
	semanticDescriptor
	soe

	descriptor
	semanticDescriptor
	dsp

	relatedSemantics
	semanticDescriptor
	rels

	periodicInterval
	timeSeries
	pei

	missingDataDetect
	timeSeries
	mdd

	missingDataMaxNr
	timeSeries
	mdn

	missingDataList
	timeSeries
	mdlt

	missingDataCurrentNr
	timeSeries
	mdc

	missingDataDetectTimer
	timeSeries
	mdt

	dataGenerationTime
	timeSeriesInstance
	dgt

	sequenceNr
	timeSeriesInstance
	snr

	providedToNSE
	trafficPattern
	ptn

	periodicIndicator
	trafficPattern
	pri

	periodicDurationTime
	trafficPattern
	pdt

	periodicIntervalTime
	trafficPattern
	pit

	stationaryIndication
	trafficPattern
	sti

	dataSizeIndicator
	trafficPattern
	dsi

	validityTime
	trafficPattern
	vdt

	roleID
	role
	rlid

	roleName
	role
	rlnm

	tokenLink
	role
	rltl

	tokenID
	token
	tkid

	tokenObject
	token
	tkob

	issuer
	token, role
	tkis

	holder
	token, role
	tkhd

	notBefore
	token, role
	tknb

	notAfter
	token, role
	tkna

	tokenName
	token
	tknm

	audience
	token
	tkau

	permissions
	token
	tkps

	extension
	token
	tkex

	e2eSecInfo
	CSEBase, remoteCSE, AE
	esi



Table 8.2.3‑6: Resource attribute short names (6/6)
	Attribute Name
	Occurs in
	Short Name

	serviceName
	genericInterworkingService
	gisn

	operationName
	genericInterworkingOperationInstance
	gion

	inputDataPointLinks
	genericInterworkingService, genericInterworkingOperationInstance
	giip

	outputDataPointLinks
	genericInterworkingService, genericInterworkingOperationInstance
	giop

	inputLinks
	genericInterworkingOperationInstance
	giil

	outputLinks
	genericInterworkingOperationInstance
	giol

	operationState
	genericInterworkingOperationInstance
	gios

	direction
	allJoynApp
	dir

	objectPath
	allJoynSvcObject
	ajop

	interfaceIntrospectXmlRef
	allJoynInterface
	ajir

	input
	allJoynMethodCall
	inp

	callStatus
	allJoynMethodCall
	clst

	output
	allJoynMethodCall
	out

	currentValue
	allJoynProperty
	crv

	requestedValue
	allJoynProperty
	rqv

	NOTE:	* marked short names have been already assigned in Table 8.2.2-1.
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