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Introduction
During TP30, an ARC contribution (ARC-2017-0291R04) towards TS-0001 was agreed, which added semantic content support for Rel. 3. In particular, it proposed to duplicate the original content stored in <contentInstance> resources and re-represent them in a semantic form (e.g., RDF triples) such that content-involved semantic query/discovery can be supported.  
This contribution further brings Stage 3 details of semantic content support as proposed in ARC-2017-0291R04, which results in the following changes in TS-0004:

1. Define the data type for the new attribute duplicatedAsSemanticContent of the <contentInstance> resource (see Change #1 in clause 7.4.7.1); 
2. Modifying existing CRUD operations on <contentInstance> resource for the process of how to duplicate the original content and re-represent them in a semantic form. (see Change #2 in clause 7.4.7.2); 
3.  Define short name for the new attribute duplicatedAsSemanticContent (see Change #3 in clause 8.2.3);
R01:
The major comments collected during TP 31 for this CR include:

1. It is not scalable for hosting CSE to duplicate the actual data in semantic triple when executing the CREATE operation of a <contentInstance> resource. 
2. There should be a way to enforce the honesty of the entities who can manipulate the duplicatedAsSemanticContent attribute such that duplicatedAsSemanticContent represents the truth of whether the content has already been duplicated as semantic triples. 
To address those comments, R01 proposes the following solutions and adds more corresponding text descriptions:

1. It is proposed that when creating a <contentInstance> resource, even if the hosting CSE has the semantic capability, it is still an optional step that hosting CSE will duplicate the actual data in semantic triples. 
2. It is proposed that the ACP policy on a <contentInstance> resource needs to be well defined such that only honest/trusted entities should be granted with UPDATE privilege for manipulating the duplicatedAsSemanticContent attribute. 
-----------------------Start of change 1-------------------------------------------
7.4.4 Resource Type <contentInstance>

7.4.7.1
Introduction

The <contentInstance> resource represents a data instance in the container.

The detailed description can be found in clause 9.6.7 in TS-0001 [6]. 
Table 7.4.7.1‑1: Data type definition of <contentInstance> resource
	Data Type ID
	File Name
	Note

	contentInstance
	CDT-contentInstance-v3_3_0.xsd
	


Table 7.4.7.1‑2: Universal/Common Attributes of <contentInstance> resource
	Attribute Name
	Request Optionality

	
	Create

	@resourceName
	O

	resourceType
	NP

	resourceID
	NP

	parentID
	NP

	expirationTime
	O

	creationTime
	NP

	lastModifiedTime
	NP

	stateTag
	NP

	labels
	O

	announceTo
	O

	announcedAttribute
	O

	dynamicAuthorizationConsultationIDs
	O

	creator
	O


Table 7.4.7.1‑3: Resource Specific Attributes of <contentInstance> resource
	Attribute Name
	Request Optionality
	Data Type
	Default Value and Constraints

	
	Create
	
	

	
	
	
	

	contentInfo
	O
	m2m:contentInfo
	No default

	contentSize
	NP
	xs:nonNegativeInteger
	No default

	contentRef
	O
	m2m:contentRef
	No default

	ontologyRef
	O
	xs:anyURI
	No default

	content
	M
	xs:anySimpleType
	No default (Transfer encoding may be applied, and indicated applied encoding as part of the contentInfo attribute)

	duplicatedAsSemanticContent
	O
	xs:boolean
	False


Table 7.4.6.1‑4: Child resources of <contentInstance> resource

	Child Resource Type 
	Child Resource Name
	Multiplicity
	Ref. to in Resource Type Definition

	<semanticDescriptor>
	[variable]
	0..n
	Clause 7.4.28


The contentInfo attribute shall provide meta information about the stored data in content. m2m:encodingType (0:plain, 1:base64 encoded string, 2:base64 encoded binary) and is optional.
-----------------------End of change 1-------------------------------------------
-----------------------Start of change 2-------------------------------------------
7.4.7.2
<contentInstance> resource specific procedure on CRUD operations 

7.4.4.2.1 Create

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

Primitive specific operation on Recv-6.5 "Create/Update/Retrieve/Delete/Notify operation is performed" with the following additional operations.
1) The Hosting CSE shall check whether the size in bytes of the content attribute of the <contentInstance> resource is greater than maxByteSize of the targeted parent <container> resource.
a. If true, the Hosting CSE shall return the response primitive with a Response Status Code indicating “NOT_ACCEPTABLE” error. Skip steps 2 and 3 below.

b. If false, the Hosting CSE shall set the contentSize attribute of the <contentInstance> resource to the size in bytes of the content attribute.
2) The Hosting CSE shall check the currentNrOfInstances and currentByteSize of the targeted parent <container> resource.
a. If maxNrOfInstances of the targeted parent <container> resource is specified then if the currentNrOfInstances when modified to reflect the addition of the new <contentInstance> exceeds maxNrOfInstances, the Hosting CSE shall remove the oldest <contentInstance> resource from the targeted <container> resource.
b. If maxByteSize of the targeted parent <container> resource is specified then if the currentByteSize when modified to reflect the addition of the new <contentInstance> exceeds maxByteSize the Hosting CSE shall remove the oldest <contentInstance> resources from the targeted <container> resource until maxByteSize conditions are met.
c. The Hosting CSE shall update the currentNrOfInstances of the targeted parent <container> resource with the count of <contentInstance> resources in the targeted parent <container> resource. The Hosting CSE shall update the currentByteSize of the targeted parent <container> resource with the sum of the contentSize attributes of the <contentInstance> resources in the targeted parent <container> resource.
d. When removing oldest <contentInstance> resources, the Hosting CSE shall not generate notifications even if there exists a <subscription> to the targeted <container> resource and this <subscription> is configured to generate a notification on “Delete_of_Direct_Child_Resource”. 
3) The Hosting CSE shall increment the stateTag attribute of the targeted parent <container> resource and copy the value into the stateTag attribute of the <contentInstance> resource.
4) If the hosting CSE does not have the capability to duplicate the actual data in semantic triples complying with an ontology that it supports, this step will be skipped. However, even if the hosting CSE has the capability to duplicate the actual data in semantic triples, this step may still be an optional step in the sense that the hosting CSE may decide whether to duplicate the actual data, which depends on local policies/configurations. If the hosting CSE decides to do so, it shall execute the following actions: 1) represent the actual data contained in the content attribute to semantic triples (e.g. RDF triples); 2) create a <semanticDescriptor> child resource for the <contentInstance> resource with its descriptor attribute set to these semantic triples generated in 1); and 3) set the duplicatedAsSemanticContent attribute to “TRUE”. 

3. If the hosting CSE has no capability to duplicate the actual data in semantic triples or the duplicated semantic triples do not comply with an ontology that it supports, it shall set the duplicatedAsSemanticContent attribute to “FALSE”. In this case, other AEs/CSEs having semantic capability may duplicate the actual data in semantic triples at a later time and then update the attribute duplicatedAsSemanticContent from FALSE to TRUE (see clause 7.4.34.2 for details). Note that, the inconsistency may exist between the value of duplicatedAsSemanticContent and the truth of whether the actual data has been duplicated in semantic triples. In order to avoid such inconsistency, particular ACPs shall be defined for this created <contentInstance> resource in order to prevent malicious AEs/CSEs from inappropriately updating duplicatedAsSemanticContent.
No other changes from the generic procedures in clause 7.2.2.2.
7.4.4.2.2 Retrieve

Originator:

No change from the generic procedures in clause 7.2.2.1.

Receiver:

Same as the generic procedures in clause 7.2.2.2 except following conditions:

· If the value of disableRetrieval attribute of the parent <container> resource is ‘true', then the Hosting CSE shall return response primitive with a Response Status Code indicating "OPERATION_NOT_ALLOWED" error.

7.4.4.2.3 Update

Originator:

The Update operation on a <contentInstance> resource shall be limited to updating its attribute duplicatedAsSemanticContent. 

· The Hosting CSE and other AEs/CSEs can update the attribute duplicatedAsSemanticContent.

 
Receiver:

Primitive specific operation on Recv-1.0 "Check the syntax of received message":

If the request is received and the request is to update only the duplicatedAsSemanticContent attribute, no change from the generic procedures in clause 7.2.2.2. Otherwise, the Receiver CSE shall execute the following steps in order.
1) "Create an unsuccessful Response primitive" with the Response Status Code indicating "OPERATION_NOT_ALLOWED" error.
2) "Send the Response primitive".
7.4.4.2.4 Delete

Originator:

Primitive specific operation on Recv-6.5 "Create/Update/Retrieve/Delete/Notify operation is performed":

5) currentNrOfInstances and currentByteSize of direct parent <container> resource shall be updated.
Receiver:

No change from the generic procedures in clause 7.2.2.2 except following conditions:

· If the value of disableRetrieval attribute of the parent <container> resource is ‘true', then the Hosting CSE shall return response primitive with a Response Status Code indicating "OPERATION_NOT_ALLOWED" error.
-----------------------End of change 2---------------------------------------------
-----------------------Start of change 3-------------------------------------------
8.1.1 Resource attributes

Table 8.2.3‑2: Resource attribute short names (2/6)

	Attribute Name
	Occurs in
	Short Name

	currentByteSize
	container
	cbs

	locationID
	container
	li

	disableRetrieval
	container
	disr

	contentInfo
	contentInstance
	cnf

	contentSize
	contentInstance
	cs

	contentRef
	contentInstance
	conr

	duplicatedAsSemanticContent
	contentInstance
	dasc

	containerDefinition
	flexContainer
	cnd

	primitiveContent 
	request
	pc*

	content
	contentInstance, timeSeriesInstance
	con

	cseType
	CSEBase, remoteCSE
	cst

	CSE-ID
	CSEBase, remoteCSE, service SubscribedNode
	csi

	supportedResourceType
	CSEBase
	srt

	notificationCongestionPolicy
	CSEBase
	ncp

	source
	delivery
	sr

	target
	delivery, request
	tg

	lifespan
	delivery
	ls

	eventCat
	delivery
	ec

	deliveryMetaData
	delivery
	dmd

	aggregatedRequest
	delivery
	arq

	eventID
	eventConfig, statsCollect
	evi

	eventType
	eventConfig
	evt

	evenStart
	eventConfig
	evs

	eventEnd
	eventConfig
	eve

	operationType
	eventConfig
	opt

	dataSize
	eventConfig
	ds

	execStatus
	execInstance
	exs

	execResult
	execInstance
	exr

	execDisable
	execInstance
	exd

	execTarget
	execInstance, mgmtCmd
	ext

	execMode
	execInstance, mgmtCmd
	exm

	execFrequency
	execInstance, mgmtCmd
	exf

	execDelay
	execInstance, mgmtCmd
	exy

	execNumber
	execInstance, mgmtCmd
	exn

	execReqArgs
	execInstance, mgmtCmd
	exra

	execEnable
	mgmtCmd
	exe

	memberType
	group
	mt

	currentNrOfMembers
	group
	cnm

	maxNrOfMembers
	group
	mnm

	memberIDs
	group
	mid

	membersAccessControlPolicyIDs
	group
	macp

	memberTypeValidated
	group
	mtv

	consistencyStrategy
	group
	csy

	semanticSupportIndicator
	group
	ssi

	groupName
	group, subscription
	gn

	locationSource
	locationPolicy
	los

	locationUpdatePeriod
	locationPolicy
	lou

	locationTargetID
	locationPolicy
	lot

	locationServer
	locationPolicy
	lor

	locationContainerID
	locationPolicy
	loi

	locationContainerName
	locationPolicy
	lon

	locationStatus
	locationPolicy
	lost

	description
	mgmtCmd, mgmtObj, all management resources from firmware
	dc

	cmdType
	mgmtCmd
	cmt

	mgmtDefinition
	mgmtObj, all management resources from firmware
	mgd

	objectIDs
	mgmtObj
	obis


-----------------------End of change 3---------------------------------------------
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