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Introduction
Some of the RFC references are obsoleted. This CR is proposing the following modifications.

	#
	Reference
	New RFC

	[12]
	IETF BCP 47: "Best Current Practices 47". Concatenation of IETF RFC 4646: "Tags for Identifying Languages" (2006) and IETF RFC 4647: "Matching of Language Tags" (2006).
	Obsoleted by RFC 5646 (2009)

	[13]
	IETF RFC 3588: "Diameter Base Protocol".
	Obsoleted by RFC 6733

	[19]
	IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".
	Obsoleted by RFC 8259

	[20]
	IETF RFC 4234: "Augmented BNF for Syntax Specifications: ABNF".
	Obsoleted by RFC 5234

	[i.10]
	IETF RFC 3171: “IANA Guidelines for IPv4 Multicast Address Assignments”, 2001
	Obsoleted by RFC 5771 (2010)


Rev R01: 
1)    IETF BCP 47 removed from  references section. Unused data type xs:language  removed from table 6.3.2-1 (added change 2A)
2)    Aligned Accounting Request Command (ARC) and Accounting Answer Command (ACA) wrt. RFC 6733.
3)    Corrected placeholder references [i.x] and [i.y] in clause 7.5.3.1.3 (added change 2B)
-----------------------Start of change 1-------------------------------------------
2.1 Normative references

The following referenced documents are necessary, partially or totally, for the application of the present document. Their use in the context of this TS is specified by the normative statements that are referring back to this clause.
 [1]
W3C Recommendation:  "Extensible Markup Language (XML) 1.0 (Fifth Edition)", 26 November 2008.

[2]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[3]
W3C XMLSchemaP2: "W3C Recommendation (2004), XML Schema Part 2:Datatypes Second Edition".

[4]
Void.
[5]
Void.
[6]
oneM2M TS-0001: "Functional Architecture".
[7]
oneM2M TS-0003: "Security Solutions".
[8]
IEEE 754-2008: "IEEE Standard for Floating-Point Arithmetic", 29 August 2008. 

NOTE:
http://ieeexplore.ieee.org/servlet/opac?punumber=4610933.
[9]
IETF RFC 4648: "The Base16, Base32, and Base64 Data Encodings".

[10]
IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies". 

[11]
IETF RFC 3987: "Internationalized Resource Identifiers (IRIs)". 

[12]
Void.
[13]
Void.
[14]
IETF RFC 6733: "Diameter Base Protocol". 

[15]
3GPP TS 23.682: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE; Architecture enhancements to facilitate communications with packet data networks and applications (3GPP TS 23.682 Release 11)".

[16]
3GPP TS 29.368: "Universal Mobile Telecommunications System (UMTS); LTE; Tsp interface protocol between the MTC Interworking Function (MTC-IWF) and Service Capability Server (SCS) (3GPP TS 29.368 Release 11)".

[17]
3GPP TS 23.003: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); Numbering, addressing and identification (3GPP 23.003)".

[18]
Void.
[19]
IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".

[20]
IETF RFC 5234: "Augmented BNF for Syntax Specifications: ABNF"

[21]
IETF RFC 3629: " UTF-8, a transformation format of ISO 10646".

[22]
oneM2M TS-0008: "CoAP Protocol Binding".
[23]
oneM2M TS-0009: "HTTP Protocol Binding".
[24]
oneM2M TS-0010: "MQTT Protocol Binding".
[25]
oneM2M TS-0011: "Common Terminology".
[26]
IETF RFC 6838: "Media Type Specifications and Registration Procedures".

[27]
ISO 8601:2004: "Data elements and interchange formats -- Information interchange -- Representation of dates and times".

[28]
OMA-TS-REST-NetAPI_TerminalLocation: "Open Mobile Alliance; RESTful Network API for Terminal Location", Version 1.0.

[29]
IETF RFC 4632: "Classless Inter-domain Routing (CIDR): The Internet Address Assignment and Aggregation Plan".

[30]
IETF RFC 5952: "A Recommendation for IPv6 Address Text Representation".

[31]
3GPP TS 32.299: "Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); LTE; Telecommunication management; Charging management; Diameter charging applications (3GPP TS 32.299) Release 11".

[32]
IETF RFC 4006: "Diameter Credit-Control Application". 
[33]
W3C SPARQL 1.1: "Query Language".
[34]
W3C RDF 1.1 XML Syntax.
[35]
IETF RFC 4122: "A Universally Unique IDentifier (UUID) URN Namespace".

[36]
oneM2M TS-0012: "Base Ontology".
[37]
oneM2M TS-0021: "AllJoyn Interworking". 
[38]
3GPP TS 29.336: "Home Subscriber Server (HSS) diameter interfaces for interworking with packet data networks and applications (Release 13)".
[39]
IETF RFC 7049: "Concise Binary Object Representation (CBOR)", October 2013.

[40]
oneM2M TS-0023: "Home Appliances Information Model and Mapping".
[41]
ISO 3166-1:2013: "Codes for the representation of names of countries and their subdivisions -- Part 1: Country codes".
[42]
oneM2M TS-0020: "WebSocket Protocol Binding".

[43]
oneM2M TS-0026: "3GPP Interworking".

[44]
W3C Recommendation: OWL 2 Web Ontology Language: Structural Specification and Functional-Style Syntax (Second Edition)
[45]
W3C Recommendation: OWL 2 Web Ontology Language: XML Serialization (Second Edition)
[46]
W3C Recommendation: OWL 2 Web Ontology Language: Mapping to RDF Graphs (Second Edition)
[47]
W3C Recommendation: RDF/XML Syntax Specification (Revised)
[48]
W3C Recommendation: Turtle: Terse RDF Triple Language
[49]
W3C Note: OWL 2 Web Ontology Language: Manchester Syntax (Second Edition)
[50]
oneM2M TS-0034: "Semantics Support".
[51]
3GPP TS 29.122:” T8 reference point for northbound Application Programming Interfaces (APIs)”
[52]
IETF RFC 4566: "SDP: Session Description Protocol".
2.2. Informative references

References are either specific (identified by date of publication and/or edition number or version number) or non‑specific. For specific references, only the cited version applies. For non-specific references, the latest version of the reference document (including any amendments) applies.

The following referenced documents are not necessary for the application of the present document but they assist the user with regard to a particular subject area.
[i.1]
oneM2M Drafting Rules (http://www.onem2m.org/images/files/oneM2M-Drafting-Rules.pdf)
[i.2]
Fielding, Roy Thomas (2000): "Architectural Styles and the Design of Network-based Software Architectures", Doctoral dissertation, University of California, Irvine.

[i.3]
OMA-TS-REST_NetAPI_NotificationChannel: "Open Mobile Alliance; RESTful Network API for Notification Channel", OMA-TS-REST_NetAPI_NotificationChannel-V1_0.

[i.4]
OMA-TS-MLP: "Open Mobile Alliance; Mobile Location Protocol", OMA-TS-MLP-V3_4-20130226-C Version 3.4.
[i.5]
W3C Resource Description Framework https://www.w3.org/RDF/.

[i.6]
W3C SPARQL Query Language for RDF https://www.w3.org/TR/rdf-sparql-query/.
[i.7]
IETF RFC 7515: "JSON Web Signature (JWS)", 2015.
[i.8]
IETF RFC 7516: "JSON Web Encryption (JWE)", 2015.
[i.9]
IETF RFC 7518: "JSON Web Algorithms (JWA)", 2015.

[i.10]
IETF RFC 5771: “IANA Guidelines for IPv4 Multicast Address Assignments”, 2010
[i.11]
IETF RFC 4291: “IP Version 6 Addressing Architecture”, 2006
-----------------------End of change 1---------------------------------------------

-----------------------Start of change 2A---------------------------------------------
6.3.2   Simple data types incorporated from XML schema

The following 'built-in data types' defined in Table 6.3.2‑1 are incorporated from XML Schema definition [3].

Note that name space identifier for 'http://www.w3.org/2001/XMLSchema' shall be referred to using the prefix xs: in the present document.

Table 6.3.2‑1: Data Types incorporated from XML Schema
	Data Type
	Description
	Notes

	xs:anyType
	A special complex type definition whose name is anyType in the XSD namespace, is present in each XSD schema. The definition of anyType serves as default type definition for element declarations whose XML representation does not specify one.
	

	xs:anySimpleType
	The anySimpleType is considered to have an unconstrained lexical space for all built-in simple datatypes.
	

	xs:string
	The string data type represents character strings in XML
	

	xs:Boolean
	boolean represents the values of two-valued logic.
	

	xs:decimal
	decimal represents a subset of the real numbers, which can be represented by decimal numerals. The value space of decimal is the set of numbers that can be obtained by dividing an integer by a non-negative power of ten, i.e. expressible as i / 10 n where i and n are integers and n ≥ 0. Precision is not reflected in this value space; the number 2.0 is not distinct from the number 2.00. The order relation on decimal is the order relation on real numbers, restricted to this subset.
	

	xs:float
	The float data type is patterned after the IEEE single-precision 32-bit floating point data type IEEE 754-2008 [8]. Its value space is a subset of the rational numbers. Floating point numbers are often used to approximate arbitrary real numbers.
	

	xs:double
	The double data type is patterned after the IEEE double‑precision 64-bit floating point data type IEEE 754‑2008 [8]. Each floating point data type has a value space that is a subset of the rational numbers. Floating point numbers are often used to approximate arbitrary real numbers.
	

	xs:duration
	duration is a data type that represents durations of time.
	

	xs:hexBinary
	hexBinary represents arbitrary hex-encoded binary data.
	

	xs:base64Binary
	base64Binary represents arbitrary Base64-encoded binary data. For base64Binary data the entire binary stream is encoded using the Base64 Encoding defined in IETF RFC 4648 [9], which is derived from the encoding described in IETF RFC 2045 [10].
	

	xs:anyURI
	anyURI represents an Internationalized Resource Identifier Reference (IRI). An anyURI value can be absolute or relative, and may have an optional fragment identifier (i.e. it may be an IRI Reference). This type should be used when the value fulfils the role of an IRI, as defined in IETF RFC 3987 [11] or its successor(s) in the IETF Standards Track.
	

	xs:normalizedString
	normalizedString represents white space normalized strings. The ·value space· of normalizedString is the set of strings that do not contain the carriage return (#xD), line feed (#xA) nor tab (#x9) characters. The lexical space· of normalizedString is the set of strings that do not contain the carriage return (#xD), line feed (#xA) nor tab (#x9) characters. The base type of normalizedString is string.
	

	xs:token
	token represents tokenized strings. The ·value space· of token is the set of strings that do not contain the carriage return (#xD), line feed (#xA) nor tab (#x9) characters, that have no leading or trailing spaces (#x20) and that have no internal sequences of two or more spaces. The lexical space· of token is the set of strings that do not contain the carriage return (#xD), line feed (#xA) nor tab (#x9) characters, that have no leading or trailing spaces (#x20) and that have no internal sequences of two or more spaces. The base type·of token is normalizedString.
	

	xs:NCName
	The·value space of NCName is the set of all strings which can be used as XML element names, omitting strings that contain ':' characters.
	

	
	
	

	xs:integer
	integer is derived from decimal by fixing the value of fractionDigits·to be 0 and disallowing the trailing decimal point. This results in the standard mathematical concept of the integer numbers. The ·value space· of integer is the infinite set {...,-2,-1,0,1,2,...}. The ·base type of integer is decimal.
	

	xs:nonNegativeInteger
	nonNegativeInteger has a lexical representation consisting of an optional sign followed by a non-empty finite-length sequence of decimal digits (#x30-#x39). If the sign is omitted, the positive sign ('+') is assumed. If the sign is present, it shall be "+" except for lexical forms denoting zero, which may be preceded by a positive ('+') or a negative ('-') sign. For example: 1, 0, 12678967543233, +100000.
	

	xs:positiveInteger
	positiveInteger is ·derived· from nonNegativeInteger by setting the value of minInclusive·to be 1. This results in the standard mathematical concept of the positive integer numbers. The ·value space· of positiveInteger is the infinite set {1,2,...}. The base type·of positiveInteger is nonNegativeInteger.
	

	xs:unsignedLong
	unsignedLong is derived· from nonNegativeInteger by setting the value of ·maxInclusive· to be 18446744073709551615. The base type·of unsignedLong is nonNegativeInteger.
	

	xs:unsignedInt
	unsignedInt is ·derived·from unsignedLong by setting the value of·maxInclusive·to be 4294967295. The base type·of unsignedInt is unsignedLong.
	

	xs:unsignedShort
	unsignedShort is ·derived· from unsignedInt by setting the value of maxInclusive· to be 65535. The ·base type·of unsignedShort is unsignedInt.
	


-----------------------End of change 2A---------------------------------------------
-----------------------Start of change 2B---------------------------------------------
7.5.3.1.3   IP multicast group creation procedure
The Group Hosting CSE shall perform the operations which are specified in clause 10.2.7.13.1 of TS-0001[6]:
1) Locally create a Multicast Group Information data object: set its groupID to the value of the created <group>, assign the multicastType to IP,  allocate a multicastAddress,  set the memberList to the members that belong to this multicast group, set responseTimeWindow according to local policy. Assign a{fanout-segment} string, and set the multicastGroupFanoutTarget to /{groupHostingCSE-ID}/ {fanout-segment}. 

Note: For a guide to an allocation scheme of IPv4 and IPv6 multicast address spaces, reference may be made to standard documents such as RFC 3171 [i.10] and RFC 4291 [i.11].

2) Send a CREATE <localMulticastGroup> primitive to each Member Hosting CSE in the multicast group. 

a) Prepare the attributes of the <localMulticastGroup> resource according to the Multicast Group Information and send <localMulticastGroup> create request to each Member Hosting CSE in the multicast group. See clause 7.2.2.1

3) When the Group Hosting CSE receives the corresponding response from each Member Hosting CSE:

a) If at least two Member Hosting CSEs respond successfully, the Group Hosting CSE shall remove the member ID(s) from the memberList for any Member Hosting CSEs whose response indicates failure.

b) If no Member Hosting CSE responds successfully, the Group Hosting CSE shall delete the Multicast Group Information locally.
c) If only one Member Hosting CSEs responds successfully, the Group Hosting CSE shall delete the local Multicast Group Information data object and send a <localMulticastGroup> delete request to that Member Hosting CSE. See clause 7.2.2.1
-----------------------End of change 2B---------------------------------------------
-----------------------Start of change 2C---------------------------------------------

8.4.1 Terminology

The following conventions are used in the clause that follows.

· The italicized terms object, member, name, array, number, string, boolean and null are to be interpreted as in IETF RFC 8259 [19].
· The italicized term element is to be interpreted to encompass oneM2M Primitive Parameters, Resource Attributes and other elements or attributes used inside oneM2M complex type definitions.
8.4.2 Method

The primitive shall be encoded as a JSON object, conforming to the requirements of IETF RFC 8259 [19]. This JSON object shall be restricted to Unicode characters defined in The Unicode Standard and encoded using UTF-8 as described in IETF RFC 3629 [21]. The names in each object in the JSON shall be unique.
The structure of the top-level primitive object shall be determined by the data type definitions in clause 6 and clause 7 of the present document, as follows:

1) All member's names shall use the short name defined in clause 8.2. 

2) If an element is defined in the present document as having a complex type, then it is serialized in the JSON member as an object and its children are recursively serialized as members of that object, using short names as defined in clause 8.2. 
3) Where an element has a Global Element Declaration in the XSD its member name in the JSON serialization shall be prefixed with a namespace identifier followed by a “:” character. In particular, if the member serializes a Resource defined in the present specification its name shall have the prefix “m2m:”.
4) The membership of each nested object shall respect the cardinality constraints from the corresponding XSD complex type definition, 

5) If an element is defined in the present document as having an atomic data type that is numeric (including enumeration data types in clause 6.3.4) then its value is serialized into the JSON member as a number.

6) If an element is defined as having an atomic data type that is non-numeric then its value is serialized into the JSON member as a string.

7) If an element is defined as xs:boolean (or a type derived from xs:boolean) then it is serialized in the JSON member as a boolean.

8) If an element is defined as having an xs:list type in the corresponding XSD then it is serialized in the JSON member as an array. A list element that contains no values shall be represented as an empty array.
9) If an element instance has a null value then it is serialized into the JSON member as a null, regardless of the data type that it has in the corresponding XSD. 

10) If an element is defined as having maxOccurs > 1 in the corresponding XSD then its occurrences are serialized in a single JSON member as an array. 
11) If an element has an XSD data type that is a simple type with XML attributes, then it is serialized in the JSON member as an object. The XML attributes appear as members of that object (using their short names) and the value of the element is serialized as a member of that object with the special short name "val" (lower case). 

12) The members (at each level) may be serialized in any order. The order in which they appear in the corresponding XSD file is immaterial.

13) If an element has an XSD data type that is a complex type with XML attributes, then it is serialized in JSON as an object. The XML attributes appear as members of that object (using their short names) as do the XML elements.


The Content parameter is serialized as an object containing a single member, as defined in the first column of Tables 7.5.2-1 and 7.5.2-2 using the short name from Table 8.2.4-1 or Table 8.2.3-2. 

JSON serialized representations of request and response primitives shall not be encapsulated under member names m2m:rqp and m2m:rsp. Note that this is in contrast to XML serialized representations of primitives which shall include such root elements in order to assert XSD compliance, cf. clause 8.3.2.
-----------------------End of change 2C---------------------------------------------

-----------------------Start of change 3---------------------------------------------

Annex A  (normative): 
Binding Mch to Diameter for Charging

A.12. Introduction

Present clause provides Diameter binding of Mch.

A.13. Diameter Commands on Mch

A.13.0.  Accounting Request Command

The ACR command is sent from the Charging Function (CHF included within the SCA CSF) embedded within the M2M IN to the Charging Server using the Mch reference point. This command is used for Event Based requests.

The ACR message format is defined according to the Diameter Base Protocol in IETF RFC 6733 [14] as follows:

<ACR> ::= < Diameter Header: 271, REQ, PXY >

          < Session-Id >

          { Origin-Host }

          { Origin-Realm }

          { Destination-Realm }

          { Accounting-Record-Type }

          { Accounting-Record-Number }

          [ Acct-Application-Id ]
          [ Vendor-Specific-Application-Id ]

          [ User-Name ]
          [ Destination-Host ]
        
  [ Accounting-Sub-Session-Id ]

          [ Acct-Session-Id ]

          [ Acct-Multi-Session-Id ]

          [ Acct-Interim-Interval ]

          [ Accounting-Realtime-Required ]
          [ Origin-State-Id ]

          [ Event-Timestamp ]              

        * [ Proxy-Info ]

        * [ Route-Record ]



        * [ AVP ]
A.13.1.  Accounting Answer Command

The ACR command is sent from the Charging Server to the Charging Function (CHF included within the SCA CSF) embedded within the M2M IN in response to the ACR command and is used to acknowledge reception of the charging data. This command is used for Event Based responses. 

The ACA message format is defined according to the Diameter Base Protocol in IETF RFC 6733 [14] as follows:

<ACA> ::= < Diameter Header: 271, PXY >

          < Session-Id >

          { Result-Code }

          { Origin-Host }

          { Origin-Realm }

          { Accounting-Record-Type }

          { Accounting-Record-Number }

          [ Acct-Application-Id ]
          [ Vendor-Specific-Application-Id ]
          [ User-Name ]
          [ Accounting-Sub-Session-Id ]

          [ Acct-Session-Id ]

          [ Acct-Multi-Session-Id ]

          [ Error-Message ]

          [ Error-Reporting-Host ]

          [ Failed-AVP ]

          [ Acct-Interim-Interval ]

          [ Accounting-Realtime-Required ]
          [ Origin-State-Id ]
          [ Event-Timestamp ]

        * [ Proxy-Info ]

        * [ AVP ]
A.14. Mapping of M2M Recorded Information Elements to AVPs

The following table describes the mapping of the M2M Recorded Information Elements identified in TS-0001 to the Diameter AVPs.

Table A.3‑1: Mapping of Recorded M2M Information Elements to Diameter AVPs

	M2M Recorded Information Elements
	Diameter AVP

	M2M Service Subscription Identifier
	Subscription-Id 

	Application Entity ID
	Application-Entity-ID

	External ID
	External-ID

	Receiver
	Receiver

	Originator
	Originator

	Hosting CSE-ID
	Hosting-CSE-ID

	Target ID
	Target-ID

	Protocol Type
	Protocol-Type

	Request Operation
	Request-Operation

	Request Headers size
	Request-Headers-Size

	Request Body size
	Request-Body-Size

	Response Headers size
	Response-Headers-Size

	Response Body size
	Response-Body-Size

	Response Status Code
	Response-Status-Code

	Time Stamp
	M2M-Event-Record-Timestamp

	M2M-Event-Record-Tag
	Rating-Group

	Control Memory Size
	Control-Memory-Size

	Data Memory Size
	Data-Memory-Size

	Access Network Identifier
	Access-Network-Identifier

	Additional Information
	AVP

	Occupancy
	Occupancy

	Group Name
	Group-Name

	maxNrOfMembers
	Maximum-Number-Members

	currentNrOfMembers
	Current-Number-Members

	Subgroup Name 
	Subgroup-Name

	M2M-Node-Id
	Node-Id

	M2M Service Subscription Identifier
	Subscription-Id 

	Application Entity ID
	Application-Entity-ID


A.15. Summary of AVPs used

The following table lists the Diameter AVPs specifically used for the offline charging interface. 

In Table A.4‑1, columns "Used in ACR" and "Used in ACA" identify at a protocol level if the AVP is mandatory, optional, or not allowed. When identified as optional here, an AVP may be considered mandatory for certain conditions as identified in Table 12.1.2.2-1 of TS-0001 [6].

AVPs defined for oneM2M specific usage are assigned Vendor-Id of 45687. The formats and usage of oneM2M specific AVPs are defined in the present document in clause A.5.

The table contains the following information:

· AVP Name: The name used in Diameter.

· AVP Vendor ID: The entity defining the AVP code in the next column.

· AVP Code: The AVP Code used in the Diameter AVP Header.

· Used in ACR: Indicates if it is mandatory, optional or not used in the ACR command.

· Used in ACA: Indicates if it is mandatory, optional or not used in the ACA command.

· Used in CCR: Not in the present document.

· Used in CCA: Not in the present document.

· AVP Defined: A reference to where this AVP is defined.

· Value Type: The Diameter format of the AVP data as defined in Basic or Derived AVP Data Format.

· AVP Flag Rules: The rules for how the AVP Flags in the AVP Header may be set.

· May Encrypt: Indicates if the AVP may be encrypted or not.

Table A.4‑1: Use Of Diameter AVPs
	AVP Name
	AVP Vendor Id
	AVP 

Code
	Used in
	Reference
	Value 

Type
	AVP Flag rules

	
	
	
	ACR
	ACA
	CCR
	CCA
	
	
	Must
	May
	Should 

not
	Must

not
	May

Encr.

	Access-Network-Identifier
	45687
	1000
	O
	-
	-
	-
	[A.5.1. ]
	Unsigned32
	M
	P
	-
	V
	Y

	Acct-Application-Id
	0
	259
	O
	O
	-
	-
	[5.5.1]
	Unsigned32
	M
	P
	-
	V
	N

	Accounting-Record-Number
	0
	485
	M
	M
	-
	-
	IETF RFC 6733 [14]
	Unsigned32
	M
	P
	-
	V
	Y

	Accounting-Record-Type
	0
	480
	M
	M
	-
	-
	[5.4.2]
	Enumerated
	M
	P
	-
	V
	Y

	Application-Entity-ID
	45687
	1001
	O
	-
	-
	-
	[A.5.2. ]
	UTF8String
	M
	P
	-
	V
	Y

	Control-Memory-Size
	45687
	1002
	O
	-
	-
	-
	[A.5.5. ]
	Unsigned32
	M
	P
	-
	V
	Y

	Current-Number-Members
	45687
	1003
	O
	-
	-
	-
	[A.5.6. ]
	Unsigned32
	M
	P
	-
	V
	Y

	Data-Memory-Size
	45687
	1004
	O
	-
	-
	-
	[A.5.7. ]
	Unsigned32
	M
	P
	-
	V
	Y

	Destination-Host
	0
	293
	O
	-
	-
	-
	IETF RFC 6733 [14]
	DiamIdent
	M
	P
	-
	V
	N

	Event-Timestamp
	0
	55
	O
	O
	-
	-
	IETF RFC 6733 [14]
	Time
	M
	P
	-
	V
	N

	External-ID
	45687
	1005
	O
	-
	-
	-
	[A.5.8. ]
	UTF8String
	M
	P
	-
	V
	Y

	Group-Name
	45687
	1006
	O
	-
	-
	-
	[A.5.9. ]
	UTF8String
	M
	P
	-
	V
	Y

	Hosting-CSE-ID
	45687
	1007
	O
	-
	-
	-
	[A.5.10. ]
	UTF8String
	M
	P
	-
	V
	Y

	Originator
	45687
	1008
	M
	-
	-
	-
	[A.5.11. ]
	UTF8String
	M
	P
	-
	V
	Y

	Maximum-Number-Members
	45687
	1009
	O
	-
	-
	-
	[A.5.12. ]
	Unsigned32
	M
	P
	-
	V
	Y

	M2M-Event-Record-Timestamp
	45687
	1010
	M
	-
	-
	-
	[A.5.13. ]
	Time
	M
	P
	-
	V
	Y

	M2M-Information
	45687
	1011
	M
	-
	-
	-
	[A.5.14. ]
	Grouped
	M
	P
	-
	V
	Y

	Node-Id
	10415
	2064
	M
	-
	-
	-
	ETSI TS 132.299 [31]
	UTF8String
	V,M
	P
	-
	-
	N

	Occupancy
	45687
	1012
	O
	-
	-
	-
	[A.5.16. ]
	Unsigned32
	M
	P
	-
	V
	Y

	Origin-Host
	0
	264
	M
	M
	-
	-
	IETF RFC 6733 [14]
	DiamIdent
	M
	P
	-
	V
	N

	Origin-Realm
	0
	296
	M
	M
	-
	-
	IETF RFC 6733 [14]
	DiamIdent
	M
	P
	-
	V
	N

	Origin-State-Id
	0
	278
	O
	O
	-
	-
	IETF RFC 6733 [14]
	Unsigned32
	M
	P
	-
	V
	N

	Protocol-Type
	45687
	1013
	O
	-
	-
	-
	[A.5.17. ]
	Enumerated
	M
	P
	-
	V
	Y

	Proxy-Info
	0
	284
	O
	O
	-
	-
	IETF RFC 6733 [14]
	Grouped
	M
	-
	-
	P,V
	N

	Rating-Group
	0
	432
	O
	-
	-
	-
	IETF RFC 4006 [32]
	Unsigned32
	M
	P
	-
	V
	Y

	Receiver
	45687
	1014
	O
	-
	-
	-
	[A.5.19. ]
	UTF8String
	M
	P
	-
	V
	Y

	Request-Body-Size
	45687
	1015
	O
	-
	-
	-
	[A.5.20. ]
	Unsigned32
	M
	P
	-
	V
	Y

	Request-Headers-Size
	45687
	1016
	O
	-
	-
	-
	[A.5.21. ]
	Unsigned32
	M
	P
	-
	V
	Y

	Request-Operation
	45687
	1017
	O
	-
	-
	-
	[A.5.22. ]
	Enumerated
	M
	P
	-
	V
	Y

	Response-Body-Size
	45687
	1018
	O
	-
	-
	-
	[A.5.23. ]
	Unsigned32
	M
	P
	-
	V
	Y

	Response-Headers-Size
	45687
	1019
	O
	-
	-
	-
	[A.5.24. ]
	Unsigned32
	M
	P
	-
	V
	Y

	Response-Status-Code
	45687
	1020
	O
	-
	-
	-
	[A.5.25. ]
	Enumerated
	M
	P
	-
	V
	Y

	Result-Code
	0
	268
	-
	M
	-
	-
	IETF RFC 6733 [14]
	Unsigned32
	M
	P
	-
	V
	N

	Route-Record
	0
	282
	O
	-
	-
	-
	IETF RFC 6733 [14]
	DiamIdent
	M
	-
	-
	P,V
	N

	Service-Context-Id
	0
	461
	O
	-
	-
	-
	[A.5.26. ]
	Grouped
	M
	P
	-
	V
	N

	Service-Information
	10415
	873
	O
	-
	-
	-
	TS 32.299 [31]
	Grouped
	M
	P
	-
	V
	N

	Session-Id
	0
	263
	M
	M
	-
	-
	IETF RFC 6733 [14]
	UTF8String
	M
	P
	-
	V
	Y

	Subgroup-Name
	45687
	1021
	O
	-
	-
	-
	[A.5.28. ]
	UTF8String
	M
	P
	-
	V
	Y

	Subscription-Id
	0
	443
	M
	-
	-
	-
	IETF RFC 4006 [32]
	Grouped
	M
	P
	-
	V
	Y

	Subscription-Id-Data
	0
	444
	M
	-
	-
	-
	IETF RFC 4006 [32]
	UTF8String
	M
	P
	-
	V
	Y

	Subscription-Id-Type
	0
	450
	M
	-
	-
	-
	IETF RFC 4006 [32]
	Enumerated
	M
	P
	-
	V
	Y

	Target-ID
	45687
	1022
	O
	-
	-
	-
	[A.5.32. ]
	UTF8String
	M
	P
	-
	V
	Y


A.16. oneM2M Specific AVP Usage

A.16.0.  Access-Network-Identifier AVP

The Access-Network-Identifier AVP (AVP Code 1000) is of type Unsigned32 and identifies the access network associated with the request triggering the M2M Event Record. The IN-CSE detects the link on which a request came from or was sent to and that link maps to a specific Network and locally configured identifier.

A.16.1.  Acct-Application-Id AVP

Since the protocol used on Mch is Diameter Accounting, this AVP shall contain the value of 3 as defined in IETF RFC 6733 [14].

A.16.2.  Accounting-Record-Type AVP

The Accounting-Record-Type AVP (AVP Code 480) is of type Enumerated and contains the type of accounting record being sent. The following value is currently defined for the Accounting-Record-Type AVP: EVENT_RECORD (value 1) for an Event Based request.

A.16.3.  Application-Entity-ID AVP

The Application-Entity-ID AVP (AVP Code 1001) is of type UTF8String and represents the identity of the M2M Application Entity when it is applicable. The format of the AE-ID is specified in clause 6.2.3.

A.16.4.  Control-Memory-Size AVP

The Control-Memory-Size AVP (AVP Code 1002) is of type Unsigned32 and represents the storage memory (in bytes) used to store control related information associated with the M2M event record (excludes data storage associated with container related operations).

A.16.5.  Current-Number-Members AVP

The Current-Number-Members AVP (AVP Code 1003) is of type Unsigned32 and represents the current number of members in a group as determined by the responses to a request transmitted to a group. This is the same as the attribute "currentNrOfMembers" for the group as described in Table 7.4.13.1‑3.

A.16.6.  Data-Memory-Size AVP

The Data-Memory-Size AVP (AVP Code 1004) is of type Unsigned32 and represents the storage memory in bytes, where applicable, to store data associated with container related operations. 

A.16.7.  External-ID AVP

The External-ID AVP (AVP Code 1005) is of type UTF8String and contains the external ID used to communicate over Mcn where applicable. The format is the same as the M2M-Ext-ID in clause Addressing.

A.16.8.  Group-Name AVP

The Group-Name AVP (AVP Code 1006) is of type UTF8String and identifies the group associated with a request. It shall be included when the IN initiates a fanning operation. This is the same as the attribute "groupName" for the group as described in Table 7.4.13.1‑3.

A.16.9.  Hosting-CSE-ID AVP

The Hosting-CSE-ID AVP (AVP Code 1007) is of type UTF8String and represents the identity of the Hosting CSE for the request in case the receiver is not the host. The format of the CSE-ID is specified in clause 6.2.3.

A.16.10.  Originator AVP

The Originator AVP (AVP Code 1008) is of type UTF8String and identifies the originator (i.e. from party) of the M2M request. This can be any M2M Node with format as per clause 6.2.3.

A.16.11.  Maximum-Number-Members AVP

The Maximum-Number-Members AVP (AVP Code 1009) is of type Unsigned32 and represents the maximum number of members of the group for the Create and Update operations. This is the same as the attribute "maxNrOfMembers" for the group as described in Table 7.4.13.1‑3.
A.16.12.  M2M-Event-Record-Timestamp AVP

The M2M-Event-Record-Timestamp AVP (AVP code 1010) is of type Time and represents the time for recording the M2M event record.

A.16.13.  M2M-Information AVP

The M2M-Information AVP (AVP code 1011) is of type Grouped. Its purpose is to allow the transmission of service information elements used for OneM2M specific charging.

It has the following ABNF grammar:

M2M-Information :: =  < AVP Header: 1011>

[ Application-Entity-ID ]

[ External-ID ]

[ Receiver ]

[ Originator ]

[ Hosting-CSE-ID ]

[ Target-ID ]

[ Protocol-Type ]

[ Request-Operation ]

[ Request-Headers-Size ]

[ Request-Body-Size ]

[ Response-Headers-Size ]

[ Response-Body-Size ]

[ Response-Status-Code ]

[ Rating-Group ]

[ M2M-Event-Record-Timestamp ]

[ Control-Memory-Size ]

[ Data-Memory-Size ]

[ Access-Network-Identifier ]

[ Occupancy ]

[ Group-Name ]

[ Maximum-Number-Members ]

[ Current-Number-Members ]

[ Subgroup-Name ][ Node-Id ]

* [ AVP ]

A.16.14.  Node-ID AVP

The Node-Id AVP (AVP Code 2064) is of type UTF8String and includes an optional, operator configurable identifier string for the node generating the Accounting-Record-Number for the Diameter ACR. 
A.16.15.  Occupancy AVP

The Occupancy AVP (AVP Code 1012) is of type Unsigned32 and represents the overall size (in bytes) of the containers generated by a set of AEs identified by the M2M Service Subscription Identifier

A.16.16.  Protocol-Type AVP

The Protocol-Type AVP (AVP Code 1013) is of type Enumerated and indicates the protocol used for the request. The values are given below:

0
HTTP

1
CoAP

2
MQTT

3
WebSocket
4 .. 99
Reserved for oneM2M defined protocol types

100 .. 199
Operator and vendor specific protocol types
A.16.17.  Rating-Group AVP

The Rating-Group AVP (AVP Code 432) is of type Unsigned32 and represents a classification of M2M event records for charging purposes. This is assigned by the IN and is M2M SP specific.

A.16.18.  Receiver AVP

The Receiver AVP (AVP Code 1014) is of type UTF8String and identifies the receiver (i.e. to party) of the M2M request. This can be any M2M Node with format as per clause 6.2.3.

A.16.19.  Request-Body-Size AVP

The Request-Body-Size AVP (AVP Code 1015) is of type Unsigned32 and represents the number of bytes of the body transported in the Request.

A.16.20.  Request-Headers-Size AVP

The Request-Headers-Size AVP (AVP Code 1016) is of type Unsigned32 and represents the number of bytes in the control information header in the Request.

A.16.21.  Request-Operation AVP

The Request-Operation AVP (AVP Code 1017) is of type Enumerated and identifies the type of operation requested. The values are defined in Table 6.3.4.2.5‑1.

A.16.22.  Response-Body-Size AVP

The Response-Body-Size AVP (AVP Code 1018) is of type Unsigned32 and represents the number of bytes of the body transported in the Response.

A.16.23.  Response-Headers-Size AVP

The Response-Headers-Size AVP (AVP Code 1019) is of type Unsigned32 and represents the number of bytes in the control information header in the Response.

A.16.24.  Response-Status-Code AVP

The Response-Status-Code AVP (AVP Code 1020) is of type Enumerated and identifies the value of returned in the Response Status Code parameter of the Response. The values are defined in clause 6.6.3.

A.16.25.  Service-Context-Id AVP

This AVP is of type UTF8String and contains a unique identifier of the Diameter charging specific document that applies the request. This is an identifier allocated by the service provider, by the service element manufacturer, or by a standardization body, and shall uniquely identify a given Diameter charging specific document.

The format of the Service-Context-Id is:

"extensions"."Release"."service-context" "@" "domain"

The OneM2M specific values "service-context" "@" "domain" are:

ts0004@oneM2M.org for OneM2M charging 
The "Release" indicates the OneM2M Release the service specific document is based upon e.g. 1 for Release 1.

The "extensions" is operator specific information to any extensions in a service specific document.

A.16.26.  Service-Information AVP

The Service-Information AVP (AVP code 873) is of type Grouped. Its purpose is to allow the transmission of additional OneM2M specific information elements.

The complete ABNF syntax is defined and maintained in 3GPP TS 32.299 [31]. The group structure includes zero or more occurrences of the Subscription-Id AVP and the M2M-Information AVP.

The format and content of the M2M-Information AVP which includes the OneM2M specific AVPs are specified in the present document.

A.16.27.  Subgroup-Name AVP

The Subgroup-Name AVP (AVP Code 1021) is of type UTF8String and identifies the subgroup associated with a request. It shall be included when the IN initiates a fanning operation and one of the members of the group is a. This is the same as the attribute "groupName" for the subgroup as described in Table 7.4.13.1‑3.

A.16.28.  Subscription-Id AVP

The Subscription-Id AVP (AVP Code 443) is of type Grouped with structure defined in IETF RFC 4006 [30]. The Subscription-Id AVP includes a Subscription-Id-Data AVP that holds the identifier and a Subscription-Id-Type AVP that defines the identifier type.

For M2M, this identifies the M2M Service Subscription ID associated with the request. This is determined by association maintained by the M2M SP as per clause 12.1.3 in TS-0001 [6].

A.16.29.  Subscription-Id-Data AVP

The Subscription-Id-Data AVP (AVP Code 444) is of type UTF8String as defined in IETF RFC 4006 [32]. The Subscription-Id-Data is used to identify the M2M Service Subscription. The Subscription-Id-Type AVP defines which type of identifier is used.

A.16.30.  Subscription-Id-Type AVP

The Subscription-Id-Type AVP (AVP Code 450) is of type Enumerated as defined in IETF RFC 4006 [32]. It is used to determine which type of identifier is carried by the Subscription-Id AVP. The type(s) to be supported is(are) determined by the M2M SP. 

A.16.31.  Target-ID AVP

The Target-ID AVP (AVP Code 1022) is of type UTF8String and identifies the target URL for the M2M request if available. 

Alternatively the Target-ID AVP can identify the target resource identifier with format defined in clause 6.3.4.

Annex B (normative): 
3GPP MTC Interworking Device triggering

B.12. Device triggering
B.12.0.  Providing device triggering service by means of 3GPP networks

B.12.0.1. Introduction

3GPP Underlying Network has defined a dedicated interface for requesting device triggering. The normative references for applicable interfaces are as follows: 3GPP TS 23.682 [15]. The specification for the interface Tsp is described in 3GPP TS 29.368 [16]. Tsp interface uses Diameter Base Protocol, in order to use such an interface the CSE shall act as a Diameter client as described in IETF RFC 6733 [14].

Before the CSE initiates the device triggering, the CSE and MTC-IWF shall execute the procedures once as specified in 3GPP TS29.368 [16].
B.12.0.2. Device action request command

When a CSE needs to issue a device triggering request to the MTC-IWF, the CSE shall send a Device-Action-Request (DAR) command (for detail, see TS 29.368 [16]). The following list provides the parameters mapping between the oneM2M and 3GPP.

Either External-Id or MSISDN: the CSE maps it to the M2M-Ext-ID, see clause 6.2.

SCS identifier: the CSE maps it to the CSE-ID, see clause 6.2.

Application Port Identifier: the CSE maps it to Trigger-Recipient-ID, see clause 6.2.
Payload: the CSE maps it to the Trigger Payload, see clause 9.2.  The payload is provided to the 3GPP network as an OctetString via the payload AVP of the DAR command.
B.12.0.3. Device action answer command

As a result of device triggering request to MTC-IWF, the CSE receives a Device-Action-Answer (DAA) command (for detail, see TS 29.368 [16]). 

B.12.0.4. Device notification request command

As a report of the result for device triggering delivery by 3GPP network, the CSE receives a Device-Notification-Request (DNR) command (for detail, see TS 29.368 [16]). 
B.12.0.5. Device notification answer command

As a result of device notification request to MTC-IWF, the CSE sends a Device-Notification-Answer (DNA) command (for detail, see TS 29.368 [16]). 
B.13. Configuration of AESE Communication Patterns
B.13.0.  Direct Mode: Configuration of AESE Communication Patterns
B.13.0.1. Introduction

A 3GPP Underlying Network has dedicated interfaces for requesting to configure of Application Enablement Service Exposure (AESE) Communication Patterns. The normative references for applicable interfaces are found in 3GPP TS 23.682 [15]. The specification for the interface S6t is described in 3GPP TS 29.336 [37]. S6t interface uses Diameter Base Protocol.Through the interface, the CSE shall act as a Diameter client as described in IETF RFC 6733 [14].

In this direct mode, the CSE works as a 3GPP SCEF to configure/delete communication patterns of nodes. (See clause 7 and 8 in 3GPP TS 29.336 [37] for procedures and protocol details.)
B.13.0.2. Configuration Information Request command

When a CSE issues a configuration information request for AESE Communication Patterns to the HSS, the CSE shall send a Configuration-Information-Request (CIR) command (see 3GPP TS 29.336 [37] for details). The following table provides the parameters mapping between oneM2M and 3GPP. The data format needs to be converted accordingly.

Table B.2.1.2-1: Mapping between oneM2M resource and 3GPP AVP

	oneM2M <trafficPattern> Resource Attribute or Child Resource
	3GPP Communication-Pattern-Set AVP
	Reference

	periodicIndicator
	Periodic-Communication-Indicator
	clause 7.4.42

	periodicDurationTime
	Communication-Duration-Time
	clause 7.4.42

	periodicIntervalTime
	Periodic-Time
	clause 7.4.42

	stationaryIndication
	Stationary-Indication
	clause 7.4.42

	validityTime
	Validity-Time
	clause 7.4.42

	dataSizeIndicator
	n/a in Rel-13
	clause 7.4.42

	targetNetwork
	n/a (only for oneM2M use)
	clause 7.4.42

	<schedule>
	Scheduled-Communication-Time
	clause 7.4.9


B.13.0.3. Configuration Information Answer command

As a result of configuration information request for AESE Communication Patterns to HSS, the CSE receives a Configuration-Information-Answer (CIA) command (see 3GPP TS 29.336 [37] for details). The following table provides the parameters mapping between the oneM2M and 3GPP. The data format needs to be converted accordingly.
Table B.2.1.3-1: Mapping between oneM2M resource and 3GPP AVP

	oneM2M <trafficPattern> Resource Attribute
	3GPP AESE-Communication-Pattern-Config-Status AVP
	Reference

	providedToNSE
	AESE-Error-Report
	clause 7.4.42


B.14. Node Schedule Management
B.14.0.  Pre-requisites
This annex applies when the <schedule> resource is a child resource of a <node> resource, and the networkCoordinated attribute of <schedule> is ‘True’ in the context of 3GPP interworking [43].
The scope of Node Schedule Management processing is to decide when the node is available to receive a request or response message via the 3GPP Network when the IN-CSE receives the request to the target Node . Some of message parameters impact the Node Schedule Management processing. The related request message parameters are:

· Request Expiration Timestamp ('rqet')

· Operation Execution Time ('oet')

B.14.1.  Validation procedure based on the <schedule> of <node>
If a request or response message that is targeting an entity or a resource in the 'to' parameter that is ASN/MN-CSE or ADN-AE hosted on a UE which has M2M-Ext-ID attribute of <remodeCSE> or <AE> resource, this processing shall be carried out as described in the following after the specified message processing is successful in clause 7.3.3:

1) IN-CSE receives the request to the target Node checks the local <schedule>of target node, the IN-CSE determines whether the UE is available to receive a request or response message at the current time:

· if the current time is within the period of <schedule>,which indicates the target node’s current status is reachable, then continue with the step 2);
· if the current time is not in the period of <schedule>, which indicates the target node’s current status is unreachable, or if the Operation Execution Time or Request Expiration Timestamp is not configured in the request, or if the Operation Execution Time or Request Expiration Timestamp is not in the period of <schedule>,then continue with the step 3);
· if the current time is not in the period of <schedule>, which indicates the target node’s current status is unreachable and the Operation Execution Time and Request Expiration Timestamp in the IN-AE message are both in the period of <schedule>, then continue with the step 4);
2) IN-CSE sends the message to the target Node, then continue with the step 5);. If CMDH is used, this step shall be performed after CMDH message processing is successful as specified in Annex H. 
3) The IN-CSE calculates the next reachable start time based on the <schedule>, and check if the Operation Execution Time or the Request Expiration Timestamp in the request message is earlier than the next reachable start time, IN-CSE sends error response message to the Originator which indicates that the request cannot be delivered to the target Node:
· If the Operation Execution Time and Request Expiration Timestamp are not configured, the Response Status Code should be 6003.
· If the Request Expiration Timestamp is configured, and Request Expiration Timestamp is earlier than the next reachable start time, the Response Status Code should be 6030. 
· If the Operation Execution Time is configured, the Operation Execution Time is earlier than the next reachable start time, the Response Status Code should be 6031.

4) The IN-CSE buffers the message until the target Node is reachable again and then sends the message to it directly after CMDH message processing is successful as specified in Annex H, and then continues with the step 5). 

5)  The target Node processes the request as specified in clause 7.2.2.2, and then continues with the step 6).
6) The IN-CSE processes the the response from the target Node as specified in clause 7.2.2.2.
-----------------------End of change 3---------------------------------------------
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