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Introduction
R02

Added a drawback to proposal2, approach 2.  

With response to the drawback:

The drawback of this proposal is it precludes application developers from supplying perfectly valid (but non-oneM2M) MIME types in their content metadata – i.e. if this attribute is intended to describe the content for the benefit of the applications using the content then why be so restrictive?
· If we agree with this comment, I wonder why we should specify this format at all? Is there a benefit to the application developer?
For patterns with this construct (and derivatives)
<xs:pattern value="(application)/([a-zA-Z0-9+-.]*):[0-2](:[0-5 ])?"/>

The * quantifier matches 0 or more characters which would mean that a string like application/ would match. Presumably you want something that starts with one or more (the + quantifier) alpha characters followed by zero or more (the * quantifier) characters in the broader set.
The patterns were updated to reflect this comment.

Also, after further consideration, the values in the second pattern in proposal2 approach2 are for the primitive request/responses, not the content of a content instance. Therefore the change includes proposal2 approach1 - modified 
R01

In our first review, we agreed with the need for a new pattern for the contentInfo but wanted to explore the pattern a bit more. Some further analysis is provided here:
The media type definition in RFC 2045 and RFC 2046 Multipurpose Internet Mail Extensions(MIME) .

RFC 2046 defines media type as “top-level media type” followed by “/” followed by “subtype”.

 

Section 3 of RFC 2046 defines 7 types of top-level media type along with respective subtype. :

 

  Discrete Media Types : The content of these types must be handled by non-MIME mechanisms; they are opaque to MIME processors

 

	top-level media type
	Description
	subtype

	text
	textual information
	plain

	image
	image data
	jpeg

	audio
	audio data
	basic

	video
	video data
	mpeg

	application
	some other kind of data, typically either uninterpreted binary data or information to be processed by an application
	It can be anything specific for the intended application.


 

  Composite Media Types : Composite entities are handled using MIME mechanisms -- a MIME processor typically handles the body directly.

 

	top-level media type
	Description
	subtype

	multipart
	data consisting of multiple entities of independent data types
	         mixed

         alternative

         parallel

         digest

	message
	an encapsulated message
	         rfc822

         partial


 

We also came across the oneM2M specific MIME media types defined in TS-0004_v_3_7_0 section 6.7 specifies oneM2M specific MIME media types. It is defined as below :

“The oneM2M specific MIME media types are defined under the vendor tree of "application" mediate type which is prefixed with 'application/vnd.onem2m-'.”
Table 6.7-1 captures all the values supported by oneM2M.

 

Please find the below proposals : (this contribution include Proposal 2, approach 2)
 

Proposal 1 : Validation of top-level media types only in contentInfo attribute : 

In this proposal, we are suggesting that XSD will validate that the top-level media type should be one among the seven defined above. 

As the RFC 2046 specifies that the values of subtype can grow, and also for the case of application as top-level media type, subtype can be anything. We can do basic validation of subtype.

The regex for contentInfo in this case is mentioned below : 

       <xs:simpleType name="cnf">

                <xs:restriction base="xs:string">

                        <xs:pattern value="(text|image|audio|video|application|multipart|message)/([a-zA-Z][a-zA-Z0-9+-.]*):[0-2](:[0-5])?"/>

                </xs:restriction>

        </xs:simpleType>

 

The drawback of this proposal is it will accept some illegal values for subtype field as below :

         text/bar:0

         text/+++:0 

         text/…:0

 

We have to add special characters (+, - , . ) in the regex because oneM2M Specification TS-0004_v_3_7_0  Table 6.7-1 mentions values like “vnd.onem2m-res+xml”. To support them we have to add these 3 special characters in the regex.

 

 

Proposal 2 : Validation of top-level media types and respective subtypes in contentInfo attribute : 
In this proposal, we are suggesting that XSD will validate that the top-level media type and respective subtypes as defined in RFC 2046 should be received. 

As the RFC 2046 specifies that the values of subtype for application top-level media type can be anything. 

We can have two approaches to validation media type for cases when top-level media type is application :

         Approach 1 : If the top-level media type is application, the subtype can be anything. The regex for contentInfo in this case is mentioned below :

                             <xs:simpleType name="cnf">

                                              <xs:restriction base="xs:string">

<xs:pattern                 value="(text/plain|image/jpeg|audio/basic|video/mpeg|multipart/mixed|mutipart/alternative|multipart/parallel|multipart/digest|message/rfc822|message/partial):[0-2](:[0-5])?"/>

                                                             <xs:pattern value="(application)/([a-zA-Z][a-zA-Z0-9+-.]*):[0-2](:[0-5])?"/>  - this is for specific validation of application top-level media type

                                              </xs:restriction>

                               </xs:simpleType>

 

                            The drawback of this proposal is it will accept some illegal values for application top-level media type as below :

         application/bar:0

         application/+++:0 

         application/…:0

 

We have to add special characters (+, - , . ) in the regex because oneM2M Specification TS-0004_v_3_7_0  Table 6.7-1 mentions values like “vnd.onem2m-res+xml”. To support them we have to add these 3 special characters in the regex.

 

         Approach 2 : If the top-level media type is application, the subtype can be validated according to oneM2M specification. 

Hence, the regex for contentInfo in this case is mentioned below.

 

<xs:simpleType name="cnf">

                <xs:restriction base="xs:string">

<xs:pattern                    value="(text/plain|image/jpeg|audio/basic|video/mpeg|multipart/mixed|mutipart/alternative|multipart/parallel|multipart/digest|message/rfc822|message/partial):[0-2](:[0-5])?"/>

                                        <xs:pattern value="(application)/vnd.onem2m-(res|ntfy|preq|prsp)\+(xml|json|cbor):[0-2](:[0-5])?"/> - this is for oneM2M specific media type

                </xs:restriction>

</xs:simpleType>

 

 




The drawback of this proposal is it precludes application developers from supplying perfectly valid (but non-oneM2M) MIME types in their content metadata – i.e. if this attribute is intended to describe the content for the benefit of the applications using the content then why be so restrictive?
Proposal 3 : Validation of syntax format of contentInfo attribute: 
In this proposal, we are suggesting that XSD will validate only the high level syntax of contentInfo. This proposal will not validate the specific values of top-level media types or subtypes.

<xs:simpleType name="cnf">

                                <xs:restriction base="xs:string">

                                             <xs:pattern value="([a-zA-Z][a-zA-Z]*)/([a-zA-Z][a-zA-Z0-9+-.]*):[0-2](:[0-5])?"/>
                                </xs:restriction>
               </xs:simpleType>

 

The drawback of Proposal 3 is it will accept some illegal values as below :

         foo/bar:0

         foo/+++:0 

         foo/…:0

 

We have to add special characters (+, - , . ) in the regex because oneM2M Specification TS-0004_v_3_7_0  Table 6.7-1 mentions values like “vnd.onem2m-res+xml”. To support them we have to add these 3 special characters in the regex.

-- Original introduction below

While exploring the contentInfo attribute of a <contentInstance> we found that the XML schema does not properly enforce the defined structure.
Table 6.3.3‑1: oneM2M Simple Data Types

	m2m:contentInfo
	Content Information
	application/xml:1

application/xml:1:0

application/xml:1:5
	A string consisting of a media type followed by a m2m:encodingType and optional m2m:contentSecurity, each separated by ':' character. If the m2m:contentSecurity value is not present, then the preceding ':' shall also be not present. If the m2m:contentSecurity value is not present then this has the same interpretation as a value of 0 for m2m:contentSecurity.

See note.


Based on this definition, the goal of the m2m:contentInfo schema is to enforce the following pattern

<mediaType>:<m2m:encodingType>[:<m2m:contentSecurity>]

Where 
<mediaType> is not clearly defined but many examples exist that imply “application domain interpretation”

<mediaType> seems to allow “:” embedded (audio:AVP video:RTS/AVP) -> that could be mixing some of the use below.
<m2m:encodingType> is mandatory in the value 0,1,2

<m2m:contentSecurity> is optional in the value 0,1,2,3,4,5

This is the definition from commonTypes.xsd

<xs:simpleType name="cnf">



<xs:restriction base="xs:string">




<xs:pattern value="[\w/!#$^_.+&amp;\-]+(:[0-2])?"/>




<xs:pattern value="[\w/!#$^_.+&amp;\-]+((:[0-2])?)+((:[0-5])?)"/>



</xs:restriction>


</xs:simpleType>
This definition allows the following illegal or  ambiguous values

 [1] foo [true]

 [1] foo/bar [true]

 [1] foo/bar/baz [true]

 [1] foo/bar/baz/qux [true]

 [1] /////   [true]

 [1] !!!!!   [true]

 [1] _____   [true]

 [1] ^^^^^   [true]

 [1] #####   [true]

 [1] +++++   [true]

 [1] -----   [true]

 [1] &&&&&   [true]

 [1] $$$$$   [true]

 [1] .....   [true]

 [1] 12345   [true]

 [1] 12345/6789  [true]

 [1] foo/bar:1:1:1:1:1:1 [true]

The following pattern gets closer to the desired result, rejecting all of the values above.

<xs:simpleType name="cnf">



<xs:restriction base="xs:string">




<xs:pattern value="^[^ ()<>@,;:\\=\"\/\[\]?]+\/[^ ()<>@,;:\\=\"\/\[\]?]+:[0-2](?::[0-5])?$"/>



</xs:restriction>


</xs:simpleType>
However, it still does not handle some of the media types referenced in TS-0004, such as the following:

	m2m:sessionCapabilities
	Session Capability
	audio:AVP video:RTS/AVP
	Pair(s) of media type and corresponding protocol as defined in Session Description Protocol (IETF RFC 4566 [52]. The delimiter ofbetween the media type and the protocol is colon.


Proposal is to remove the pattern for containerInfo as

1) The current definition is a bug as it does not enforce the defined requirement for the m2m:encodingType

The argument there is that the generator of the content can define the data, perhaps using the semantic descriptor attributes.

Alternate proposal #1 is to make a proper definition that conforms to RFC2045.
Alternate proposal #2, reflected in change 1, is to use a pattern that gets us a bit closer to the desired result.

Based on informal discussion, we agreed to explore a pattern that better meets the intended purpose.  
----------------------- Start of change 1 -----------------------
<xs:simpleType name="cnf">

                <xs:restriction base="xs:string">

<xs:pattern                    value="(text/plain|image/jpeg|audio/basic|video/mpeg|multipart/mixed|mutipart/alternative|multipart/parallel|multipart/digest|message/rfc822|message/partial):[0-2](:[0-5])?"/>

<xs:pattern value="(application)/([a-zA-Z][a-zA-Z0-9+-.]*):[0-2](:[0-5])?"/>                     </xs:restriction>

</xs:simpleType>      
----------------------- End of change 1 -----------------------
----------------------- Start of change 2 -----------------------
----------------------- End of change 2 -----------------------
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