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	INPUT CONTRIBUTION
Initial requirements subset

	Group Name:*
	Joint REQ-ARC-WGs-Call 2012-11-06

	Title:*
	Initial requirements subset

	Source:*
	Telecom Italia (ETSI)

	Contact:
	Enrico Scarrone

	Date:*
	2012-10-26

	Abstract:*
	Initial requirements derived from ETSI TS 102 689 V2.0.3, M2M service requirements, this includes general requirements, management, charging and functional requirements. Due to time constrain, Security and Naming, numbering and addressing requirements are not yet proposed for inclusion in oneM2M documentation, and are planned by the document sources to be  part of a subsequent contribution for the next calls.

	Agenda Item:*
	Requirements

	Work item(s):
	Requirements

	Document(s) 

Impacted*
	Requirement specification (number to be assigner

	Intended purpose of

document:*
	 FORMCHECKBOX 
Decision

 Discussion

 Information

 Other <specify>

	Decision requested or recommendation:*
	Dicussion and initial agreement for potential inclusion in the requirement TS at the TP2 meeting


oneM2M IPR STATEMENT

Participation in, or attendance at, any activity of oneM2M, constitutes acceptance of and agreement to be bound by all provisions of IPR policy of the admitting Partner Type 1 and permission that all communications and statements, oral or written, or other information disclosed or presented, and any translation or derivative thereof, may without compensation, and to the extent such participant or attendee may legally and freely grant such copyright rights, be distributed, published, and posted on oneM2M’s web site, in whole or in part, on a non-exclusive basis by oneM2M or oneM2M Partners Type 1 or their licensees or assignees, or as oneM2M SC directs.
	Requirement ID 
	Classification 
	Requirement Text 


	1

(Final number to be assigned )
	General requirements
	M2M Application communication principles

The M2M System shall be able to allow communication between M2M Applications in the Network Domain, and the M2M Device Domain, by using multiple communication meansbased on IP Access.

Also a Connected Object may be able to communicate in a peer‑to‑peer manner with any other Connected Object. 

The M2M System should abstract the underlying network structure including any network addressing mechanism used, e.g. in case of an IP based network the session establishment shall be possible when IP static or dynamic addressing are used. 

	2

(Final number to be assigned )
	General requirements
	Message Delivery for sleeping devices

The M2M System shall be able to manage communication towards a sleeping device. 

	3

(Final number to be assigned )
	General requirements
	Message transmission scheduling

The M2M System shall be able to manage the scheduling of network access and of messaging.

The M2M System shall be aware of the scheduling delay tolerance of the M2M Application.

	4

(Final number to be assigned )
	General requirements
	Message communication path selection

Assuming multiple paths are available, the M2M System shall be able to select communication paths, based on e.g. policies or rely on routing mechanisms in case of transmission failures. 

	5

(Final number to be assigned )
	General requirements
	Communication with devices behind a M2M gateway

The M2M System should be able to communicate with Devices behind a M2M gateway. 

	6

(Final number to be assigned )
	General requirements
	Communication failure notification

M2M Applications, requesting reliable delivery of a message, shall be notified of any failures to deliver the message.

	7

(Final number to be assigned )
	General requirements
	Scalability

The M2M System shall be scalable in terms of number of Connected Objects.

	8

(Final number to be assigned )
	General requirements
	Abstraction of technologies heterogeneity 

The M2M Gateway may be capable of interfacing to various M2M Area Network technologies.

	9

(Final number to be assigned )
	General requirements
	M2M Service Capabilities discovery and registration

The M2M System shall support mechanisms to allow M2M Applications to discover M2M Service Capabilities offered to them.

Additionally the M2M Device and M2M Gateway shall support mechanisms to allow the registration of its M2M Service Capabilities to the M2M system.

	10

(Final number to be assigned )
	General requirements
	M2M Trusted Application

The M2M Core may handle service request responses for trusted M2M Applications by allowing streamlined authentication procedures for these applications.

The M2M system may support trusted applications, that are applications pre‑validated by the M2M Core.

	11

(Final number to be assigned )
	General requirements
	Mobility

If the underlying network supports seamless mobility and roaming, the M2M System shall  be able to use such mechanisms.

	12

(Final number to be assigned )
	General requirements
	Communications integrity

The M2M System shall be able to support mechanisms to assure communications integrity for M2M services.

	13

(Final number to be assigned )
	General requirements
	Device/Gateway integrity check

The M2M System may support M2M Device and M2M Gateway Integrity Validation [i].

	14

(Final number to be assigned )
	General requirements
	Continuous connectivity

The M2M System shall support continuous connectivity, for M2M applications requesting the same M2M service on a regular and continuous basis. This continuous connectivity may be de‑activated upon request of the Application or by an internal mechanism in the M2M Core.

	15

(Final number to be assigned )
	General requirements
	Confirm

The M2M System may support mechanisms to confirm messages.

The M2M System shall support the delivery of the confirmation in a time that is configurable e.g 1s. 

	16

(Final number to be assigned )
	General requirements
	Logging

Messaging and transactions requiring non‑repudiation shall be capable of being logged. Important events (e.g. received information from the M2M Device or M2M Gateway is faulty, unsuccessful installation attempt from the M2M Device or M2M Gateway, service not operating, etc.) may be logged together with diagnostic information. Logs shall be retrievable upon request.

	17

(Final number to be assigned )
	General requirements
	Time Stamp

The M2M System shall be able to support accurate and secure and trusted time stamping. M2M Devices and M2M Gateways may support accurate and secure and trusted time stamping.

	18

(Final number to be assigned )
	General requirements
	Device/Gateway failure robustness

After a non‑destructive failure, e.g. after a power supply outage, a M2M Device or Gateway should immediately return in a full operating state autonomously, after performing the appropriate initialization e.g. Integrity Validation  if supported.

	19

(Final number to be assigned )
	General requirements
	Operator telco capabilities exposure

The M2M interface to the external M2M applications shall enable the exposition of telco operator capabilities (e.g. SMS, USSD, localization, subscription configuration, authentication (e.g. Generic Bootstrapping Architecture), etc). The service platform shall be able to provide access to non‑M2M resources abstracted as M2M resources to provide to the applications a consistent use of the M2M capabilities.(e.g. to send an SMS to common cellular phones).

	20

(Final number to be assigned )
	General requirements
	Location reporting support 

The M2M System shall be able to report M2M Device/Gateway location to M2M applications when this information is available. The location information of the M2M device/M2M gateway may be determined by the underlying network procedures (taking into account relevant privacy/security settings for transfer of such information), by application‑level information reported from the M2M device/ gateway application, or a combination of both.

	21

(Final number to be assigned )
	General requirements
	Support of multiple M2M Applications

The M2M System shall support a mechanism to manage a multiple M2M Applications and to provide a mechanism to interact between multiple M2M Applications. This mechanism shall support as following:

· Maintenance of the list of registered M2M Applications.

· Maintenance of registration information of M2M Applications.

· Notification of newly registered M2M Applications towards the subscribing M2M Applications authenticated and authorized for the information exchange. 

	22

(Final number to be assigned )
	General requirements
	Support for subscribing to receive notification

The M2M System shall support a mechanism for allowing applications or Connected Objects to subscribe and being notified of changes. 

	23

(Final number to be assigned )
	General requirements
	Support for optimizing notification

The M2M System may support a mechanism for delaying notifying a Connected Objects. 

	24

(Final number to be assigned )
	General requirements
	Support for store and forward

The M2M System may support a mechanism to manage a remote access of information from other Connected Objects. When supported the M2M system shall be able to aggregate requests and delay to perform the request depending on a given delay and/or category. 

	25

(Final number to be assigned )
	General requirements
	Multiple M2M Service Providers

· An application on a device or gateway in a M2M system shall be able to operate resources belonging to a different M2M system.
· An application on a M2M core shall be able to operate resources belonging to a different M2M system.

	26

(Final number to be assigned )
	Management
	Fault Management: Proactive monitoring

The M2M System shall be capable of proactively monitoring the M2M system in order to attempt to prevent and correct errors.

	27

(Final number to be assigned )
	Management
	Fault Management: Diagnostics mode

The M2M System shall provide the means to allow diagnostics for M2M Application functioning. 

	28

(Final number to be assigned )
	Management
	Fault Management: Connectivity test

The M2M System shall support testing the connectivity towards a selected set of Connected Objects (Cos) at regular intervals provided the Cos support the function.

	29

(Final number to be assigned )
	Management
	Fault Management: Fault discovery and reporting

The Connected Object (CO) operational status shall be monitorable, provided the CO supports the function.

	30

(Final number to be assigned )
	Management
	Fault Management: Fault Recovery by Remote Management

M2M devices may support remote management for fault recovery e.g. firmware update, quarantine device. After this operation of firmware update, the device may reboot to a known and consistent state.

	31

(Final number to be assigned )
	Management
	Configuration Management: Pre‑provisioning and auto configuration of the M2M Devices and Gateways

The M2M Application or Capabilities in the Service Capabilities shall support autoconfiguration, that is without human intervention, of M2M Device or M2M Gateway when these are turned‑on. The M2M Device or M2M Gateway may support autoconfiguration and registration to M2M Application functions.

The M2M System shall support mechanisms to perform simple and scalable pre‑provisioning of M2M Devices/Gateways. The pre‑provisioning mechanism shall be able to work even when the communication path to the M2M Device/Gateway is absent. 

	32

(Final number to be assigned )
	Management
	Configuration Management: M2M Area Network resilience

An M2M Device or M2M Gateway experiencing a fault shall not affect the normal operation of the M2M Area Network.

	33

(Final number to be assigned )
	Management
	Configuration Management: Time synchronisation

The M2M System should support time synchronisation. M2M Devices and M2M Gateways may support time synchronization. The level of accuracy and of security for the time synchronization can be system specific.

	33

(Final number to be assigned )
	Management
	Configuration Management: Configuration Management

The M2M System and M2M Gateways shall support configuration management (i.e. manageability will depend on the end‑system).

	34

(Final number to be assigned )
	Accounting and Charging
	Charging recorded information

The M2M system shall be able to record charging specific information. The format of the recorded information shall be fully specified including mandatory and optional elements.

The M2M system shall be able to support correlation between the charging records of the M2M service layer and available charging records from the Core/Access Network.

	35

(Final number to be assigned )
	Accounting and Charging
	Offline Charging

The M2M system shall support offline charging at the M2M service layer.

	36

(Final number to be assigned )
	Accounting and Charging
	Online Charging

TheM2M system shall support online charging at the M2M service layer.

	37

(Final number to be assigned )
	Accounting and Charging
	Operational requirement

The M2M system shall be able to reuse existing charging mechanisms of Mobile and/or Fixed networks.

	38

(Final number to be assigned )
	Accounting and Charging
	Security for charging

The M2M system shall be able to provide integrity protection of the stored and transferred charging related information (e.g. CDRs).

	39

(Final number to be assigned )
	Functional requirements
	Data collection & reporting

The M2M System shall support the reporting from a specific M2M Device or M2M Gateway or group of M2M Devices or group of M2M Gateways in the way requested by the M2M Application as listed below:  

· a periodic reporting with the time period being defined by the M2M application; 

· an on‑demand reporting with two possible modes. One is an instantaneous collecting and reporting of data, the other one is a reporting of the data that were pre‑recorded at the indicated specific time period;

· a scheduled reporting; or an event‑based reporting.

	40

(Final number to be assigned )
	Functional requirements
	Remote control of M2M Devices

The M2M System shall support the capability for an Application to remotely control M2M Devices that support this capability.

	41

(Final number to be assigned )
	Functional requirements
	Group mechanisms

The M2M System shall support a mechanism to create and remove groups, and to introduce an entity into a group,  modify the invariants (i.e. characteristics) of the members in a group, remove an entity from a group, list members of a group, check for an entity's membership in a group, search entities in a group, and identify all groups where the entity is a member. 

	42

(Final number to be assigned )
	Functional requirements
	
M2M Devices/Gateways type varieties

The M2M System shall be able to support a variety of different M2M Devices/Gateways types, e.g. active M2M Devices and sleeping M2M Devices, upgradable M2M Devices/Gateways and not upgradable M2M Devices/Gateways. 

The M2M system should support parameter constrained operations where the parameters are controllable resources like CPU, memory size, battery level, etc.

	43

(Final number to be assigned )
	Functional requirements
	Information reception

The M2M System shall support the following mechanisms for receiving information from M2M Devices and M2M Gateways:

· Receiving unsolicited information (passive retrieval).

· Receiving scheduled information.

· Operating particular algorithms for retrieving information (e.g. round robin, random within given time window, round robin groups with random reply in given time window).

	44

(Final number to be assigned )
	Functional requirements
	Reachability

The M2M System may be aware of the reachability state of the connected objects.

	45

(Final number to be assigned )
	Functional requirements
	Asymmetric flows

M2M Devices and Gateways should support asymmetric flows.

	46

(Final number to be assigned )
	Functional requirements
	Paths diversity 

The M2M System should support physical paths diversity if required by the M2M Application.

	47

(Final number to be assigned )
	Functional requirements
	Heterogeneous M2M Area Networks

The M2M System shall be capable of interfacing heterogeneous  M2M Area Networks. This may be achieved at the M2M Gateway.

	48

(Final number to be assigned )
	Functional requirements
	Information collection & delivery to multiple applications

The M2M System shall support the ability for multiple M2M Applications to interact with the same M2M Devices simultaneaously.

	49

(Final number to be assigned )
	Functional requirements
	Management of multiple M2M Devices/Gateways

The M2M Application shall be able to interact with one or multiple M2M Devices/Gateways, e.g. for information collection, control, either directly or through using M2M Service Capabilities.

	50

(Final number to be assigned )
	Functional requirements
	M2M Devices/Gateways description

M2M characteristics of the M2M Device/Gateway may be either preconfigured in the M2M System or provided by the M2M Device/Gateway to the M2M System; the characteristics provided by the M2M Device/Gateway take precedence over the preconfigured characteristics.

M2M characteristics consist of the static information such M2M capabilities that may be assigned to M2M Devices and Gateways and the dynamic information such as location, state, availability, that may be associated to M2M Devices and Gateways.

	51

(Final number to be assigned )
	Functional requirements
	Data store and share

The M2M System shall be able to store data to support the following requirements:

Provide functionality to store and retrieve hierarchically structured data according to hierarchal relationships of stored data.

Annotate stored data with meta-information that is common to a specified set of data. 

· Establish storage policies for stored data (e.g. define maximum byte size of the stored data).

· Enable data sharing of stored data subjected to access control.

	52

(Final number to be assigned )
	Functional requirements
	Multiple M2M service providers

A M2M System shall be able to forward M2M requests and information to another M2M System.
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